![/Volumes/DocumentLibrary/NEW CIS Product Logos/NEW CIS Product Logos/CIS Benchmarks/CIS Benchmarks Product Logos_JPGs/CIS_Benchmarks_RGB.jpg](data:image/jpeg;base64,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)

CIS Microsoft Windows 11 Enterprise Benchmark

[http://benchmarks.cisecurity.org](http://benchmarks.cisecurity.org/)

v1.0.0 - 02-14-2022

Terms of Use

Please see the below link for our current terms of use:

<https://www.cisecurity.org/cis-securesuite/cis-securesuite-membership-terms-of-use/>

**Table of Contents**

[Terms of Use 1](#_Toc95744326)

[Overview 48](#_Toc95744327)

[Intended Audience 48](#_Toc95744328)

[Consensus Guidance 49](#_Toc95744329)

[Typographical Conventions 50](#_Toc95744330)

[Assessment Status 50](#_Toc95744331)

[Profile Definitions 51](#_Toc95744332)

[Acknowledgements 53](#_Toc95744333)

[Recommendations 54](#_Toc95744334)

[1 Account Policies 54](#_Toc95744335)

[1.1 Password Policy 54](#_Toc95744336)

[1.1.1 (L1) Ensure 'Enforce password history' is set to '24 or more password(s)' (Automated) 54](#_Toc95744337)

[1.1.2 (L1) Ensure 'Maximum password age' is set to '365 or fewer days, but not 0' (Automated) 57](#_Toc95744338)

[1.1.3 (L1) Ensure 'Minimum password age' is set to '1 or more day(s)' (Automated) 59](#_Toc95744339)

[1.1.4 (L1) Ensure 'Minimum password length' is set to '14 or more character(s)' (Automated) 61](#_Toc95744340)

[1.1.5 (L1) Ensure 'Password must meet complexity requirements' is set to 'Enabled' (Automated) 64](#_Toc95744341)

[1.1.6 (L1) Ensure 'Relax minimum password length limits' is set to 'Enabled' (Automated) 67](#_Toc95744342)

[1.1.7 (L1) Ensure 'Store passwords using reversible encryption' is set to 'Disabled' (Automated) 69](#_Toc95744343)

[1.2 Account Lockout Policy 71](#_Toc95744344)

[1.2.1 (L1) Ensure 'Account lockout duration' is set to '15 or more minute(s)' (Automated) 71](#_Toc95744345)

[1.2.2 (L1) Ensure 'Account lockout threshold' is set to '5 or fewer invalid logon attempt(s), but not 0' (Automated) 74](#_Toc95744346)

[1.2.3 (L1) Ensure 'Reset account lockout counter after' is set to '15 or more minute(s)' (Automated) 77](#_Toc95744347)

[2 Local Policies 80](#_Toc95744348)

[2.1 Audit Policy 80](#_Toc95744349)

[2.2 User Rights Assignment 81](#_Toc95744350)

[2.2.1 (L1) Ensure 'Access Credential Manager as a trusted caller' is set to 'No One' (Automated) 81](#_Toc95744351)

[2.2.2 (L1) Ensure 'Access this computer from the network' is set to 'Administrators, Remote Desktop Users' (Automated) 83](#_Toc95744352)

[2.2.3 (L1) Ensure 'Act as part of the operating system' is set to 'No One' (Automated) 85](#_Toc95744353)

[2.2.4 (L1) Ensure 'Adjust memory quotas for a process' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE' (Automated) 87](#_Toc95744354)

[2.2.5 (L1) Ensure 'Allow log on locally' is set to 'Administrators, Users' (Automated) 89](#_Toc95744355)

[2.2.6 (L1) Ensure 'Allow log on through Remote Desktop Services' is set to 'Administrators, Remote Desktop Users' (Automated) 91](#_Toc95744356)

[2.2.7 (L1) Ensure 'Back up files and directories' is set to 'Administrators' (Automated) 93](#_Toc95744357)

[2.2.8 (L1) Ensure 'Change the system time' is set to 'Administrators, LOCAL SERVICE' (Automated) 95](#_Toc95744358)

[2.2.9 (L1) Ensure 'Change the time zone' is set to 'Administrators, LOCAL SERVICE, Users' (Automated) 98](#_Toc95744359)

[2.2.10 (L1) Ensure 'Create a pagefile' is set to 'Administrators' (Automated) 99](#_Toc95744360)

[2.2.11 (L1) Ensure 'Create a token object' is set to 'No One' (Automated) 100](#_Toc95744361)

[2.2.12 (L1) Ensure 'Create global objects' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated) 102](#_Toc95744362)

[2.2.13 (L1) Ensure 'Create permanent shared objects' is set to 'No One' (Automated) 104](#_Toc95744363)

[2.2.14 (L1) Configure 'Create symbolic links' (Automated) 105](#_Toc95744364)

[2.2.15 (L1) Ensure 'Debug programs' is set to 'Administrators' (Automated) 107](#_Toc95744365)

[2.2.16 (L1) Ensure 'Deny access to this computer from the network' to include 'Guests, Local account' (Automated) 109](#_Toc95744366)

[2.2.17 (L1) Ensure 'Deny log on as a batch job' to include 'Guests' (Automated) 111](#_Toc95744367)

[2.2.18 (L1) Ensure 'Deny log on as a service' to include 'Guests' (Automated) 113](#_Toc95744368)

[2.2.19 (L1) Ensure 'Deny log on locally' to include 'Guests' (Automated) 115](#_Toc95744369)

[2.2.20 (L1) Ensure 'Deny log on through Remote Desktop Services' to include 'Guests, Local account' (Automated) 117](#_Toc95744370)

[2.2.21 (L1) Ensure 'Enable computer and user accounts to be trusted for delegation' is set to 'No One' (Automated) 119](#_Toc95744371)

[2.2.22 (L1) Ensure 'Force shutdown from a remote system' is set to 'Administrators' (Automated) 121](#_Toc95744372)

[2.2.23 (L1) Ensure 'Generate security audits' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated) 123](#_Toc95744373)

[2.2.24 (L1) Ensure 'Impersonate a client after authentication' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated) 125](#_Toc95744374)

[2.2.25 (L1) Ensure 'Increase scheduling priority' is set to 'Administrators, Window Manager\Window Manager Group' (Automated) 127](#_Toc95744375)

[2.2.26 (L1) Ensure 'Load and unload device drivers' is set to 'Administrators' (Automated) 129](#_Toc95744376)

[2.2.27 (L1) Ensure 'Lock pages in memory' is set to 'No One' (Automated) 131](#_Toc95744377)

[2.2.28 (L2) Ensure 'Log on as a batch job' is set to 'Administrators' (Automated) 132](#_Toc95744378)

[2.2.29 (L2) Configure 'Log on as a service' (Automated) 134](#_Toc95744379)

[2.2.30 (L1) Ensure 'Manage auditing and security log' is set to 'Administrators' (Automated) 136](#_Toc95744380)

[2.2.31 (L1) Ensure 'Modify an object label' is set to 'No One' (Automated) 138](#_Toc95744381)

[2.2.32 (L1) Ensure 'Modify firmware environment values' is set to 'Administrators' (Automated) 139](#_Toc95744382)

[2.2.33 (L1) Ensure 'Perform volume maintenance tasks' is set to 'Administrators' (Automated) 141](#_Toc95744383)

[2.2.34 (L1) Ensure 'Profile single process' is set to 'Administrators' (Automated) 143](#_Toc95744384)

[2.2.35 (L1) Ensure 'Profile system performance' is set to 'Administrators, NT SERVICE\WdiServiceHost' (Automated) 145](#_Toc95744385)

[2.2.36 (L1) Ensure 'Replace a process level token' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated) 147](#_Toc95744386)

[2.2.37 (L1) Ensure 'Restore files and directories' is set to 'Administrators' (Automated) 149](#_Toc95744387)

[2.2.38 (L1) Ensure 'Shut down the system' is set to 'Administrators, Users' (Automated) 151](#_Toc95744388)

[2.2.39 (L1) Ensure 'Take ownership of files or other objects' is set to 'Administrators' (Automated) 153](#_Toc95744389)

[2.3 Security Options 155](#_Toc95744390)

[2.3.1 Accounts 155](#_Toc95744391)

[2.3.1.1 (L1) Ensure 'Accounts: Administrator account status' is set to 'Disabled' (Automated) 155](#_Toc95744392)

[2.3.1.2 (L1) Ensure 'Accounts: Block Microsoft accounts' is set to 'Users can't add or log on with Microsoft accounts' (Automated) 158](#_Toc95744393)

[2.3.1.3 (L1) Ensure 'Accounts: Guest account status' is set to 'Disabled' (Automated) 160](#_Toc95744394)

[2.3.1.4 (L1) Ensure 'Accounts: Limit local account use of blank passwords to console logon only' is set to 'Enabled' (Automated) 162](#_Toc95744395)

[2.3.1.5 (L1) Configure 'Accounts: Rename administrator account' (Automated) 164](#_Toc95744396)

[2.3.1.6 (L1) Configure 'Accounts: Rename guest account' (Automated) 166](#_Toc95744397)

[2.3.2 Audit 168](#_Toc95744398)

[2.3.2.1 (L1) Ensure 'Audit: Force audit policy subcategory settings (Windows Vista or later) to override audit policy category settings' is set to 'Enabled' (Automated) 168](#_Toc95744399)

[2.3.2.2 (L1) Ensure 'Audit: Shut down system immediately if unable to log security audits' is set to 'Disabled' (Automated) 170](#_Toc95744400)

[2.3.3 DCOM 171](#_Toc95744401)

[2.3.4 Devices 172](#_Toc95744402)

[2.3.4.1 (L1) Ensure 'Devices: Allowed to format and eject removable media' is set to 'Administrators and Interactive Users' (Automated) 172](#_Toc95744403)

[2.3.4.2 (L2) Ensure 'Devices: Prevent users from installing printer drivers' is set to 'Enabled' (Automated) 174](#_Toc95744404)

[2.3.5 Domain controller 175](#_Toc95744405)

[2.3.6 Domain member 176](#_Toc95744406)

[2.3.6.1 (L1) Ensure 'Domain member: Digitally encrypt or sign secure channel data (always)' is set to 'Enabled' (Automated) 176](#_Toc95744407)

[2.3.6.2 (L1) Ensure 'Domain member: Digitally encrypt secure channel data (when possible)' is set to 'Enabled' (Automated) 179](#_Toc95744408)

[2.3.6.3 (L1) Ensure 'Domain member: Digitally sign secure channel data (when possible)' is set to 'Enabled' (Automated) 181](#_Toc95744409)

[2.3.6.4 (L1) Ensure 'Domain member: Disable machine account password changes' is set to 'Disabled' (Automated) 183](#_Toc95744410)

[2.3.6.5 (L1) Ensure 'Domain member: Maximum machine account password age' is set to '30 or fewer days, but not 0' (Automated) 185](#_Toc95744411)

[2.3.6.6 (L1) Ensure 'Domain member: Require strong (Windows 2000 or later) session key' is set to 'Enabled' (Automated) 187](#_Toc95744412)

[2.3.7 Interactive logon 189](#_Toc95744413)

[2.3.7.1 (L1) Ensure 'Interactive logon: Do not require CTRL+ALT+DEL' is set to 'Disabled' (Automated) 189](#_Toc95744414)

[2.3.7.2 (L1) Ensure 'Interactive logon: Don't display last signed-in' is set to 'Enabled' (Automated) 191](#_Toc95744415)

[2.3.7.3 (BL) Ensure 'Interactive logon: Machine account lockout threshold' is set to '10 or fewer invalid logon attempts, but not 0' (Automated) 193](#_Toc95744416)

[2.3.7.4 (L1) Ensure 'Interactive logon: Machine inactivity limit' is set to '900 or fewer second(s), but not 0' (Automated) 195](#_Toc95744417)

[2.3.7.5 (L1) Configure 'Interactive logon: Message text for users attempting to log on' (Automated) 197](#_Toc95744418)

[2.3.7.6 (L1) Configure 'Interactive logon: Message title for users attempting to log on' (Automated) 199](#_Toc95744419)

[2.3.7.7 (L2) Ensure 'Interactive logon: Number of previous logons to cache (in case domain controller is not available)' is set to '4 or fewer logon(s)' (Automated) 201](#_Toc95744420)

[2.3.7.8 (L1) Ensure 'Interactive logon: Prompt user to change password before expiration' is set to 'between 5 and 14 days' (Automated) 203](#_Toc95744421)

[2.3.7.9 (L1) Ensure 'Interactive logon: Smart card removal behavior' is set to 'Lock Workstation' or higher (Automated) 205](#_Toc95744422)

[2.3.8 Microsoft network client 208](#_Toc95744423)

[2.3.8.1 (L1) Ensure 'Microsoft network client: Digitally sign communications (always)' is set to 'Enabled' (Automated) 208](#_Toc95744424)

[2.3.8.2 (L1) Ensure 'Microsoft network client: Digitally sign communications (if server agrees)' is set to 'Enabled' (Automated) 211](#_Toc95744425)

[2.3.8.3 (L1) Ensure 'Microsoft network client: Send unencrypted password to third-party SMB servers' is set to 'Disabled' (Automated) 214](#_Toc95744426)

[2.3.9 Microsoft network server 216](#_Toc95744427)

[2.3.9.1 (L1) Ensure 'Microsoft network server: Amount of idle time required before suspending session' is set to '15 or fewer minute(s)' (Automated) 216](#_Toc95744428)

[2.3.9.2 (L1) Ensure 'Microsoft network server: Digitally sign communications (always)' is set to 'Enabled' (Automated) 218](#_Toc95744429)

[2.3.9.3 (L1) Ensure 'Microsoft network server: Digitally sign communications (if client agrees)' is set to 'Enabled' (Automated) 221](#_Toc95744430)

[2.3.9.4 (L1) Ensure 'Microsoft network server: Disconnect clients when logon hours expire' is set to 'Enabled' (Automated) 224](#_Toc95744431)

[2.3.9.5 (L1) Ensure 'Microsoft network server: Server SPN target name validation level' is set to 'Accept if provided by client' or higher (Automated) 226](#_Toc95744432)

[2.3.10 Network access 228](#_Toc95744433)

[2.3.10.1 (L1) Ensure 'Network access: Allow anonymous SID/Name translation' is set to 'Disabled' (Automated) 228](#_Toc95744434)

[2.3.10.2 (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts' is set to 'Enabled' (Automated) 230](#_Toc95744435)

[2.3.10.3 (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts and shares' is set to 'Enabled' (Automated) 232](#_Toc95744436)

[2.3.10.4 (L1) Ensure 'Network access: Do not allow storage of passwords and credentials for network authentication' is set to 'Enabled' (Automated) 234](#_Toc95744437)

[2.3.10.5 (L1) Ensure 'Network access: Let Everyone permissions apply to anonymous users' is set to 'Disabled' (Automated) 236](#_Toc95744438)

[2.3.10.6 (L1) Ensure 'Network access: Named Pipes that can be accessed anonymously' is set to 'None' (Automated) 238](#_Toc95744439)

[2.3.10.7 (L1) Ensure 'Network access: Remotely accessible registry paths' is configured (Automated) 240](#_Toc95744440)

[2.3.10.8 (L1) Ensure 'Network access: Remotely accessible registry paths and sub-paths' is configured (Automated) 242](#_Toc95744441)

[2.3.10.9 (L1) Ensure 'Network access: Restrict anonymous access to Named Pipes and Shares' is set to 'Enabled' (Automated) 245](#_Toc95744442)

[2.3.10.10 (L1) Ensure 'Network access: Restrict clients allowed to make remote calls to SAM' is set to 'Administrators: Remote Access: Allow' (Automated) 248](#_Toc95744443)

[2.3.10.11 (L1) Ensure 'Network access: Shares that can be accessed anonymously' is set to 'None' (Automated) 250](#_Toc95744444)

[2.3.10.12 (L1) Ensure 'Network access: Sharing and security model for local accounts' is set to 'Classic - local users authenticate as themselves' (Automated) 252](#_Toc95744445)

[2.3.11 Network security 254](#_Toc95744446)

[2.3.11.1 (L1) Ensure 'Network security: Allow Local System to use computer identity for NTLM' is set to 'Enabled' (Automated) 254](#_Toc95744447)

[2.3.11.2 (L1) Ensure 'Network security: Allow LocalSystem NULL session fallback' is set to 'Disabled' (Automated) 256](#_Toc95744448)

[2.3.11.3 (L1) Ensure 'Network Security: Allow PKU2U authentication requests to this computer to use online identities' is set to 'Disabled' (Automated) 258](#_Toc95744449)

[2.3.11.4 (L1) Ensure 'Network security: Configure encryption types allowed for Kerberos' is set to 'AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types' (Automated) 260](#_Toc95744450)

[2.3.11.5 (L1) Ensure 'Network security: Do not store LAN Manager hash value on next password change' is set to 'Enabled' (Automated) 263](#_Toc95744451)

[2.3.11.6 (L1) Ensure 'Network security: Force logoff when logon hours expire' is set to 'Enabled' (Manual) 265](#_Toc95744452)

[2.3.11.7 (L1) Ensure 'Network security: LAN Manager authentication level' is set to 'Send NTLMv2 response only. Refuse LM & NTLM' (Automated) 267](#_Toc95744453)

[2.3.11.8 (L1) Ensure 'Network security: LDAP client signing requirements' is set to 'Negotiate signing' or higher (Automated) 270](#_Toc95744454)

[2.3.11.9 (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) clients' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated) 272](#_Toc95744455)

[2.3.11.10 (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) servers' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated) 274](#_Toc95744456)

[2.3.12 Recovery console 275](#_Toc95744457)

[2.3.13 Shutdown 275](#_Toc95744458)

[2.3.14 System cryptography 276](#_Toc95744459)

[2.3.14.1 (L2) Ensure 'System cryptography: Force strong key protection for user keys stored on the computer' is set to 'User is prompted when the key is first used' or higher (Automated) 276](#_Toc95744460)

[2.3.15 System objects 279](#_Toc95744461)

[2.3.15.1 (L1) Ensure 'System objects: Require case insensitivity for non-Windows subsystems' is set to 'Enabled' (Automated) 279](#_Toc95744462)

[2.3.15.2 (L1) Ensure 'System objects: Strengthen default permissions of internal system objects (e.g. Symbolic Links)' is set to 'Enabled' (Automated) 281](#_Toc95744463)

[2.3.16 System settings 282](#_Toc95744464)

[2.3.17 User Account Control 283](#_Toc95744465)

[2.3.17.1 (L1) Ensure 'User Account Control: Admin Approval Mode for the Built-in Administrator account' is set to 'Enabled' (Automated) 283](#_Toc95744466)

[2.3.17.2 (L1) Ensure 'User Account Control: Behavior of the elevation prompt for administrators in Admin Approval Mode' is set to 'Prompt for consent on the secure desktop' (Automated) 285](#_Toc95744467)

[2.3.17.3 (L1) Ensure 'User Account Control: Behavior of the elevation prompt for standard users' is set to 'Automatically deny elevation requests' (Automated) 287](#_Toc95744468)

[2.3.17.4 (L1) Ensure 'User Account Control: Detect application installations and prompt for elevation' is set to 'Enabled' (Automated) 289](#_Toc95744469)

[2.3.17.5 (L1) Ensure 'User Account Control: Only elevate UIAccess applications that are installed in secure locations' is set to 'Enabled' (Automated) 291](#_Toc95744470)

[2.3.17.6 (L1) Ensure 'User Account Control: Run all administrators in Admin Approval Mode' is set to 'Enabled' (Automated) 293](#_Toc95744471)

[2.3.17.7 (L1) Ensure 'User Account Control: Switch to the secure desktop when prompting for elevation' is set to 'Enabled' (Automated) 295](#_Toc95744472)

[2.3.17.8 (L1) Ensure 'User Account Control: Virtualize file and registry write failures to per-user locations' is set to 'Enabled' (Automated) 297](#_Toc95744473)

[3 Event Log 298](#_Toc95744474)

[4 Restricted Groups 298](#_Toc95744475)

[5 System Services 299](#_Toc95744476)

[5.1 (L2) Ensure 'Bluetooth Audio Gateway Service (BTAGService)' is set to 'Disabled' (Automated) 299](#_Toc95744477)

[5.2 (L2) Ensure 'Bluetooth Support Service (bthserv)' is set to 'Disabled' (Automated) 301](#_Toc95744478)

[5.3 (L1) Ensure 'Computer Browser (Browser)' is set to 'Disabled' or 'Not Installed' (Automated) 303](#_Toc95744479)

[5.4 (L2) Ensure 'Downloaded Maps Manager (MapsBroker)' is set to 'Disabled' (Automated) 305](#_Toc95744480)

[5.5 (L2) Ensure 'Geolocation Service (lfsvc)' is set to 'Disabled' (Automated) 307](#_Toc95744481)

[5.6 (L1) Ensure 'IIS Admin Service (IISADMIN)' is set to 'Disabled' or 'Not Installed' (Automated) 309](#_Toc95744482)

[5.7 (L1) Ensure 'Infrared monitor service (irmon)' is set to 'Disabled' or 'Not Installed' (Automated) 311](#_Toc95744483)

[5.8 (L1) Ensure 'Internet Connection Sharing (ICS) (SharedAccess)' is set to 'Disabled' (Automated) 313](#_Toc95744484)

[5.9 (L2) Ensure 'Link-Layer Topology Discovery Mapper (lltdsvc)' is set to 'Disabled' (Automated) 315](#_Toc95744485)

[5.10 (L1) Ensure 'LxssManager (LxssManager)' is set to 'Disabled' or 'Not Installed' (Automated) 317](#_Toc95744486)

[5.11 (L1) Ensure 'Microsoft FTP Service (FTPSVC)' is set to 'Disabled' or 'Not Installed' (Automated) 319](#_Toc95744487)

[5.12 (L2) Ensure 'Microsoft iSCSI Initiator Service (MSiSCSI)' is set to 'Disabled' (Automated) 321](#_Toc95744488)

[5.13 (L1) Ensure 'OpenSSH SSH Server (sshd)' is set to 'Disabled' or 'Not Installed' (Automated) 323](#_Toc95744489)

[5.14 (L2) Ensure 'Peer Name Resolution Protocol (PNRPsvc)' is set to 'Disabled' (Automated) 325](#_Toc95744490)

[5.15 (L2) Ensure 'Peer Networking Grouping (p2psvc)' is set to 'Disabled' (Automated) 327](#_Toc95744491)

[5.16 (L2) Ensure 'Peer Networking Identity Manager (p2pimsvc)' is set to 'Disabled' (Automated) 329](#_Toc95744492)

[5.17 (L2) Ensure 'PNRP Machine Name Publication Service (PNRPAutoReg)' is set to 'Disabled' (Automated) 331](#_Toc95744493)

[5.18 (L2) Ensure 'Print Spooler (Spooler)' is set to 'Disabled' (Automated) 333](#_Toc95744494)

[5.19 (L2) Ensure 'Problem Reports and Solutions Control Panel Support (wercplsupport)' is set to 'Disabled' (Automated) 335](#_Toc95744495)

[5.20 (L2) Ensure 'Remote Access Auto Connection Manager (RasAuto)' is set to 'Disabled' (Automated) 337](#_Toc95744496)

[5.21 (L2) Ensure 'Remote Desktop Configuration (SessionEnv)' is set to 'Disabled' (Automated) 339](#_Toc95744497)

[5.22 (L2) Ensure 'Remote Desktop Services (TermService)' is set to 'Disabled' (Automated) 341](#_Toc95744498)

[5.23 (L2) Ensure 'Remote Desktop Services UserMode Port Redirector (UmRdpService)' is set to 'Disabled' (Automated) 343](#_Toc95744499)

[5.24 (L1) Ensure 'Remote Procedure Call (RPC) Locator (RpcLocator)' is set to 'Disabled' (Automated) 345](#_Toc95744500)

[5.25 (L2) Ensure 'Remote Registry (RemoteRegistry)' is set to 'Disabled' (Automated) 347](#_Toc95744501)

[5.26 (L1) Ensure 'Routing and Remote Access (RemoteAccess)' is set to 'Disabled' (Automated) 349](#_Toc95744502)

[5.27 (L2) Ensure 'Server (LanmanServer)' is set to 'Disabled' (Automated) 351](#_Toc95744503)

[5.28 (L1) Ensure 'Simple TCP/IP Services (simptcp)' is set to 'Disabled' or 'Not Installed' (Automated) 353](#_Toc95744504)

[5.29 (L2) Ensure 'SNMP Service (SNMP)' is set to 'Disabled' or 'Not Installed' (Automated) 355](#_Toc95744505)

[5.30 (L1) Ensure 'Special Administration Console Helper (sacsvr)' is set to 'Disabled' or 'Not Installed' (Automated) 357](#_Toc95744506)

[5.31 (L1) Ensure 'SSDP Discovery (SSDPSRV)' is set to 'Disabled' (Automated) 359](#_Toc95744507)

[5.32 (L1) Ensure 'UPnP Device Host (upnphost)' is set to 'Disabled' (Automated) 361](#_Toc95744508)

[5.33 (L1) Ensure 'Web Management Service (WMSvc)' is set to 'Disabled' or 'Not Installed' (Automated) 363](#_Toc95744509)

[5.34 (L2) Ensure 'Windows Error Reporting Service (WerSvc)' is set to 'Disabled' (Automated) 365](#_Toc95744510)

[5.35 (L2) Ensure 'Windows Event Collector (Wecsvc)' is set to 'Disabled' (Automated) 367](#_Toc95744511)

[5.36 (L1) Ensure 'Windows Media Player Network Sharing Service (WMPNetworkSvc)' is set to 'Disabled' or 'Not Installed' (Automated) 369](#_Toc95744512)

[5.37 (L1) Ensure 'Windows Mobile Hotspot Service (icssvc)' is set to 'Disabled' (Automated) 371](#_Toc95744513)

[5.38 (L2) Ensure 'Windows Push Notifications System Service (WpnService)' is set to 'Disabled' (Automated) 373](#_Toc95744514)

[5.39 (L2) Ensure 'Windows PushToInstall Service (PushToInstall)' is set to 'Disabled' (Automated) 375](#_Toc95744515)

[5.40 (L2) Ensure 'Windows Remote Management (WS-Management) (WinRM)' is set to 'Disabled' (Automated) 377](#_Toc95744516)

[5.41 (L1) Ensure 'World Wide Web Publishing Service (W3SVC)' is set to 'Disabled' or 'Not Installed' (Automated) 379](#_Toc95744517)

[5.42 (L1) Ensure 'Xbox Accessory Management Service (XboxGipSvc)' is set to 'Disabled' (Automated) 381](#_Toc95744518)

[5.43 (L1) Ensure 'Xbox Live Auth Manager (XblAuthManager)' is set to 'Disabled' (Automated) 383](#_Toc95744519)

[5.44 (L1) Ensure 'Xbox Live Game Save (XblGameSave)' is set to 'Disabled' (Automated) 385](#_Toc95744520)

[5.45 (L1) Ensure 'Xbox Live Networking Service (XboxNetApiSvc)' is set to 'Disabled' (Automated) 387](#_Toc95744521)

[6 Registry 388](#_Toc95744522)

[7 File System 388](#_Toc95744523)

[8 Wired Network (IEEE 802.3) Policies 388](#_Toc95744524)

[9 Windows Defender Firewall with Advanced Security (formerly Windows Firewall with Advanced Security) 389](#_Toc95744525)

[9.1 Domain Profile 389](#_Toc95744526)

[9.1.1 (L1) Ensure 'Windows Firewall: Domain: Firewall state' is set to 'On (recommended)' (Automated) 389](#_Toc95744527)

[9.1.2 (L1) Ensure 'Windows Firewall: Domain: Inbound connections' is set to 'Block (default)' (Automated) 391](#_Toc95744528)

[9.1.3 (L1) Ensure 'Windows Firewall: Domain: Outbound connections' is set to 'Allow (default)' (Automated) 393](#_Toc95744529)

[9.1.4 (L1) Ensure 'Windows Firewall: Domain: Settings: Display a notification' is set to 'No' (Automated) 395](#_Toc95744530)

[9.1.5 (L1) Ensure 'Windows Firewall: Domain: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\domainfw.log' (Automated) 397](#_Toc95744531)

[9.1.6 (L1) Ensure 'Windows Firewall: Domain: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) 399](#_Toc95744532)

[9.1.7 (L1) Ensure 'Windows Firewall: Domain: Logging: Log dropped packets' is set to 'Yes' (Automated) 401](#_Toc95744533)

[9.1.8 (L1) Ensure 'Windows Firewall: Domain: Logging: Log successful connections' is set to 'Yes' (Automated) 403](#_Toc95744534)

[9.2 Private Profile 405](#_Toc95744535)

[9.2.1 (L1) Ensure 'Windows Firewall: Private: Firewall state' is set to 'On (recommended)' (Automated) 405](#_Toc95744536)

[9.2.2 (L1) Ensure 'Windows Firewall: Private: Inbound connections' is set to 'Block (default)' (Automated) 407](#_Toc95744537)

[9.2.3 (L1) Ensure 'Windows Firewall: Private: Outbound connections' is set to 'Allow (default)' (Automated) 409](#_Toc95744538)

[9.2.4 (L1) Ensure 'Windows Firewall: Private: Settings: Display a notification' is set to 'No' (Automated) 411](#_Toc95744539)

[9.2.5 (L1) Ensure 'Windows Firewall: Private: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\privatefw.log' (Automated) 413](#_Toc95744540)

[9.2.6 (L1) Ensure 'Windows Firewall: Private: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) 415](#_Toc95744541)

[9.2.7 (L1) Ensure 'Windows Firewall: Private: Logging: Log dropped packets' is set to 'Yes' (Automated) 417](#_Toc95744542)

[9.2.8 (L1) Ensure 'Windows Firewall: Private: Logging: Log successful connections' is set to 'Yes' (Automated) 419](#_Toc95744543)

[9.3 Public Profile 421](#_Toc95744544)

[9.3.1 (L1) Ensure 'Windows Firewall: Public: Firewall state' is set to 'On (recommended)' (Automated) 421](#_Toc95744545)

[9.3.2 (L1) Ensure 'Windows Firewall: Public: Inbound connections' is set to 'Block (default)' (Automated) 423](#_Toc95744546)

[9.3.3 (L1) Ensure 'Windows Firewall: Public: Outbound connections' is set to 'Allow (default)' (Automated) 425](#_Toc95744547)

[9.3.4 (L1) Ensure 'Windows Firewall: Public: Settings: Display a notification' is set to 'No' (Automated) 427](#_Toc95744548)

[9.3.5 (L1) Ensure 'Windows Firewall: Public: Settings: Apply local firewall rules' is set to 'No' (Automated) 429](#_Toc95744549)

[9.3.6 (L1) Ensure 'Windows Firewall: Public: Settings: Apply local connection security rules' is set to 'No' (Automated) 431](#_Toc95744550)

[9.3.7 (L1) Ensure 'Windows Firewall: Public: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\publicfw.log' (Automated) 433](#_Toc95744551)

[9.3.8 (L1) Ensure 'Windows Firewall: Public: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) 435](#_Toc95744552)

[9.3.9 (L1) Ensure 'Windows Firewall: Public: Logging: Log dropped packets' is set to 'Yes' (Automated) 437](#_Toc95744553)

[9.3.10 (L1) Ensure 'Windows Firewall: Public: Logging: Log successful connections' is set to 'Yes' (Automated) 439](#_Toc95744554)

[10 Network List Manager Policies 441](#_Toc95744555)

[11 Wireless Network (IEEE 802.11) Policies 441](#_Toc95744556)

[12 Public Key Policies 441](#_Toc95744557)

[13 Software Restriction Policies 441](#_Toc95744558)

[14 Network Access Protection NAP Client Configuration 441](#_Toc95744559)

[15 Application Control Policies 441](#_Toc95744560)

[16 IP Security Policies 441](#_Toc95744561)

[17 Advanced Audit Policy Configuration 442](#_Toc95744562)

[17.1 Account Logon 442](#_Toc95744563)

[17.1.1 (L1) Ensure 'Audit Credential Validation' is set to 'Success and Failure' (Automated) 442](#_Toc95744564)

[17.2 Account Management 444](#_Toc95744565)

[17.2.1 (L1) Ensure 'Audit Application Group Management' is set to 'Success and Failure' (Automated) 444](#_Toc95744566)

[17.2.2 (L1) Ensure 'Audit Security Group Management' is set to include 'Success' (Automated) 446](#_Toc95744567)

[17.2.3 (L1) Ensure 'Audit User Account Management' is set to 'Success and Failure' (Automated) 448](#_Toc95744568)

[17.3 Detailed Tracking 450](#_Toc95744569)

[17.3.1 (L1) Ensure 'Audit PNP Activity' is set to include 'Success' (Automated) 450](#_Toc95744570)

[17.3.2 (L1) Ensure 'Audit Process Creation' is set to include 'Success' (Automated) 452](#_Toc95744571)

[17.4 DS Access 453](#_Toc95744572)

[17.5 Logon/Logoff 454](#_Toc95744573)

[17.5.1 (L1) Ensure 'Audit Account Lockout' is set to include 'Failure' (Automated) 454](#_Toc95744574)

[17.5.2 (L1) Ensure 'Audit Group Membership' is set to include 'Success' (Automated) 456](#_Toc95744575)

[17.5.3 (L1) Ensure 'Audit Logoff' is set to include 'Success' (Automated) 458](#_Toc95744576)

[17.5.4 (L1) Ensure 'Audit Logon' is set to 'Success and Failure' (Automated) 460](#_Toc95744577)

[17.5.5 (L1) Ensure 'Audit Other Logon/Logoff Events' is set to 'Success and Failure' (Automated) 462](#_Toc95744578)

[17.5.6 (L1) Ensure 'Audit Special Logon' is set to include 'Success' (Automated) 464](#_Toc95744579)

[17.6 Object Access 466](#_Toc95744580)

[17.6.1 (L1) Ensure 'Audit Detailed File Share' is set to include 'Failure' (Automated) 466](#_Toc95744581)

[17.6.2 (L1) Ensure 'Audit File Share' is set to 'Success and Failure' (Automated) 468](#_Toc95744582)

[17.6.3 (L1) Ensure 'Audit Other Object Access Events' is set to 'Success and Failure' (Automated) 470](#_Toc95744583)

[17.6.4 (L1) Ensure 'Audit Removable Storage' is set to 'Success and Failure' (Automated) 472](#_Toc95744584)

[17.7 Policy Change 474](#_Toc95744585)

[17.7.1 (L1) Ensure 'Audit Audit Policy Change' is set to include 'Success' (Automated) 474](#_Toc95744586)

[17.7.2 (L1) Ensure 'Audit Authentication Policy Change' is set to include 'Success' (Automated) 476](#_Toc95744587)

[17.7.3 (L1) Ensure 'Audit Authorization Policy Change' is set to include 'Success' (Automated) 478](#_Toc95744588)

[17.7.4 (L1) Ensure 'Audit MPSSVC Rule-Level Policy Change' is set to 'Success and Failure' (Automated) 480](#_Toc95744589)

[17.7.5 (L1) Ensure 'Audit Other Policy Change Events' is set to include 'Failure' (Automated) 483](#_Toc95744590)

[17.8 Privilege Use 485](#_Toc95744591)

[17.8.1 (L1) Ensure 'Audit Sensitive Privilege Use' is set to 'Success and Failure' (Automated) 485](#_Toc95744592)

[17.9 System 487](#_Toc95744593)

[17.9.1 (L1) Ensure 'Audit IPsec Driver' is set to 'Success and Failure' (Automated) 487](#_Toc95744594)

[17.9.2 (L1) Ensure 'Audit Other System Events' is set to 'Success and Failure' (Automated) 490](#_Toc95744595)

[17.9.3 (L1) Ensure 'Audit Security State Change' is set to include 'Success' (Automated) 492](#_Toc95744596)

[17.9.4 (L1) Ensure 'Audit Security System Extension' is set to include 'Success' (Automated) 494](#_Toc95744597)

[17.9.5 (L1) Ensure 'Audit System Integrity' is set to 'Success and Failure' (Automated) 496](#_Toc95744598)

[18 Administrative Templates (Computer) 498](#_Toc95744599)

[18.1 Control Panel 498](#_Toc95744600)

[18.1.1 Personalization 498](#_Toc95744601)

[18.1.1.1 (L1) Ensure 'Prevent enabling lock screen camera' is set to 'Enabled' (Automated) 499](#_Toc95744602)

[18.1.1.2 (L1) Ensure 'Prevent enabling lock screen slide show' is set to 'Enabled' (Automated) 501](#_Toc95744603)

[18.1.2 Regional and Language Options 503](#_Toc95744604)

[18.1.2.1 Handwriting personalization 503](#_Toc95744605)

[18.1.2.2 (L1) Ensure 'Allow users to enable online speech recognition services' is set to 'Disabled' (Automated) 503](#_Toc95744606)

[18.1.3 (L2) Ensure 'Allow Online Tips' is set to 'Disabled' (Automated) 505](#_Toc95744607)

[18.2 LAPS 507](#_Toc95744608)

[18.2.1 (L1) Ensure LAPS AdmPwd GPO Extension / CSE is installed (Automated) 507](#_Toc95744609)

[18.2.2 (L1) Ensure 'Do not allow password expiration time longer than required by policy' is set to 'Enabled' (Automated) 510](#_Toc95744610)

[18.2.3 (L1) Ensure 'Enable Local Admin Password Management' is set to 'Enabled' (Automated) 512](#_Toc95744611)

[18.2.4 (L1) Ensure 'Password Settings: Password Complexity' is set to 'Enabled: Large letters + small letters + numbers + special characters' (Automated) 515](#_Toc95744612)

[18.2.5 (L1) Ensure 'Password Settings: Password Length' is set to 'Enabled: 15 or more' (Automated) 518](#_Toc95744613)

[18.2.6 (L1) Ensure 'Password Settings: Password Age (Days)' is set to 'Enabled: 30 or fewer' (Automated) 520](#_Toc95744614)

[18.3 MS Security Guide 522](#_Toc95744615)

[18.3.1 (L1) Ensure 'Apply UAC restrictions to local accounts on network logons' is set to 'Enabled' (Automated) 522](#_Toc95744616)

[18.3.2 (L1) Ensure 'Configure SMB v1 client driver' is set to 'Enabled: Disable driver (recommended)' (Automated) 525](#_Toc95744617)

[18.3.3 (L1) Ensure 'Configure SMB v1 server' is set to 'Disabled' (Automated) 527](#_Toc95744618)

[18.3.4 (L1) Ensure 'Enable Structured Exception Handling Overwrite Protection (SEHOP)' is set to 'Enabled' (Automated) 529](#_Toc95744619)

[18.3.5 (L1) Ensure 'Limits print driver installation to Administrators' is set to 'Enabled' (Automated) 531](#_Toc95744620)

[18.3.6 (L1) Ensure 'NetBT NodeType configuration' is set to 'Enabled: P-node (recommended)' (Automated) 533](#_Toc95744621)

[18.3.7 (L1) Ensure 'WDigest Authentication' is set to 'Disabled' (Automated) 535](#_Toc95744622)

[18.4 MSS (Legacy) 537](#_Toc95744623)

[18.4.1 (L1) Ensure 'MSS: (AutoAdminLogon) Enable Automatic Logon (not recommended)' is set to 'Disabled' (Automated) 537](#_Toc95744624)

[18.4.2 (L1) Ensure 'MSS: (DisableIPSourceRouting IPv6) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated) 539](#_Toc95744625)

[18.4.3 (L1) Ensure 'MSS: (DisableIPSourceRouting) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated) 541](#_Toc95744626)

[18.4.4 (L2) Ensure 'MSS: (DisableSavePassword) Prevent the dial-up password from being saved' is set to 'Enabled' (Automated) 543](#_Toc95744627)

[18.4.5 (L1) Ensure 'MSS: (EnableICMPRedirect) Allow ICMP redirects to override OSPF generated routes' is set to 'Disabled' (Automated) 545](#_Toc95744628)

[18.4.6 (L2) Ensure 'MSS: (KeepAliveTime) How often keep-alive packets are sent in milliseconds' is set to 'Enabled: 300,000 or 5 minutes (recommended)' (Automated) 547](#_Toc95744629)

[18.4.7 (L1) Ensure 'MSS: (NoNameReleaseOnDemand) Allow the computer to ignore NetBIOS name release requests except from WINS servers' is set to 'Enabled' (Automated) 549](#_Toc95744630)

[18.4.8 (L2) Ensure 'MSS: (PerformRouterDiscovery) Allow IRDP to detect and configure Default Gateway addresses (could lead to DoS)' is set to 'Disabled' (Automated) 551](#_Toc95744631)

[18.4.9 (L1) Ensure 'MSS: (SafeDllSearchMode) Enable Safe DLL search mode (recommended)' is set to 'Enabled' (Automated) 553](#_Toc95744632)

[18.4.10 (L1) Ensure 'MSS: (ScreenSaverGracePeriod) The time in seconds before the screen saver grace period expires (0 recommended)' is set to 'Enabled: 5 or fewer seconds' (Automated) 555](#_Toc95744633)

[18.4.11 (L2) Ensure 'MSS: (TcpMaxDataRetransmissions IPv6) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated) 557](#_Toc95744634)

[18.4.12 (L2) Ensure 'MSS: (TcpMaxDataRetransmissions) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated) 559](#_Toc95744635)

[18.4.13 (L1) Ensure 'MSS: (WarningLevel) Percentage threshold for the security event log at which the system will generate a warning' is set to 'Enabled: 90% or less' (Automated) 561](#_Toc95744636)

[18.5 Network 563](#_Toc95744637)

[18.5.1 Background Intelligent Transfer Service (BITS) 563](#_Toc95744638)

[18.5.2 BranchCache 563](#_Toc95744639)

[18.5.3 DirectAccess Client Experience Settings 563](#_Toc95744640)

[18.5.4 DNS Client 564](#_Toc95744641)

[18.5.4.1 (L1) Ensure 'Configure DNS over HTTPS (DoH) name resolution' is set to 'Enabled: Allow DoH' or higher (Automated) 564](#_Toc95744642)

[18.5.4.2 (L1) Ensure 'Turn off multicast name resolution' is set to 'Enabled' (Automated) 567](#_Toc95744643)

[18.5.5 Fonts 569](#_Toc95744644)

[18.5.5.1 (L2) Ensure 'Enable Font Providers' is set to 'Disabled' (Automated) 569](#_Toc95744645)

[18.5.6 Hotspot Authentication 571](#_Toc95744646)

[18.5.7 Lanman Server 571](#_Toc95744647)

[18.5.8 Lanman Workstation 572](#_Toc95744648)

[18.5.8.1 (L1) Ensure 'Enable insecure guest logons' is set to 'Disabled' (Automated) 572](#_Toc95744649)

[18.5.9 Link-Layer Topology Discovery 574](#_Toc95744650)

[18.5.9.1 (L2) Ensure 'Turn on Mapper I/O (LLTDIO) driver' is set to 'Disabled' (Automated) 574](#_Toc95744651)

[18.5.9.2 (L2) Ensure 'Turn on Responder (RSPNDR) driver' is set to 'Disabled' (Automated) 576](#_Toc95744652)

[18.5.10 Microsoft Peer-to-Peer Networking Services 578](#_Toc95744653)

[18.5.10.1 Peer Name Resolution Protocol 578](#_Toc95744654)

[18.5.10.2 (L2) Ensure 'Turn off Microsoft Peer-to-Peer Networking Services' is set to 'Enabled' (Automated) 578](#_Toc95744655)

[18.5.11 Network Connections 580](#_Toc95744656)

[18.5.11.1 Windows Defender Firewall (formerly Windows Firewall) 580](#_Toc95744657)

[18.5.11.2 (L1) Ensure 'Prohibit installation and configuration of Network Bridge on your DNS domain network' is set to 'Enabled' (Automated) 581](#_Toc95744658)

[18.5.11.3 (L1) Ensure 'Prohibit use of Internet Connection Sharing on your DNS domain network' is set to 'Enabled' (Automated) 583](#_Toc95744659)

[18.5.11.4 (L1) Ensure 'Require domain users to elevate when setting a network's location' is set to 'Enabled' (Automated) 585](#_Toc95744660)

[18.5.12 Network Connectivity Status Indicator 586](#_Toc95744661)

[18.5.13 Network Isolation 586](#_Toc95744662)

[18.5.14 Network Provider 587](#_Toc95744663)

[18.5.14.1 (L1) Ensure 'Hardened UNC Paths' is set to 'Enabled, with "Require Mutual Authentication" and "Require Integrity" set for all NETLOGON and SYSVOL shares' (Automated) 587](#_Toc95744664)

[18.5.15 Offline Files 590](#_Toc95744665)

[18.5.16 QoS Packet Scheduler 590](#_Toc95744666)

[18.5.17 SNMP 590](#_Toc95744667)

[18.5.18 SSL Configuration Settings 590](#_Toc95744668)

[18.5.19 TCPIP Settings 591](#_Toc95744669)

[18.5.19.1 IPv6 Transition Technologies 591](#_Toc95744670)

[18.5.19.2 Parameters 592](#_Toc95744671)

[18.5.19.2.1 (L2) Disable IPv6 (Ensure TCPIP6 Parameter 'DisabledComponents' is set to '0xff (255)') (Automated) 592](#_Toc95744672)

[18.5.20 Windows Connect Now 594](#_Toc95744673)

[18.5.20.1 (L2) Ensure 'Configuration of wireless settings using Windows Connect Now' is set to 'Disabled' (Automated) 594](#_Toc95744674)

[18.5.20.2 (L2) Ensure 'Prohibit access of the Windows Connect Now wizards' is set to 'Enabled' (Automated) 596](#_Toc95744675)

[18.5.21 Windows Connection Manager 598](#_Toc95744676)

[18.5.21.1 (L1) Ensure 'Minimize the number of simultaneous connections to the Internet or a Windows Domain' is set to 'Enabled: 3 = Prevent Wi-Fi when on Ethernet' (Automated) 598](#_Toc95744677)

[18.5.21.2 (L1) Ensure 'Prohibit connection to non-domain networks when connected to domain authenticated network' is set to 'Enabled' (Automated) 600](#_Toc95744678)

[18.5.22 Wireless Display 602](#_Toc95744679)

[18.5.23 WLAN Service 602](#_Toc95744680)

[18.5.23.1 WLAN Media Cost 602](#_Toc95744681)

[18.5.23.2 WLAN Settings 603](#_Toc95744682)

[18.5.23.2.1 (L1) Ensure 'Allow Windows to automatically connect to suggested open hotspots, to networks shared by contacts, and to hotspots offering paid services' is set to 'Disabled' (Automated) 603](#_Toc95744683)

[18.6 Printers 606](#_Toc95744684)

[18.6.1 (L1) Ensure 'Allow Print Spooler to accept client connections' is set to 'Disabled' (Automated) 606](#_Toc95744685)

[18.6.2 (L1) Ensure 'Point and Print Restrictions: When installing drivers for a new connection' is set to 'Enabled: Show warning and elevation prompt' (Automated) 608](#_Toc95744686)

[18.6.3 (L1) Ensure 'Point and Print Restrictions: When updating drivers for an existing connection' is set to 'Enabled: Show warning and elevation prompt' (Automated) 610](#_Toc95744687)

[18.7 Start Menu and Taskbar 612](#_Toc95744688)

[18.7.1 Notifications 612](#_Toc95744689)

[18.7.1.1 (L2) Ensure 'Turn off notifications network usage' is set to 'Enabled' (Automated) 612](#_Toc95744690)

[18.8 System 614](#_Toc95744691)

[18.8.1 Access-Denied Assistance 614](#_Toc95744692)

[18.8.2 App-V 614](#_Toc95744693)

[18.8.3 Audit Process Creation 615](#_Toc95744694)

[18.8.3.1 (L1) Ensure 'Include command line in process creation events' is set to 'Enabled' (Automated) 615](#_Toc95744695)

[18.8.4 Credentials Delegation 617](#_Toc95744696)

[18.8.4.1 (L1) Ensure 'Encryption Oracle Remediation' is set to 'Enabled: Force Updated Clients' (Automated) 617](#_Toc95744697)

[18.8.4.2 (L1) Ensure 'Remote host allows delegation of non-exportable credentials' is set to 'Enabled' (Automated) 619](#_Toc95744698)

[18.8.5 Device Guard 621](#_Toc95744699)

[18.8.5.1 (NG) Ensure 'Turn On Virtualization Based Security' is set to 'Enabled' (Automated) 621](#_Toc95744700)

[18.8.5.2 (NG) Ensure 'Turn On Virtualization Based Security: Select Platform Security Level' is set to 'Secure Boot and DMA Protection' (Automated) 624](#_Toc95744701)

[18.8.5.3 (NG) Ensure 'Turn On Virtualization Based Security: Virtualization Based Protection of Code Integrity' is set to 'Enabled with UEFI lock' (Automated) 626](#_Toc95744702)

[18.8.5.4 (NG) Ensure 'Turn On Virtualization Based Security: Require UEFI Memory Attributes Table' is set to 'True (checked)' (Automated) 629](#_Toc95744703)

[18.8.5.5 (NG) Ensure 'Turn On Virtualization Based Security: Credential Guard Configuration' is set to 'Enabled with UEFI lock' (Automated) 631](#_Toc95744704)

[18.8.5.6 (NG) Ensure 'Turn On Virtualization Based Security: Secure Launch Configuration' is set to 'Enabled' (Automated) 634](#_Toc95744705)

[18.8.6 Device Health Attestation Service 635](#_Toc95744706)

[18.8.7 Device Installation 636](#_Toc95744707)

[18.8.7.1 Device Installation Restrictions 636](#_Toc95744708)

[18.8.7.1.1 (BL) Ensure 'Prevent installation of devices that match any of these device IDs' is set to 'Enabled' (Automated) 637](#_Toc95744709)

[18.8.7.1.2 (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Prevent installation of devices that match any of these device IDs' is set to 'PCI\CC\_0C0A' (Automated) 639](#_Toc95744710)

[18.8.7.1.3 (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated) 642](#_Toc95744711)

[18.8.7.1.4 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes' is set to 'Enabled' (Automated) 644](#_Toc95744712)

[18.8.7.1.5 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Prevent installation of devices using drivers for these device setup' is set to 'IEEE 1394 device setup classes' (Automated) 646](#_Toc95744713)

[18.8.7.1.6 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated) 649](#_Toc95744714)

[18.8.7.2 (L1) Ensure 'Prevent device metadata retrieval from the Internet' is set to 'Enabled' (Automated) 651](#_Toc95744715)

[18.8.8 Device Redirection 653](#_Toc95744716)

[18.8.9 Disk NV Cache 653](#_Toc95744717)

[18.8.10 Disk Quotas 653](#_Toc95744718)

[18.8.11 Display 653](#_Toc95744719)

[18.8.12 Distributed COM 654](#_Toc95744720)

[18.8.13 Driver Installation 654](#_Toc95744721)

[18.8.14 Early Launch Antimalware 655](#_Toc95744722)

[18.8.14.1 (L1) Ensure 'Boot-Start Driver Initialization Policy' is set to 'Enabled: Good, unknown and bad but critical' (Automated) 655](#_Toc95744723)

[18.8.15 Enhanced Storage Access 658](#_Toc95744724)

[18.8.16 File Classification Infrastructure 658](#_Toc95744725)

[18.8.17 File Share Shadow Copy Agent 658](#_Toc95744726)

[18.8.18 File Share Shadow Copy Provider 658](#_Toc95744727)

[18.8.19 Filesystem (formerly NTFS Filesystem) 659](#_Toc95744728)

[18.8.20 Folder Redirection 659](#_Toc95744729)

[18.8.21 Group Policy 660](#_Toc95744730)

[18.8.21.1 Logging and tracing 660](#_Toc95744731)

[18.8.21.2 (L1) Ensure 'Configure registry policy processing: Do not apply during periodic background processing' is set to 'Enabled: FALSE' (Automated) 660](#_Toc95744732)

[18.8.21.3 (L1) Ensure 'Configure registry policy processing: Process even if the Group Policy objects have not changed' is set to 'Enabled: TRUE' (Automated) 662](#_Toc95744733)

[18.8.21.4 (L1) Ensure 'Continue experiences on this device' is set to 'Disabled' (Automated) 664](#_Toc95744734)

[18.8.21.5 (L1) Ensure 'Turn off background refresh of Group Policy' is set to 'Disabled' (Automated) 666](#_Toc95744735)

[18.8.22 Internet Communication Management 668](#_Toc95744736)

[18.8.22.1 Internet Communication settings 668](#_Toc95744737)

[18.8.22.1.1 (L2) Ensure 'Turn off access to the Store' is set to 'Enabled' (Automated) 668](#_Toc95744738)

[18.8.22.1.2 (L1) Ensure 'Turn off downloading of print drivers over HTTP' is set to 'Enabled' (Automated) 670](#_Toc95744739)

[18.8.22.1.3 (L2) Ensure 'Turn off handwriting personalization data sharing' is set to 'Enabled' (Automated) 672](#_Toc95744740)

[18.8.22.1.4 (L2) Ensure 'Turn off handwriting recognition error reporting' is set to 'Enabled' (Automated) 674](#_Toc95744741)

[18.8.22.1.5 (L2) Ensure 'Turn off Internet Connection Wizard if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated) 676](#_Toc95744742)

[18.8.22.1.6 (L1) Ensure 'Turn off Internet download for Web publishing and online ordering wizards' is set to 'Enabled' (Automated) 678](#_Toc95744743)

[18.8.22.1.7 (L2) Ensure 'Turn off printing over HTTP' is set to 'Enabled' (Automated) 680](#_Toc95744744)

[18.8.22.1.8 (L2) Ensure 'Turn off Registration if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated) 682](#_Toc95744745)

[18.8.22.1.9 (L2) Ensure 'Turn off Search Companion content file updates' is set to 'Enabled' (Automated) 684](#_Toc95744746)

[18.8.22.1.10 (L2) Ensure 'Turn off the "Order Prints" picture task' is set to 'Enabled' (Automated) 686](#_Toc95744747)

[18.8.22.1.11 (L2) Ensure 'Turn off the "Publish to Web" task for files and folders' is set to 'Enabled' (Automated) 688](#_Toc95744748)

[18.8.22.1.12 (L2) Ensure 'Turn off the Windows Messenger Customer Experience Improvement Program' is set to 'Enabled' (Automated) 690](#_Toc95744749)

[18.8.22.1.13 (L2) Ensure 'Turn off Windows Customer Experience Improvement Program' is set to 'Enabled' (Automated) 692](#_Toc95744750)

[18.8.22.1.14 (L2) Ensure 'Turn off Windows Error Reporting' is set to 'Enabled' (Automated) 694](#_Toc95744751)

[18.8.23 iSCSI 696](#_Toc95744752)

[18.8.24 KDC 696](#_Toc95744753)

[18.8.25 Kerberos 697](#_Toc95744754)

[18.8.25.1 (L2) Ensure 'Support device authentication using certificate' is set to 'Enabled: Automatic' (Automated) 697](#_Toc95744755)

[18.8.26 Kernel DMA Protection 699](#_Toc95744756)

[18.8.26.1 (BL) Ensure 'Enumeration policy for external devices incompatible with Kernel DMA Protection' is set to 'Enabled: Block All' (Automated) 699](#_Toc95744757)

[18.8.27 Locale Services 701](#_Toc95744758)

[18.8.27.1 (L2) Ensure 'Disallow copying of user input methods to the system account for sign-in' is set to 'Enabled' (Automated) 701](#_Toc95744759)

[18.8.28 Logon 703](#_Toc95744760)

[18.8.28.1 (L1) Ensure 'Block user from showing account details on sign-in' is set to 'Enabled' (Automated) 703](#_Toc95744761)

[18.8.28.2 (L1) Ensure 'Do not display network selection UI' is set to 'Enabled' (Automated) 705](#_Toc95744762)

[18.8.28.3 (L1) Ensure 'Do not enumerate connected users on domain-joined computers' is set to 'Enabled' (Automated) 707](#_Toc95744763)

[18.8.28.4 (L1) Ensure 'Enumerate local users on domain-joined computers' is set to 'Disabled' (Automated) 709](#_Toc95744764)

[18.8.28.5 (L1) Ensure 'Turn off app notifications on the lock screen' is set to 'Enabled' (Automated) 711](#_Toc95744765)

[18.8.28.6 (L1) Ensure 'Turn off picture password sign-in' is set to 'Enabled' (Automated) 713](#_Toc95744766)

[18.8.28.7 (L1) Ensure 'Turn on convenience PIN sign-in' is set to 'Disabled' (Automated) 715](#_Toc95744767)

[18.8.29 Mitigation Options 716](#_Toc95744768)

[18.8.30 Net Logon 716](#_Toc95744769)

[18.8.31 OS Policies 717](#_Toc95744770)

[18.8.31.1 (L2) Ensure 'Allow Clipboard synchronization across devices' is set to 'Disabled' (Automated) 717](#_Toc95744771)

[18.8.31.2 (L2) Ensure 'Allow upload of User Activities' is set to 'Disabled' (Automated) 719](#_Toc95744772)

[18.8.32 Performance Control Panel 720](#_Toc95744773)

[18.8.33 PIN Complexity 720](#_Toc95744774)

[18.8.34 Power Management 721](#_Toc95744775)

[18.8.34.1 Button Settings 721](#_Toc95744776)

[18.8.34.2 Energy Saver Settings 721](#_Toc95744777)

[18.8.34.3 Hard Disk Settings 721](#_Toc95744778)

[18.8.34.4 Notification Settings 721](#_Toc95744779)

[18.8.34.5 Power Throttling Settings 722](#_Toc95744780)

[18.8.34.6 Sleep Settings 723](#_Toc95744781)

[18.8.34.6.1 (L1) Ensure 'Allow network connectivity during connected-standby (on battery)' is set to 'Disabled' (Automated) 723](#_Toc95744782)

[18.8.34.6.2 (L1) Ensure 'Allow network connectivity during connected-standby (plugged in)' is set to 'Disabled' (Automated) 725](#_Toc95744783)

[18.8.34.6.3 (BL) Ensure 'Allow standby states (S1-S3) when sleeping (on battery)' is set to 'Disabled' (Automated) 727](#_Toc95744784)

[18.8.34.6.4 (BL) Ensure 'Allow standby states (S1-S3) when sleeping (plugged in)' is set to 'Disabled' (Automated) 729](#_Toc95744785)

[18.8.34.6.5 (L1) Ensure 'Require a password when a computer wakes (on battery)' is set to 'Enabled' (Automated) 731](#_Toc95744786)

[18.8.34.6.6 (L1) Ensure 'Require a password when a computer wakes (plugged in)' is set to 'Enabled' (Automated) 733](#_Toc95744787)

[18.8.35 Recovery 734](#_Toc95744788)

[18.8.36 Remote Assistance 735](#_Toc95744789)

[18.8.36.1 (L1) Ensure 'Configure Offer Remote Assistance' is set to 'Disabled' (Automated) 735](#_Toc95744790)

[18.8.36.2 (L1) Ensure 'Configure Solicited Remote Assistance' is set to 'Disabled' (Automated) 737](#_Toc95744791)

[18.8.37 Remote Procedure Call 739](#_Toc95744792)

[18.8.37.1 (L1) Ensure 'Enable RPC Endpoint Mapper Client Authentication' is set to 'Enabled' (Automated) 739](#_Toc95744793)

[18.8.37.2 (L1) Ensure 'Restrict Unauthenticated RPC clients' is set to 'Enabled: Authenticated' (Automated) 741](#_Toc95744794)

[18.8.38 Removable Storage Access 743](#_Toc95744795)

[18.8.39 Scripts 743](#_Toc95744796)

[18.8.40 Security Account Manager 743](#_Toc95744797)

[18.8.41 Server Manager 743](#_Toc95744798)

[18.8.42 Service Control Manager Settings 744](#_Toc95744799)

[18.8.43 Shutdown 744](#_Toc95744800)

[18.8.44 Shutdown Options 744](#_Toc95744801)

[18.8.45 Storage Health 744](#_Toc95744802)

[18.8.46 Storage Sense 745](#_Toc95744803)

[18.8.47 System Restore 745](#_Toc95744804)

[18.8.48 Troubleshooting and Diagnostics 745](#_Toc95744805)

[18.8.48.1 Application Compatibility Diagnostics 745](#_Toc95744806)

[18.8.48.2 Corrupted File Recovery 745](#_Toc95744807)

[18.8.48.3 Disk Diagnostic 746](#_Toc95744808)

[18.8.48.4 Fault Tolerant Heap 746](#_Toc95744809)

[18.8.48.5 Microsoft Support Diagnostic Tool 747](#_Toc95744810)

[18.8.48.5.1 (L2) Ensure 'Microsoft Support Diagnostic Tool: Turn on MSDT interactive communication with support provider' is set to 'Disabled' (Automated) 747](#_Toc95744811)

[18.8.48.6 MSI Corrupted File Recovery 749](#_Toc95744812)

[18.8.48.7 Scheduled Maintenance 749](#_Toc95744813)

[18.8.48.8 Scripted Diagnostics 749](#_Toc95744814)

[18.8.48.9 Windows Boot Performance Diagnostics 749](#_Toc95744815)

[18.8.48.10 Windows Memory Leak Diagnosis 750](#_Toc95744816)

[18.8.48.11 Windows Performance PerfTrack 751](#_Toc95744817)

[18.8.48.11.1 (L2) Ensure 'Enable/Disable PerfTrack' is set to 'Disabled' (Automated) 751](#_Toc95744818)

[18.8.49 Trusted Platform Module Services 752](#_Toc95744819)

[18.8.50 User Profiles 753](#_Toc95744820)

[18.8.50.1 (L2) Ensure 'Turn off the advertising ID' is set to 'Enabled' (Automated) 753](#_Toc95744821)

[18.8.51 Windows File Protection 755](#_Toc95744822)

[18.8.52 Windows HotStart 755](#_Toc95744823)

[18.8.53 Windows Time Service 756](#_Toc95744824)

[18.8.53.1 Time Providers 756](#_Toc95744825)

[18.8.53.1.1 (L2) Ensure 'Enable Windows NTP Client' is set to 'Enabled' (Automated) 756](#_Toc95744826)

[18.8.53.1.2 (L2) Ensure 'Enable Windows NTP Server' is set to 'Disabled' (Automated) 758](#_Toc95744827)

[18.9 Windows Components 760](#_Toc95744828)

[18.9.1 Active Directory Federation Services 760](#_Toc95744829)

[18.9.2 ActiveX Installer Service 760](#_Toc95744830)

[18.9.3 Add features to Windows 8 / 8.1 / 10 (formerly Windows Anytime Upgrade) 760](#_Toc95744831)

[18.9.4 App Package Deployment 761](#_Toc95744832)

[18.9.4.1 (L2) Ensure 'Allow a Windows app to share application data between users' is set to 'Disabled' (Automated) 761](#_Toc95744833)

[18.9.4.2 (L1) Ensure 'Prevent non-admin users from installing packaged Windows apps' is set to 'Enabled' (Automated) 763](#_Toc95744834)

[18.9.5 App Privacy 765](#_Toc95744835)

[18.9.5.1 (L1) Ensure 'Let Windows apps activate with voice while the system is locked' is set to 'Enabled: Force Deny' (Automated) 765](#_Toc95744836)

[18.9.6 App runtime 767](#_Toc95744837)

[18.9.6.1 (L1) Ensure 'Allow Microsoft accounts to be optional' is set to 'Enabled' (Automated) 767](#_Toc95744838)

[18.9.6.2 (L2) Ensure 'Block launching Universal Windows apps with Windows Runtime API access from hosted content.' is set to 'Enabled' (Automated) 769](#_Toc95744839)

[18.9.7 Application Compatibility 771](#_Toc95744840)

[18.9.8 AutoPlay Policies 772](#_Toc95744841)

[18.9.8.1 (L1) Ensure 'Disallow Autoplay for non-volume devices' is set to 'Enabled' (Automated) 772](#_Toc95744842)

[18.9.8.2 (L1) Ensure 'Set the default behavior for AutoRun' is set to 'Enabled: Do not execute any autorun commands' (Automated) 774](#_Toc95744843)

[18.9.8.3 (L1) Ensure 'Turn off Autoplay' is set to 'Enabled: All drives' (Automated) 776](#_Toc95744844)

[18.9.9 Backup 777](#_Toc95744845)

[18.9.10 Biometrics 778](#_Toc95744846)

[18.9.10.1 Facial Features 778](#_Toc95744847)

[18.9.10.1.1 (L1) Ensure 'Configure enhanced anti-spoofing' is set to 'Enabled' (Automated) 778](#_Toc95744848)

[18.9.11 BitLocker Drive Encryption 780](#_Toc95744849)

[18.9.11.1 Fixed Data Drives 780](#_Toc95744850)

[18.9.11.1.1 (BL) Ensure 'Allow access to BitLocker-protected fixed data drives from earlier versions of Windows' is set to 'Disabled' (Automated) 781](#_Toc95744851)

[18.9.11.1.2 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered' is set to 'Enabled' (Automated) 783](#_Toc95744852)

[18.9.11.1.3 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated) 786](#_Toc95744853)

[18.9.11.1.4 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Password' is set to 'Enabled: Allow 48-digit recovery password' (Automated) 788](#_Toc95744854)

[18.9.11.1.5 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Key' is set to 'Enabled: Allow 256-bit recovery key' (Automated) 790](#_Toc95744855)

[18.9.11.1.6 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) 792](#_Toc95744856)

[18.9.11.1.7 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Save BitLocker recovery information to AD DS for fixed data drives' is set to 'Enabled: False' (Automated) 794](#_Toc95744857)

[18.9.11.1.8 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Configure storage of BitLocker recovery information to AD DS' is set to 'Enabled: Backup recovery passwords and key packages' (Automated) 796](#_Toc95744858)

[18.9.11.1.9 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for fixed data drives' is set to 'Enabled: False' (Automated) 798](#_Toc95744859)

[18.9.11.1.10 (BL) Ensure 'Configure use of hardware-based encryption for fixed data drives' is set to 'Disabled' (Automated) 800](#_Toc95744860)

[18.9.11.1.11 (BL) Ensure 'Configure use of passwords for fixed data drives' is set to 'Disabled' (Automated) 802](#_Toc95744861)

[18.9.11.1.12 (BL) Ensure 'Configure use of smart cards on fixed data drives' is set to 'Enabled' (Automated) 804](#_Toc95744862)

[18.9.11.1.13 (BL) Ensure 'Configure use of smart cards on fixed data drives: Require use of smart cards on fixed data drives' is set to 'Enabled: True' (Automated) 806](#_Toc95744863)

[18.9.11.2 Operating System Drives 808](#_Toc95744864)

[18.9.11.2.1 (BL) Ensure 'Allow enhanced PINs for startup' is set to 'Enabled' (Automated) 808](#_Toc95744865)

[18.9.11.2.2 (BL) Ensure 'Allow Secure Boot for integrity validation' is set to 'Enabled' (Automated) 810](#_Toc95744866)

[18.9.11.2.3 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered' is set to 'Enabled' (Automated) 812](#_Toc95744867)

[18.9.11.2.4 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Allow data recovery agent' is set to 'Enabled: False' (Automated) 815](#_Toc95744868)

[18.9.11.2.5 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Password' is set to 'Enabled: Require 48-digit recovery password' (Automated) 817](#_Toc95744869)

[18.9.11.2.6 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated) 819](#_Toc95744870)

[18.9.11.2.7 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) 821](#_Toc95744871)

[18.9.11.2.8 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Save BitLocker recovery information to AD DS for operating system drives' is set to 'Enabled: True' (Automated) 823](#_Toc95744872)

[18.9.11.2.9 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Store recovery passwords and key packages' (Automated) 825](#_Toc95744873)

[18.9.11.2.10 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for operating system drives' is set to 'Enabled: True' (Automated) 827](#_Toc95744874)

[18.9.11.2.11 (BL) Ensure 'Configure use of hardware-based encryption for operating system drives' is set to 'Disabled' (Automated) 830](#_Toc95744875)

[18.9.11.2.12 (BL) Ensure 'Configure use of passwords for operating system drives' is set to 'Disabled' (Automated) 832](#_Toc95744876)

[18.9.11.2.13 (BL) Ensure 'Require additional authentication at startup' is set to 'Enabled' (Automated) 834](#_Toc95744877)

[18.9.11.2.14 (BL) Ensure 'Require additional authentication at startup: Allow BitLocker without a compatible TPM' is set to 'Enabled: False' (Automated) 837](#_Toc95744878)

[18.9.11.3 Removable Data Drives 839](#_Toc95744879)

[18.9.11.3.1 (BL) Ensure 'Allow access to BitLocker-protected removable data drives from earlier versions of Windows' is set to 'Disabled' (Automated) 839](#_Toc95744880)

[18.9.11.3.2 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered' is set to 'Enabled' (Automated) 841](#_Toc95744881)

[18.9.11.3.3 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated) 844](#_Toc95744882)

[18.9.11.3.4 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Password' is set to 'Enabled: Do not allow 48-digit recovery password' (Automated) 846](#_Toc95744883)

[18.9.11.3.5 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated) 848](#_Toc95744884)

[18.9.11.3.6 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) 850](#_Toc95744885)

[18.9.11.3.7 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Save BitLocker recovery information to AD DS for removable data drives' is set to 'Enabled: False' (Automated) 852](#_Toc95744886)

[18.9.11.3.8 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Backup recovery passwords and key packages' (Automated) 854](#_Toc95744887)

[18.9.11.3.9 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for removable data drives' is set to 'Enabled: False' (Automated) 856](#_Toc95744888)

[18.9.11.3.10 (BL) Ensure 'Configure use of hardware-based encryption for removable data drives' is set to 'Disabled' (Automated) 858](#_Toc95744889)

[18.9.11.3.11 (BL) Ensure 'Configure use of passwords for removable data drives' is set to 'Disabled' (Automated) 860](#_Toc95744890)

[18.9.11.3.12 (BL) Ensure 'Configure use of smart cards on removable data drives' is set to 'Enabled' (Automated) 862](#_Toc95744891)

[18.9.11.3.13 (BL) Ensure 'Configure use of smart cards on removable data drives: Require use of smart cards on removable data drives' is set to 'Enabled: True' (Automated) 864](#_Toc95744892)

[18.9.11.3.14 (BL) Ensure 'Deny write access to removable drives not protected by BitLocker' is set to 'Enabled' (Automated) 866](#_Toc95744893)

[18.9.11.3.15 (BL) Ensure 'Deny write access to removable drives not protected by BitLocker: Do not allow write access to devices configured in another organization' is set to 'Enabled: False' (Automated) 868](#_Toc95744894)

[18.9.11.4 (BL) Ensure 'Disable new DMA devices when this computer is locked' is set to 'Enabled' (Automated) 870](#_Toc95744895)

[18.9.12 Camera 872](#_Toc95744896)

[18.9.12.1 (L2) Ensure 'Allow Use of Camera' is set to 'Disabled' (Automated) 872](#_Toc95744897)

[18.9.13 Chat 873](#_Toc95744898)

[18.9.14 Cloud Content 874](#_Toc95744899)

[18.9.14.1 (L1) Ensure 'Turn off cloud consumer account state content' is set to 'Enabled' (Automated) 874](#_Toc95744900)

[18.9.14.2 (L2) Ensure 'Turn off cloud optimized content' is set to 'Enabled' (Automated) 876](#_Toc95744901)

[18.9.14.3 (L1) Ensure 'Turn off Microsoft consumer experiences' is set to 'Enabled' (Automated) 878](#_Toc95744902)

[18.9.15 Connect 880](#_Toc95744903)

[18.9.15.1 (L1) Ensure 'Require pin for pairing' is set to 'Enabled: First Time' OR 'Enabled: Always' (Automated) 880](#_Toc95744904)

[18.9.16 Credential User Interface 882](#_Toc95744905)

[18.9.16.1 (L1) Ensure 'Do not display the password reveal button' is set to 'Enabled' (Automated) 882](#_Toc95744906)

[18.9.16.2 (L1) Ensure 'Enumerate administrator accounts on elevation' is set to 'Disabled' (Automated) 884](#_Toc95744907)

[18.9.16.3 (L1) Ensure 'Prevent the use of security questions for local accounts' is set to 'Enabled' (Automated) 885](#_Toc95744908)

[18.9.17 Data Collection and Preview Builds 887](#_Toc95744909)

[18.9.17.1 (L1) Ensure 'Allow Diagnostic Data' is set to 'Enabled: Diagnostic data off (not recommended)' or 'Enabled: Send required diagnostic data' (Automated) 888](#_Toc95744910)

[18.9.17.2 (L2) Ensure 'Configure Authenticated Proxy usage for the Connected User Experience and Telemetry service' is set to 'Enabled: Disable Authenticated Proxy usage' (Automated) 891](#_Toc95744911)

[18.9.17.3 (L1) Ensure 'Disable OneSettings Downloads' is set to 'Enabled' (Automated) 893](#_Toc95744912)

[18.9.17.4 (L1) Ensure 'Do not show feedback notifications' is set to 'Enabled' (Automated) 895](#_Toc95744913)

[18.9.17.5 (L1) Ensure 'Enable OneSettings Auditing' is set to 'Enabled' (Automated) 897](#_Toc95744914)

[18.9.17.6 (L1) Ensure 'Limit Diagnostic Log Collection' is set to 'Enabled' (Automated) 899](#_Toc95744915)

[18.9.17.7 (L1) Ensure 'Limit Dump Collection' is set to 'Enabled' (Automated) 901](#_Toc95744916)

[18.9.17.8 (L1) Ensure 'Toggle user control over Insider builds' is set to 'Disabled' (Automated) 903](#_Toc95744917)

[18.9.18 Delivery Optimization 905](#_Toc95744918)

[18.9.18.1 (L1) Ensure 'Download Mode' is NOT set to 'Enabled: Internet' (Automated) 905](#_Toc95744919)

[18.9.19 Desktop Gadgets 907](#_Toc95744920)

[18.9.20 Desktop Window Manager 907](#_Toc95744921)

[18.9.21 Device and Driver Compatibility 907](#_Toc95744922)

[18.9.22 Device Registration (formerly Workplace Join) 908](#_Toc95744923)

[18.9.23 Digital Locker 908](#_Toc95744924)

[18.9.24 Edge UI 908](#_Toc95744925)

[18.9.25 EMET 909](#_Toc95744926)

[18.9.26 Event Forwarding 909](#_Toc95744927)

[18.9.27 Event Log Service 910](#_Toc95744928)

[18.9.27.1 Application 910](#_Toc95744929)

[18.9.27.1.1 (L1) Ensure 'Application: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) 910](#_Toc95744930)

[18.9.27.1.2 (L1) Ensure 'Application: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) 912](#_Toc95744931)

[18.9.27.2 Security 914](#_Toc95744932)

[18.9.27.2.1 (L1) Ensure 'Security: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) 914](#_Toc95744933)

[18.9.27.2.2 (L1) Ensure 'Security: Specify the maximum log file size (KB)' is set to 'Enabled: 196,608 or greater' (Automated) 916](#_Toc95744934)

[18.9.27.3 Setup 918](#_Toc95744935)

[18.9.27.3.1 (L1) Ensure 'Setup: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) 918](#_Toc95744936)

[18.9.27.3.2 (L1) Ensure 'Setup: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) 920](#_Toc95744937)

[18.9.27.4 System 922](#_Toc95744938)

[18.9.27.4.1 (L1) Ensure 'System: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) 922](#_Toc95744939)

[18.9.27.4.2 (L1) Ensure 'System: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) 924](#_Toc95744940)

[18.9.28 Event Logging 926](#_Toc95744941)

[18.9.29 Event Viewer 926](#_Toc95744942)

[18.9.30 Family Safety (formerly Parental Controls) 926](#_Toc95744943)

[18.9.31 File Explorer (formerly Windows Explorer) 927](#_Toc95744944)

[18.9.31.1 Previous Versions 927](#_Toc95744945)

[18.9.31.2 (L1) Ensure 'Turn off Data Execution Prevention for Explorer' is set to 'Disabled' (Automated) 927](#_Toc95744946)

[18.9.31.3 (L1) Ensure 'Turn off heap termination on corruption' is set to 'Disabled' (Automated) 930](#_Toc95744947)

[18.9.31.4 (L1) Ensure 'Turn off shell protocol protected mode' is set to 'Disabled' (Automated) 932](#_Toc95744948)

[18.9.32 File History 934](#_Toc95744949)

[18.9.33 Find My Device 934](#_Toc95744950)

[18.9.34 Game Explorer 934](#_Toc95744951)

[18.9.35 Handwriting 934](#_Toc95744952)

[18.9.36 HomeGroup 935](#_Toc95744953)

[18.9.36.1 (L1) Ensure 'Prevent the computer from joining a homegroup' is set to 'Enabled' (Automated) 935](#_Toc95744954)

[18.9.37 Human Presence 937](#_Toc95744955)

[18.9.38 Import Video 937](#_Toc95744956)

[18.9.39 Internet Explorer 937](#_Toc95744957)

[18.9.40 Internet Information Services 937](#_Toc95744958)

[18.9.41 Location and Sensors 938](#_Toc95744959)

[18.9.41.1 (L2) Ensure 'Turn off location' is set to 'Enabled' (Automated) 938](#_Toc95744960)

[18.9.42 Maintenance Scheduler 940](#_Toc95744961)

[18.9.43 Maps 940](#_Toc95744962)

[18.9.44 MDM 940](#_Toc95744963)

[18.9.45 Messaging 941](#_Toc95744964)

[18.9.45.1 (L2) Ensure 'Allow Message Service Cloud Sync' is set to 'Disabled' (Automated) 941](#_Toc95744965)

[18.9.46 Microsoft account 943](#_Toc95744966)

[18.9.46.1 (L1) Ensure 'Block all consumer Microsoft account user authentication' is set to 'Enabled' (Automated) 943](#_Toc95744967)

[18.9.47 Microsoft Defender Antivirus (formerly Windows Defender and Windows Defender Antivirus) 945](#_Toc95744968)

[18.9.47.1 Client Interface 945](#_Toc95744969)

[18.9.47.2 Device Control 945](#_Toc95744970)

[18.9.47.3 Exclusions 945](#_Toc95744971)

[18.9.47.4 MAPS 946](#_Toc95744972)

[18.9.47.4.1 (L1) Ensure 'Configure local setting override for reporting to Microsoft MAPS' is set to 'Disabled' (Automated) 946](#_Toc95744973)

[18.9.47.4.2 (L2) Ensure 'Join Microsoft MAPS' is set to 'Disabled' (Automated) 948](#_Toc95744974)

[18.9.47.5 Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard) 951](#_Toc95744975)

[18.9.47.5.1 Attack Surface Reduction 951](#_Toc95744976)

[18.9.47.5.1.1 (L1) Ensure 'Configure Attack Surface Reduction rules' is set to 'Enabled' (Automated) 951](#_Toc95744977)

[18.9.47.5.1.2 (L1) Ensure 'Configure Attack Surface Reduction rules: Set the state for each ASR rule' is configured (Automated) 953](#_Toc95744978)

[18.9.47.5.2 Controlled Folder Access 956](#_Toc95744979)

[18.9.47.5.3 Network Protection 957](#_Toc95744980)

[18.9.47.5.3.1 (L1) Ensure 'Prevent users and apps from accessing dangerous websites' is set to 'Enabled: Block' (Automated) 957](#_Toc95744981)

[18.9.47.6 MpEngine 959](#_Toc95744982)

[18.9.47.6.1 (L2) Ensure 'Enable file hash computation feature' is set to 'Enabled' (Automated) 959](#_Toc95744983)

[18.9.47.7 Network Inspection System 961](#_Toc95744984)

[18.9.47.8 Quarantine 961](#_Toc95744985)

[18.9.47.9 Real-time Protection 962](#_Toc95744986)

[18.9.47.9.1 (L1) Ensure 'Scan all downloaded files and attachments' is set to 'Enabled' (Automated) 962](#_Toc95744987)

[18.9.47.9.2 (L1) Ensure 'Turn off real-time protection' is set to 'Disabled' (Automated) 964](#_Toc95744988)

[18.9.47.9.3 (L1) Ensure 'Turn on behavior monitoring' is set to 'Enabled' (Automated) 966](#_Toc95744989)

[18.9.47.9.4 (L1) Ensure 'Turn on script scanning' is set to 'Enabled' (Automated) 968](#_Toc95744990)

[18.9.47.10 Remediation 969](#_Toc95744991)

[18.9.47.11 Reporting 970](#_Toc95744992)

[18.9.47.11.1 (L2) Ensure 'Configure Watson events' is set to 'Disabled' (Automated) 970](#_Toc95744993)

[18.9.47.12 Scan 972](#_Toc95744994)

[18.9.47.12.1 (L1) Ensure 'Scan removable drives' is set to 'Enabled' (Automated) 972](#_Toc95744995)

[18.9.47.12.2 (L1) Ensure 'Turn on e-mail scanning' is set to 'Enabled' (Automated) 974](#_Toc95744996)

[18.9.47.13 Security Intelligence Updates (formerly Signature Updates) 975](#_Toc95744997)

[18.9.47.14 Threats 975](#_Toc95744998)

[18.9.47.15 (L1) Ensure 'Configure detection for potentially unwanted applications' is set to 'Enabled: Block' (Automated) 976](#_Toc95744999)

[18.9.47.16 (L1) Ensure 'Turn off Microsoft Defender AntiVirus' is set to 'Disabled' (Automated) 978](#_Toc95745000)

[18.9.48 Microsoft Defender Application Guard (formerly Windows Defender Application Guard) 980](#_Toc95745001)

[18.9.48.1 (NG) Ensure 'Allow auditing events in Microsoft Defender Application Guard' is set to 'Enabled' (Automated) 981](#_Toc95745002)

[18.9.48.2 (NG) Ensure 'Allow camera and microphone access in Microsoft Defender Application Guard' is set to 'Disabled' (Automated) 984](#_Toc95745003)

[18.9.48.3 (NG) Ensure 'Allow data persistence for Microsoft Defender Application Guard' is set to 'Disabled' (Automated) 986](#_Toc95745004)

[18.9.48.4 (NG) Ensure 'Allow files to download and save to the host operating system from Microsoft Defender Application Guard' is set to 'Disabled' (Automated) 989](#_Toc95745005)

[18.9.48.5 (NG) Ensure 'Configure Microsoft Defender Application Guard clipboard settings: Clipboard behavior setting' is set to 'Enabled: Enable clipboard operation from an isolated session to the host' (Automated) 992](#_Toc95745006)

[18.9.48.6 (NG) Ensure 'Turn on Microsoft Defender Application Guard in Managed Mode' is set to 'Enabled: 1' (Automated) 995](#_Toc95745007)

[18.9.49 Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard) 998](#_Toc95745008)

[18.9.50 Microsoft Edge 998](#_Toc95745009)

[18.9.51 Microsoft FIDO Authentication 998](#_Toc95745010)

[18.9.52 Microsoft Secondary Authentication Factor 999](#_Toc95745011)

[18.9.53 Microsoft User Experience Virtualization 999](#_Toc95745012)

[18.9.54 NetMeeting 999](#_Toc95745013)

[18.9.55 Network Access Protection 999](#_Toc95745014)

[18.9.56 Network Projector 1000](#_Toc95745015)

[18.9.57 News and interests 1001](#_Toc95745016)

[18.9.57.1 (L2) Ensure 'Enable news and interests on the taskbar' is set to 'Disabled' (Automated) 1001](#_Toc95745017)

[18.9.58 OneDrive (formerly SkyDrive) 1003](#_Toc95745018)

[18.9.58.1 (L1) Ensure 'Prevent the usage of OneDrive for file storage' is set to 'Enabled' (Automated) 1003](#_Toc95745019)

[18.9.59 Online Assistance 1006](#_Toc95745020)

[18.9.60 OOBE 1006](#_Toc95745021)

[18.9.61 Password Synchronization 1006](#_Toc95745022)

[18.9.62 Portable Operating System 1006](#_Toc95745023)

[18.9.63 Presentation Settings 1007](#_Toc95745024)

[18.9.64 Push To Install 1008](#_Toc95745025)

[18.9.64.1 (L2) Ensure 'Turn off Push To Install service' is set to 'Enabled' (Automated) 1008](#_Toc95745026)

[18.9.65 Remote Desktop Services (formerly Terminal Services) 1010](#_Toc95745027)

[18.9.65.1 RD Licensing (formerly TS Licensing) 1010](#_Toc95745028)

[18.9.65.2 Remote Desktop Connection Client 1011](#_Toc95745029)

[18.9.65.2.1 RemoteFX USB Device Redirection 1011](#_Toc95745030)

[18.9.65.2.2 (L1) Ensure 'Do not allow passwords to be saved' is set to 'Enabled' (Automated) 1012](#_Toc95745031)

[18.9.65.3 Remote Desktop Session Host (formerly Terminal Server) 1014](#_Toc95745032)

[18.9.65.3.1 Application Compatibility 1014](#_Toc95745033)

[18.9.65.3.2 Connections 1015](#_Toc95745034)

[18.9.65.3.2.1 (L2) Ensure 'Allow users to connect remotely by using Remote Desktop Services' is set to 'Disabled' (Automated) 1015](#_Toc95745035)

[18.9.65.3.3 Device and Resource Redirection 1017](#_Toc95745036)

[18.9.65.3.3.1 (L2) Ensure 'Allow UI Automation redirection' is set to 'Disabled' (Automated) 1017](#_Toc95745037)

[18.9.65.3.3.2 (L2) Ensure 'Do not allow COM port redirection' is set to 'Enabled' (Automated) 1019](#_Toc95745038)

[18.9.65.3.3.3 (L1) Ensure 'Do not allow drive redirection' is set to 'Enabled' (Automated) 1021](#_Toc95745039)

[18.9.65.3.3.4 (L2) Ensure 'Do not allow location redirection' is set to 'Enabled' (Automated) 1023](#_Toc95745040)

[18.9.65.3.3.5 (L2) Ensure 'Do not allow LPT port redirection' is set to 'Enabled' (Automated) 1025](#_Toc95745041)

[18.9.65.3.3.6 (L2) Ensure 'Do not allow supported Plug and Play device redirection' is set to 'Enabled' (Automated) 1027](#_Toc95745042)

[18.9.65.3.4 Licensing 1029](#_Toc95745043)

[18.9.65.3.5 Printer Redirection 1029](#_Toc95745044)

[18.9.65.3.6 Profiles 1029](#_Toc95745045)

[18.9.65.3.7 RD Connection Broker (formerly TS Connection Broker) 1029](#_Toc95745046)

[18.9.65.3.8 Remote Session Environment 1030](#_Toc95745047)

[18.9.65.3.9 Security 1031](#_Toc95745048)

[18.9.65.3.9.1 (L1) Ensure 'Always prompt for password upon connection' is set to 'Enabled' (Automated) 1031](#_Toc95745049)

[18.9.65.3.9.2 (L1) Ensure 'Require secure RPC communication' is set to 'Enabled' (Automated) 1033](#_Toc95745050)

[18.9.65.3.9.3 (L1) Ensure 'Require use of specific security layer for remote (RDP) connections' is set to 'Enabled: SSL' (Automated) 1035](#_Toc95745051)

[18.9.65.3.9.4 (L1) Ensure 'Require user authentication for remote connections by using Network Level Authentication' is set to 'Enabled' (Automated) 1038](#_Toc95745052)

[18.9.65.3.9.5 (L1) Ensure 'Set client connection encryption level' is set to 'Enabled: High Level' (Automated) 1040](#_Toc95745053)

[18.9.65.3.10 Session Time Limits 1042](#_Toc95745054)

[18.9.65.3.10.1 (L2) Ensure 'Set time limit for active but idle Remote Desktop Services sessions' is set to 'Enabled: 15 minutes or less, but not Never (0)' (Automated) 1042](#_Toc95745055)

[18.9.65.3.10.2 (L2) Ensure 'Set time limit for disconnected sessions' is set to 'Enabled: 1 minute' (Automated) 1044](#_Toc95745056)

[18.9.65.3.11 Temporary folders 1046](#_Toc95745057)

[18.9.65.3.11.1 (L1) Ensure 'Do not delete temp folders upon exit' is set to 'Disabled' (Automated) 1046](#_Toc95745058)

[18.9.66 RSS Feeds 1048](#_Toc95745059)

[18.9.66.1 (L1) Ensure 'Prevent downloading of enclosures' is set to 'Enabled' (Automated) 1048](#_Toc95745060)

[18.9.67 Search 1050](#_Toc95745061)

[18.9.67.1 OCR 1050](#_Toc95745062)

[18.9.67.2 (L2) Ensure 'Allow Cloud Search' is set to 'Enabled: Disable Cloud Search' (Automated) 1050](#_Toc95745063)

[18.9.67.3 (L1) Ensure 'Allow Cortana' is set to 'Disabled' (Automated) 1052](#_Toc95745064)

[18.9.67.4 (L1) Ensure 'Allow Cortana above lock screen' is set to 'Disabled' (Automated) 1054](#_Toc95745065)

[18.9.67.5 (L1) Ensure 'Allow indexing of encrypted files' is set to 'Disabled' (Automated) 1056](#_Toc95745066)

[18.9.67.6 (L1) Ensure 'Allow search and Cortana to use location' is set to 'Disabled' (Automated) 1058](#_Toc95745067)

[18.9.68 Security Center 1060](#_Toc95745068)

[18.9.69 Server for NIS 1060](#_Toc95745069)

[18.9.70 Shutdown Options 1060](#_Toc95745070)

[18.9.71 Smart Card 1060](#_Toc95745071)

[18.9.72 Software Protection Platform 1061](#_Toc95745072)

[18.9.72.1 (L2) Ensure 'Turn off KMS Client Online AVS Validation' is set to 'Enabled' (Automated) 1061](#_Toc95745073)

[18.9.73 Sound Recorder 1063](#_Toc95745074)

[18.9.74 Speech 1063](#_Toc95745075)

[18.9.75 Store 1064](#_Toc95745076)

[18.9.75.1 (L2) Ensure 'Disable all apps from Microsoft Store' is set to 'Disabled' (Automated) 1064](#_Toc95745077)

[18.9.75.2 (L1) Ensure 'Only display the private store within the Microsoft Store' is set to 'Enabled' (Automated) 1067](#_Toc95745078)

[18.9.75.3 (L1) Ensure 'Turn off Automatic Download and Install of updates' is set to 'Disabled' (Automated) 1069](#_Toc95745079)

[18.9.75.4 (L1) Ensure 'Turn off the offer to update to the latest version of Windows' is set to 'Enabled' (Automated) 1071](#_Toc95745080)

[18.9.75.5 (L2) Ensure 'Turn off the Store application' is set to 'Enabled' (Automated) 1073](#_Toc95745081)

[18.9.76 Sync your settings 1075](#_Toc95745082)

[18.9.77 Tablet PC 1075](#_Toc95745083)

[18.9.78 Task Scheduler 1075](#_Toc95745084)

[18.9.79 Tenant Restrictions 1075](#_Toc95745085)

[18.9.80 Text Input 1076](#_Toc95745086)

[18.9.81 Widgets 1077](#_Toc95745087)

[18.9.81.1 (L1) Ensure 'Allow widgets' is set to 'Disabled' (Automated) 1077](#_Toc95745088)

[18.9.82 Windows Calendar 1079](#_Toc95745089)

[18.9.83 Windows Color System 1079](#_Toc95745090)

[18.9.84 Windows Customer Experience Improvement Program 1079](#_Toc95745091)

[18.9.85 Windows Defender SmartScreen 1080](#_Toc95745092)

[18.9.85.1 Explorer 1080](#_Toc95745093)

[18.9.85.1.1 (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled: Warn and prevent bypass' (Automated) 1080](#_Toc95745094)

[18.9.85.2 Microsoft Edge 1083](#_Toc95745095)

[18.9.85.2.1 (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled' (Automated) 1083](#_Toc95745096)

[18.9.85.2.2 (L1) Ensure 'Prevent bypassing Windows Defender SmartScreen prompts for sites' is set to 'Enabled' (Automated) 1085](#_Toc95745097)

[18.9.86 Windows Error Reporting 1087](#_Toc95745098)

[18.9.87 Windows Game Recording and Broadcasting 1088](#_Toc95745099)

[18.9.87.1 (L1) Ensure 'Enables or disables Windows Game Recording and Broadcasting' is set to 'Disabled' (Automated) 1088](#_Toc95745100)

[18.9.88 Windows Hello for Business (formerly Microsoft Passport for Work) 1089](#_Toc95745101)

[18.9.89 Windows Ink Workspace 1090](#_Toc95745102)

[18.9.89.1 (L2) Ensure 'Allow suggested apps in Windows Ink Workspace' is set to 'Disabled' (Automated) 1090](#_Toc95745103)

[18.9.89.2 (L1) Ensure 'Allow Windows Ink Workspace' is set to 'Enabled: On, but disallow access above lock' OR 'Disabled' but not 'Enabled: On' (Automated) 1092](#_Toc95745104)

[18.9.90 Windows Installer 1094](#_Toc95745105)

[18.9.90.1 (L1) Ensure 'Allow user control over installs' is set to 'Disabled' (Automated) 1094](#_Toc95745106)

[18.9.90.2 (L1) Ensure 'Always install with elevated privileges' is set to 'Disabled' (Automated) 1096](#_Toc95745107)

[18.9.90.3 (L2) Ensure 'Prevent Internet Explorer security prompt for Windows Installer scripts' is set to 'Disabled' (Automated) 1098](#_Toc95745108)

[18.9.91 Windows Logon Options 1100](#_Toc95745109)

[18.9.91.1 (L1) Ensure 'Sign-in and lock last interactive user automatically after a restart' is set to 'Disabled' (Automated) 1100](#_Toc95745110)

[18.9.92 Windows Mail 1102](#_Toc95745111)

[18.9.93 Windows Media Center 1102](#_Toc95745112)

[18.9.94 Windows Media Digital Rights Management 1102](#_Toc95745113)

[18.9.95 Windows Media Player 1102](#_Toc95745114)

[18.9.96 Windows Meeting Space 1103](#_Toc95745115)

[18.9.97 Windows Messenger 1103](#_Toc95745116)

[18.9.98 Windows Mobility Center 1103](#_Toc95745117)

[18.9.99 Windows Movie Maker 1103](#_Toc95745118)

[18.9.100 Windows PowerShell 1104](#_Toc95745119)

[18.9.100.1 (L1) Ensure 'Turn on PowerShell Script Block Logging' is set to 'Enabled' (Automated) 1104](#_Toc95745120)

[18.9.100.2 (L1) Ensure 'Turn on PowerShell Transcription' is set to 'Disabled' (Automated) 1107](#_Toc95745121)

[18.9.101 Windows Reliability Analysis 1108](#_Toc95745122)

[18.9.102 Windows Remote Management (WinRM) 1109](#_Toc95745123)

[18.9.102.1 WinRM Client 1109](#_Toc95745124)

[18.9.102.1.1 (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated) 1109](#_Toc95745125)

[18.9.102.1.2 (L1) Ensure 'Allow unencrypted traffic' is set to 'Disabled' (Automated) 1111](#_Toc95745126)

[18.9.102.1.3 (L1) Ensure 'Disallow Digest authentication' is set to 'Enabled' (Automated) 1113](#_Toc95745127)

[18.9.102.2 WinRM Service 1115](#_Toc95745128)

[18.9.102.2.1 (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated) 1115](#_Toc95745129)
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Overview

This document provides prescriptive guidance for establishing a secure configuration posture for Microsoft Windows.

This secure configuration guide is based on the **Microsoft Windows 11 Enterprise Release 21H2** and is intended for all versions of the **Windows 11** operating system, including **older versions**. This secure configuration guide was tested against **Microsoft Windows 11 Enterprise Release 21H2**.

To ensure all new and updated group policy objects (GPOs) are installed on the system, please download the latest version of the ADMX/ADML templates for **Windows 11**. Templates can be downloaded from Microsoft at: [Download ADMX Templates for Windows 11 October 2021 Update [21H2] from Official Microsoft Download Center](https://www.microsoft.com/en-us/download/details.aspx?id=103507).

To obtain the latest version of this secure configuration guide, please visit <https://www.cisecurity.org/cis-benchmarks/>. If you have questions, comments, or have identified ways to improve this guide, please write us at [feedback@cisecurity.org](mailto:feedback@cisecurity.org).

Intended Audience

The Windows CIS Microsoft Windows Benchmarks are written for **Active Directory domain-joined** systems using Group Policy, **not** standalone/workgroup systems. Adjustments/tailoring to some recommendations will be needed to maintain functionality if attempting to implement CIS hardening on standalone systems or a system running in the cloud.

Consensus Guidance

This benchmark was created using a consensus review process comprised of subject matter experts. Consensus participants provide perspective from a diverse set of backgrounds including consulting, software development, audit and compliance, security research, operations, government, and legal.

Each CIS benchmark undergoes two phases of consensus review. The first phase occurs during initial benchmark development. During this phase, subject matter experts convene to discuss, create, and test working drafts of the benchmark. This discussion occurs until consensus has been reached on benchmark recommendations. The second phase begins after the benchmark has been published. During this phase, all feedback provided by the Internet community is reviewed by the consensus team for incorporation in the benchmark. If you are interested in participating in the consensus process, please visit <https://workbench.cisecurity.org/>.

Typographical Conventions

The following typographical conventions are used throughout this guide:

|  |  |
| --- | --- |
| Convention | Meaning |
| Stylized Monospace font | Used for blocks of code, command, and script examples. Text should be interpreted exactly as presented. |
| Monospace font | Used for inline code, commands, or examples. Text should be interpreted exactly as presented. |
| <italic font in brackets> | Italic texts set in angle brackets denote a variable requiring substitution for a real value. |
| *Italic font* | Used to denote the title of a book, article, or other publication. |
| **Note** | Additional information or caveats |

Assessment Status

An assessment status is included for every recommendation. The assessment status indicates whether the given recommendation can be automated or requires manual steps to implement. Both statuses are equally important and are determined and supported as defined below:

Automated

Represents recommendations for which assessment of a technical control can be fully automated and validated to a pass/fail state. Recommendations will include the necessary information to implement automation.

Manual

Represents recommendations for which assessment of a technical control cannot be fully automated and requires all or some manual steps to validate that the configured state is set as expected. The expected state can vary depending on the environment.

Profile Definitions

The following configuration profiles are defined by this Benchmark:

* **Level 1 (L1) - Corporate/Enterprise Environment (general use)**

Items in this profile intend to:

* + be the starting baseline for most organizations;
  + be practical and prudent;
  + provide a clear security benefit; and
  + not inhibit the utility of the technology beyond acceptable means.
* **Level 1 (L1) + BitLocker (BL)**

This profile extends the "Level 1 (L1)" profile and includes BitLocker-related recommendations.

* **Level 1 (L1) + Next Generation Windows Security (NG)**

This profile extends the "Level 1 (L1)" profile and includes Next Generation Windows Security-related recommendations.

* **Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)**

This profile extends the "Level 1 (L1)" profile and includes BitLocker and Next Generation Windows Security-related recommendations.

* **Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)**

This profile extends the "Level 1 (L1)" profile. Items in this profile exhibit one or more of the following characteristics:

* + are intended for environments or use cases where security is more critical than manageability and usability;
  + may negatively inhibit the utility or performance of the technology; and
  + limit the ability of remote management/access.

**Note:** Implementation of Level 2 requires that **both** Level 1 and Level 2 settings are applied.

* **Level 2 (L2) + BitLocker (BL)**

This profile extends the "Level 2 (L2)" profile and includes BitLocker-related recommendations.

* **Level 2 (L2) + Next Generation Windows Security (NG)**

This profile extends the "Level 2 (L2)" profile and includes Next Generation Windows Security-related recommendations.

* **Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)**

This profile extends the "Level 2 (L2)" profile and includes BitLocker and Next Generation Windows Security-related recommendations.

* **BitLocker (BL) - optional add-on for when BitLocker is deployed**

This profile contains BitLocker-related recommendations, if your organization chooses to use it. It is intended be an optional "add-on" to the Level 1 (L1) or Level 2 (L2) profiles.

* **Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments**

This profile contains advanced Windows security features that have specific configuration dependencies, and may not be compatible with all systems. It therefore requires special attention to detail and testing before implementation. If your environment supports these features, they are highly recommended as they have tangible security benefits. This profile is intended to be an optional "add-on" to the Level 1 (L1) or Level 2 (L2) profiles.
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Recommendations

1 Account Policies

This section contains recommendations for account policies.

1.1 Password Policy

This section contains recommendations for password policy.

1.1.1 (L1) Ensure 'Enforce password history' is set to '24 or more password(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the number of renewed, unique passwords that have to be associated with a user account before you can reuse an old password. The value for this policy setting must be between 0 and 24 passwords. The default value for Windows Vista is 0 passwords, but the default setting in a domain is 24 passwords. To maintain the effectiveness of this policy setting, use the Minimum password age setting to prevent users from repeatedly changing their password.

The recommended state for this setting is: 24 or more password(s).

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

**Note #2:** As of the publication of this benchmark, Microsoft currently has a maximum limit of 24 saved passwords. For more information, please visit [Enforce password history (Windows 10) - Windows security | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/enforce-password-history#:~:text=The%20Enforce%20password%20history%20policy,a%20long%20period%20of%20time.)

Rationale:

The longer a user uses the same password, the greater the chance that an attacker can determine the password through brute force attacks. Also, any accounts that may have been compromised will remain exploitable for as long as the password is left unchanged. If password changes are required but password reuse is not prevented, or if users continually reuse a small number of passwords, the effectiveness of a good password policy is greatly reduced.

If you specify a low number for this policy setting, users will be able to use the same small number of passwords repeatedly. If you do not also configure the Minimum password age setting, users might repeatedly change their passwords until they can reuse their original password.

Impact:

The major impact of this configuration is that users must create a new password every time they are required to change their old one. If users are required to change their passwords to new unique values, there is an increased risk of users who write their passwords somewhere so that they do not forget them. Another risk is that users may create passwords that change incrementally (for example, password01, password02, and so on) to facilitate memorization but make them easier to guess. Also, an excessively low value for the Minimum password age setting will likely increase administrative overhead, because users who forget their passwords might ask the help desk to reset them frequently.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 24 or more password(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Enforce password history

Default Value:

24 passwords remembered on domain members. 0 passwords remembered on stand-alone workstations.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

1.1.2 (L1) Ensure 'Maximum password age' is set to '365 or fewer days, but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting defines how long a user can use their password before it expires.

Values for this policy setting range from 0 to 999 days. If you set the value to 0, the password will never expire.

Because attackers can crack passwords, the more frequently you change the password the less opportunity an attacker has to use a cracked password. However, the lower this value is set, the higher the potential for an increase in calls to help desk support due to users having to change their password or forgetting which password is current.

The recommended state for this setting is 365 or fewer days, but not 0.

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

The longer a password exists the higher the likelihood that it will be compromised by a brute force attack, by an attacker gaining general knowledge about the user, or by the user sharing the password. Configuring the Maximum password age setting to 0 so that users are never required to change their passwords is a major security risk because that allows a compromised password to be used by the malicious user for as long as the valid user has authorized access.

Impact:

If the Maximum password age setting is too low, users are required to change their passwords very often. Such a configuration can reduce security in the organization, because users might write their passwords in an insecure location or lose them. If the value for this policy setting is too high, the level of security within an organization is reduced because it allows potential attackers more time in which to discover user passwords or to use compromised accounts.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 365 or fewer days, but not 0:

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Maximum password age

Default Value:

42 days.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 16.10 Ensure All Accounts Have An Expiration Date  Ensure that all accounts have an expiration date that is monitored and enforced. |  | ● | ● |

1.1.3 (L1) Ensure 'Minimum password age' is set to '1 or more day(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the number of days that you must use a password before you can change it. The range of values for this policy setting is between 1 and 999 days. (You may also set the value to 0 to allow immediate password changes.) The default value for this setting is 0 days.

The recommended state for this setting is: 1 or more day(s)).

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Users may have favorite passwords that they like to use because they are easy to remember and they believe that their password choice is secure from compromise. Unfortunately, passwords are compromised and if an attacker is targeting a specific individual's user account, with foreknowledge of data about that user, reuse of old passwords can cause a security breach. To address password reuse a combination of security settings is required. Using this policy setting with the Enforce password history setting prevents the easy reuse of old passwords. For example, if you configure the Enforce password history setting to ensure that users cannot reuse any of their last 12 passwords, they could change their password 13 times in a few minutes and reuse the password they started with, unless you also configure the Minimum password age setting to a number that is greater than 0. You must configure this policy setting to a number that is greater than 0 for the Enforce password history setting to be effective.

Impact:

If an administrator sets a password for a user but wants that user to change the password when the user first logs on, the administrator must select the User must change password at next logon check box, or the user will not be able to change the password until the next day.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 1 or more day(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Minimum password age

Default Value:

1 day on domain members. 0 days on stand-alone workstations.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 16.10 Ensure All Accounts Have An Expiration Date  Ensure that all accounts have an expiration date that is monitored and enforced. |  | ● | ● |

1.1.4 (L1) Ensure 'Minimum password length' is set to '14 or more character(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the least number of characters that make up a password for a user account. There are many different theories about how to determine the best password length for an organization, but perhaps "passphrase" is a better term than "password." In Microsoft Windows 2000 and newer, passphrases can be quite long and can include spaces. Therefore, a phrase such as "I want to drink a $5 milkshake" is a valid passphrase; it is a considerably stronger password than an 8 or 10 character string of random numbers and letters, and yet is easier to remember. Users must be educated about the proper selection and maintenance of passwords, especially with regard to password length. In enterprise environments, the ideal value for the Minimum password length setting is 14 characters, however you should adjust this value to meet your organization's business requirements.

The recommended state for this setting is: 14 or more character(s).

**Note:** In Windows Server 2016 and older versions of Windows Server, the GUI of the Local Security Policy (LSP), Local Group Policy Editor (LGPE) and Group Policy Management Editor (GPME) would not let you set this value higher than 14 characters. However, starting with Windows Server 2019, Microsoft changed the GUI to allow up to a 20 character minimum password length.

**Note #2:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Types of password attacks include dictionary attacks (which attempt to use common words and phrases) and brute force attacks (which try every possible combination of characters). Also, attackers sometimes try to obtain the account database so they can use tools to discover the accounts and passwords.

Impact:

Requirements for extremely long passwords can actually decrease the security of an organization, because users might leave the information in an insecure location or lose it. If very long passwords are required, mistyped passwords could cause account lockouts and increase the volume of help desk calls. If your organization has issues with forgotten passwords due to password length requirements, consider teaching your users about passphrases, which are often easier to remember and, due to the larger number of character combinations, much harder to discover.

**Note:** Older versions of Windows such as Windows 98 and Windows NT 4.0 do not support passwords that are longer than 14 characters. Computers that run these older operating systems are unable to authenticate with computers or domains that use accounts that require long passwords.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 14 or more character(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Minimum password length

Default Value:

7 characters on domain members. 0 characters on stand-alone servers.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

1.1.5 (L1) Ensure 'Password must meet complexity requirements' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting checks all new passwords to ensure that they meet basic requirements for strong passwords.

When this policy is enabled, passwords must meet the following minimum requirements:

* Not contain the user's account name or parts of the user's full name that exceed two consecutive characters
* Be at least six characters in length
* Contain characters from three of the following categories:
  + English uppercase characters (A through Z)
  + English lowercase characters (a through z)
  + Base 10 digits (0 through 9)
  + Non-alphabetic characters (for example, !, $, #, %)
  + A catch-all category of any Unicode character that does not fall under the previous four categories. This fifth category can be regionally specific.

Each additional character in a password increases its complexity exponentially. For instance, a seven-character, all lower-case alphabetic password would have 267 (approximately 8 x 109 or 8 billion) possible combinations. At 1,000,000 attempts per second (a capability of many password-cracking utilities), it would only take 133 minutes to crack. A seven-character alphabetic password with case sensitivity has 527 combinations. A seven-character case-sensitive alphanumeric password without punctuation has 627 combinations. An eight-character password has 268 (or 2 x 1011) possible combinations. Although this might seem to be a large number, at 1,000,000 attempts per second it would take only 59 hours to try all possible passwords. Remember, these times will significantly increase for passwords that use ALT characters and other special keyboard characters such as "!" or "@". Proper use of the password settings can help make it difficult to mount a brute force attack.

The recommended state for this setting is: Enabled.

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Passwords that contain only alphanumeric characters are extremely easy to discover with several publicly available tools.

Impact:

If the default password complexity configuration is retained, additional help desk calls for locked-out accounts could occur because users might not be accustomed to passwords that contain non-alphabetic characters. However, all users should be able to comply with the complexity requirement with minimal difficulty.

If your organization has more stringent security requirements, you can create a custom version of the Passfilt.dll file that allows the use of arbitrarily complex password strength rules. For example, a custom password filter might require the use of non-upper row characters. (Upper row characters are those that require you to hold down the SHIFT key and press any of the digits between 1 and 0.) A custom password filter might also perform a dictionary check to verify that the proposed password does not contain common dictionary words or fragments.

Also, the use of ALT key character combinations can greatly enhance the complexity of a password. However, such stringent password requirements can result in unhappy users and an extremely busy help desk. Alternatively, your organization could consider a requirement for all administrator passwords to use ALT characters in the 0128 - 0159 range. (ALT characters outside of this range can represent standard alphanumeric characters that would not add additional complexity to the password.)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Password must meet complexity requirements

Default Value:

Enabled on domain members. Disabled on stand-alone workstations.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

1.1.6 (L1) Ensure 'Relax minimum password length limits' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the minimum password length setting can be increased beyond the legacy limit of 14 characters. For more information please see the following [Microsoft Security Blog](https://techcommunity.microsoft.com/t5/microsoft-security-baselines/security-baseline-draft-windows-10-and-windows-server-version/ba-p/1419213).

The recommended state for this setting is: Enabled.

**Note:** This setting only affects local accounts on the computer. Domain accounts are only affected by settings on the Domain Controllers, because that is where domain accounts are stored.

Rationale:

This setting will enable the enforcement of longer and generally stronger passwords or passphrases where MFA is not in use.

Impact:

The Minimum password length setting may be configured higher than 14 characters.

If very long passwords are required, mistyped passwords could cause account lockouts and increase the volume of help desk calls. If your organization has issues with forgotten passwords due to password length requirements, consider teaching your users about passphrases, which are often easier to remember and, due to the larger number of character combinations, much harder to discover.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\System\CurrentControlSet\Control\SAM:RelaxMinimumPasswordLengthLimits

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Relax minimum password length limits

**Note:** This setting is only available within the built-in OS security template of Windows 10 Release 2004 and Server 2022 (or newer), and is not available via older versions of the OS, or via downloadable Administrative Templates (ADMX/ADML). Therefore, you must use a Windows 10 Release 2004 or Server 2022 system (or newer) to view or edit this setting with the Group Policy Management Console (GPMC) or Group Policy Management Editor (GPME).

Default Value:

Disabled. (The Minimum password length may be configured to a maximum of 14 characters.)

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>
2. <https://support.microsoft.com/en-us/topic/minimum-password-length-auditing-and-enforcement-on-certain-versions-of-windows-5ef7fecf-3325-f56b-cc10-4fd565aacc59>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

1.1.7 (L1) Ensure 'Store passwords using reversible encryption' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the operating system stores passwords in a way that uses reversible encryption, which provides support for application protocols that require knowledge of the user's password for authentication purposes. Passwords that are stored with reversible encryption are essentially the same as plaintext versions of the passwords.

The recommended state for this setting is: Disabled.

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Enabling this policy setting allows the operating system to store passwords in a weaker format that is much more susceptible to compromise and weakens your system security.

Impact:

If your organization uses either the CHAP authentication protocol through remote access or IAS services or Digest Authentication in IIS, you must configure this policy setting to Enabled. This setting is extremely dangerous to apply through Group Policy on a user-by-user basis, because it requires the appropriate user account object to be opened in Active Directory Users and Computers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Password Policy\Store passwords using reversible encryption

Default Value:

Disabled.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.11 Encrypt Sensitive Data at Rest  Encrypt sensitive data at rest on servers, applications, and databases containing sensitive data. Storage-layer encryption, also known as server-side encryption, meets the minimum requirement of this Safeguard. Additional encryption methods may include application-layer encryption, also known as client-side encryption, where access to the data storage device(s) does not permit access to the plain-text data. |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

1.2 Account Lockout Policy

This section contains recommendations for account lockout policy.

1.2.1 (L1) Ensure 'Account lockout duration' is set to '15 or more minute(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the length of time that must pass before a locked account is unlocked and a user can try to log on again. The setting does this by specifying the number of minutes a locked out account will remain unavailable. If the value for this policy setting is configured to 0, locked out accounts will remain locked out until an administrator manually unlocks them.

Although it might seem like a good idea to configure the value for this policy setting to a high value, such a configuration will likely increase the number of calls that the help desk receives to unlock accounts locked by mistake. Users should be aware of the length of time a lock remains in place, so that they realize they only need to call the help desk if they have an extremely urgent need to regain access to their computer.

The recommended state for this setting is: 15 or more minute(s).

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

A denial of service (DoS) condition can be created if an attacker abuses the Account lockout threshold and repeatedly attempts to log on with a specific account. Once you configure the Account lockout threshold setting, the account will be locked out after the specified number of failed attempts. If you configure the Account lockout duration setting to 0, then the account will remain locked out until an administrator unlocks it manually.

Impact:

Although it may seem like a good idea to configure this policy setting to never automatically unlock an account, such a configuration can increase the number of requests that your organization's help desk receives to unlock accounts that were locked by mistake.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 15 or more minute(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Account Lockout Policy\Account lockout duration

Default Value:

None, because this policy setting only has meaning when an Account lockout threshold is specified. When an Account lockout threshold is configured, Windows automatically suggests a value of 30 minutes.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.10 Enforce Automatic Device Lockout on Portable End-User Devices  Enforce automatic device lockout following a predetermined threshold of local failed authentication attempts on portable end-user devices, where supported. For laptops, do not allow more than 20 failed authentication attempts; for tablets and smartphones, no more than 10 failed authentication attempts. Example implementations include Microsoft® InTune Device Lock and Apple® Configuration Profile maxFailedAttempts. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

1.2.2 (L1) Ensure 'Account lockout threshold' is set to '5 or fewer invalid logon attempt(s), but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the number of failed logon attempts before the account is locked. Setting this policy to 0 does not conform to the benchmark as doing so disables the account lockout threshold.

The recommended state for this setting is: 5 or fewer invalid logon attempt(s), but not 0.

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Setting an account lockout threshold reduces the likelihood that an online password brute force attack will be successful. Setting the account lockout threshold too low introduces risk of increased accidental lockouts and/or a malicious actor intentionally locking out accounts.

Impact:

If this policy setting is enabled, a locked-out account will not be usable until it is reset by an administrator or until the account lockout duration expires. This setting may generate additional help desk calls.

If you enforce this setting an attacker could cause a denial of service condition by deliberately generating failed logons for multiple user, therefore you should also configure the Account Lockout Duration to a relatively low value.

If you configure the Account Lockout Threshold to 0, there is a possibility that an attacker's attempt to discover passwords with a brute force password attack might go undetected if a robust audit mechanism is not in place.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 5 or fewer invalid login attempt(s), but not 0:

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Account Lockout Policy\Account lockout threshold

Default Value:

0 failed logon attempts.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.10 Enforce Automatic Device Lockout on Portable End-User Devices  Enforce automatic device lockout following a predetermined threshold of local failed authentication attempts on portable end-user devices, where supported. For laptops, do not allow more than 20 failed authentication attempts; for tablets and smartphones, no more than 10 failed authentication attempts. Example implementations include Microsoft® InTune Device Lock and Apple® Configuration Profile maxFailedAttempts. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

1.2.3 (L1) Ensure 'Reset account lockout counter after' is set to '15 or more minute(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the length of time before the Account lockout threshold resets to zero. The default value for this policy setting is Not Defined. If the Account lockout threshold is defined, this reset time must be less than or equal to the value for the Account lockout duration setting.

If you leave this policy setting at its default value or configure the value to an interval that is too long, your environment could be vulnerable to a DoS attack. An attacker could maliciously perform a number of failed logon attempts on all users in the organization, which will lock out their accounts. If no policy were determined to reset the account lockout, it would be a manual task for administrators. Conversely, if a reasonable time value is configured for this policy setting, users would be locked out for a set period until all of the accounts are unlocked automatically.

The recommended state for this setting is: 15 or more minute(s).

**Note:** Password Policy settings (section 1.1) and Account Lockout Policy settings (section 1.2) must be applied via the **Default Domain Policy** GPO in order to be globally in effect on **domain** user accounts as their default behavior. If these settings are configured in another GPO, they will only affect **local** user accounts on the computers that receive the GPO. However, custom exceptions to the default password policy and account lockout policy rules for specific domain users and/or groups can be defined using Password Settings Objects (PSOs), which are completely separate from Group Policy and most easily configured using Active Directory Administrative Center.

Rationale:

Users can accidentally lock themselves out of their accounts if they mistype their password multiple times. To reduce the chance of such accidental lockouts, the Reset account lockout counter after setting determines the number of minutes that must elapse before the counter that tracks failed logon attempts and triggers lockouts is reset to 0.

Impact:

If you do not configure this policy setting or if the value is configured to an interval that is too long, a DoS attack could occur. An attacker could maliciously attempt to log on to each user's account numerous times and lock out their accounts as described in the preceding paragraphs. If you do not configure the Reset account lockout counter after setting, administrators would have to manually unlock all accounts. If you configure this policy setting to a reasonable value the users would be locked out for some period, after which their accounts would unlock automatically. Be sure that you notify users of the values used for this policy setting so that they will wait for the lockout timer to expire before they call the help desk about their inability to log on.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to 15 or more minute(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Account Policies\Account Lockout Policy\Reset account lockout counter after

Default Value:

None, because this policy setting only has meaning when an Account lockout threshold is specified. When an Account lockout threshold is configured, Windows automatically suggests a value of 30 minutes.

References:

1. <https://www.cisecurity.org/white-papers/cis-password-policy-guide/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.10 Enforce Automatic Device Lockout on Portable End-User Devices  Enforce automatic device lockout following a predetermined threshold of local failed authentication attempts on portable end-user devices, where supported. For laptops, do not allow more than 20 failed authentication attempts; for tablets and smartphones, no more than 10 failed authentication attempts. Example implementations include Microsoft® InTune Device Lock and Apple® Configuration Profile maxFailedAttempts. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

2 Local Policies

This section contains recommendations for local policies.

2.1 Audit Policy

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.2 User Rights Assignment

This section contains recommendations for user rights assignments.

2.2.1 (L1) Ensure 'Access Credential Manager as a trusted caller' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This security setting is used by Credential Manager during Backup and Restore. No accounts should have this user right, as it is only assigned to Winlogon. Users' saved credentials might be compromised if this user right is assigned to other entities.

The recommended state for this setting is: No One.

Rationale:

If an account is given this right the user of the account may create an application that calls into Credential Manager and is returned the credentials for another user.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Access Credential Manager as a trusted caller

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/access-credential-manager-as-a-trusted-caller>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 4.8 Log and Alert on Changes to Administrative Group Membership  Configure systems to issue a log entry and alert when an account is added to or removed from any group assigned administrative privileges. |  | ● | ● |

2.2.2 (L1) Ensure 'Access this computer from the network' is set to 'Administrators, Remote Desktop Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows other users on the network to connect to the computer and is required by various network protocols that include Server Message Block (SMB)-based protocols, NetBIOS, Common Internet File System (CIFS), and Component Object Model Plus (COM+).

The recommended state for this setting is: Administrators, Remote Desktop Users.

Rationale:

Users who can connect from their computer to the network can access resources on target computers for which they have permission. For example, the **Access this computer from the network** user right is required for users to connect to shared printers and folders. If this user right is assigned to the Everyone group, then anyone will be able to read the files in those shared folders. However, this situation is unlikely for new installations of Windows Server 2003 with Service Pack 1 (SP1), because the default share and NTFS permissions in Windows Server 2003 do not include the Everyone group. This vulnerability may have a higher level of risk for computers that you upgrade from Windows NT 4.0 or Windows 2000, because the default permissions for these operating systems are not as restrictive as the default permissions in Windows Server 2003.

Impact:

If you remove the **Access this computer from the network** user right on Domain Controllers for all users, no one will be able to log on to the domain or use network resources. If you remove this user right on Member Servers, users will not be able to connect to those servers through the network. Successful negotiation of IPsec connections requires that the initiating machine has this right, therefore if using IPsec, it is recommended that it be assigned to the Authenticated Users group. If you have installed optional components such as ASP.NET or Internet Information Services (IIS), you may need to assign this user right to additional accounts that are required by those components. It is important to verify that authorized users are assigned this user right for the computers they need to access the network.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, Remote Desktop Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Access this computer from the network

Default Value:

Administrators, Backup Operators, Everyone, Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/access-this-computer-from-the-network>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

2.2.3 (L1) Ensure 'Act as part of the operating system' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows a process to assume the identity of any user and thus gain access to the resources that the user is authorized to access.

The recommended state for this setting is: No One.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

The **Act as part of the operating system** user right is extremely powerful. Anyone with this user right can take complete control of the computer and erase evidence of their activities.

Impact:

There should be little or no impact because the **Act as part of the operating system** user right is rarely needed by any accounts other than the Local System account, which implicitly has this right.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Act as part of the operating system

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/act-as-part-of-the-operating-system>

2.2.4 (L1) Ensure 'Adjust memory quotas for a process' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows a user to adjust the maximum amount of memory that is available to a process. The ability to adjust memory quotas is useful for system tuning, but it can be abused. In the wrong hands, it could be used to launch a denial of service (DoS) attack.

The recommended state for this setting is: Administrators, LOCAL SERVICE, NETWORK SERVICE.

Rationale:

A user with the **Adjust memory quotas for a process** user right can reduce the amount of memory that is available to any process, which could cause business-critical network applications to become slow or to fail. In the wrong hands, this privilege could be used to start a denial of service (DoS) attack.

Impact:

Organizations that have not restricted users to roles with limited privileges will find it difficult to impose this countermeasure. Also, if you have installed optional components such as ASP.NET or IIS, you may need to assign the **Adjust memory quotas for a process** user right to additional accounts that are required by those components. Otherwise, this countermeasure should have no impact on most computers. If this user right is necessary for a user account, it can be assigned to a local computer account instead of a domain account.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, LOCAL SERVICE, NETWORK SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Adjust memory quotas for a process

Default Value:

Administrators, LOCAL SERVICE, NETWORK SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/adjust-memory-quotas-for-a-process>

2.2.5 (L1) Ensure 'Allow log on locally' is set to 'Administrators, Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users can interactively log on to computers in your environment. Logons that are initiated by pressing the CTRL+ALT+DEL key sequence on the client computer keyboard require this user right. Users who attempt to log on through Terminal Services / Remote Desktop Services or IIS also require this user right.

The recommended state for this setting is: Administrators, Users.

**Note:** The Guest account is also assigned this user right by default. Although this account is disabled by default, it's recommended that you configure this setting through Group Policy. However, this user right should generally be restricted to the Administrators and Users groups. Assign this user right to the Backup Operators group if your organization requires that they have this capability.

Rationale:

Any account with the **Allow log on locally** user right can log on at the console of the computer. If you do not restrict this user right to legitimate users who need to be able to log on to the console of the computer, unauthorized users could download and run malicious software to elevate their privileges.

Impact:

If you remove these default groups, you could limit the abilities of users who are assigned to specific administrative roles in your environment. You should confirm that delegated activities will not be adversely affected by any changes that you make to the **Allow log on locally** user right.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Allow log on locally

Default Value:

Administrators, Backup Operators, Guest, Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/allow-log-on-locally>

2.2.6 (L1) Ensure 'Allow log on through Remote Desktop Services' is set to 'Administrators, Remote Desktop Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users or groups have the right to log on as a Remote Desktop Services client. If your organization uses Remote Assistance as part of its help desk strategy, create a group and assign it this user right through Group Policy. If the help desk in your organization does not use Remote Assistance, assign this user right only to the Administrators group or use the Restricted Groups feature to ensure that no user accounts are part of the Remote Desktop Users group.

Restrict this user right to the Administrators group, and possibly the Remote Desktop Users group, to prevent unwanted users from gaining access to computers on your network by means of the Remote Assistance feature.

The recommended state for this setting is: Administrators, Remote Desktop Users.

**Note:** The above list is to be treated as a whitelist, which implies that the above principals need not be present for assessment of this recommendation to pass.

**Note #2:** In all versions of Windows prior to Windows 7, **Remote Desktop Services** was known as **Terminal Services**, so you should substitute the older term if comparing against an older OS.

Rationale:

Any account with the **Allow log on through Remote Desktop Services** user right can log on to the remote console of the computer. If you do not restrict this user right to legitimate users who need to log on to the console of the computer, unauthorized users could download and run malicious software to elevate their privileges.

Impact:

Removal of the **Allow log on through Remote Desktop Services** user right from other groups or membership changes in these default groups could limit the abilities of users who perform specific administrative roles in your environment. You should confirm that delegated activities will not be adversely affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, Remote Desktop Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Allow log on through Remote Desktop Services

Default Value:

Administrators, Remote Desktop Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/allow-log-on-through-remote-desktop-services>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

2.2.7 (L1) Ensure 'Back up files and directories' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to circumvent file and directory permissions to back up the system. This user right is enabled only when an application (such as NTBACKUP) attempts to access a file or directory through the NTFS file system backup application programming interface (API). Otherwise, the assigned file and directory permissions apply.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Users who are able to back up data from a computer could take the backup media to a non-domain computer on which they have administrative privileges and restore the data. They could take ownership of the files and view any unencrypted data that is contained within the backup set.

Impact:

Changes in the membership of the groups that have the **Back up files and directories** user right could limit the abilities of users who are assigned to specific administrative roles in your environment. You should confirm that authorized backup administrators are still able to perform backup operations.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators.

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Back up files and directories

Default Value:

Administrators, Backup Operators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/back-up-files-and-directories>

2.2.8 (L1) Ensure 'Change the system time' is set to 'Administrators, LOCAL SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users and groups can change the time and date on the internal clock of the computers in your environment. Users who are assigned this user right can affect the appearance of event logs. When a computer's time setting is changed, logged events reflect the new time, not the actual time that the events occurred.

The recommended state for this setting is: Administrators, LOCAL SERVICE.

**Note:** Discrepancies between the time on the local computer and on the Domain Controllers in your environment may cause problems for the Kerberos authentication protocol, which could make it impossible for users to log on to the domain or obtain authorization to access domain resources after they are logged on. Also, problems will occur when Group Policy is applied to client computers if the system time is not synchronized with the Domain Controllers.

Rationale:

Users who can change the time on a computer could cause several problems. For example, time stamps on event log entries could be made inaccurate, time stamps on files and folders that are created or modified could be incorrect, and computers that belong to a domain may not be able to authenticate themselves or users who try to log on to the domain from them. Also, because the Kerberos authentication protocol requires that the requestor and authenticator have their clocks synchronized within an administrator-defined skew period, an attacker who changes a computer's time may cause that computer to be unable to obtain or grant Kerberos tickets.

The risk from these types of events is mitigated on most Domain Controllers, Member Servers, and end-user computers because the Windows Time service automatically synchronizes time with Domain Controllers in the following ways:

* All client desktop computers and Member Servers use the authenticating Domain Controller as their inbound time partner.
* All Domain Controllers in a domain nominate the Primary Domain Controller (PDC) Emulator operations master as their inbound time partner.
* All PDC Emulator operations masters follow the hierarchy of domains in the selection of their inbound time partner.
* The PDC Emulator operations master at the root of the domain is authoritative for the organization. Therefore it is recommended that you configure this computer to synchronize with a reliable external time server.

This vulnerability becomes much more serious if an attacker is able to change the system time and then stop the Windows Time service or reconfigure it to synchronize with a time server that is not accurate.

Impact:

There should be no impact, because time synchronization for most organizations should be fully automated for all computers that belong to the domain. Computers that do not belong to the domain should be configured to synchronize with an external source.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, LOCAL SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Change the system time

Default Value:

Administrators, LOCAL SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/change-the-system-time>

2.2.9 (L1) Ensure 'Change the time zone' is set to 'Administrators, LOCAL SERVICE, Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines which users can change the time zone of the computer. This ability holds no great danger for the computer and may be useful for mobile workers.

The recommended state for this setting is: Administrators, LOCAL SERVICE, Users.

Rationale:

Changing the time zone represents little vulnerability because the system time is not affected. This setting merely enables users to display their preferred time zone while being synchronized with Domain Controllers in different time zones.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, LOCAL SERVICE, Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Change the time zone

Default Value:

Administrators, LOCAL SERVICE, Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/change-the-time-zone>

2.2.10 (L1) Ensure 'Create a pagefile' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to change the size of the pagefile. By making the pagefile extremely large or extremely small, an attacker could easily affect the performance of a compromised computer.

The recommended state for this setting is: Administrators.

Rationale:

Users who can change the page file size could make it extremely small or move the file to a highly fragmented storage volume, which could cause reduced computer performance.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Create a pagefile

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/create-a-pagefile>

2.2.11 (L1) Ensure 'Create a token object' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows a process to create an access token, which may provide elevated rights to access sensitive data.

The recommended state for this setting is: No One.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

A user account that is given this user right has complete control over the system and can lead to the system being compromised. It is highly recommended that you do not assign any user accounts this right.

The operating system examines a user's access token to determine the level of the user's privileges. Access tokens are built when users log on to the local computer or connect to a remote computer over a network. When you revoke a privilege, the change is immediately recorded, but the change is not reflected in the user's access token until the next time the user logs on or connects. Users with the ability to create or modify tokens can change the level of access for any currently logged on account. They could escalate their own privileges or create a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Create a token object

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/create-a-token-object>

2.2.12 (L1) Ensure 'Create global objects' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can create global objects that are available to all sessions. Users can still create objects that are specific to their own session if they do not have this user right.

Users who can create global objects could affect processes that run under other users' sessions. This capability could lead to a variety of problems, such as application failure or data corruption.

The recommended state for this setting is: Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE.

Rationale:

Users who can create global objects could affect Windows services and processes that run under other user or system accounts. This capability could lead to a variety of problems, such as application failure, data corruption and elevation of privilege.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Create global objects

Default Value:

Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/create-global-objects>

2.2.13 (L1) Ensure 'Create permanent shared objects' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This user right is useful to kernel-mode components that extend the object namespace. However, components that run in kernel mode have this user right inherently. Therefore, it is typically not necessary to specifically assign this user right.

The recommended state for this setting is: No One.

Rationale:

Users who have the **Create permanent shared objects** user right could create new shared objects and expose sensitive data to the network.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Create permanent shared objects

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/create-permanent-shared-objects>

2.2.14 (L1) Configure 'Create symbolic links' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users can create symbolic links. In Windows Vista, existing NTFS file system objects, such as files and folders, can be accessed by referring to a new kind of file system object called a symbolic link. A symbolic link is a pointer (much like a shortcut or .lnk file) to another file system object, which can be a file, folder, shortcut or another symbolic link. The difference between a shortcut and a symbolic link is that a shortcut only works from within the Windows shell. To other programs and applications, shortcuts are just another file, whereas with symbolic links, the concept of a shortcut is implemented as a feature of the NTFS file system.

Symbolic links can potentially expose security vulnerabilities in applications that are not designed to use them. For this reason, the privilege for creating symbolic links should only be assigned to trusted users. By default, only Administrators can create symbolic links.

The recommended state for this setting is: Administrators and (when the Hyper-V feature is installed) NT VIRTUAL MACHINE\Virtual Machines.

Rationale:

Users who have the **Create symbolic links** user right could inadvertently or maliciously expose your system to symbolic link attacks. Symbolic link attacks can be used to change the permissions on a file, to corrupt data, to destroy data, or as a Denial of Service attack.

Impact:

In most cases there will be no impact because this is the default configuration. However, on Windows Workstations with the Hyper-V feature installed, this user right should also be granted to the special group NT VIRTUAL MACHINE\Virtual Machines - otherwise you will not be able to create new virtual machines.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To implement the recommended configuration state, configure the following UI path:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Create symbolic links

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/create-symbolic-links>

2.2.15 (L1) Ensure 'Debug programs' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which user accounts will have the right to attach a debugger to any process or to the kernel, which provides complete access to sensitive and critical operating system components. Developers who are debugging their own applications do not need to be assigned this user right; however, developers who are debugging new system components will need it.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

The **Debug programs** user right can be exploited to capture sensitive computer information from system memory, or to access and modify kernel or application structures. Some attack tools exploit this user right to extract hashed passwords and other private security information, or to insert rootkit code. By default, the **Debug programs** user right is assigned only to administrators, which helps to mitigate the risk from this vulnerability.

Impact:

If you revoke this user right, no one will be able to debug programs. However, typical circumstances rarely require this capability on production computers. If a problem arises that requires an application to be debugged on a production server, you can move the server to a different OU temporarily and assign the **Debug programs** user right to a separate Group Policy for that OU.

The service account that is used for the cluster service needs the **Debug programs** user right; if it does not have it, Windows Clustering will fail.

Tools that are used to manage processes will be unable to affect processes that are not owned by the person who runs the tools. For example, the Windows Server 2003 Resource Kit tool Kill.exe requires this user right for administrators to terminate processes that they did not start.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Debug programs

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/debug-programs>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 18.2 Ensure Explicit Error Checking is Performed for All In-house Developed Software  For in-house developed software, ensure that explicit error checking is performed and documented for all input, including for size, data type, and acceptable ranges or formats. |  | ● | ● |

2.2.16 (L1) Ensure 'Deny access to this computer from the network' to include 'Guests, Local account' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prohibits users from connecting to a computer from across the network, which would allow users to access and potentially modify data remotely. In high security environments, there should be no need for remote users to access data on a computer. Instead, file sharing should be accomplished through the use of network servers. This user right supersedes the **Access this computer from the network** user right if an account is subject to both policies.

The recommended state for this setting is to include: Guests, Local account.

**Caution:** Configuring a standalone (non-domain-joined) workstation as described above may result in an inability to remotely administer the workstation.

**Note:** The security identifier Local account is not available in Windows 7 and Windows 8.0 unless [MSKB 2871997](http://support.microsoft.com/kb/2871997) has been installed.

Rationale:

Users who can log on to the computer over the network can enumerate lists of account names, group names, and shared resources. Users with permission to access shared folders and files can connect over the network and possibly view or modify data.

Impact:

If you configure the **Deny access to this computer from the network** user right for other groups, you could limit the abilities of users who are assigned to specific administrative roles in your environment. You should verify that delegated tasks will not be negatively affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Guests, Local account:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Deny access to this computer from the network

Default Value:

Guest.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/deny-access-to-this-computer-from-the-network>

2.2.17 (L1) Ensure 'Deny log on as a batch job' to include 'Guests' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which accounts will not be able to log on to the computer as a batch job. A batch job is not a batch (.bat) file, but rather a batch-queue facility. Accounts that use the Task Scheduler to schedule jobs need this user right.

This user right supersedes the **Log on as a batch job** user right, which could be used to allow accounts to schedule jobs that consume excessive system resources. Such an occurrence could cause a DoS condition. Failure to assign this user right to the recommended accounts can be a security risk.

The recommended state for this setting is to include: Guests.

Rationale:

Accounts that have the **Log on as a batch job** user right could be used to schedule jobs that could consume excessive computer resources and cause a DoS condition.

Impact:

If you assign the **Deny log on as a batch job** user right to other accounts, you could deny users who are assigned to specific administrative roles the ability to perform their required job activities. You should confirm that delegated tasks will not be affected adversely.

For example, if you assign this user right to the IWAM\_(ComputerName) account, the MSM Management Point will fail. On a newly installed computer that runs Windows Server 2003 this account does not belong to the Guests group, but on a computer that was upgraded from Windows 2000 this account is a member of the Guests group. Therefore, it is important that you understand which accounts belong to any groups that you assign the **Deny log on as a batch job** user right.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Guests:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Deny log on as a batch job

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/deny-log-on-as-a-batch-job>

2.2.18 (L1) Ensure 'Deny log on as a service' to include 'Guests' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This security setting determines which service accounts are prevented from registering a process as a service. This user right supersedes the **Log on as a service** user right if an account is subject to both policies.

The recommended state for this setting is to include: Guests.

**Note:** This security setting does not apply to the System, Local Service, or Network Service accounts.

Rationale:

Accounts that can log on as a service could be used to configure and start new unauthorized services, such as a keylogger or other malicious software. The benefit of the specified countermeasure is somewhat reduced by the fact that only users with administrative privileges can install and configure services, and an attacker who has already attained that level of access could configure the service to run with the System account.

Impact:

If you assign the **Deny log on as a service** user right to specific accounts, services may not be able to start and a DoS condition could result.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Guests:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Deny log on as a service

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/deny-log-on-as-a-service>

2.2.19 (L1) Ensure 'Deny log on locally' to include 'Guests' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This security setting determines which users are prevented from logging on at the computer. This policy setting supersedes the **Allow log on locally** policy setting if an account is subject to both policies.

The recommended state for this setting is to include: Guests.

**Important:** If you apply this security policy to the Everyone group, no one will be able to log on locally.

Rationale:

Any account with the ability to log on locally could be used to log on at the console of the computer. If this user right is not restricted to legitimate users who need to log on to the console of the computer, unauthorized users might download and run malicious software that elevates their privileges.

Impact:

If you assign the **Deny log on locally** user right to additional accounts, you could limit the abilities of users who are assigned to specific roles in your environment. However, this user right should explicitly be assigned to the ASPNET account on computers that run IIS 6.0. You should confirm that delegated activities will not be adversely affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Guests:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Deny log on locally

Default Value:

Guest.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/deny-log-on-locally>

2.2.20 (L1) Ensure 'Deny log on through Remote Desktop Services' to include 'Guests, Local account' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can log on as Remote Desktop clients. After the baseline workstation is joined to a domain environment, there is no need to use local accounts to access the workstation from the network. Domain accounts can access the workstation for administration and end-user processing. This user right supersedes the **Allow log on through Remote Desktop Services** user right if an account is subject to both policies.

The recommended state for this setting is to include: Guests, Local account.

**Caution:** Configuring a standalone (non-domain-joined) workstation as described above may result in an inability to remotely administer the workstation.

**Note:** The security identifier Local account is not available in Windows 7 and Windows 8.0 unless [MSKB 2871997](http://support.microsoft.com/kb/2871997) has been installed.

**Note #2:** In all versions of Windows prior to Windows 7, **Remote Desktop Services** was known as **Terminal Services**, so you should substitute the older term if comparing against an older OS.

Rationale:

Any account with the right to log on through Remote Desktop Services could be used to log on to the remote console of the computer. If this user right is not restricted to legitimate users who need to log on to the console of the computer, unauthorized users might download and run malicious software that elevates their privileges.

Impact:

If you assign the **Deny log on through Remote Desktop Services** user right to other groups, you could limit the abilities of users who are assigned to specific administrative roles in your environment. Accounts that have this user right will be unable to connect to the computer through either Remote Desktop Services or Remote Assistance. You should confirm that delegated tasks will not be negatively impacted.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Guests, Local account:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Deny log on through Remote Desktop Services

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/deny-log-on-through-remote-desktop-services>

2.2.21 (L1) Ensure 'Enable computer and user accounts to be trusted for delegation' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to change the Trusted for Delegation setting on a computer object in Active Directory. Abuse of this privilege could allow unauthorized users to impersonate other users on the network.

The recommended state for this setting is: No One.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Misuse of the **Enable computer and user accounts to be trusted for delegation** user right could allow unauthorized users to impersonate other users on the network. An attacker could exploit this privilege to gain access to network resources and make it difficult to determine what has happened after a security incident.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Enable computer and user accounts to be trusted for delegation

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/enable-computer-and-user-accounts-to-be-trusted-for-delegation>

2.2.22 (L1) Ensure 'Force shutdown from a remote system' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to shut down Windows Vista-based and newer computers from remote locations on the network. Anyone who has been assigned this user right can cause a denial of service (DoS) condition, which would make the computer unavailable to service user requests. Therefore, it is recommended that only highly trusted administrators be assigned this user right.

The recommended state for this setting is: Administrators.

Rationale:

Any user who can shut down a computer could cause a DoS condition to occur. Therefore, this user right should be tightly restricted.

Impact:

If you remove the **Force shutdown from a remote system** user right from the Server Operators group you could limit the abilities of users who are assigned to specific administrative roles in your environment. You should confirm that delegated activities will not be adversely affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Force shutdown from a remote system

Default Value:

None - this is the default behavior.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/force-shutdown-from-a-remote-system>

2.2.23 (L1) Ensure 'Generate security audits' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users or processes can generate audit records in the Security log.

The recommended state for this setting is: LOCAL SERVICE, NETWORK SERVICE.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

An attacker could use this capability to create a large number of audited events, which would make it more difficult for a system administrator to locate any illicit activity. Also, if the event log is configured to overwrite events as needed, any evidence of unauthorized activities could be overwritten by a large number of unrelated events.

Impact:

On most computers, this is the default configuration and there will be no negative impact. However, if you have installed Web Server (IIS), you will need to allow the IIS application pool(s) to be granted this user right.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to LOCAL SERVICE, NETWORK SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Generate security audits

Default Value:

LOCAL SERVICE, NETWORK SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/generate-security-audits>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.2 Collect Audit Logs  Collect audit logs. Ensure that logging, per the enterprise’s audit log management process, has been enabled across enterprise assets. | ● | ● | ● |
| v7 | 6.2 Activate audit logging  Ensure that local logging has been enabled on all systems and networking devices. | ● | ● | ● |

2.2.24 (L1) Ensure 'Impersonate a client after authentication' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The policy setting allows programs that run on behalf of a user to impersonate that user (or another specified account) so that they can act on behalf of the user. If this user right is required for this kind of impersonation, an unauthorized user will not be able to convince a client to connect—for example, by remote procedure call (RPC) or named pipes—to a service that they have created to impersonate that client, which could elevate the unauthorized user's permissions to administrative or system levels.

Services that are started by the Service Control Manager have the built-in Service group added by default to their access tokens. COM servers that are started by the COM infrastructure and configured to run under a specific account also have the Service group added to their access tokens. As a result, these processes are assigned this user right when they are started.

Also, a user can impersonate an access token if any of the following conditions exist:

* The access token that is being impersonated is for this user.
* The user, in this logon session, logged on to the network with explicit credentials to create the access token.
* The requested level is less than Impersonate, such as Anonymous or Identify.

An attacker with the **Impersonate a client after authentication** user right could create a service, trick a client to make them connect to the service, and then impersonate that client to elevate the attacker's level of access to that of the client.

The recommended state for this setting is: Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

An attacker with the **Impersonate a client after authentication** user right could create a service, trick a client to make them connect to the service, and then impersonate that client to elevate the attacker's level of access to that of the client.

Impact:

In most cases this configuration will have no impact. If you have installed Web Server (IIS), you will need to also assign the user right to IIS\_IUSRS.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Impersonate a client after authentication

Default Value:

Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/impersonate-a-client-after-authentication>

2.2.25 (L1) Ensure 'Increase scheduling priority' is set to 'Administrators, Window Manager\Window Manager Group' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can increase the base priority class of a process. (It is not a privileged operation to increase relative priority within a priority class.) This user right is not required by administrative tools that are supplied with the operating system but might be required by software development tools.

The recommended state for this setting is: Administrators, Window Manager\Window Manager Group.

Rationale:

A user who is assigned this user right could increase the scheduling priority of a process to Real-Time, which would leave little processing time for all other processes and could lead to a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, Window Manager\Window Manager Group:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Increase scheduling priority

Default Value:

On Windows 10 R1607 or older: Administrators.

On Windows 10 R1703 or newer: Administrators, Window Manager\Window Manager Group.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/increase-scheduling-priority>

2.2.26 (L1) Ensure 'Load and unload device drivers' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to dynamically load a new device driver on a system. An attacker could potentially use this capability to install malicious code that appears to be a device driver. This user right is required for users to add local printers or printer drivers in Windows Vista.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Device drivers run as highly privileged code. A user who has the **Load and unload device drivers** user right could unintentionally install malicious code that masquerades as a device driver. Administrators should exercise greater care and install only drivers with verified digital signatures.

Impact:

If you remove the **Load and unload device drivers** user right from the Print Operators group or other accounts you could limit the abilities of users who are assigned to specific administrative roles in your environment. You should ensure that delegated tasks will not be negatively affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Load and unload device drivers

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/load-and-unload-device-drivers>

2.2.27 (L1) Ensure 'Lock pages in memory' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows a process to keep data in physical memory, which prevents the system from paging the data to virtual memory on disk. If this user right is assigned, significant degradation of system performance can occur.

The recommended state for this setting is: No One.

Rationale:

Users with the **Lock pages in memory** user right could assign physical memory to several processes, which could leave little or no RAM for other processes and result in a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Lock pages in memory

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/lock-pages-in-memory>

2.2.28 (L2) Ensure 'Log on as a batch job' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows accounts to log on using the task scheduler service. Because the task scheduler is often used for administrative purposes, it may be needed in enterprise environments. However, its use should be restricted in high security environments to prevent misuse of system resources or to prevent attackers from using the right to launch malicious code after gaining user level access to a computer.

The recommended state for this setting is: Administrators.

Rationale:

The **Log on as a batch job** user right presents a low-risk vulnerability. For most organizations, the default settings are sufficient.

Impact:

If you configure the **Log on as a batch job** setting through domain-based Group Policies, the computer will not be able to assign the user right to accounts that are used for scheduled jobs in the Task Scheduler. If you install optional components such as ASP.NET or IIS, you might need to assign this user right to additional accounts that are required by those components. For example, IIS requires assignment of this user right to the IIS\_WPG group and the IUSR\_(ComputerName), ASPNET, and IWAM\_(ComputerName) accounts. If this user right is not assigned to this group and these accounts, IIS will be unable to run some COM objects that are necessary for proper functionality.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Log on as a batch job

Default Value:

Administrators, Backup Operators, Performance Log Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/log-on-as-a-batch-job>

2.2.29 (L2) Configure 'Log on as a service' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows accounts to launch network services or to register a process as a service running on the system. This user right should be restricted on any computer in a high security environment, but because many applications may require this privilege, it should be carefully evaluated and tested before configuring it in an enterprise environment. On Windows Vista-based (and newer) computers, no users or groups have this privilege by default.

The recommended state for this setting is: No One or (when the Hyper-V feature is installed) NT VIRTUAL MACHINE\Virtual Machines.

**Note:** The Hyper-V feature was first introduced on Windows workstations with the 64-bit version of Windows 8.0, so the NT VIRTUAL MACHINE\Virtual Machines option does not apply to Windows 7 (or older) versions of Windows. Older OSes should only be configured for No One.

Rationale:

**Log on as a service** is a powerful user right because it allows accounts to launch network services or services that run continuously on a computer, even when no one is logged on to the console. The risk is reduced by the fact that only users with administrative privileges can install and configure services. An attacker who has already attained that level of access could configure the service to run with the Local System account.

Impact:

If you have installed optional components such as ASP.NET or IIS, you may need to assign the **Log on as a service** user right to additional accounts that are required by those components. IIS requires that this user right be explicitly granted to the ASPNET user account. On Windows Workstations with the Hyper-V feature installed, this user right should also be granted to the special group NT VIRTUAL MACHINE\Virtual Machines.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path:

Computer Configuration\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Log on as a service

Default Value:

NT SERVICE\ALL SERVICES

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/log-on-as-a-service>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

2.2.30 (L1) Ensure 'Manage auditing and security log' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users can change the auditing options for files and directories and clear the Security log.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

The ability to manage the Security event log is a powerful user right and it should be closely guarded. Anyone with this user right can clear the Security log to erase important evidence of unauthorized activity.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Manage auditing and security log

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/manage-auditing-and-security-log>

2.2.31 (L1) Ensure 'Modify an object label' is set to 'No One' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This privilege determines which user accounts can modify the integrity label of objects, such as files, registry keys, or processes owned by other users. Processes running under a user account can modify the label of an object owned by that user to a lower level without this privilege.

The recommended state for this setting is: No One.

Rationale:

By modifying the integrity label of an object owned by another user a malicious user may cause them to execute code at a higher level of privilege than intended.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to No One:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Modify an object label

Default Value:

No one.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/modify-an-object-label>

2.2.32 (L1) Ensure 'Modify firmware environment values' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to configure the system-wide environment variables that affect hardware configuration. This information is typically stored in the Last Known Good Configuration. Modification of these values and could lead to a hardware failure that would result in a denial of service condition.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Anyone who is assigned the **Modify firmware environment values** user right could configure the settings of a hardware component to cause it to fail, which could lead to data corruption or a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Modify firmware environment values

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/modify-firmware-environment-values>

2.2.33 (L1) Ensure 'Perform volume maintenance tasks' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to manage the system's volume or disk configuration, which could allow a user to delete a volume and cause data loss as well as a denial-of-service condition.

The recommended state for this setting is: Administrators.

**Note:** A workstation with Microsoft SQL Server installed will require a special exception to this recommendation for the account that runs the SQL Server service to be granted this user right.

Rationale:

A user who is assigned the **Perform volume maintenance tasks** user right could delete a volume, which could result in the loss of data or a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Perform volume maintenance tasks

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/perform-volume-maintenance-tasks>

2.2.34 (L1) Ensure 'Profile single process' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users can use tools to monitor the performance of non-system processes. Typically, you do not need to configure this user right to use the Microsoft Management Console (MMC) Performance snap-in. However, you do need this user right if System Monitor is configured to collect data using Windows Management Instrumentation (WMI). Restricting the **Profile single process** user right prevents intruders from gaining additional information that could be used to mount an attack on the system.

The recommended state for this setting is: Administrators.

Rationale:

The **Profile single process** user right presents a moderate vulnerability. An attacker with this user right could monitor a computer's performance to help identify critical processes that they might wish to attack directly. The attacker may also be able to determine what processes run on the computer so that they could identify countermeasures that they may need to avoid, such as antivirus software, an intrusion-detection system, or which other users are logged on to a computer.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Profile single process

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/profile-single-process>

2.2.35 (L1) Ensure 'Profile system performance' is set to 'Administrators, NT SERVICE\WdiServiceHost' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to use tools to view the performance of different system processes, which could be abused to allow attackers to determine a system's active processes and provide insight into the potential attack surface of the computer.

The recommended state for this setting is: Administrators, NT SERVICE\WdiServiceHost.

Rationale:

The **Profile system performance** user right poses a moderate vulnerability. Attackers with this user right could monitor a computer's performance to help identify critical processes that they might wish to attack directly. Attackers may also be able to determine what processes are active on the computer so that they could identify countermeasures that they may need to avoid, such as antivirus software or an intrusion detection system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, NT SERVICE\WdiServiceHost:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Profile system performance

Default Value:

Windows Vista: Administrators.

Windows 7 and newer: Administrators, NT SERVICE\WdiServiceHost.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/profile-system-performance>

2.2.36 (L1) Ensure 'Replace a process level token' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows one process or service to start another service or process with a different security access token, which can be used to modify the security access token of that sub-process and result in the escalation of privileges.

The recommended state for this setting is: LOCAL SERVICE, NETWORK SERVICE.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Users with the **Replace a process level token** privilege are able to start processes as other users whose credentials they know. They could use this method to hide their unauthorized actions on the computer. (On Windows 2000-based computers, use of the **Replace a process level token** user right also requires the user to have the **Adjust memory quotas for a process** user right that is discussed earlier in this section.)

Impact:

On most computers, this is the default configuration and there will be no negative impact. However, if you have installed Web Server (IIS), you will need to allow the IIS application pool(s) to be granted this User Right Assignment.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to LOCAL SERVICE, NETWORK SERVICE:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Replace a process level token

Default Value:

LOCAL SERVICE, NETWORK SERVICE.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/replace-a-process-level-token>

2.2.37 (L1) Ensure 'Restore files and directories' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users can bypass file, directory, registry, and other persistent object permissions when restoring backed up files and directories on computers that run Windows Vista (or newer) in your environment. This user right also determines which users can set valid security principals as object owners; it is similar to the **Back up files and directories** user right.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

An attacker with the **Restore files and directories** user right could restore sensitive data to a computer and overwrite data that is more recent, which could lead to loss of important data, data corruption, or a denial of service. Attackers could overwrite executable files that are used by legitimate administrators or system services with versions that include malicious software to grant themselves elevated privileges, compromise data, or install backdoors for continued access to the computer.

**Note:** Even if the following countermeasure is configured, an attacker could still restore data to a computer in a domain that is controlled by the attacker. Therefore, it is critical that organizations carefully protect the media that is used to back up data.

Impact:

If you remove the **Restore files and directories** user right from the Backup Operators group and other accounts you could make it impossible for users who have been delegated specific tasks to perform those tasks. You should verify that this change won't negatively affect the ability of your organization's personnel to do their jobs.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Restore files and directories

Default Value:

Administrators, Backup Operators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/restore-files-and-directories>

2.2.38 (L1) Ensure 'Shut down the system' is set to 'Administrators, Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which users who are logged on locally to the computers in your environment can shut down the operating system with the Shut Down command. Misuse of this user right can result in a denial of service condition.

The recommended state for this setting is: Administrators, Users.

Rationale:

The ability to shut down a workstation should be available generally to Administrators and authorized users of that workstation, but not permitted for guests or unauthorized users - in order to prevent a Denial of Service attack.

Impact:

The impact of removing these default groups from the **Shut down the system** user right could limit the delegated abilities of assigned roles in your environment. You should confirm that delegated activities will not be adversely affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators, Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Shut down the system

Default Value:

Administrators, Backup Operators, Users.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/shut-down-the-system>

2.2.39 (L1) Ensure 'Take ownership of files or other objects' is set to 'Administrators' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows users to take ownership of files, folders, registry keys, processes, or threads. This user right bypasses any permissions that are in place to protect objects to give ownership to the specified user.

The recommended state for this setting is: Administrators.

**Note:** This user right is considered a "sensitive privilege" for the purposes of auditing.

Rationale:

Any users with the **Take ownership of files or other objects** user right can take control of any object, regardless of the permissions on that object, and then make any changes they wish to that object. Such changes could result in exposure of data, corruption of data, or a DoS condition.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\User Rights Assignment\Take ownership of files or other objects

Default Value:

Administrators.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/take-ownership-of-files-or-other-objects>

2.3 Security Options

This section contains recommendations for security options.

2.3.1 Accounts

This section contains recommendations related to default accounts.

2.3.1.1 (L1) Ensure 'Accounts: Administrator account status' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting enables or disables the Administrator account during normal operation. When a computer is booted into safe mode, the Administrator account is always enabled, regardless of how this setting is configured. Note that this setting will have no impact when applied to the Domain Controllers organizational unit via group policy because Domain Controllers have no local account database. It can be configured at the domain level via group policy, similar to account lockout and password policy settings.

The recommended state for this setting is: Disabled.

Rationale:

In some organizations, it can be a daunting management challenge to maintain a regular schedule for periodic password changes for local accounts. Therefore, you may want to disable the built-in Administrator account instead of relying on regular password changes to protect it from attack. Another reason to disable this built-in account is that it cannot be locked out no matter how many failed logons it accrues, which makes it a prime target for brute force attacks that attempt to guess passwords. Also, this account has a well-known security identifier (SID) and there are third-party tools that allow authentication by using the SID rather than the account name. This capability means that even if you rename the Administrator account, an attacker could launch a brute force attack by using the SID to log on.

Impact:

Maintenance issues can arise under certain circumstances if you disable the Administrator account. For example, if the secure channel between a member computer and the Domain Controller fails in a domain environment for any reason and there is no other local Administrator account, you must restart in safe mode to fix the problem that broke the secure channel.

If the current Administrator password does not meet the password requirements, you will not be able to re-enable the Administrator account after it is disabled. If this situation occurs, another member of the Administrators group must set the password on the Administrator account with the Local Users and Groups tool.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Administrator account status

Default Value:

Disabled.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-administrator-account-status>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.7 Manage Default Accounts on Enterprise Assets and Software  Manage default accounts on enterprise assets and software, such as root, administrator, and other pre-configured vendor accounts. Example implementations can include: disabling default accounts or making them unusable. | ● | ● | ● |
| v7 | 16.8 Disable Any Unassociated Accounts  Disable any account that cannot be associated with a business process or business owner. | ● | ● | ● |

2.3.1.2 (L1) Ensure 'Accounts: Block Microsoft accounts' is set to 'Users can't add or log on with Microsoft accounts' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents users from adding new Microsoft accounts on this computer.

The recommended state for this setting is: Users can't add or log on with Microsoft accounts.

Rationale:

Organizations that want to effectively implement identity management policies and maintain firm control of what accounts are used to log onto their computers will probably want to block Microsoft accounts. Organizations may also need to block Microsoft accounts in order to meet the requirements of compliance standards that apply to their information systems.

Impact:

Users will not be able to log onto the computer with their Microsoft account.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:NoConnectedUser

Remediation:

To establish the recommended configuration via GP, set the following UI path to Users can't add or log on with Microsoft accounts:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Block Microsoft accounts

Default Value:

Users are able to use Microsoft accounts with Windows.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-block-microsoft-accounts>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

2.3.1.3 (L1) Ensure 'Accounts: Guest account status' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the Guest account is enabled or disabled. The Guest account allows unauthenticated network users to gain access to the system.

The recommended state for this setting is: Disabled.

**Note:** This setting will have no impact when applied to the Domain Controllers organizational unit via group policy because Domain Controllers have no local account database. It can be configured at the domain level via group policy, similar to account lockout and password policy settings.

Rationale:

The default Guest account allows unauthenticated network users to log on as Guest with no password. These unauthorized users could access any resources that are accessible to the Guest account over the network. This capability means that any network shares with permissions that allow access to the Guest account, the Guests group, or the Everyone group will be accessible over the network, which could lead to the exposure or corruption of data.

Impact:

All network users will need to authenticate before they can access shared resources. If you disable the Guest account and the Network Access: Sharing and Security Model option is set to Guest Only, network logons, such as those performed by the Microsoft Network Server (SMB Service), will fail. This policy setting should have little impact on most organizations because it is the default setting in Microsoft Windows 2000, Windows XP, and Windows Server™ 2003.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Guest account status

Default Value:

Disabled.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-guest-account-status>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.7 Manage Default Accounts on Enterprise Assets and Software  Manage default accounts on enterprise assets and software, such as root, administrator, and other pre-configured vendor accounts. Example implementations can include: disabling default accounts or making them unusable. | ● | ● | ● |
| v7 | 16.8 Disable Any Unassociated Accounts  Disable any account that cannot be associated with a business process or business owner. | ● | ● | ● |

2.3.1.4 (L1) Ensure 'Accounts: Limit local account use of blank passwords to console logon only' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether local accounts that are not password protected can be used to log on from locations other than the physical computer console. If you enable this policy setting, local accounts that have blank passwords will not be able to log on to the network from remote client computers. Such accounts will only be able to log on at the keyboard of the computer.

The recommended state for this setting is: Enabled.

Rationale:

Blank passwords are a serious threat to computer security and should be forbidden through both organizational policy and suitable technical measures. In fact, the default settings for Active Directory domains require complex passwords of at least seven characters. However, if users with the ability to create new accounts bypass your domain-based password policies, they could create accounts with blank passwords. For example, a user could build a stand-alone computer, create one or more accounts with blank passwords, and then join the computer to the domain. The local accounts with blank passwords would still function. Anyone who knows the name of one of these unprotected accounts could then use it to log on.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:LimitBlankPasswordUse

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Limit local account use of blank passwords to console logon only

Default Value:

Enabled.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-limit-local-account-use-of-blank-passwords-to-console-logon-only>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |

2.3.1.5 (L1) Configure 'Accounts: Rename administrator account' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The built-in local administrator account is a well-known account name that attackers will target. It is recommended to choose another name for this account, and to avoid names that denote administrative or elevated access accounts. Be sure to also change the default description for the local administrator (through the Computer Management console).

Rationale:

The Administrator account exists on all computers that run the Windows 2000 or newer operating systems. If you rename this account, it is slightly more difficult for unauthorized persons to guess this privileged user name and password combination.

The built-in Administrator account cannot be locked out, regardless of how many times an attacker might use a bad password. This capability makes the Administrator account a popular target for brute force attacks that attempt to guess passwords. The value of this countermeasure is lessened because this account has a well-known SID, and there are third-party tools that allow authentication by using the SID rather than the account name. Therefore, even if you rename the Administrator account, an attacker could launch a brute force attack by using the SID to log on.

Impact:

You will have to inform users who are authorized to use this account of the new account name. (The guidance for this setting assumes that the Administrator account was not disabled, which was recommended earlier in this chapter.)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, configure the following UI path:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Rename administrator account

Default Value:

Administrator.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-rename-administrator-account>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.7 Manage Default Accounts on Enterprise Assets and Software  Manage default accounts on enterprise assets and software, such as root, administrator, and other pre-configured vendor accounts. Example implementations can include: disabling default accounts or making them unusable. | ● | ● | ● |

2.3.1.6 (L1) Configure 'Accounts: Rename guest account' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The built-in local guest account is another well-known name to attackers. It is recommended to rename this account to something that does not indicate its purpose. Even if you disable this account, which is recommended, ensure that you rename it for added security.

Rationale:

The Guest account exists on all computers that run the Windows 2000 or newer operating systems. If you rename this account, it is slightly more difficult for unauthorized persons to guess this privileged user name and password combination.

Impact:

There should be little impact, because the Guest account is disabled by default.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, configure the following UI path:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Accounts: Rename guest account

Default Value:

Guest.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/accounts-rename-guest-account>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.7 Manage Default Accounts on Enterprise Assets and Software  Manage default accounts on enterprise assets and software, such as root, administrator, and other pre-configured vendor accounts. Example implementations can include: disabling default accounts or making them unusable. | ● | ● | ● |

2.3.2 Audit

This section contains recommendations related to auditing controls.

2.3.2.1 (L1) Ensure 'Audit: Force audit policy subcategory settings (Windows Vista or later) to override audit policy category settings' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows administrators to enable the more precise auditing capabilities present in Windows Vista.

The Audit Policy settings available in Windows Server 2003 Active Directory do not yet contain settings for managing the new auditing subcategories. To properly apply the auditing policies prescribed in this baseline, the Audit: Force audit policy subcategory settings (Windows Vista or later) to override audit policy category settings setting needs to be configured to Enabled.

The recommended state for this setting is: Enabled.

**Important:** Be very cautious about audit settings that can generate a large volume of traffic. For example, if you enable either success or failure auditing for all of the Privilege Use subcategories, the high volume of audit events generated can make it difficult to find other types of entries in the Security log. Such a configuration could also have a significant impact on system performance.

Rationale:

Prior to the introduction of auditing subcategories in Windows Vista, it was difficult to track events at a per-system or per-user level. The larger event categories created too many events and the key information that needed to be audited was difficult to find.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:SCENoApplyLegacyAuditPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Audit: Force audit policy subcategory settings (Windows Vista or later) to override audit policy category settings

Default Value:

Enabled. (Advanced Audit Policy Configuration settings will be used for auditing configuration, and legacy Audit Policy configuration settings will be ignored.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/audit-force-audit-policy-subcategory-settings-to-override>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.2 Activate audit logging  Ensure that local logging has been enabled on all systems and networking devices. | ● | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

2.3.2.2 (L1) Ensure 'Audit: Shut down system immediately if unable to log security audits' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the system shuts down if it is unable to log Security events. It is a requirement for Trusted Computer System Evaluation Criteria (TCSEC)-C2 and Common Criteria certification to prevent auditable events from occurring if the audit system is unable to log them. Microsoft has chosen to meet this requirement by halting the system and displaying a stop message if the auditing system experiences a failure. When this policy setting is enabled, the system will be shut down if a security audit cannot be logged for any reason.

If the Audit: Shut down system immediately if unable to log security audits setting is enabled, unplanned system failures can occur. The administrative burden can be significant, especially if you also configure the Retention method for the Security log to Do not overwrite events (clear log manually). This configuration causes a repudiation threat (a backup operator could deny that they backed up or restored data) to become a denial of service (DoS) vulnerability, because a server could be forced to shut down if it is overwhelmed with logon events and other security events that are written to the Security log. Also, because the shutdown is not graceful, it is possible that irreparable damage to the operating system, applications, or data could result. Although the NTFS file system guarantees its integrity when an ungraceful computer shutdown occurs, it cannot guarantee that every data file for every application will still be in a usable form when the computer restarts.

The recommended state for this setting is: Disabled.

Rationale:

If the computer is unable to record events to the Security log, critical evidence or important troubleshooting information may not be available for review after a security incident. Also, an attacker could potentially generate a large volume of Security log events to purposely force a computer shutdown.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:CrashOnAuditFail

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Audit: Shut down system immediately if unable to log security audits

Default Value:

Disabled.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/audit-shut-down-system-immediately-if-unable-to-log-security-audits>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

2.3.3 DCOM

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.3.4 Devices

This section contains recommendations related to managing devices.

2.3.4.1 (L1) Ensure 'Devices: Allowed to format and eject removable media' is set to 'Administrators and Interactive Users' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines who is allowed to format and eject removable NTFS media. You can use this policy setting to prevent unauthorized users from removing data on one computer to access it on another computer on which they have local administrator privileges.

The recommended state for this setting is: Administrators and Interactive Users.

Rationale:

Users may be able to move data on removable disks to a different computer where they have administrative privileges. The user could then take ownership of any file, grant themselves full control, and view or modify any file. The fact that most removable storage devices will eject media by pressing a mechanical button diminishes the advantage of this policy setting.

Impact:

None - the default value is Administrators only. Administrators and Interactive Users will be able to format and eject removable NTFS media.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:AllocateDASD

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators and Interactive Users:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Devices: Allowed to format and eject removable media

Default Value:

Administrators. (Only Administrators will be able to format and eject removable NTFS media.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/devices-allowed-to-format-and-eject-removable-media>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 13.7 Manage USB Devices  If USB storage devices are required, enterprise software should be used that can configure systems to allow the use of specific devices. An inventory of such devices should be maintained. |  | ● | ● |

2.3.4.2 (L2) Ensure 'Devices: Prevent users from installing printer drivers' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

For a computer to print to a shared printer, the driver for that shared printer must be installed on the local computer. This security setting determines who is allowed to install a printer driver as part of connecting to a shared printer.

The recommended state for this setting is: Enabled.

**Note:** This setting does not affect the ability to add a local printer. This setting does not affect Administrators.

Rationale:

It may be appropriate in some organizations to allow users to install printer drivers on their own workstations. However, in a high security environment, you should allow only Administrators, not users, to do this, because printer driver installation may unintentionally cause the computer to become less stable. A malicious user could install inappropriate printer drivers in a deliberate attempt to damage the computer, or a user might accidentally install malicious software that masquerades as a printer driver. It is feasible for an attacker to disguise a Trojan horse program as a printer driver. The program may appear to users as if they must use it to print, but such a program could unleash malicious code on your computer network.

Impact:

Only Administrators will be able to install a printer driver as part of connecting to a shared printer. The ability to add a local printer will not be affected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Print\Providers\LanMan Print Services\Servers:AddPrinterDrivers

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Devices: Prevent users from installing printer drivers

Default Value:

Disabled. (Any user can install a printer driver as part of connecting to a shared printer.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/devices-prevent-users-from-installing-printer-drivers>

2.3.5 Domain controller

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.3.6 Domain member

This section contains recommendations related to domain membership.

2.3.6.1 (L1) Ensure 'Domain member: Digitally encrypt or sign secure channel data (always)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether all secure channel traffic that is initiated by the domain member must be signed or encrypted.

The recommended state for this setting is: Enabled.

Rationale:

When a computer joins a domain, a computer account is created. After it joins the domain, the computer uses the password for that account to create a secure channel with the Domain Controller for its domain every time that it restarts. Requests that are sent on the secure channel are authenticated—and sensitive information such as passwords are encrypted—but the channel is not integrity-checked, and not all information is encrypted.

Digital encryption and signing of the secure channel is a good idea where it is supported. The secure channel protects domain credentials as they are sent to the Domain Controller.

Impact:

None - this is the default behavior. However, only Windows NT 4.0 with Service Pack 6a (SP6a) and subsequent versions of the Windows operating system support digital encryption and signing of the secure channel. Windows 98 Second Edition clients do not support it unless they have Dsclient installed. Therefore, you cannot enable the Domain member: Digitally encrypt or sign secure channel data (always) setting on Domain Controllers that support Windows 98 clients as members of the domain. Potential impacts can include the following:

* The ability to create or delete trust relationships with clients running versions of Windows earlier than Windows NT 4.0 with SP6a will be disabled.
* Logons from clients running versions of Windows earlier than Windows NT 4.0 with SP6a will be disabled.
* The ability to authenticate other domains' users from a Domain Controller running a version of Windows earlier than Windows NT 4.0 with SP6a in a trusted domain will be disabled.

You can enable this policy setting after you eliminate all Windows 9x clients from the domain and upgrade all Windows NT 4.0 servers and Domain Controllers from trusted/trusting domains to Windows NT 4.0 with SP6a.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters:RequireSignOrSeal

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Digitally encrypt or sign secure channel data (always)

Default Value:

Enabled. (All secure channel data must be signed or encrypted.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-digitally-encrypt-or-sign-secure-channel-data-always>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |

2.3.6.2 (L1) Ensure 'Domain member: Digitally encrypt secure channel data (when possible)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether a domain member should attempt to negotiate encryption for all secure channel traffic that it initiates.

The recommended state for this setting is: Enabled.

Rationale:

When a computer joins a domain, a computer account is created. After it joins the domain, the computer uses the password for that account to create a secure channel with the Domain Controller for its domain every time that it restarts. Requests that are sent on the secure channel are authenticated—and sensitive information such as passwords are encrypted—but the channel is not integrity-checked, and not all information is encrypted.

Digital encryption and signing of the secure channel is a good idea where it is supported. The secure channel protects domain credentials as they are sent to the Domain Controller.

Impact:

None - this is the default behavior. However, only Windows NT 4.0 Service Pack 6a (SP6a) and subsequent versions of the Windows operating system support digital encryption and signing of the secure channel. Windows 98 Second Edition clients do not support it unless they have Dsclient installed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters:SealSecureChannel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Digitally encrypt secure channel data (when possible)

Default Value:

Enabled. (The domain member will request encryption of all secure channel traffic.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-digitally-encrypt-secure-channel-data-when-possible>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |

2.3.6.3 (L1) Ensure 'Domain member: Digitally sign secure channel data (when possible)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether a domain member should attempt to negotiate whether all secure channel traffic that it initiates must be digitally signed. Digital signatures protect the traffic from being modified by anyone who captures the data as it traverses the network.

The recommended state for this setting is: Enabled.

Rationale:

When a computer joins a domain, a computer account is created. After it joins the domain, the computer uses the password for that account to create a secure channel with the Domain Controller for its domain every time that it restarts. Requests that are sent on the secure channel are authenticated—and sensitive information such as passwords are encrypted—but the channel is not integrity-checked, and not all information is encrypted.

Digital encryption and signing of the secure channel is a good idea where it is supported. The secure channel protects domain credentials as they are sent to the Domain Controller.

Impact:

None - this is the default behavior. However, only Windows NT 4.0 with Service Pack 6a (SP6a) and subsequent versions of the Windows operating system support digital encryption and signing of the secure channel. Windows 98 Second Edition clients do not support it unless they have Dsclient installed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters:SignSecureChannel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Digitally sign secure channel data (when possible)

Default Value:

Enabled. (The domain member will request digital signing of all secure channel traffic.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-digitally-sign-secure-channel-data-when-possible>

2.3.6.4 (L1) Ensure 'Domain member: Disable machine account password changes' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether a domain member can periodically change its computer account password. Computers that cannot automatically change their account passwords are potentially vulnerable, because an attacker might be able to determine the password for the system's domain account.

The recommended state for this setting is: Disabled.

**Note:** Some problems can occur as a result of machine account password expiration, particularly if a machine is reverted to a previous point-in-time state, as is common with virtual machines. Depending on how far back the reversion is, the older machine account password stored on the machine may no longer be recognized by the domain controllers, and therefore the computer loses its domain trust. This can also disrupt non-persistent VDI implementations, and devices with write filters that disallow permanent changes to the OS volume. Some organizations may choose to exempt themselves from this recommendation and disable machine account password expiration for these situations.

Rationale:

The default configuration for Windows Server 2003-based computers that belong to a domain is that they are automatically required to change the passwords for their accounts every 30 days. If you disable this policy setting, computers that run Windows Server 2003 will retain the same passwords as their computer accounts. Computers that are no longer able to automatically change their account password are at risk from an attacker who could determine the password for the computer's domain account.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters:DisablePasswordChange

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Disable machine account password changes

Default Value:

Disabled. (The domain member can change its computer account password as specified by the recommendation Domain Member: Maximum machine account password age, which by default is every 30 days.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-disable-machine-account-password-changes>

2.3.6.5 (L1) Ensure 'Domain member: Maximum machine account password age' is set to '30 or fewer days, but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the maximum allowable age for a computer account password. By default, domain members automatically change their domain passwords every 30 days. If you increase this interval significantly so that the computers no longer change their passwords, an attacker would have more time to undertake a brute force attack against one of the computer accounts.

The recommended state for this setting is: 30 or fewer days, but not 0.

**Note:** A value of 0 does not conform to the benchmark as it disables maximum password age.

**Note #2:** Some problems can occur as a result of machine account password expiration, particularly if a machine is reverted to a previous point-in-time state, as is common with virtual machines. Depending on how far back the reversion is, the older machine account password stored on the machine may no longer be recognized by the domain controllers, and therefore the computer loses its domain trust. This can also disrupt non-persistent VDI implementations, and devices with write filters that disallow permanent changes to the OS volume. Some organizations may choose to exempt themselves from this recommendation and disable machine account password expiration for these situations.

Rationale:

In Active Directory-based domains, each computer has an account and password just like every user. By default, the domain members automatically change their domain password every 30 days. If you increase this interval significantly, or set it to 0 so that the computers no longer change their passwords, an attacker will have more time to undertake a brute force attack to guess the password of one or more computer accounts.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\System\CurrentControlSet\Services\Netlogon\Parameters:MaximumPasswordAge

Remediation:

To establish the recommended configuration via GP, set the following UI path to 30 or fewer days, but not 0:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Maximum machine account password age

Default Value:

30 days.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-maximum-machine-account-password-age>

2.3.6.6 (L1) Ensure 'Domain member: Require strong (Windows 2000 or later) session key' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

When this policy setting is enabled, a secure channel can only be established with Domain Controllers that are capable of encrypting secure channel data with a strong (128-bit) session key.

To enable this policy setting, all Domain Controllers in the domain must be able to encrypt secure channel data with a strong key, which means all Domain Controllers must be running Microsoft Windows 2000 or newer.

The recommended state for this setting is: Enabled.

Rationale:

Session keys that are used to establish secure channel communications between Domain Controllers and member computers are much stronger in Windows 2000 than they were in previous Microsoft operating systems. Whenever possible, you should take advantage of these stronger session keys to help protect secure channel communications from attacks that attempt to hijack network sessions and eavesdropping. (Eavesdropping is a form of hacking in which network data is read or altered in transit. The data can be modified to hide or change the sender, or be redirected.)

Impact:

None - this is the default behavior. However, computers will not be able to join Windows NT 4.0 domains, and trusts between Active Directory domains and Windows NT-style domains may not work properly.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters:RequireStrongKey

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Domain member: Require strong (Windows 2000 or later) session key

Default Value:

Enabled. (The secure channel will not be established unless 128-bit encryption can be performed.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/domain-member-require-strong-windows-2000-or-later-session-key>

2.3.7 Interactive logon

This section contains recommendations related to interactive logons.

2.3.7.1 (L1) Ensure 'Interactive logon: Do not require CTRL+ALT+DEL' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users must press CTRL+ALT+DEL before they log on.

The recommended state for this setting is: Disabled.

Rationale:

Microsoft developed this feature to make it easier for users with certain types of physical impairments to log on to computers that run Windows. If users are not required to press CTRL+ALT+DEL, they are susceptible to attacks that attempt to intercept their passwords. If CTRL+ALT+DEL is required before logon, user passwords are communicated by means of a trusted path.

An attacker could install a Trojan horse program that looks like the standard Windows logon dialog box and capture the user's password. The attacker would then be able to log on to the compromised account with whatever level of privilege that user has.

Impact:

Users must press CTRL+ALT+DEL before they log on to Windows unless they use a smart card for Windows logon. A smart card is a tamper-proof device that stores security information.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:DisableCAD

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Do not require CTRL+ALT+DEL

Default Value:

On Windows 7 or older: Disabled.

On Windows 8.0 or newer: Enabled.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-do-not-require-ctrl-alt-del>

2.3.7.2 (L1) Ensure 'Interactive logon: Don't display last signed-in' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the account name of the last user to log on to the client computers in your organization will be displayed in each computer's respective Windows logon screen. Enable this policy setting to prevent intruders from collecting account names visually from the screens of desktop or laptop computers in your organization.

The recommended state for this setting is: Enabled.

Rationale:

An attacker with access to the console (for example, someone with physical access or someone who is able to connect to the server through Remote Desktop Services) could view the name of the last user who logged on to the server. The attacker could then try to guess the password, use a dictionary, or use a brute-force attack to try and log on.

Impact:

The name of the last user to successfully log on will not be displayed in the Windows logon screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:DontDisplayLastUserName

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Don't display last signed-in

**Note:** In older versions of Microsoft Windows, this setting was named Interactive logon: Do not display last user name, but it was renamed starting with Windows 10 Release 1703.

Default Value:

Disabled. (The name of the last user to log on is displayed in the Windows logon screen.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-do-not-display-last-user-name>

2.3.7.3 (BL) Ensure 'Interactive logon: Machine account lockout threshold' is set to '10 or fewer invalid logon attempts, but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This security setting determines the number of failed logon attempts that causes the machine to be locked out.

Failed password attempts against workstations or member servers that have been locked using either CTRL+ALT+DELETE or password protected screen savers counts as failed logon attempts.

The machine lockout policy is enforced only on those machines that have BitLocker enabled for protecting OS volumes. Please ensure that appropriate recovery password backup policies are enabled.

The recommended state for this setting is: 10 or fewer invalid logon attempts, but not 0.

**Note:** A value of 0 does not conform to the benchmark as it disables the machine account lockout threshold. Values from 1 to 3 will be interpreted as 4.

Rationale:

If a machine is lost or stolen, or if an insider threat attempts a brute force password attack against the computer, it is important to ensure that BitLocker will lock the computer and therefore prevent a successful attack.

Impact:

Users will be able to mistype their password several times, but the machine account will be locked out if a brute force password attack occurs. A locked out machine can only be recovered by providing the BitLocker recovery key at the console.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:MaxDevicePasswordFailedAttempts

Remediation:

To establish the recommended configuration via GP, set the following UI path to 10 or fewer invalid logon attempts, but not 0:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Machine account lockout threshold

Default Value:

0 invalid logon attempts. (The machine will never lock out.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-machine-account-lockout-threshold>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.10 Enforce Automatic Device Lockout on Portable End-User Devices  Enforce automatic device lockout following a predetermined threshold of local failed authentication attempts on portable end-user devices, where supported. For laptops, do not allow more than 20 failed authentication attempts; for tablets and smartphones, no more than 10 failed authentication attempts. Example implementations include Microsoft® InTune Device Lock and Apple® Configuration Profile maxFailedAttempts. |  | ● | ● |

2.3.7.4 (L1) Ensure 'Interactive logon: Machine inactivity limit' is set to '900 or fewer second(s), but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Windows notices inactivity of a logon session, and if the amount of inactive time exceeds the inactivity limit, then the screen saver will run, locking the session.

The recommended state for this setting is: 900 or fewer second(s), but not 0.

**Note:** A value of 0 does not conform to the benchmark as it disables the machine inactivity limit.

Rationale:

If a user forgets to lock their computer when they walk away it's possible that a passerby will hijack it.

Impact:

The screen saver will automatically activate when the computer has been unattended for the amount of time specified. The impact should be minimal since the screen saver is enabled by default.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:InactivityTimeoutSecs

Remediation:

To establish the recommended configuration via GP, set the following UI path to 900 or fewer seconds, but not 0:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Machine inactivity limit

Default Value:

0 seconds. (There is no inactivity limit.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-machine-inactivity-limit>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

2.3.7.5 (L1) Configure 'Interactive logon: Message text for users attempting to log on' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies a text message that displays to users when they log on. Set the following group policy to a value that is consistent with the security and operational requirements of your organization.

Rationale:

Displaying a warning message before logon may help prevent an attack by warning the attacker about the consequences of their misconduct before it happens. It may also help to reinforce corporate policy by notifying employees of the appropriate policy during the logon process. This text is often used for legal reasons—for example, to warn users about the ramifications of misusing company information or to warn them that their actions may be audited.

**Note:** Any warning that you display should first be approved by your organization's legal and human resources representatives.

Impact:

Users will have to acknowledge a dialog box containing the configured text before they can log on to the computer.

**Note:** Windows Vista and Windows XP Professional support logon banners that can exceed 512 characters in length and that can also contain carriage-return line-feed sequences. However, Windows 2000-based clients cannot interpret and display these messages. You must use a Windows 2000-based computer to create a logon message policy that applies to Windows 2000-based computers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:LegalNoticeText

Remediation:

To establish the recommended configuration via GP, configure the following UI path to a value that is consistent with the security and operational requirements of your organization:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Message text for users attempting to log on

Default Value:

No message.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-message-text-for-users-attempting-to-log-on>

2.3.7.6 (L1) Configure 'Interactive logon: Message title for users attempting to log on' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the text displayed in the title bar of the window that users see when they log on to the system. Configure this setting in a manner that is consistent with the security and operational requirements of your organization.

Rationale:

Displaying a warning message before logon may help prevent an attack by warning the attacker about the consequences of their misconduct before it happens. It may also help to reinforce corporate policy by notifying employees of the appropriate policy during the logon process.

Impact:

Users will have to acknowledge a dialog box with the configured title before they can log on to the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:LegalNoticeCaption

Remediation:

To establish the recommended configuration via GP, configure the following UI path to a value that is consistent with the security and operational requirements of your organization:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Message title for users attempting to log on

Default Value:

No message.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-message-title-for-users-attempting-to-log-on>

2.3.7.7 (L2) Ensure 'Interactive logon: Number of previous logons to cache (in case domain controller is not available)' is set to '4 or fewer logon(s)' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether a user can log on to a Windows domain using cached account information. Logon information for domain accounts can be cached locally to allow users to log on even if a Domain Controller cannot be contacted. This policy setting determines the number of unique users for whom logon information is cached locally. If this value is set to 0, the logon cache feature is disabled. An attacker who is able to access the file system of the server could locate this cached information and use a brute force attack to determine user passwords.

The recommended state for this setting is: 4 or fewer logon(s).

Rationale:

The number that is assigned to this policy setting indicates the number of users whose logon information the computer will cache locally. If the number is set to 4, then the computer caches logon information for 4 users. When a 5th user logs on to the computer, the server overwrites the oldest cached logon session.

Users who access the computer console will have their logon credentials cached on that computer. An attacker who is able to access the file system of the computer could locate this cached information and use a brute force attack to attempt to determine user passwords. To mitigate this type of attack, Windows encrypts the information and obscures its physical location.

Impact:

Users will be unable to log on to any computers if there is no Domain Controller available to authenticate them. Organizations may want to configure this value to 2 for end-user computers, especially for mobile users. A configuration value of 2 means that the user's logon information will still be in the cache, even if a member of the IT department has recently logged on to their computer to perform system maintenance. This method allows users to log on to their computers when they are not connected to the organization's network.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:CachedLogonsCount

Remediation:

To establish the recommended configuration via GP, set the following UI path to 4 or fewer logon(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Number of previous logons to cache (in case domain controller is not available)

Default Value:

10 logons.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-number-of-previous-logons-to-cache-in-case-domain-controller-is-not-available>

2.3.7.8 (L1) Ensure 'Interactive logon: Prompt user to change password before expiration' is set to 'between 5 and 14 days' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines how far in advance users are warned that their password will expire. It is recommended that you configure this policy setting to at least 5 days but no more than 14 days to sufficiently warn users when their passwords will expire.

The recommended state for this setting is: between 5 and 14 days.

Rationale:

Users will need to be warned that their passwords are going to expire, or they may inadvertently be locked out of the computer when their passwords expire. This condition could lead to confusion for users who access the network locally, or make it impossible for users to access your organization's network through dial-up or virtual private network (VPN) connections.

Impact:

Users will see a dialog box prompt to change their password each time that they log on to the domain when their password is configured to expire between 5 and 14 days.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:PasswordExpiryWarning

Remediation:

To establish the recommended configuration via GP, set the following UI path to a value between 5 and 14 days:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Prompt user to change password before expiration

Default Value:

5 days.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-prompt-user-to-change-password-before-expiration>

2.3.7.9 (L1) Ensure 'Interactive logon: Smart card removal behavior' is set to 'Lock Workstation' or higher (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines what happens when the smart card for a logged-on user is removed from the smart card reader.

The recommended state for this setting is: Lock Workstation. Configuring this setting to Force Logoff or Disconnect if a Remote Desktop Services session also conforms to the benchmark.

Rationale:

Users sometimes forget to lock their workstations when they are away from them, allowing the possibility for malicious users to access their computers. If smart cards are used for authentication, the computer should automatically lock itself when the card is removed to ensure that only the user with the smart card is accessing resources using those credentials.

Impact:

If you select Lock Workstation, the workstation is locked when the smart card is removed, allowing users to leave the area, take their smart card with them, and still maintain a protected session.

If you select Force Logoff, users are automatically logged off when their smart card is removed.

If you select Disconnect if a Remote Desktop Services session, removal of the smart card disconnects the session without logging the users off. This allows the user to insert the smart card and resume the session later, or at another smart card reader-equipped computer, without having to log on again. If the session is local, this policy will function identically to Lock Workstation.

Enforcing this setting on computers used by people who must log onto multiple computers in order to perform their duties could be frustrating and lower productivity. For example, if network administrators are limited to a single account but need to log into several computers simultaneously in order to effectively manage the network enforcing this setting will limit them to logging onto one computer at a time. For these reasons it is recommended that this setting only be enforced on workstations used for purposes commonly associated with typical users such as document creation and email.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed, noting that values of Force Logoff or Disconnect if a Remote Desktop Services session are also acceptable settings. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:ScRemoveOption

Remediation:

To establish the recommended configuration via GP, set the following UI path to Lock Workstation (or, if applicable for your environment, Force Logoff or Disconnect if a Remote Desktop Services session):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Interactive logon: Smart card removal behavior

Default Value:

No action.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/interactive-logon-smart-card-removal-behavior>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

2.3.8 Microsoft network client

This section contains recommendations related to configuring the Microsoft network client.

2.3.8.1 (L1) Ensure 'Microsoft network client: Digitally sign communications (always)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether packet signing is required by the SMB client component.

**Note:** When Windows Vista-based computers have this policy setting enabled and they connect to file or print shares on remote servers, it is important that the setting is synchronized with its companion setting, **Microsoft network server: Digitally sign communications (always)**, on those servers. For more information about these settings, see the "Microsoft network client and server: Digitally sign communications (four related settings)" section in Chapter 5 of the Threats and Countermeasures guide.

The recommended state for this setting is: Enabled.

Rationale:

Session hijacking uses tools that allow attackers who have access to the same network as the client or server to interrupt, end, or steal a session in progress. Attackers can potentially intercept and modify unsigned SMB packets and then modify the traffic and forward it so that the server might perform undesirable actions. Alternatively, the attacker could pose as the server or client after legitimate authentication and gain unauthorized access to data.

SMB is the resource sharing protocol that is supported by many Windows operating systems. It is the basis of NetBIOS and many other protocols. SMB signatures authenticate both users and the servers that host the data. If either side fails the authentication process, data transmission will not take place.

Impact:

The Microsoft network client will not communicate with a Microsoft network server unless that server agrees to perform SMB packet signing.

The Windows 2000 Server, Windows 2000 Professional, Windows Server 2003, Windows XP Professional and Windows Vista implementations of the SMB file and print sharing protocol support mutual authentication, which prevents session hijacking attacks and supports message authentication to prevent man-in-the-middle attacks. SMB signing provides this authentication by placing a digital signature into each SMB, which is then verified by both the client and the server.

Implementation of SMB signing may negatively affect performance, because each packet needs to be signed and verified. If these settings are enabled on a server that is performing multiple roles, such as a small business server that is serving as a Domain Controller, file server, print server, and application server performance may be substantially slowed. Additionally, if you configure computers to ignore all unsigned SMB communications, older applications and operating systems will not be able to connect. However, if you completely disable all SMB signing, computers will be vulnerable to session hijacking attacks.

When SMB signing policies are enabled on Domain Controllers running Windows Server 2003 and member computers running Windows Vista SP1 or Windows Server 2008 group policy processing will fail. A hotfix is available from Microsoft that resolves this issue; see Microsoft Knowledge Base article 950876 for more details: [Group Policy settings are not applied on member computers that are running Windows Server 2008 or Windows Vista SP1 when certain SMB signing policies are enabled](https://support.microsoft.com/en-us/kb/950876).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanWorkstation\Parameters:RequireSecuritySignature

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network client: Digitally sign communications (always)

Default Value:

Disabled. (SMB packet signing is negotiated between the client and server.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-client-digitally-sign-communications-always>

2.3.8.2 (L1) Ensure 'Microsoft network client: Digitally sign communications (if server agrees)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the SMB client will attempt to negotiate SMB packet signing.

**Note:** Enabling this policy setting on SMB clients on your network makes them fully effective for packet signing with all clients and servers in your environment.

The recommended state for this setting is: Enabled.

Rationale:

Session hijacking uses tools that allow attackers who have access to the same network as the client or server to interrupt, end, or steal a session in progress. Attackers can potentially intercept and modify unsigned SMB packets and then modify the traffic and forward it so that the server might perform undesirable actions. Alternatively, the attacker could pose as the server or client after legitimate authentication and gain unauthorized access to data.

SMB is the resource sharing protocol that is supported by many Windows operating systems. It is the basis of NetBIOS and many other protocols. SMB signatures authenticate both users and the servers that host the data. If either side fails the authentication process, data transmission will not take place.

Impact:

None - this is the default behavior.

The Windows 2000 Server, Windows 2000 Professional, Windows Server 2003, Windows XP Professional and Windows Vista implementations of the SMB file and print sharing protocol support mutual authentication, which prevents session hijacking attacks and supports message authentication to prevent man-in-the-middle attacks. SMB signing provides this authentication by placing a digital signature into each SMB, which is then verified by both the client and the server.

Implementation of SMB signing may negatively affect performance, because each packet needs to be signed and verified. If these settings are enabled on a server that is performing multiple roles, such as a small business server that is serving as a Domain Controller, file server, print server, and application server performance may be substantially slowed. Additionally, if you configure computers to ignore all unsigned SMB communications, older applications and operating systems will not be able to connect. However, if you completely disable all SMB signing, computers will be vulnerable to session hijacking attacks.

When SMB signing policies are enabled on Domain Controllers running Windows Server 2003 and member computers running Windows Vista SP1 or Windows Server 2008 group policy processing will fail. A hotfix is available from Microsoft that resolves this issue; see Microsoft Knowledge Base article 950876 for more details: [Group Policy settings are not applied on member computers that are running Windows Server 2008 or Windows Vista SP1 when certain SMB signing policies are enabled](https://support.microsoft.com/en-us/kb/950876).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanWorkstation\Parameters:EnableSecuritySignature

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network client: Digitally sign communications (if server agrees)

Default Value:

Enabled. (The Microsoft network client will ask the server to perform SMB packet signing upon session setup. If packet signing has been enabled on the server, packet signing will be negotiated.)

References:

1. <https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2012-R2-and-2012/jj852251(v=ws.11)>

2.3.8.3 (L1) Ensure 'Microsoft network client: Send unencrypted password to third-party SMB servers' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the SMB redirector will send plaintext passwords during authentication to third-party SMB servers that do not support password encryption.

It is recommended that you disable this policy setting unless there is a strong business case to enable it. If this policy setting is enabled, unencrypted passwords will be allowed across the network.

The recommended state for this setting is: Disabled.

Rationale:

If you enable this policy setting, the server can transmit passwords in plaintext across the network to other computers that offer SMB services, which is a significant security risk. These other computers may not use any of the SMB security mechanisms that are included with Windows Server 2003.

Impact:

None - this is the default behavior.

Some very old applications and operating systems such as MS-DOS, Windows for Workgroups 3.11, and Windows 95a may not be able to communicate with the servers in your organization by means of the SMB protocol.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanWorkstation\Parameters:EnablePlainTextPassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network client: Send unencrypted password to third-party SMB servers

Default Value:

Disabled. (Plaintext passwords will not be sent during authentication to third-party SMB servers that do not support password encryption.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-client-send-unencrypted-password-to-third-party-smb-servers>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

2.3.9 Microsoft network server

This section contains recommendations related to configuring the Microsoft network server.

2.3.9.1 (L1) Ensure 'Microsoft network server: Amount of idle time required before suspending session' is set to '15 or fewer minute(s)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to specify the amount of continuous idle time that must pass in an SMB session before the session is suspended because of inactivity. Administrators can use this policy setting to control when a computer suspends an inactive SMB session. If client activity resumes, the session is automatically reestablished.

The maximum value is 99999, which is over 69 days; in effect, this value disables the setting.

The recommended state for this setting is: 15 or fewer minute(s).

Rationale:

Each SMB session consumes server resources, and numerous null sessions will slow the server or possibly cause it to fail. An attacker could repeatedly establish SMB sessions until the server's SMB services become slow or unresponsive.

Impact:

There will be little impact because SMB sessions will be re-established automatically if the client resumes activity.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:AutoDisconnect

Remediation:

To establish the recommended configuration via GP, set the following UI path to 15 or fewer minute(s):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network server: Amount of idle time required before suspending session

Default Value:

15 minutes.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-server-amount-of-idle-time-required-before-suspending-session>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

2.3.9.2 (L1) Ensure 'Microsoft network server: Digitally sign communications (always)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether packet signing is required by the SMB server component. Enable this policy setting in a mixed environment to prevent downstream clients from using the workstation as a network server.

The recommended state for this setting is: Enabled.

Rationale:

Session hijacking uses tools that allow attackers who have access to the same network as the client or server to interrupt, end, or steal a session in progress. Attackers can potentially intercept and modify unsigned SMB packets and then modify the traffic and forward it so that the server might perform undesirable actions. Alternatively, the attacker could pose as the server or client after legitimate authentication and gain unauthorized access to data.

SMB is the resource sharing protocol that is supported by many Windows operating systems. It is the basis of NetBIOS and many other protocols. SMB signatures authenticate both users and the servers that host the data. If either side fails the authentication process, data transmission will not take place.

Impact:

The Microsoft network server will not communicate with a Microsoft network client unless that client agrees to perform SMB packet signing.

The Windows 2000 Server, Windows 2000 Professional, Windows Server 2003, Windows XP Professional and Windows Vista implementations of the SMB file and print sharing protocol support mutual authentication, which prevents session hijacking attacks and supports message authentication to prevent man-in-the-middle attacks. SMB signing provides this authentication by placing a digital signature into each SMB, which is then verified by both the client and the server.

Implementation of SMB signing may negatively affect performance, because each packet needs to be signed and verified. If these settings are enabled on a server that is performing multiple roles, such as a small business server that is serving as a Domain Controller, file server, print server, and application server performance may be substantially slowed. Additionally, if you configure computers to ignore all unsigned SMB communications, older applications and operating systems will not be able to connect. However, if you completely disable all SMB signing, computers will be vulnerable to session hijacking attacks.

When SMB signing policies are enabled on Domain Controllers running Windows Server 2003 and member computers running Windows Vista SP1 or Windows Server 2008 group policy processing will fail. A hotfix is available from Microsoft that resolves this issue; see Microsoft Knowledge Base article 950876 for more details: [Group Policy settings are not applied on member computers that are running Windows Server 2008 or Windows Vista SP1 when certain SMB signing policies are enabled](https://support.microsoft.com/en-us/kb/950876).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:RequireSecuritySignature

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network server: Digitally sign communications (always)

Default Value:

Disabled. (SMB packet signing is negotiated between the client and server.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-server-digitally-sign-communications-always>

2.3.9.3 (L1) Ensure 'Microsoft network server: Digitally sign communications (if client agrees)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the SMB server will negotiate SMB packet signing with clients that request it. If no signing request comes from the client, a connection will be allowed without a signature if the **Microsoft network server: Digitally sign communications (always)** setting is not enabled.

**Note:** Enable this policy setting on SMB clients on your network to make them fully effective for packet signing with all clients and servers in your environment.

The recommended state for this setting is: Enabled.

Rationale:

Session hijacking uses tools that allow attackers who have access to the same network as the client or server to interrupt, end, or steal a session in progress. Attackers can potentially intercept and modify unsigned SMB packets and then modify the traffic and forward it so that the server might perform undesirable actions. Alternatively, the attacker could pose as the server or client after legitimate authentication and gain unauthorized access to data.

SMB is the resource sharing protocol that is supported by many Windows operating systems. It is the basis of NetBIOS and many other protocols. SMB signatures authenticate both users and the servers that host the data. If either side fails the authentication process, data transmission will not take place.

Impact:

The Microsoft network server will negotiate SMB packet signing as requested by the client. That is, if packet signing has been enabled on the client, packet signing will be negotiated.

The Windows 2000 Server, Windows 2000 Professional, Windows Server 2003, Windows XP Professional and Windows Vista implementations of the SMB file and print sharing protocol support mutual authentication, which prevents session hijacking attacks and supports message authentication to prevent man-in-the-middle attacks. SMB signing provides this authentication by placing a digital signature into each SMB, which is then verified by both the client and the server.

Implementation of SMB signing may negatively affect performance, because each packet needs to be signed and verified. If these settings are enabled on a server that is performing multiple roles, such as a small business server that is serving as a Domain Controller, file server, print server, and application server performance may be substantially slowed. Additionally, if you configure computers to ignore all unsigned SMB communications, older applications and operating systems will not be able to connect. However, if you completely disable all SMB signing, computers will be vulnerable to session hijacking attacks.

When SMB signing policies are enabled on Domain Controllers running Windows Server 2003 and member computers running Windows Vista SP1 or Windows Server 2008 group policy processing will fail. A hotfix is available from Microsoft that resolves this issue; see Microsoft Knowledge Base article 950876 for more details: [Group Policy settings are not applied on member computers that are running Windows Server 2008 or Windows Vista SP1 when certain SMB signing policies are enabled](https://support.microsoft.com/en-us/kb/950876).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:EnableSecuritySignature

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network server: Digitally sign communications (if client agrees)

Default Value:

Disabled. (The SMB client will never negotiate SMB packet signing.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/smbv1-microsoft-network-server-digitally-sign-communications-if-client-agrees>

2.3.9.4 (L1) Ensure 'Microsoft network server: Disconnect clients when logon hours expire' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This security setting determines whether to disconnect users who are connected to the local computer outside their user account's valid logon hours. This setting affects the Server Message Block (SMB) component. If you enable this policy setting you should also enable Network security: Force logoff when logon hours expire (Rule 2.3.11.6).

If your organization configures logon hours for users, this policy setting is necessary to ensure they are effective.

The recommended state for this setting is: Enabled.

Rationale:

If your organization configures logon hours for users, then it makes sense to enable this policy setting. Otherwise, users who should not have access to network resources outside of their logon hours may actually be able to continue to use those resources with sessions that were established during allowed hours.

Impact:

None - this is the default behavior. If logon hours are not used in your organization, this policy setting will have no impact. If logon hours are used, existing user sessions will be forcibly terminated when their logon hours expire.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:enableforcedlogoff

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network server: Disconnect clients when logon hours expire

Default Value:

Enabled. (Client sessions with the SMB service are forcibly disconnected when the client's logon hours expire.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-server-disconnect-clients-when-logon-hours-expire>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.6 Centralize Account Management  Centralize account management through a directory or identity service. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

2.3.9.5 (L1) Ensure 'Microsoft network server: Server SPN target name validation level' is set to 'Accept if provided by client' or higher (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the level of validation a computer with shared folders or printers (the server) performs on the service principal name (SPN) that is provided by the client computer when it establishes a session using the server message block (SMB) protocol.

The server message block (SMB) protocol provides the basis for file and print sharing and other networking operations, such as remote Windows administration. The SMB protocol supports validating the SMB server service principal name (SPN) within the authentication blob provided by a SMB client to prevent a class of attacks against SMB servers referred to as SMB relay attacks. This setting will affect both SMB1 and SMB2.

The recommended state for this setting is: Accept if provided by client. Configuring this setting to Required from client also conforms to the benchmark.

Rationale:

The identity of a computer can be spoofed to gain unauthorized access to network resources.

Impact:

All Windows operating systems support both a client-side SMB component and a server-side SMB component. This setting affects the server SMB behavior, and its implementation should be carefully evaluated and tested to prevent disruptions to file and print serving capabilities.

If configured to Accept if provided by client, the SMB server will accept and validate the SPN provided by the SMB client and allow a session to be established if it matches the SMB server’s list of SPN’s for itself. If the SPN does NOT match, the session request for that SMB client will be denied.

If configured to Required from client, the SMB client MUST send a SPN name in session setup, and the SPN name provided MUST match the SMB server that is being requested to establish a connection. If no SPN is provided by client, or the SPN provided does not match, the session is denied.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:SMBServerNameHardeningLevel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Accept if provided by client (configuring to Required from client also conforms to the benchmark):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Microsoft network server: Server SPN target name validation level

Default Value:

Off. (The SPN is not required or validated by the SMB server from a SMB client.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/microsoft-network-server-server-spn-target-name-validation-level>

2.3.10 Network access

This section contains recommendations related to network access.

2.3.10.1 (L1) Ensure 'Network access: Allow anonymous SID/Name translation' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether an anonymous user can request security identifier (SID) attributes for another user, or use a SID to obtain its corresponding user name.

The recommended state for this setting is: Disabled.

Rationale:

If this policy setting is enabled, a user with local access could use the well-known Administrator's SID to learn the real name of the built-in Administrator account, even if it has been renamed. That person could then use the account name to initiate a password guessing attack.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Allow anonymous SID/Name translation

Default Value:

Disabled. (An anonymous user cannot request the SID attribute for another user.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-allow-anonymous-sidname-translation>

2.3.10.2 (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the ability of anonymous users to enumerate the accounts in the Security Accounts Manager (SAM). If you enable this policy setting, users with anonymous connections will not be able to enumerate domain account user names on the systems in your environment. This policy setting also allows additional restrictions on anonymous connections.

The recommended state for this setting is: Enabled.

**Note:** This policy has no effect on Domain Controllers.

Rationale:

An unauthorized user could anonymously list account names and use the information to attempt to guess passwords or perform social engineering attacks. (Social engineering attacks try to deceive users in some way to obtain passwords or some form of security information.)

Impact:

None - this is the default behavior. It will be impossible to establish trusts with Windows NT 4.0-based domains. Also, client computers that run older versions of the Windows operating system such as Windows NT 3.51 and Windows 95 will experience problems when they try to use resources on the server.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:RestrictAnonymousSAM

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Do not allow anonymous enumeration of SAM accounts

Default Value:

Enabled. (Do not allow anonymous enumeration of SAM accounts. This option replaces Everyone with Authenticated Users in the security permissions for resources.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-do-not-allow-anonymous-enumeration-of-sam-accounts>

2.3.10.3 (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts and shares' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the ability of anonymous users to enumerate SAM accounts as well as shares. If you enable this policy setting, anonymous users will not be able to enumerate domain account user names and network share names on the systems in your environment.

The recommended state for this setting is: Enabled.

**Note:** This policy has no effect on Domain Controllers.

Rationale:

An unauthorized user could anonymously list account names and shared resources and use the information to attempt to guess passwords or perform social engineering attacks. (Social engineering attacks try to deceive users in some way to obtain passwords or some form of security information.)

Impact:

It will be impossible to establish trusts with Windows NT 4.0-based domains. Also, client computers that run older versions of the Windows operating system such as Windows NT 3.51 and Windows 95 will experience problems when they try to use resources on the server. Users who access file and print servers anonymously will be unable to list the shared network resources on those servers; the users will have to authenticate before they can view the lists of shared folders and printers. However, even with this policy setting enabled, anonymous users will have access to resources with permissions that explicitly include the built-in group, ANONYMOUS LOGON.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:RestrictAnonymous

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Do not allow anonymous enumeration of SAM accounts and shares

Default Value:

Disabled. (Allow anonymous enumeration of SAM accounts and shares. No additional permissions can be assigned by the administrator for anonymous connections to the computer. Anonymous connections will rely on default permissions.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-do-not-allow-anonymous-enumeration-of-sam-accounts-and-shares>

2.3.10.4 (L1) Ensure 'Network access: Do not allow storage of passwords and credentials for network authentication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether Credential Manager (formerly called Stored User Names and Passwords) saves passwords or credentials for later use when it gains domain authentication.

The recommended state for this setting is: Enabled.

**Note:** Changes to this setting will not take effect until Windows is restarted.

Rationale:

Passwords that are cached can be accessed by the user when logged on to the computer. Although this information may sound obvious, a problem can arise if the user unknowingly executes hostile code that reads the passwords and forwards them to another, unauthorized user.

Impact:

Credential Manager will not store passwords and credentials on the computer. Users will be forced to enter passwords whenever they log on to their Passport account or other network resources that aren't accessible to their domain account. Testing has shown that clients running Windows Vista or Windows Server 2008 will be unable to connect to Distributed File System (DFS) shares in untrusted domains. Enabling this setting also makes it impossible to specify alternate credentials for scheduled tasks, this can cause a variety of problems. For example, some third party backup products will no longer work. This policy setting should have no impact on users who access network resources that are configured to allow access with their Active Directory-based domain account.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:DisableDomainCreds

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Do not allow storage of passwords and credentials for network authentication

Default Value:

Disabled. (Credential Manager will store passwords and credentials on the computer for later use for domain authentication.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-do-not-allow-storage-of-passwords-and-credentials-for-network-authentication>

2.3.10.5 (L1) Ensure 'Network access: Let Everyone permissions apply to anonymous users' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines what additional permissions are assigned for anonymous connections to the computer.

The recommended state for this setting is: Disabled.

Rationale:

An unauthorized user could anonymously list account names and shared resources and use the information to attempt to guess passwords, perform social engineering attacks, or launch DoS attacks.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:EveryoneIncludesAnonymous

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Let Everyone permissions apply to anonymous users

Default Value:

Disabled. (Anonymous users can only access those resources for which the built-in group ANONYMOUS LOGON has been explicitly given permission.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-let-everyone-permissions-apply-to-anonymous-users>

2.3.10.6 (L1) Ensure 'Network access: Named Pipes that can be accessed anonymously' is set to 'None' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which communication sessions, or pipes, will have attributes and permissions that allow anonymous access.

The recommended state for this setting is: <blank> (i.e. None).

Rationale:

Limiting named pipes that can be accessed anonymously will reduce the attack surface of the system.

Impact:

This configuration will disable null session access over named pipes, and applications that rely on this feature or on unauthenticated access to named pipes will no longer function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:NullSessionPipes

Remediation:

To establish the recommended configuration via GP, set the following UI path to <blank> (i.e. None):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Named Pipes that can be accessed anonymously

Default Value:

None.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-named-pipes-that-can-be-accessed-anonymously>

2.3.10.7 (L1) Ensure 'Network access: Remotely accessible registry paths' is configured (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which registry paths will be accessible over the network, regardless of the users or groups listed in the access control list (ACL) of the winreg registry key.

**Note:** This setting does not exist in Windows XP. There was a setting with that name in Windows XP, but it is called "Network access: Remotely accessible registry paths and sub-paths" in Windows Server 2003, Windows Vista, and Windows Server 2008 (non-R2).

**Note #2:** When you configure this setting you specify a list of one or more objects. The delimiter used when entering the list is a line feed or carriage return, that is, type the first object on the list, press the Enter button, type the next object, press Enter again, etc. The setting value is stored as a comma-delimited list in group policy security templates. It is also rendered as a comma-delimited list in Group Policy Editor's display pane and the Resultant Set of Policy console. It is recorded in the registry as a line-feed delimited list in a REG\_MULTI\_SZ value.

The recommended state for this setting is:

System\CurrentControlSet\Control\ProductOptions  
System\CurrentControlSet\Control\Server Applications  
Software\Microsoft\Windows NT\CurrentVersion

Rationale:

The registry is a database that contains computer configuration information, and much of the information is sensitive. An attacker could use this information to facilitate unauthorized activities. To reduce the risk of such an attack, suitable ACLs are assigned throughout the registry to help protect it from access by unauthorized users.

Impact:

None - this is the default behavior. However, if you remove the default registry paths from the list of accessible ones, remote management tools such as the Microsoft Baseline Security Analyzer and Microsoft Systems Management Server could fail, as they require remote access to the registry to properly monitor and manage computers.

**Note:** If you want to allow remote access, you must also enable the Remote Registry service.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\SecurePipeServers\Winreg\AllowedExactPaths:Machine

Remediation:

To establish the recommended configuration via GP, set the following UI path to: System\CurrentControlSet\Control\ProductOptions  
System\CurrentControlSet\Control\Server Applications  
SOFTWARE\Microsoft\Windows NT\CurrentVersion

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Remotely accessible registry paths

Default Value:

System\CurrentControlSet\Control\ProductOptions  
System\CurrentControlSet\Control\Server Applications  
Software\Microsoft\Windows NT\CurrentVersion

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-remotely-accessible-registry-paths>

2.3.10.8 (L1) Ensure 'Network access: Remotely accessible registry paths and sub-paths' is configured (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which registry paths and sub-paths will be accessible over the network, regardless of the users or groups listed in the access control list (ACL) of the winreg registry key.

**Note:** In Windows XP this setting is called "Network access: Remotely accessible registry paths," the setting with that same name in Windows Vista, Windows Server 2008 (non-R2), and Windows Server 2003 does not exist in Windows XP.

**Note #2:** When you configure this setting you specify a list of one or more objects. The delimiter used when entering the list is a line feed or carriage return, that is, type the first object on the list, press the Enter button, type the next object, press Enter again, etc. The setting value is stored as a comma-delimited list in group policy security templates. It is also rendered as a comma-delimited list in Group Policy Editor's display pane and the Resultant Set of Policy console. It is recorded in the registry as a line-feed delimited list in a REG\_MULTI\_SZ value.

The recommended state for this setting is:

System\CurrentControlSet\Control\Print\Printers  
System\CurrentControlSet\Services\Eventlog  
Software\Microsoft\OLAP Server  
Software\Microsoft\Windows NT\CurrentVersion\Print  
Software\Microsoft\Windows NT\CurrentVersion\Windows  
System\CurrentControlSet\Control\ContentIndex  
System\CurrentControlSet\Control\Terminal Server  
System\CurrentControlSet\Control\Terminal Server\UserConfig  
System\CurrentControlSet\Control\Terminal Server\DefaultUserConfiguration  
Software\Microsoft\Windows NT\CurrentVersion\Perflib  
System\CurrentControlSet\Services\SysmonLog

Rationale:

The registry contains sensitive computer configuration information that could be used by an attacker to facilitate unauthorized activities. The fact that the default ACLs assigned throughout the registry are fairly restrictive and help to protect the registry from access by unauthorized users reduces the risk of such an attack.

Impact:

None - this is the default behavior. However, if you remove the default registry paths from the list of accessible ones, remote management tools such as the Microsoft Baseline Security Analyzer and Microsoft Systems Management Server could fail, as they require remote access to the registry to properly monitor and manage computers.

**Note:** If you want to allow remote access, you must also enable the Remote Registry service.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\SecurePipeServers\Winreg\AllowedPaths:Machine

Remediation:

To establish the recommended configuration via GP, set the following UI path to: System\CurrentControlSet\Control\Print\Printers  
System\CurrentControlSet\Services\Eventlog  
SOFTWARE\Microsoft\OLAP Server  
SOFTWARE\Microsoft\Windows NT\CurrentVersion\Print  
SOFTWARE\Microsoft\Windows NT\CurrentVersion\Windows  
System\CurrentControlSet\Control\ContentIndex  
System\CurrentControlSet\Control\Terminal Server  
System\CurrentControlSet\Control\Terminal Server\UserConfig  
System\CurrentControlSet\Control\Terminal Server\DefaultUserConfiguration  
SOFTWARE\Microsoft\Windows NT\CurrentVersion\Perflib  
System\CurrentControlSet\Services\SysmonLog

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Remotely accessible registry paths and sub-paths

Default Value:

System\CurrentControlSet\Control\Print\Printers  
System\CurrentControlSet\Services\Eventlog  
Software\Microsoft\OLAP Server  
Software\Microsoft\Windows NT\CurrentVersion\Print  
Software\Microsoft\Windows NT\CurrentVersion\Windows  
System\CurrentControlSet\Control\ContentIndex  
System\CurrentControlSet\Control\Terminal Server  
System\CurrentControlSet\Control\Terminal Server\UserConfig  
System\CurrentControlSet\Control\Terminal Server\DefaultUserConfiguration  
Software\Microsoft\Windows NT\CurrentVersion\Perflib  
System\CurrentControlSet\Services\SysmonLog

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-remotely-accessible-registry-paths-and-subpaths>

2.3.10.9 (L1) Ensure 'Network access: Restrict anonymous access to Named Pipes and Shares' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

When enabled, this policy setting restricts anonymous access to only those shares and pipes that are named in the Network access: Named pipes that can be accessed anonymously and Network access: Shares that can be accessed anonymously settings. This policy setting controls null session access to shares on your computers by adding RestrictNullSessAccess with the value 1 in the

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters

registry key. This registry value toggles null session shares on or off to control whether the server service restricts unauthenticated clients' access to named resources.

The recommended state for this setting is: Enabled.

Rationale:

Null sessions are a weakness that can be exploited through shares (including the default shares) on computers in your environment.

Impact:

None - this is the default behavior. If you choose to enable this setting and are supporting Windows NT 4.0 domains, you should check if any of the named pipes are required to maintain trust relationships between the domains, and then add the pipe to the **Network access: Named pipes that can be accessed anonymously** list:

* COMNAP: SNA session access
* COMNODE: SNA session access
* SQL\QUERY: SQL instance access
* SPOOLSS: Spooler service
* LLSRPC: License Logging service
* NETLOGON: Net Logon service
* LSARPC: LSA access
* SAMR: Remote access to SAM objects
* BROWSER: Computer Browser service

Previous to the release of Windows Server 2003 with Service Pack 1 (SP1) these named pipes were allowed anonymous access by default, but with the increased hardening in Windows Server 2003 with SP1 these pipes must be explicitly added if needed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:RestrictNullSessAccess

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Restrict anonymous access to Named Pipes and Shares

Default Value:

Enabled. (Anonymous access is restricted to shares and pipes listed in the Network access: Named pipes that can be accessed anonymously and Network access: Shares that can be accessed anonymously settings.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-restrict-anonymous-access-to-named-pipes-and-shares>

2.3.10.10 (L1) Ensure 'Network access: Restrict clients allowed to make remote calls to SAM' is set to 'Administrators: Remote Access: Allow' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to restrict remote RPC connections to SAM.

The recommended state for this setting is: Administrators: Remote Access: Allow.

**Note:** A Windows 10 R1607, Server 2016 or newer OS is required to access and set this value in Group Policy.

**Note #2:** If your organization is using Azure Advanced Threat Protection (APT), the service account, “AATP Service” will need to be added to the recommendation configuration. For more information on adding the “AATP Service” account please see [Configure SAM-R to enable lateral movement path detection in Microsoft Defender for Identity | Microsoft Docs](https://docs.microsoft.com/en-us/defender-for-identity/install-step8-samr).

Rationale:

To ensure that an unauthorized user cannot anonymously list local account names or groups and use the information to attempt to guess passwords or perform social engineering attacks. (Social engineering attacks try to deceive users in some way to obtain passwords or some form of security information.)

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:restrictremotesam

Remediation:

To establish the recommended configuration via GP, set the following UI path to Administrators: Remote Access: Allow:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Restrict clients allowed to make remote calls to SAM

Default Value:

Administrators: Remote Access: Allow.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-restrict-clients-allowed-to-make-remote-sam-calls>

2.3.10.11 (L1) Ensure 'Network access: Shares that can be accessed anonymously' is set to 'None' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which network shares can be accessed by anonymous users. The default configuration for this policy setting has little effect because all users have to be authenticated before they can access shared resources on the server.

The recommended state for this setting is: <blank> (i.e. None).

Rationale:

It is very dangerous to allow any values in this setting. Any shares that are listed can be accessed by any network user, which could lead to the exposure or corruption of sensitive data.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters:NullSessionShares

Remediation:

To establish the recommended configuration via GP, set the following UI path to <blank> (i.e. None):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Shares that can be accessed anonymously

Default Value:

None. (Only authenticated users will have access to all shared resources on the server.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-shares-that-can-be-accessed-anonymously>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.3 Configure Data Access Control Lists  Configure data access control lists based on a user’s need to know. Apply data access control lists, also known as access permissions, to local and remote file systems, databases, and applications. | ● | ● | ● |
| v7 | 14.6 Protect Information through Access Control Lists  Protect all information stored on systems with file system, network share, claims, application, or database specific access control lists. These controls will enforce the principle that only authorized individuals should have access to the information based on their need to access the information as a part of their responsibilities. | ● | ● | ● |

2.3.10.12 (L1) Ensure 'Network access: Sharing and security model for local accounts' is set to 'Classic - local users authenticate as themselves' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines how network logons that use local accounts are authenticated. The Classic option allows precise control over access to resources, including the ability to assign different types of access to different users for the same resource. The Guest only option allows you to treat all users equally. In this context, all users authenticate as Guest only to receive the same access level to a given resource.

The recommended state for this setting is: Classic - local users authenticate as themselves.

**Note:** This setting does not affect interactive logons that are performed remotely by using such services as Telnet or Remote Desktop Services (formerly called Terminal Services).

Rationale:

With the Guest only model, any user who can authenticate to your computer over the network does so with guest privileges, which probably means that they will not have write access to shared resources on that computer. Although this restriction does increase security, it makes it more difficult for authorized users to access shared resources on those computers because ACLs on those resources must include access control entries (ACEs) for the Guest account. With the Classic model, local accounts should be password protected. Otherwise, if Guest access is enabled, anyone can use those user accounts to access shared system resources.

Impact:

None - this is the default configuration for domain-joined computers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:ForceGuest

Remediation:

To establish the recommended configuration via GP, set the following UI path to Classic - local users authenticate as themselves:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network access: Sharing and security model for local accounts

Default Value:

On domain-joined computers: Classic - local users authenticate as themselves. (Network logons that use local account credentials authenticate by using those credentials.)

On stand-alone computers: Guest only - local users authenticate as Guest. (Network logons that use local accounts are automatically mapped to the Guest account.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-access-sharing-and-security-model-for-local-accounts>

2.3.11 Network security

This section contains recommendations related to network security.

2.3.11.1 (L1) Ensure 'Network security: Allow Local System to use computer identity for NTLM' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether Local System services that use Negotiate when reverting to NTLM authentication can use the computer identity. This policy is supported on at least Windows 7 or Windows Server 2008 R2.

The recommended state for this setting is: Enabled.

Rationale:

When connecting to computers running versions of Windows earlier than Windows Vista or Windows Server 2008 (non-R2), services running as Local System and using SPNEGO (Negotiate) that revert to NTLM use the computer identity. In Windows 7, if you are connecting to a computer running Windows Server 2008 or Windows Vista, then a system service uses either the computer identity or a NULL session. When connecting with a NULL session, a system-generated session key is created, which provides no protection but allows applications to sign and encrypt data without errors. When connecting with the computer identity, both signing and encryption is supported in order to provide data protection.

Impact:

Services running as Local System that use Negotiate when reverting to NTLM authentication will use the computer identity. This might cause some authentication requests between Windows operating systems to fail and log an error.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:UseMachineId

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Allow Local System to use computer identity for NTLM

Default Value:

Disabled. (Services running as Local System that use Negotiate when reverting to NTLM authentication will authenticate anonymously.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-allow-local-system-to-use-computer-identity-for-ntlm>

2.3.11.2 (L1) Ensure 'Network security: Allow LocalSystem NULL session fallback' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether NTLM is allowed to fall back to a NULL session when used with LocalSystem.

The recommended state for this setting is: Disabled.

Rationale:

NULL sessions are less secure because by definition they are unauthenticated.

Impact:

None - this is the default behavior. Any applications that require NULL sessions for LocalSystem will not work as designed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa\MSV1\_0:AllowNullSessionFallback

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Allow LocalSystem NULL session fallback

Default Value:

Disabled. (NTLM will not be permitted to fall back to a NULL session when used with LocalSystem.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-allow-localsystem-null-session-fallback>

2.3.11.3 (L1) Ensure 'Network Security: Allow PKU2U authentication requests to this computer to use online identities' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines if online identities are able to authenticate to this computer.

The Public Key Cryptography Based User-to-User (PKU2U) protocol introduced in Windows 7 and Windows Server 2008 R2 is implemented as a security support provider (SSP). The SSP enables peer-to-peer authentication, particularly through the Windows 7 media and file sharing feature called HomeGroup, which permits sharing between computers that are not members of a domain.

With PKU2U, a new extension was introduced to the Negotiate authentication package, Spnego.dll. In previous versions of Windows, Negotiate decided whether to use Kerberos or NTLM for authentication. The extension SSP for Negotiate, Negoexts.dll, which is treated as an authentication protocol by Windows, supports Microsoft SSPs including PKU2U.

When computers are configured to accept authentication requests by using online IDs, Negoexts.dll calls the PKU2U SSP on the computer that is used to log on. The PKU2U SSP obtains a local certificate and exchanges the policy between the peer computers. When validated on the peer computer, the certificate within the metadata is sent to the logon peer for validation and associates the user's certificate to a security token and the logon process completes.

The recommended state for this setting is: Disabled.

Rationale:

The PKU2U protocol is a peer-to-peer authentication protocol - authentication should be managed centrally in most managed networks.

Impact:

None - this is the default configuration for domain-joined computers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa\pku2u:AllowOnlineID

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network Security: Allow PKU2U authentication requests to this computer to use online identities

Default Value:

Disabled. (Online identities will not to be allowed to authenticate to a domain-joined machine.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-allow-pku2u-authentication-requests-to-this-computer-to-use-online-identities>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

2.3.11.4 (L1) Ensure 'Network security: Configure encryption types allowed for Kerberos' is set to 'AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to set the encryption types that Kerberos is allowed to use.

The recommended state for this setting is: AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types.

**Note:** Some legacy applications and OSes may still require RC4\_HMAC\_MD5 - we recommend you test in your environment and verify whether you can safely remove it.

Rationale:

The strength of each encryption algorithm varies from one to the next, choosing stronger algorithms will reduce the risk of compromise however doing so may cause issues when the computer attempts to authenticate with systems that do not support them.

Impact:

If not selected, the encryption type will not be allowed. This setting may affect compatibility with client computers or services and applications. Multiple selections are permitted.

**Note:** Some legacy applications and OSes may still require RC4\_HMAC\_MD5 - we recommend you test in your environment and verify whether you can safely remove it.

**Note #2:** Windows Vista and below allow DES for Kerberos by default, but later OS versions do not.

**Note #3:** Some prerequisites might need to be met on Domain Controllers to support Kerberos AES 128 and 256 bit encryption types, as well as enabling support for Kerberos AES 128 and 256 bit on user accounts (in account options) for this recommendation to work correctly.

**Note #4:** If your organization uses Azure Files, please note that Microsoft did not introduce AES 256 Kerberos encryption support for it until AD DS authentication module v0.2.2. Please see this link for more information:

[Azure Files on-premises AD DS Authentication support for AES 256 Kerberos encryption | Microsoft Docs](https://docs.microsoft.com/en-us/azure/storage/files/storage-troubleshoot-windows-file-connection-problems#azure-files-on-premises-ad-ds-authentication-support-for-aes-256-kerberos-encryption)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\Kerberos\Parameters:SupportedEncryptionTypes

Remediation:

To establish the recommended configuration via GP, set the following UI path to AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Configure encryption types allowed for Kerberos

Default Value:

RC4\_HMAC\_MD5, AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-configure-encryption-types-allowed-for-kerberos>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |
| v7 | 18.5 Use Only Standardized and Extensively Reviewed Encryption Algorithms  Use only standardized and extensively reviewed encryption algorithms. |  | ● | ● |

2.3.11.5 (L1) Ensure 'Network security: Do not store LAN Manager hash value on next password change' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the LAN Manager (LM) hash value for the new password is stored when the password is changed. The LM hash is relatively weak and prone to attack compared to the cryptographically stronger Microsoft Windows NT hash. Since LM hashes are stored on the local computer in the security database, passwords can then be easily compromised if the database is attacked.

**Note:** Older operating systems and some third-party applications may fail when this policy setting is enabled. Also, note that the password will need to be changed on all accounts after you enable this setting to gain the proper benefit.

The recommended state for this setting is: Enabled.

Rationale:

The SAM file can be targeted by attackers who seek access to username and password hashes. Such attacks use special tools to crack passwords, which can then be used to impersonate users and gain access to resources on your network. These types of attacks will not be prevented if you enable this policy setting, but it will be much more difficult for these types of attacks to succeed.

Impact:

None - this is the default behavior. Earlier operating systems such as Windows 95, Windows 98, and Windows ME as well as some third-party applications will fail.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:NoLMHash

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Do not store LAN Manager hash value on next password change

Default Value:

Enabled. (LAN Manager hash values are not stored when passwords are changed.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-do-not-store-lan-manager-hash-value-on-next-password-change>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.11 Encrypt Sensitive Data at Rest  Encrypt sensitive data at rest on servers, applications, and databases containing sensitive data. Storage-layer encryption, also known as server-side encryption, meets the minimum requirement of this Safeguard. Additional encryption methods may include application-layer encryption, also known as client-side encryption, where access to the data storage device(s) does not permit access to the plain-text data. |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

2.3.11.6 (L1) Ensure 'Network security: Force logoff when logon hours expire' is set to 'Enabled' (Manual)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether to disconnect users who are connected to the local computer outside their user account's valid logon hours. This setting affects the Server Message Block (SMB) component. If you enable this policy setting you should also enable Microsoft network server: Disconnect clients when logon hours expire (Rule 2.3.9.4).

The recommended state for this setting is: Enabled.

Rationale:

If this setting is disabled, a user could remain connected to the computer outside of their allotted logon hours.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled.

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Force logoff when logon hours expire

Default Value:

Enabled. (When a user's logon time expires, client sessions with the SMB server will be forcibly disconnected. The user will be unable to log on to the computer until their next scheduled access time commences.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-force-logoff-when-logon-hours-expire>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.6 Centralize Account Management  Centralize account management through a directory or identity service. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

2.3.11.7 (L1) Ensure 'Network security: LAN Manager authentication level' is set to 'Send NTLMv2 response only. Refuse LM & NTLM' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

LAN Manager (LM) was a family of early Microsoft client/server software (predating Windows NT) that allowed users to link personal computers together on a single network. LM network capabilities included transparent file and print sharing, user security features, and network administration tools. In Active Directory domains, the Kerberos protocol is the default authentication protocol. However, if the Kerberos protocol is not negotiated for some reason, Active Directory will use LM, NTLM, or NTLMv2. LAN Manager authentication includes the LM, NTLM, and NTLM version 2 (NTLMv2) variants, and is the protocol that is used to authenticate all Windows clients when they perform the following operations:

* Join a domain
* Authenticate between Active Directory forests
* Authenticate to down-level domains
* Authenticate to computers that do not run Windows 2000, Windows Server 2003, or Windows XP
* Authenticate to computers that are not in the domain

The Network security: LAN Manager authentication level setting determines which challenge/response authentication protocol is used for network logons. This choice affects the level of authentication protocol used by clients, the level of session security negotiated, and the level of authentication accepted by servers.

The recommended state for this setting is: Send NTLMv2 response only. Refuse LM & NTLM.

Rationale:

Windows 2000 and Windows XP clients were configured by default to send LM and NTLM authentication responses (Windows 95-based and Windows 98-based clients only send LM). The default settings in OSes predating Windows Vista / Windows Server 2008 (non-R2) allowed all clients to authenticate with servers and use their resources. However, this meant that LM responses - the weakest form of authentication response - were sent over the network, and it was potentially possible for attackers to sniff that traffic to more easily reproduce the user's password.

The Windows 95, Windows 98, and Windows NT operating systems cannot use the Kerberos version 5 protocol for authentication. For this reason, in a Windows Server 2003 domain, these computers authenticate by default with both the LM and NTLM protocols for network authentication. You can enforce a more secure authentication protocol for Windows 95, Windows 98, and Windows NT by using NTLMv2. For the logon process, NTLMv2 uses a secure channel to protect the authentication process. Even if you use NTLMv2 for older clients and servers, Windows-based clients and servers that are members of the domain will use the Kerberos authentication protocol to authenticate with Windows Server 2003 or newer Domain Controllers. For these reasons, it is strongly preferred to restrict the use of LM & NTLM (non-v2) as much as possible.

Impact:

Clients use NTLMv2 authentication only and use NTLMv2 session security if the server supports it; Domain Controllers refuse LM and NTLM (accept only NTLMv2 authentication). Clients that do not support NTLMv2 authentication will not be able to authenticate in the domain and access domain resources by using LM and NTLM.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa:LmCompatibilityLevel

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Send NTLMv2 response only. Refuse LM & NTLM:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: LAN Manager authentication level

Default Value:

Send NTLMv2 response only. (Clients use NTLMv2 authentication only and use NTLMv2 session security if the server supports it; Domain Controllers accept LM, NTLM & NTLMv2 authentication.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-lan-manager-authentication-level>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

2.3.11.8 (L1) Ensure 'Network security: LDAP client signing requirements' is set to 'Negotiate signing' or higher (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the level of data signing that is requested on behalf of clients that issue LDAP BIND requests.

**Note:** This policy setting does not have any impact on LDAP simple bind (ldap\_simple\_bind) or LDAP simple bind through SSL (ldap\_simple\_bind\_s). No Microsoft LDAP clients that are included with Windows XP Professional use ldap\_simple\_bind or ldap\_simple\_bind\_s to communicate with a Domain Controller.

The recommended state for this setting is: Negotiate signing. Configuring this setting to Require signing also conforms to the benchmark.

Rationale:

Unsigned network traffic is susceptible to man-in-the-middle attacks in which an intruder captures the packets between the client and server, modifies them, and then forwards them to the server. For an LDAP server, this susceptibility means that an attacker could cause a server to make decisions that are based on false or altered data from the LDAP queries. To lower this risk in your network, you can implement strong physical security measures to protect the network infrastructure. Also, you can make all types of man-in-the-middle attacks extremely difficult if you require digital signatures on all network packets by means of IPsec authentication headers.

Impact:

None - this is the default behavior. However, if you choose instead to configure the server to require LDAP signatures then you must also configure the client. If you do not configure the client it will not be able to communicate with the server, which could cause many features to fail, including user authentication, Group Policy, and logon scripts, because the caller will be told that the LDAP BIND command request failed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LDAP:LDAPClientIntegrity

Remediation:

To establish the recommended configuration via GP, set the following UI path to Negotiate signing (configuring to Require signing also conforms to the benchmark):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: LDAP client signing requirements

Default Value:

Negotiate signing. (If Transport Layer Security/Secure Sockets Layer (TLS/SSL) has not been started, the LDAP BIND request is initiated with the LDAP data signing option set in addition to the caller-specified options. If TLS/SSL has been started, the LDAP BIND request is initiated with the caller-specified options.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-ldap-client-signing-requirements>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 12.5 Configure Monitoring Systems to Record Network Packets  Configure monitoring systems to record network packets passing through the boundary at each of the organization's network boundaries. |  | ● | ● |

2.3.11.9 (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) clients' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which behaviors are allowed by clients for applications using the NTLM Security Support Provider (SSP). The SSP Interface (SSPI) is used by applications that need authentication services. The setting does not modify how the authentication sequence works but instead require certain behaviors in applications that use the SSPI.

The recommended state for this setting is: Require NTLMv2 session security, Require 128-bit encryption.

**Note:** These values are dependent on the Network security: LAN Manager Authentication Level (Rule 2.3.11.7) security setting value.

Rationale:

You can enable both options for this policy setting to help protect network traffic that uses the NTLM Security Support Provider (NTLM SSP) from being exposed or tampered with by an attacker who has gained access to the same network. In other words, these options help protect against man-in-the-middle attacks.

Impact:

NTLM connections will fail if NTLMv2 protocol and strong encryption (128-bit) are not **both** negotiated. Client applications that are enforcing these settings will be unable to communicate with older servers that do not support them.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa\MSV1\_0:NTLMMinClientSec

Remediation:

To establish the recommended configuration via GP, set the following UI path to Require NTLMv2 session security, Require 128-bit encryption:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Minimum session security for NTLM SSP based (including secure RPC) clients

Default Value:

Require 128-bit encryption. (NTLM connections will fail if strong encryption (128-bit) is not negotiated.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-minimum-session-security-for-ntlm-ssp-based-including-secure-rpc-clients>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 12.5 Configure Monitoring Systems to Record Network Packets  Configure monitoring systems to record network packets passing through the boundary at each of the organization's network boundaries. |  | ● | ● |

2.3.11.10 (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) servers' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines which behaviors are allowed by servers for applications using the NTLM Security Support Provider (SSP). The SSP Interface (SSPI) is used by applications that need authentication services. The setting does not modify how the authentication sequence works but instead require certain behaviors in applications that use the SSPI.

The recommended state for this setting is: Require NTLMv2 session security, Require 128-bit encryption.

**Note:** These values are dependent on the Network security: LAN Manager Authentication Level (Rule 2.3.11.7) security setting value.

Rationale:

You can enable all of the options for this policy setting to help protect network traffic that uses the NTLM Security Support Provider (NTLM SSP) from being exposed or tampered with by an attacker who has gained access to the same network. That is, these options help protect against man-in-the-middle attacks.

Impact:

NTLM connections will fail if NTLMv2 protocol and strong encryption (128-bit) are not **both** negotiated. Server applications that are enforcing these settings will be unable to communicate with older servers that do not support them.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa\MSV1\_0:NTLMMinServerSec

Remediation:

To establish the recommended configuration via GP, set the following UI path to Require NTLMv2 session security, Require 128-bit encryption:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\Network security: Minimum session security for NTLM SSP based (including secure RPC) servers

Default Value:

Require 128-bit encryption. (NTLM connections will fail if strong encryption (128-bit) is not negotiated.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/network-security-minimum-session-security-for-ntlm-ssp-based-including-secure-rpc-servers>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 12.5 Configure Monitoring Systems to Record Network Packets  Configure monitoring systems to record network packets passing through the boundary at each of the organization's network boundaries. |  | ● | ● |

2.3.12 Recovery console

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.3.13 Shutdown

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.3.14 System cryptography

This section contains recommendations related to system cryptography.

2.3.14.1 (L2) Ensure 'System cryptography: Force strong key protection for user keys stored on the computer' is set to 'User is prompted when the key is first used' or higher (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether users' private keys (such as their S-MIME keys) require a password to be used.

The recommended state for this setting is: User is prompted when the key is first used. Configuring this setting to User must enter a password each time they use a key also conforms to the benchmark.

Rationale:

If a user's account is compromised or their computer is inadvertently left unsecured the malicious user can use the keys stored for the user to access protected resources. You can configure this policy setting so that users must provide a password that is distinct from their domain password every time they use a key. This configuration makes it more difficult for an attacker to access locally stored user keys, even if the attacker takes control of the user's computer and determines their logon password.

Impact:

Users will have to enter their password the first time they access a key that is stored on their computer. For example, if users use an S-MIME certificate to digitally sign their e-mail they will be forced to enter the password for that certificate the first time that they send a signed e-mail message. For even stronger security, the value User must enter a password each time they use a key can be set, but the overhead that is involved using this configuration may be too high for some organizations.

Microsoft does not recommend enforcing this setting on servers due to the significant impact on manageability. For example, you may not be able to configure Remote Desktop Services to use SSL certificates. More information is available in the Windows PKI TechNet Blog here: [What is a strong key protection in Windows?](https://blogs.technet.microsoft.com/pki/2009/06/16/what-is-a-strong-key-protection-in-windows/).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Cryptography:ForceKeyProtection

Remediation:

To establish the recommended configuration via GP, set the following UI path to User is prompted when the key is first used (configuring to User must enter a password each time they use a key also conforms to the benchmark):

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\System cryptography: Force strong key protection for user keys stored on the computer

Default Value:

User input is not required when new keys are stored and used.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/system-cryptography-force-strong-key-protection-for-user-keys-stored-on-the-computer>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.11 Encrypt Sensitive Data at Rest  Encrypt sensitive data at rest on servers, applications, and databases containing sensitive data. Storage-layer encryption, also known as server-side encryption, meets the minimum requirement of this Safeguard. Additional encryption methods may include application-layer encryption, also known as client-side encryption, where access to the data storage device(s) does not permit access to the plain-text data. |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

2.3.15 System objects

This section contains recommendations related to system objects.

2.3.15.1 (L1) Ensure 'System objects: Require case insensitivity for non-Windows subsystems' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether case insensitivity is enforced for all subsystems. The Microsoft Win32 subsystem is case insensitive. However, the kernel supports case sensitivity for other subsystems, such as the Portable Operating System Interface for UNIX (POSIX). Because Windows is case insensitive (but the POSIX subsystem will support case sensitivity), failure to enforce this policy setting makes it possible for a user of the POSIX subsystem to create a file with the same name as another file by using mixed case to label it. Such a situation can block access to these files by another user who uses typical Win32 tools, because only one of the files will be available.

The recommended state for this setting is: Enabled.

Rationale:

Because Windows is case-insensitive but the POSIX subsystem will support case sensitivity, failure to enable this policy setting would make it possible for a user of that subsystem to create a file with the same name as another file but with a different mix of upper and lower case letters. Such a situation could potentially confuse users when they try to access such files from normal Win32 tools because only one of the files will be available.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Session Manager\Kernel:ObCaseInsensitive

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\System objects: Require case insensitivity for non-Windows subsystems

Default Value:

Enabled. (All subsystems will be forced to observe case insensitivity. This configuration may confuse users who are familiar with any UNIX-based operating systems that is case-sensitive.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/system-objects-require-case-insensitivity-for-non-windows-subsystems>

2.3.15.2 (L1) Ensure 'System objects: Strengthen default permissions of internal system objects (e.g. Symbolic Links)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the strength of the default discretionary access control list (DACL) for objects. Active Directory maintains a global list of shared system resources, such as DOS device names, mutexes, and semaphores. In this way, objects can be located and shared among processes. Each type of object is created with a default DACL that specifies who can access the objects and what permissions are granted.

The recommended state for this setting is: Enabled.

Rationale:

This setting determines the strength of the default DACL for objects. Windows maintains a global list of shared computer resources so that objects can be located and shared among processes. Each type of object is created with a default DACL that specifies who can access the objects and with what permissions.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Session Manager:ProtectionMode

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\System objects: Strengthen default permissions of internal system objects (e.g. Symbolic Links)

Default Value:

Enabled. (The default DACL is stronger, allowing users who are not administrators to read shared objects but not allowing these users to modify shared objects that they did not create.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/system-objects-strengthen-default-permissions-of-internal-system-objects>

2.3.16 System settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

2.3.17 User Account Control

This section contains recommendations related to User Account Control.

2.3.17.1 (L1) Ensure 'User Account Control: Admin Approval Mode for the Built-in Administrator account' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the behavior of Admin Approval Mode for the built-in Administrator account.

The recommended state for this setting is: Enabled.

Rationale:

One of the risks that the User Account Control feature introduced with Windows Vista is trying to mitigate is that of malicious software running under elevated credentials without the user or administrator being aware of its activity. An attack vector for these programs was to discover the password of the account named "Administrator" because that user account was created for all installations of Windows. To address this risk, in Windows Vista and newer, the built-in Administrator account is now disabled by default. In a default installation of a new computer, accounts with administrative control over the computer are initially set up in one of two ways:

* If the computer is not joined to a domain, the first user account you create has the equivalent permissions as a local administrator.
* If the computer is joined to a domain, no local administrator accounts are created. The Enterprise or Domain Administrator must log on to the computer and create one if a local administrator account is warranted.

Once Windows is installed, the built-in Administrator account may be manually enabled, but we strongly recommend that this account remain disabled.

Impact:

The built-in Administrator account uses Admin Approval Mode. Users that log on using the local Administrator account will be prompted for consent whenever a program requests an elevation in privilege, just like any other user would.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:FilterAdministratorToken

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Admin Approval Mode for the Built-in Administrator account

Default Value:

Disabled. (The built-in Administrator account runs all applications with full administrative privilege.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-admin-approval-mode-for-the-built-in-administrator-account>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |

2.3.17.2 (L1) Ensure 'User Account Control: Behavior of the elevation prompt for administrators in Admin Approval Mode' is set to 'Prompt for consent on the secure desktop' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the behavior of the elevation prompt for administrators.

The recommended state for this setting is: Prompt for consent on the secure desktop.

Rationale:

One of the risks that the UAC feature introduced with Windows Vista is trying to mitigate is that of malicious software running under elevated credentials without the user or administrator being aware of its activity. This setting raises awareness to the administrator of elevated privilege operations and permits the administrator to prevent a malicious program from elevating its privilege when the program attempts to do so.

Impact:

When an operation (including execution of a Windows binary) requires elevation of privilege, the user is prompted on the secure desktop to select either Permit or Deny. If the user selects Permit, the operation continues with the user's highest available privilege.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:ConsentPromptBehaviorAdmin

Remediation:

To establish the recommended configuration via GP, set the following UI path to Prompt for consent on the secure desktop:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Behavior of the elevation prompt for administrators in Admin Approval Mode

Default Value:

Prompt for consent for non-Windows binaries. (When an operation for a non-Microsoft application requires elevation of privilege, the user is prompted on the secure desktop to select either Permit or Deny. If the user selects Permit, the operation continues with the user's highest available privilege.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-behavior-of-the-elevation-prompt-for-administrators-in-admin-approval-mode>

2.3.17.3 (L1) Ensure 'User Account Control: Behavior of the elevation prompt for standard users' is set to 'Automatically deny elevation requests' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the behavior of the elevation prompt for standard users.

The recommended state for this setting is: Automatically deny elevation requests.

Rationale:

One of the risks that the User Account Control feature introduced with Windows Vista is trying to mitigate is that of malicious programs running under elevated credentials without the user or administrator being aware of their activity. This setting raises awareness to the user that a program requires the use of elevated privilege operations and requires that the user be able to supply administrative credentials in order for the program to run.

Impact:

When an operation requires elevation of privilege, a configurable access denied error message is displayed. An enterprise that is running desktops as standard user may choose this setting to reduce help desk calls.

**Note:** With this setting configured as recommended, the default error message displayed when a user attempts to perform an operation or run a program requiring privilege elevation (without Administrator rights) is "This program will not run. This program is blocked by group policy. For more information, contact your system administrator." Some users who are not used to seeing this message may believe that the operation or program they attempted to run is specifically blocked by group policy, as that is what the message seems to imply. This message may therefore result in user questions as to why that specific operation/program is blocked, when in fact, the problem is that they need to perform the operation or run the program with an Administrative account (or "Run as Administrator" if it is already an Administrator account), and they are not doing that.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:ConsentPromptBehaviorUser

Remediation:

To establish the recommended configuration via GP, set the following UI path to Automatically deny elevation requests:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Behavior of the elevation prompt for standard users

Default Value:

Prompt for credentials. (When an operation requires elevation of privilege, the user is prompted to enter an administrative user name and password. If the user enters valid credentials, the operation continues with the applicable privilege.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-behavior-of-the-elevation-prompt-for-standard-users>

2.3.17.4 (L1) Ensure 'User Account Control: Detect application installations and prompt for elevation' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the behavior of application installation detection for the computer.

The recommended state for this setting is: Enabled.

Rationale:

Some malicious software will attempt to install itself after being given permission to run. For example, malicious software with a trusted application shell. The user may have given permission for the program to run because the program is trusted, but if they are then prompted for installation of an unknown component this provides another way of trapping the software before it can do damage

Impact:

When an application installation package is detected that requires elevation of privilege, the user is prompted to enter an administrative user name and password. If the user enters valid credentials, the operation continues with the applicable privilege.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:EnableInstallerDetection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Detect application installations and prompt for elevation

Default Value:

Disabled. (Default for enterprise. Application installation packages are not detected and prompted for elevation.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-detect-application-installations-and-prompt-for-elevation>

2.3.17.5 (L1) Ensure 'User Account Control: Only elevate UIAccess applications that are installed in secure locations' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether applications that request to run with a User Interface Accessibility (UIAccess) integrity level must reside in a secure location in the file system. Secure locations are limited to the following:

* …\Program Files\, including subfolders
* …\Windows\System32\
* …\Program Files (x86)\, including subfolders (for 64-bit versions of Windows)

**Note:** Windows enforces a public key infrastructure (PKI) signature check on any interactive application that requests to run with a UIAccess integrity level regardless of the state of this security setting.

The recommended state for this setting is: Enabled.

Rationale:

UIAccess Integrity allows an application to bypass User Interface Privilege Isolation (UIPI) restrictions when an application is elevated in privilege from a standard user to an administrator. This is required to support accessibility features such as screen readers that are transmitting user interfaces to alternative forms. A process that is started with UIAccess rights has the following abilities:

* To set the foreground window.
* To drive any application window using SendInput function.
* To use read input for all integrity levels using low-level hooks, raw input, GetKeyState, GetAsyncKeyState, and GetKeyboardInput.
* To set journal hooks.
* To uses AttachThreadInput to attach a thread to a higher integrity input queue.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:EnableSecureUIAPaths

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Only elevate UIAccess applications that are installed in secure locations

Default Value:

Enabled. (If an application resides in a secure location in the file system, it runs only with UIAccess integrity.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-only-elevate-uiaccess-applications-that-are-installed-in-secure-locations>

2.3.17.6 (L1) Ensure 'User Account Control: Run all administrators in Admin Approval Mode' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the behavior of all User Account Control (UAC) policy settings for the computer. If you change this policy setting, you must restart your computer.

The recommended state for this setting is: Enabled.

**Note:** If this policy setting is disabled, the Security Center notifies you that the overall security of the operating system has been reduced.

Rationale:

This is the setting that turns on or off UAC. If this setting is disabled, UAC will not be used and any security benefits and risk mitigations that are dependent on UAC will not be present on the system.

Impact:

None - this is the default behavior. Users and administrators will need to learn to work with UAC prompts and adjust their work habits to use least privilege operations.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:EnableLUA

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Run all administrators in Admin Approval Mode

Default Value:

Enabled. (Admin Approval Mode is enabled. This policy must be enabled and related UAC policy settings must also be set appropriately to allow the built-in Administrator account and all other users who are members of the Administrators group to run in Admin Approval Mode.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-run-all-administrators-in-admin-approval-mode>

2.3.17.7 (L1) Ensure 'User Account Control: Switch to the secure desktop when prompting for elevation' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether the elevation request prompt is displayed on the interactive user's desktop or the secure desktop.

The recommended state for this setting is: Enabled.

Rationale:

Standard elevation prompt dialog boxes can be spoofed, which may cause users to disclose their passwords to malicious software. The secure desktop presents a very distinct appearance when prompting for elevation, where the user desktop dims, and the elevation prompt UI is more prominent. This increases the likelihood that users who become accustomed to the secure desktop will recognize a spoofed elevation prompt dialog box and not fall for the trick.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:PromptOnSecureDesktop

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Switch to the secure desktop when prompting for elevation

Default Value:

Enabled. (All elevation requests go to the secure desktop regardless of prompt behavior policy settings for administrators and standard users.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-switch-to-the-secure-desktop-when-prompting-for-elevation>

2.3.17.8 (L1) Ensure 'User Account Control: Virtualize file and registry write failures to per-user locations' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether application write failures are redirected to defined registry and file system locations. This policy setting mitigates applications that run as administrator and write run-time application data to:

* %ProgramFiles%
* %windir%
* %windir%\System32
* HKEY\_LOCAL\_MACHINE\SOFTWARE

The recommended state for this setting is: Enabled.

Rationale:

This setting reduces vulnerabilities by ensuring that legacy applications only write data to permitted locations.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:EnableVirtualization

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Windows Settings\Security Settings\Local Policies\Security Options\User Account Control: Virtualize file and registry write failures to per-user locations

Default Value:

Enabled. (Application write failures are redirected at run time to defined user locations for both the file system and registry.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/user-account-control-virtualize-file-and-registry-write-failures-to-per-user-locations>

3 Event Log

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

4 Restricted Groups

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

5 System Services

This section contains recommendations for system services.

5.1 (L2) Ensure 'Bluetooth Audio Gateway Service (BTAGService)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Service supporting the audio gateway role of the Bluetooth Handsfree Profile.

The recommended state for this setting is: Disabled.

Rationale:

Bluetooth technology has inherent security risks - especially prior to the v2.1 standard. Wireless Bluetooth traffic is not well encrypted (if at all), so in a high-security environment, it should not be permitted, in spite of the added inconvenience of not being able to use Bluetooth devices.

Impact:

Bluetooth hands-free devices will not function properly with the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\BTAGService:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Bluetooth Audio Gateway Service

**Note:** This service was first introduced in Windows 10 Release 1803. It appears to have replaced the older Bluetooth Handsfree Service (BthHFSrv), which was removed from Windows in that release (it is not simply a rename, but a different service).

Default Value:

Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.2 (L2) Ensure 'Bluetooth Support Service (bthserv)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

The Bluetooth service supports discovery and association of remote Bluetooth devices.

The recommended state for this setting is: Disabled.

Rationale:

Bluetooth technology has inherent security risks - especially prior to the v2.1 standard. Wireless Bluetooth traffic is not well encrypted (if at all), so in a high-security environment, it should not be permitted, in spite of the added inconvenience of not being able to use Bluetooth devices.

Impact:

Already installed Bluetooth devices may fail to operate properly and new devices may be prevented from being discovered or associated. If Bluetooth devices were installed, then some Windows components, such as Devices and Printers, may fail to operate correctly - including hanging/freezing when opened. The solution, besides re-enabling this service, is to disable or delete the offending Bluetooth device(s) in Device Manager, or disable the device altogether via the system BIOS (if it is an on-board Bluetooth device).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\bthserv:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Bluetooth Support Service

Default Value:

Windows 7: Manual

Windows 8.0 and newer: Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.3 (L1) Ensure 'Computer Browser (Browser)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Maintains an updated list of computers on the network and supplies this list to computers designated as browsers.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** In Windows 8.1 and Windows 10, this service is bundled with the SMB 1.0/CIFS File Sharing Support optional feature. As a result, removing that feature (highly recommended unless backward compatibility is needed to XP/2003 and older Windows OSes - see [Stop using SMB1 | Storage at Microsoft](https://blogs.technet.microsoft.com/filecab/2016/09/16/stop-using-smb1/)) will also remediate this recommendation. The feature is not installed by default starting with Windows 10 R1709.

Rationale:

This is a legacy service - its sole purpose is to maintain a list of computers and their network shares in the environment (i.e. "Network Neighborhood"). If enabled, it generates a lot of unnecessary traffic, including "elections" to see who gets to be the "master browser". This noisy traffic could also aid malicious attackers in discovering online machines, because the service also allows anyone to "browse" for shared resources without any authentication. This service used to be running by default in older Windows versions (e.g. Windows XP), but today it only remains for backward compatibility for very old software that requires it.

Impact:

The list of computers and their shares on the network will not be updated or maintained.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Browser:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Computer Browser

Default Value:

Windows 7: Manual

Windows 8.0 through Windows 10 R1703: Manual (Trigger Start)

Windows 10 R1709 and newer: Not Installed (Manual (Trigger Start) when installed)

References:

1. <https://blogs.technet.microsoft.com/filecab/2016/09/16/stop-using-smb1/>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.4 (L2) Ensure 'Downloaded Maps Manager (MapsBroker)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Windows service for application access to downloaded maps. This service is started on-demand by application accessing downloaded maps.

Rationale:

Mapping technologies can unwillingly reveal your location to attackers and other software that picks up the information. In addition, automatic downloads of data from 3rd-party sources should be minimized when not needed. Therefore this service should not be needed in high security environments.

Impact:

Applications will be prevented from accessing maps data.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\MapsBroker:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Downloaded Maps Manager

Default Value:

Automatic (Delayed Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.5 (L2) Ensure 'Geolocation Service (lfsvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service monitors the current location of the system and manages geofences (a geographical location with associated events).

The recommended state for this setting is: Disabled.

Rationale:

This setting affects the location feature (e.g. GPS or other location tracking). From a security perspective, it’s not a good idea to reveal your location to software in most cases, but there are legitimate uses, such as mapping software. However, they should not be used in high security environments.

Impact:

Applications will be unable to use or receive notifications for geolocation or geofences.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\lfsvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Geolocation Service

Default Value:

Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.6 (L1) Ensure 'IIS Admin Service (IISADMIN)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Enables the server to administer the IIS metabase. The IIS metabase stores configuration for the SMTP and FTP services.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Internet Information Services).

**Note #2:** An organization may choose to selectively grant exceptions to web developers to allow IIS (or another web server) on their workstation, in order for them to locally test & develop web pages. However, the organization should track those machines and ensure the security controls and mitigations are kept up to date, to reduce risk of compromise.

Rationale:

Hosting a website from a workstation is an increased security risk, as the attack surface of that workstation is then greatly increased. If proper security mitigations are not followed, the chance of successful attack increases significantly.

**Note:** This security concern applies to any web server application installed on a workstation, not just IIS.

Impact:

IIS will not function, including Web, SMTP or FTP services.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\IISADMIN:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\IIS Admin Service

Default Value:

Not Installed (Automatic when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.7 (L1) Ensure 'Infrared monitor service (irmon)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Detects other Infrared devices that are in range and launches the file transfer application.

The recommended state for this setting is: Disabled or Not Installed.

Rationale:

Infrared connections can potentially be a source of data compromise - especially via the automatic "file transfer application" functionality. Enterprise-managed systems should utilize a more secure method of connection than infrared.

Impact:

Infrared file transfers will be prevented from working.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\irmon:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Infrared monitor service

Default Value:

Windows 10 R1607 through Windows 10 R1809: Manual

Windows 10 R1903 and newer: Not Installed (Manual when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.8 (L1) Ensure 'Internet Connection Sharing (ICS) (SharedAccess)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Provides network access translation, addressing, name resolution and/or intrusion prevention services for a home or small office network.

The recommended state for this setting is: Disabled.

Rationale:

Internet Connection Sharing (ICS) is a feature that allows someone to "share" their Internet connection with other machines on the network - it was designed for home or small office environments where only one machine has Internet access - it effectively turns that machine into an Internet router. This feature causes the bridging of networks and likely bypassing other, more secure pathways. It should not be used on any enterprise-managed system.

Impact:

Internet Connection Sharing (ICS) will not be available. Wireless connections using Miracast will also be prevented.

**Note:** This service is a prerequisite for the Microsoft Defender Application Guard feature in Windows 10, so an exception should be made to this recommendation if intending to use Microsoft Defender Application Guard.

**Note #2:** If your organization is using Windows Subsystem for Linux (WSL) this service is needed for WSL to function, so an exception should be made to this recommendation. For more information, please visit the following Microsoft Blog: [Troubleshooting Windows Subsystem for Linux | Microsoft Docs](https://docs.microsoft.com/en-us/windows/wsl/troubleshooting#wsl-2-errors-when-ics-is-disabled)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\SharedAccess:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Internet Connection Sharing (ICS)

Default Value:

Windows 7 through Windows 8.1: Disabled

Windows 10 R1507 and R1511: Manual

Windows 10 R1607 and newer: Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.9 (L2) Ensure 'Link-Layer Topology Discovery Mapper (lltdsvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Creates a Network Map, consisting of PC and device topology (connectivity) information, and metadata describing each PC and device.

The recommended state for this setting is: Disabled.

Rationale:

The feature that this service enables could potentially be used for unauthorized discovery and connection to network devices. Disabling the service helps to prevent responses to requests for network topology discovery in high security environments.

Impact:

The Network Map will not function properly.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\lltdsvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Link-Layer Topology Discovery Mapper

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.10 (L1) Ensure 'LxssManager (LxssManager)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The LXSS Manager service supports running native ELF binaries. The service provides the infrastructure necessary for ELF binaries to run on Windows.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Windows Subsystem for Linux).

Rationale:

The Linux Subsystem (LXSS) Manager allows full system access to Linux applications on Windows, including the file system. While this can certainly have some functionality and performance benefits for running those applications, it also creates new security risks in the event that a hacker injects malicious code into a Linux application. For best security, it is preferred to run Linux applications on Linux, and Windows applications on Windows.

Impact:

The Linux Subsystem will not be available, and native ELF binaries will no longer run.

**Note:** If your organization has made an exception to this recommendation and is using Windows Subsystem for Linux (WSL), the Internet Connection Sharing (ICS) (SharedAccess) service will need to be Enabled for WSL to function. For more information, please visit the following Microsoft Blog: [Troubleshooting Windows Subsystem for Linux | Microsoft Docs](https://docs.microsoft.com/en-us/windows/wsl/troubleshooting#wsl-2-errors-when-ics-is-disabled)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LxssManager:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\LxssManager

Default Value:

Not Installed (Manual when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.11 (L1) Ensure 'Microsoft FTP Service (FTPSVC)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Enables the server to be a File Transfer Protocol (FTP) server.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Internet Information Services - FTP Server).

Rationale:

Hosting an FTP server (especially a non-secure FTP server) from a workstation is an increased security risk, as the attack surface of that workstation is then greatly increased.

**Note:** This security concern applies to any FTP server application installed on a workstation, not just IIS.

Impact:

The computer will not function as an FTP server.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\FTPSVC:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Microsoft FTP Service

Default Value:

Not Installed (Automatic when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.12 (L2) Ensure 'Microsoft iSCSI Initiator Service (MSiSCSI)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Manages Internet SCSI (iSCSI) sessions from this computer to remote target devices.

The recommended state for this setting is: Disabled.

Rationale:

This service is critically necessary in order to directly attach to an iSCSI device. However, iSCSI itself uses a very weak authentication protocol (CHAP), which means that the passwords for iSCSI communication are easily exposed, unless all of the traffic is isolated and/or encrypted using another technology like IPsec. This service is generally more appropriate for servers in a controlled environment then on workstations requiring high security.

Impact:

The computer will not be able to directly login to or access iSCSI targets.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\MSiSCSI:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Microsoft iSCSI Initiator Service

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.13 (L1) Ensure 'OpenSSH SSH Server (sshd)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

SSH protocol based service to provide secure encrypted communications between two untrusted hosts over an insecure network.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but it is installed by enabling an optional Windows feature (OpenSSH Server).

Rationale:

Hosting an SSH server from a workstation is an increased security risk, as the attack surface of that workstation is then greatly increased.

**Note:** This security concern applies to any SSH server application installed on a workstation, not just the one supplied with Windows.

Impact:

The workstation will not be permitted to be a SSH host server.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\sshd:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\OpenSSH SSH Server

Default Value:

Not Installed (Manual when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.14 (L2) Ensure 'Peer Name Resolution Protocol (PNRPsvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Enables serverless peer name resolution over the Internet using the Peer Name Resolution Protocol (PNRP).

The recommended state for this setting is: Disabled.

Rationale:

Peer Name Resolution Protocol is a distributed and (mostly) serverless way to handle name resolution of clients with each other. In a high security environment, it is more secure to rely on centralized name resolution methods maintained by authorized staff.

Impact:

Some peer-to-peer and collaborative applications, such as Remote Assistance, may not function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\PNRPsvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Peer Name Resolution Protocol

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.15 (L2) Ensure 'Peer Networking Grouping (p2psvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Enables multi-party communication using Peer-to-Peer Grouping.

The recommended state for this setting is: Disabled.

Rationale:

Peer Name Resolution Protocol is a distributed and (mostly) serverless way to handle name resolution of clients with each other. In a high security environment, it is more secure to rely on centralized name resolution methods maintained by authorized staff.

Impact:

Some applications, such as HomeGroup, may not function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\p2psvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Peer Networking Grouping

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.16 (L2) Ensure 'Peer Networking Identity Manager (p2pimsvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Provides identity services for the Peer Name Resolution Protocol (PNRP) and Peer-to-Peer Grouping services.

The recommended state for this setting is: Disabled.

Rationale:

Peer Name Resolution Protocol is a distributed and (mostly) serverless way to handle name resolution of clients with each other. In a high security environment, it is more secure to rely on centralized name resolution methods maintained by authorized staff.

Impact:

The Peer Name Resolution Protocol (PNRP) and Peer-to-Peer Grouping services may not function, and some applications, such as HomeGroup and Remote Assistance, may not function correctly.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\p2pimsvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Peer Networking Identity Manager

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.17 (L2) Ensure 'PNRP Machine Name Publication Service (PNRPAutoReg)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service publishes a machine name using the Peer Name Resolution Protocol. Configuration is managed via the netsh context ‘p2p pnrp peer’.

The recommended state for this setting is: Disabled.

Rationale:

Peer Name Resolution Protocol is a distributed and (mostly) serverless way to handle name resolution of clients with each other. In a high security environment, it is more secure to rely on centralized name resolution methods maintained by authorized staff.

Impact:

Some peer-to-peer and collaborative applications, such as Remote Assistance, may not function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\PNRPAutoReg:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\PNRP Machine Name Publication Service

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.18 (L2) Ensure 'Print Spooler (Spooler)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service spools print jobs and handles interaction with printers.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, unnecessary services especially those with known vulnerabilities should be disabled.

Disabling the Print Spooler (Spooler) service mitigates the PrintNightmare vulnerability ([CVE-2021-34527](https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527)) and other attacks against the service.

Impact:

Users will not be able to print, including printing to files (such as Adobe Portable Document Format (PDF)) which uses the Print Spooler service.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Spooler:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled:

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Print Spooler

Default Value:

Automatic

References:

1. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.19 (L2) Ensure 'Problem Reports and Solutions Control Panel Support (wercplsupport)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service provides support for viewing, sending and deletion of system-level problem reports for the Problem Reports and Solutions control panel.

The recommended state for this setting is: Disabled.

Rationale:

This service is involved in the process of displaying/reporting issues & solutions to/from Microsoft. In a high security environment, preventing this information from being sent can help reduce privacy concerns for sensitive corporate information.

Impact:

Sending and viewing system-level problem reports and solutions to and from Microsoft may no longer function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\wercplsupport:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Problem Reports and Solutions Control Panel Support

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.20 (L2) Ensure 'Remote Access Auto Connection Manager (RasAuto)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Creates a connection to a remote network whenever a program references a remote DNS or NetBIOS name or address.

The recommended state for this setting is: Disabled.

Rationale:

The function of this service is to provide a "demand dial" type of functionality. In a high security environment, it is preferred that any remote "dial" connections (whether they be legacy dial-in POTS or VPN) are initiated by the **user**, not automatically by the system.

Impact:

"Dial on demand" functionality will no longer operate - remote dial-in (POTS) and VPN connections must be initiated manually by the user.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\RasAuto:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Access Auto Connection Manager

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.21 (L2) Ensure 'Remote Desktop Configuration (SessionEnv)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Remote Desktop Configuration service (RDCS) is responsible for all Remote Desktop related configuration and session maintenance activities that require SYSTEM context. These include per-session temporary folders, RD themes, and RD certificates.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, Remote Desktop access is an increased security risk. For these environments, only local console access should be permitted.

Impact:

Users will be unable to use Remote Assistance.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\SessionEnv:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Desktop Configuration

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.22 (L2) Ensure 'Remote Desktop Services (TermService)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Allows users to connect interactively to a remote computer. Remote Desktop and Remote Desktop Session Host Server depend on this service.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, Remote Desktop access is an increased security risk. For these environments, only local console access should be permitted.

Impact:

Remote Desktop Services will not be available on the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\TermService:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Desktop Services

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.23 (L2) Ensure 'Remote Desktop Services UserMode Port Redirector (UmRdpService)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Allows the redirection of Printers/Drives/Ports for RDP connections.

The recommended state for this setting is: Disabled.

Rationale:

In a security-sensitive environment, it is desirable to reduce the possible attack surface - preventing the redirection of COM, LPT and PnP ports will reduce the number of unexpected avenues for data exfiltration and/or malicious code transfer within an RDP session.

Impact:

Printers, drives and ports (COM, LPT, PnP, etc.) will not be allowed to be redirected inside RDP sessions.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\UmRdpService:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Desktop Services UserMode Port Redirector

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.24 (L1) Ensure 'Remote Procedure Call (RPC) Locator (RpcLocator)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In Windows 2003 and older versions of Windows, the Remote Procedure Call (RPC) Locator service manages the RPC name service database. In Windows Vista and newer versions of Windows, this service does not provide any functionality and is present for application compatibility.

The recommended state for this setting is: Disabled.

Rationale:

This is a legacy service that has no value or purpose other than application compatibility for very old software. It should be disabled unless there is a specific old application still in use on the system that requires it.

Impact:

No impact, unless an old, legacy application requires it.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\RpcLocator:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Procedure Call (RPC) Locator

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.25 (L2) Ensure 'Remote Registry (RemoteRegistry)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Enables remote users to view and modify registry settings on this computer.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, exposing the registry to remote access is an increased security risk.

Impact:

The registry can be viewed and modified only by users on the computer.

**Note:** Many remote administration tools, such as System Center Configuration Manager (SCCM), require the Remote Registry service to be operational for remote management. In addition, many vulnerability scanners use this service to access the registry remotely.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\RemoteRegistry:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Remote Registry

Default Value:

Windows 7: Manual

Windows 8.0 and newer: Disabled

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.26 (L1) Ensure 'Routing and Remote Access (RemoteAccess)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Offers routing services to businesses in local area and wide area network environments.

The recommended state for this setting is: Disabled.

Rationale:

This service's main purpose is to provide Windows router functionality - this is not an appropriate use of workstations in an enterprise managed environment.

Impact:

The computer will not be able to be configured as a Windows router between different connections.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\RemoteAccess:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Routing and Remote Access

Default Value:

Disabled

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.27 (L2) Ensure 'Server (LanmanServer)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Supports file, print, and named-pipe sharing over the network for this computer. If this service is stopped, these functions will be unavailable.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, a secure workstation should only be a client, not a server. Sharing workstation resources for remote access increases security risk as the attack surface is notably higher.

Impact:

File, print and named-pipe sharing functions will be unavailable from this machine over the network.

**Note:** Many remote administration tools, such as System Center Configuration Manager (SCCM), require the Server service to be operational for remote management. In addition, many vulnerability scanners use this service to scan the file system remotely.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanServer:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Server

Default Value:

Windows 7 through Windows 10 R1703: Automatic

Windows 10 R1709 and newer: Automatic (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.28 (L1) Ensure 'Simple TCP/IP Services (simptcp)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Supports the following TCP/IP services: Character Generator, Daytime, Discard, Echo, and Quote of the Day.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Simple TCPIP services (i.e. echo, daytime etc)).

Rationale:

The Simple TCP/IP Services have very little purpose in a modern enterprise environment - allowing them might increase exposure and risk for attack.

Impact:

The Simple TCP/IP services (Character Generator, Daytime, Discard, Echo and Quote of the Day) will not be available.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\simptcp:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Simple TCP/IP Services

Default Value:

Not Installed (Automatic when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.29 (L2) Ensure 'SNMP Service (SNMP)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Enables Simple Network Management Protocol (SNMP) requests to be processed by this computer.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Simple Network Management Protocol (SNMP)).

Rationale:

Features that enable inbound network connections increase the attack surface. In a high security environment, management of secure workstations should be handled locally.

Impact:

The computer will be unable to process SNMP requests.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\SNMP:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\SNMP Service

Default Value:

Not Installed (Automatic when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.30 (L1) Ensure 'Special Administration Console Helper (sacsvr)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This service allows administrators to remotely access a command prompt using Emergency Management Services.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but it is installed by enabling an optional Windows capability (Windows Emergency Management Services and Serial Console).

Rationale:

Allowing the use of a remotely accessible command prompt that provides the ability to perform remote management tasks on a computer is a security risk.

Impact:

Users will not have access to a remote command prompt using Emergency Management Services.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\sacsvr:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Special Administration Console Helper

Default Value:

Not Installed (Manual when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.31 (L1) Ensure 'SSDP Discovery (SSDPSRV)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Discovers networked devices and services that use the SSDP discovery protocol, such as UPnP devices. Also announces SSDP devices and services running on the local computer.

The recommended state for this setting is: Disabled.

Rationale:

Universal Plug n Play (UPnP) is a real security risk - it allows automatic discovery and attachment to network devices. Note that UPnP is different than regular Plug n Play (PnP). Workstations should not be advertising their services (or automatically discovering and connecting to networked services) in a security-conscious enterprise managed environment.

Impact:

SSDP-based devices will not be discovered.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\SSDPSRV:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\SSDP Discovery

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.32 (L1) Ensure 'UPnP Device Host (upnphost)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Allows UPnP devices to be hosted on this computer.

The recommended state for this setting is: Disabled.

Rationale:

Universal Plug n Play (UPnP) is a real security risk - it allows automatic discovery and attachment to network devices. Notes that UPnP is different than regular Plug n Play (PnP). Workstations should not be advertising their services (or automatically discovering and connecting to networked services) in a security-conscious enterprise managed environment.

Impact:

Any hosted UPnP devices will stop functioning and no additional hosted devices can be added.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\upnphost:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\UPnP Device Host

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.33 (L1) Ensure 'Web Management Service (WMSvc)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The Web Management Service enables remote and delegated management capabilities for administrators to manage for the Web server, sites and applications present on the machine.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Internet Information Services - Web Management Tools - IIS Management Service).

Rationale:

Remote web administration of IIS on a workstation is an increased security risk, as the attack surface of that workstation is then greatly increased. If proper security mitigations are not followed, the chance of successful attack increases significantly.

Impact:

Remote web-based management of IIS will not be available.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WMSvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Web Management Service

Default Value:

Not Installed (Manual when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.34 (L2) Ensure 'Windows Error Reporting Service (WerSvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Allows errors to be reported when programs stop working or responding and allows existing solutions to be delivered. Also allows logs to be generated for diagnostic and repair services.

The recommended state for this setting is: Disabled.

Rationale:

If a Windows Error occurs in a secure, enterprise managed environment, the error should be reported directly to IT staff for troubleshooting and remediation. There is no benefit to the corporation to report these errors directly to Microsoft, and there is some risk of unknowingly exposing sensitive data as part of the error.

Impact:

If this service is stopped, error reporting might not work correctly and results of diagnostic services and repairs might not be displayed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WerSvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Error Reporting Service

Default Value:

Windows 7: Manual

Windows 8.0 and newer: Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.35 (L2) Ensure 'Windows Event Collector (Wecsvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service manages persistent subscriptions to events from remote sources that support WS-Management protocol. This includes Windows Vista event logs, hardware and IPMI-enabled event sources. The service stores forwarded events in a local Event Log.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, remote connections to secure workstations should be minimized, and management functions should be done locally.

Impact:

If this service is stopped or disabled event subscriptions cannot be created and forwarded events cannot be accepted.

**Note:** Many remote management tools and third-party security audit tools depend on this service.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Wecsvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Event Collector

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.36 (L1) Ensure 'Windows Media Player Network Sharing Service (WMPNetworkSvc)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Shares Windows Media Player libraries to other networked players and media devices using Universal Plug and Play.

The recommended state for this setting is: Disabled or Not Installed.

Rationale:

Network sharing of media from Media Player has no place in an enterprise managed environment.

Impact:

Windows Media Player libraries will not be shared over the network to other devices and systems.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WMPNetworkSvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Media Player Network Sharing Service

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.37 (L1) Ensure 'Windows Mobile Hotspot Service (icssvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Provides the ability to share a cellular data connection with another device.

The recommended state for this setting is: Disabled.

Rationale:

The capability to run a mobile hotspot from a domain-connected computer could easily expose the internal network to wardrivers or other hackers.

Impact:

The Windows Mobile Hotspot feature will not be available.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\icssvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Mobile Hotspot Service

Default Value:

Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.38 (L2) Ensure 'Windows Push Notifications System Service (WpnService)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service runs in session 0 and hosts the notification platform and connection provider which handles the connection between the device and WNS server.

The recommended state for this setting is: Disabled.

**Note:** In the first two releases of Windows 10 (R1507 & R1511), the display name of this service was initially named Windows Push Notifications Service - but it was renamed to Windows Push Notifications ***System*** Service starting with Windows 10 R1607.

Rationale:

Windows Push Notification Services (WNS) is a mechanism to receive 3rd-party notifications and updates from the cloud/Internet. In a high security environment, external systems, especially those hosted outside the organization, should be prevented from having an impact on the secure workstations.

Impact:

Live Tiles and other features will not get live updates.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WpnService:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Push Notifications System Service

Default Value:

Automatic

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.39 (L2) Ensure 'Windows PushToInstall Service (PushToInstall)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This service manages Apps that are pushed to the device from the Microsoft Store App running on other devices or the web.

The recommended state for this setting is: Disabled.

Rationale:

In a high security managed environment, application installations should be managed centrally by IT staff, not by end users.

Impact:

Users will not be able to push Apps to this device from the Microsoft Store running on other devices or the web.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\PushToInstall:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows PushToInstall Service (PushToInstall)

Default Value:

Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.40 (L2) Ensure 'Windows Remote Management (WS-Management) (WinRM)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Windows Remote Management (WinRM) service implements the WS-Management protocol for remote management. WS-Management is a standard web services protocol used for remote software and hardware management. The WinRM service listens on the network for WS-Management requests and processes them.

The recommended state for this setting is: Disabled.

Rationale:

Features that enable inbound network connections increase the attack surface. In a high security environment, management of secure workstations should be handled locally.

Impact:

The ability to remotely manage the system with WinRM will be lost.

**Note:** Many remote administration tools, such as System Center Configuration Manager (SCCM), may require the WinRM service to be operational for remote management.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WinRM:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Windows Remote Management (WS-Management)

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.41 (L1) Ensure 'World Wide Web Publishing Service (W3SVC)' is set to 'Disabled' or 'Not Installed' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Provides Web connectivity and administration through the Internet Information Services Manager.

The recommended state for this setting is: Disabled or Not Installed.

**Note:** This service is not installed by default. It is supplied with Windows, but is installed by enabling an optional Windows feature (Internet Information Services - World Wide Web Services).

**Note #2:** An organization may choose to selectively grant exceptions to web developers to allow IIS (or another web server) on their workstation, in order for them to locally test & develop web pages. However, the organization should track those machines and ensure the security controls and mitigations are kept up to date, to reduce risk of compromise.

Rationale:

Hosting a website from a workstation is an increased security risk, as the attack surface of that workstation is then greatly increased. If proper security mitigations are not followed, the chance of successful attack increases significantly.

**Note:** This security concern applies to any web server application installed on a workstation, not just IIS.

Impact:

IIS Web Services will not function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\W3SVC:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled or ensure the service is not installed.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\World Wide Web Publishing Service

Default Value:

Not Installed (Automatic when installed)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.42 (L1) Ensure 'Xbox Accessory Management Service (XboxGipSvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This service manages connected Xbox Accessories.

The recommended state for this setting is: Disabled.

Rationale:

Xbox Live is a gaming service and has no place in an enterprise managed environment (perhaps unless it is a gaming company).

Impact:

Connected Xbox accessories may not function.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\XboxGipSvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Xbox Accessory Management Service

Default Value:

Windows 10 R1703: Manual

Windows 10 R1709 and newer: Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.43 (L1) Ensure 'Xbox Live Auth Manager (XblAuthManager)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Provides authentication and authorization services for interacting with Xbox Live.

The recommended state for this setting is: Disabled.

Rationale:

Xbox Live is a gaming service and has no place in an enterprise managed environment (perhaps unless it is a gaming company).

Impact:

Connections to Xbox Live may fail and applications that interact with that service may also fail.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\XblAuthManager:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Xbox Live Auth Manager

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.44 (L1) Ensure 'Xbox Live Game Save (XblGameSave)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This service syncs save data for Xbox Live save enabled games.

The recommended state for this setting is: Disabled.

Rationale:

Xbox Live is a gaming service and has no place in an enterprise managed environment (perhaps unless it is a gaming company).

Impact:

Game save data will not upload to or download from Xbox Live.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\XblGameSave:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Xbox Live Game Save

Default Value:

Windows 10 R1507 and R1511: Manual

Windows 10 R1607 and newer: Manual (Trigger Start)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

5.45 (L1) Ensure 'Xbox Live Networking Service (XboxNetApiSvc)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This service supports the Windows.Networking.XboxLive application programming interface.

The recommended state for this setting is: Disabled.

Rationale:

Xbox Live is a gaming service and has no place in an enterprise managed environment (perhaps unless it is a gaming company).

Impact:

Connections to Xbox Live may fail and applications that interact with that service may also fail.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\XboxNetApiSvc:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to: Disabled.

Computer Configuration\Policies\Windows Settings\Security Settings\System Services\Xbox Live Networking Service

Default Value:

Manual

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

6 Registry

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

7 File System

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

8 Wired Network (IEEE 802.3) Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

9 Windows Defender Firewall with Advanced Security (formerly Windows Firewall with Advanced Security)

This section contains recommendations for configuring the Windows Firewall.

**Note:** In older versions of Microsoft Windows, this section was named Windows Firewall with Advanced Security, but it was renamed to Windows Defender Firewall with Advanced Security starting with Windows 10 Release 1709.

9.1 Domain Profile

This section contains recommendations for the Domain Profile of the Windows Firewall.

9.1.1 (L1) Ensure 'Windows Firewall: Domain: Firewall state' is set to 'On (recommended)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select On (recommended) to have Windows Firewall with Advanced Security use the settings for this profile to filter network traffic. If you select Off, Windows Firewall with Advanced Security will not use any of the firewall rules or connection security rules for this profile.

The recommended state for this setting is: On (recommended).

Rationale:

If the firewall is turned off all traffic will be able to access the system and an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile:EnableFirewall

Remediation:

To establish the recommended configuration via GP, set the following UI path to On (recommended):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Firewall state

Default Value:

On (recommended). (The Windows Firewall with Advanced Security will be active in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.1.2 (L1) Ensure 'Windows Firewall: Domain: Inbound connections' is set to 'Block (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for inbound connections that do not match an inbound firewall rule.

The recommended state for this setting is: Block (default).

Rationale:

If the firewall allows all traffic to access the system then an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile:DefaultInboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Block (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Inbound connections

Default Value:

Block (default). (The Windows Firewall with Advanced Security will block all inbound connections that do not match an inbound firewall rule in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.1.3 (L1) Ensure 'Windows Firewall: Domain: Outbound connections' is set to 'Allow (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for outbound connections that do not match an outbound firewall rule.

The recommended state for this setting is: Allow (default).

Rationale:

Some people believe that it is prudent to block all outbound connections except those specifically approved by the user or administrator. Microsoft disagrees with this opinion, blocking outbound connections by default will force users to deal with a large number of dialog boxes prompting them to authorize or block applications such as their web browser or instant messaging software. Additionally, blocking outbound traffic has little value because if an attacker has compromised the system they can reconfigure the firewall anyway.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile:DefaultOutboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Allow (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Outbound connections

Default Value:

Allow (default). (The Windows Firewall with Advanced Security will allow all outbound connections in this profile unless there is a firewall rule explicitly blocking it.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.1.4 (L1) Ensure 'Windows Firewall: Domain: Settings: Display a notification' is set to 'No' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select this option to have Windows Firewall with Advanced Security display notifications to the user when a program is blocked from receiving inbound connections.

The recommended state for this setting is: No.

**Note:** When the Apply local firewall rules setting is configured to No, it's recommended to also configure the Display a notification setting to No. Otherwise, users will continue to receive messages that ask if they want to unblock a restricted inbound connection, but the user's response will be ignored.

Rationale:

Firewall notifications can be complex and may confuse the end users, who would not be able to address the alert.

Impact:

Windows Firewall will not display a notification when a program is blocked from receiving inbound connections.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile:DisableNotifications

Remediation:

To establish the recommended configuration via GP, set the following UI path to No:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Settings Customize\Display a notification

Default Value:

Yes. (Windows Firewall with Advanced Security will display a notification when a program is blocked from receiving inbound connections.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.1.5 (L1) Ensure 'Windows Firewall: Domain: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\domainfw.log' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the path and name of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: %SystemRoot%\System32\logfiles\firewall\domainfw.log.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file will be stored in the specified file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile\Logging:LogFilePath

Remediation:

To establish the recommended configuration via GP, set the following UI path to %SystemRoot%\System32\logfiles\firewall\domainfw.log:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Logging Customize\Name

Default Value:

%SystemRoot%\System32\logfiles\firewall\pfirewall.log

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.1.6 (L1) Ensure 'Windows Firewall: Domain: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the size limit of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: 16,384 KB or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file size will be limited to the specified size, old events will be overwritten by newer ones when the limit is reached.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile\Logging:LogFileSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to 16,384 KB or greater:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Logging Customize\Size limit (KB)

Default Value:

4,096 KB.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.1.7 (L1) Ensure 'Windows Firewall: Domain: Logging: Log dropped packets' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security discards an inbound packet for any reason. The log records why and when the packet was dropped. Look for entries with the word DROP in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about dropped packets will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile\Logging:LogDroppedPackets

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Logging Customize\Log dropped packets

Default Value:

No (default). (Information about dropped packets will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.1.8 (L1) Ensure 'Windows Firewall: Domain: Logging: Log successful connections' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security allows an inbound connection. The log records why and when the connection was formed. Look for entries with the word ALLOW in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about successful connections will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\DomainProfile\Logging:LogSuccessfulConnections

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Domain Profile\Logging Customize\Log successful connections

Default Value:

No (default). (Information about successful connections will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.2 Private Profile

This section contains recommendations for the Private Profile of the Windows Firewall.

9.2.1 (L1) Ensure 'Windows Firewall: Private: Firewall state' is set to 'On (recommended)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select On (recommended) to have Windows Firewall with Advanced Security use the settings for this profile to filter network traffic. If you select Off, Windows Firewall with Advanced Security will not use any of the firewall rules or connection security rules for this profile.

The recommended state for this setting is: On (recommended).

Rationale:

If the firewall is turned off all traffic will be able to access the system and an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile:EnableFirewall

Remediation:

To establish the recommended configuration via GP, set the following UI path to On (recommended):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Firewall state

Default Value:

On (recommended). (The Windows Firewall with Advanced Security will be active in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.2.2 (L1) Ensure 'Windows Firewall: Private: Inbound connections' is set to 'Block (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for inbound connections that do not match an inbound firewall rule.

The recommended state for this setting is: Block (default).

Rationale:

If the firewall allows all traffic to access the system then an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile:DefaultInboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Block (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Inbound connections

Default Value:

Block (default). (The Windows Firewall with Advanced Security will block all inbound connections that do not match an inbound firewall rule in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.2.3 (L1) Ensure 'Windows Firewall: Private: Outbound connections' is set to 'Allow (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for outbound connections that do not match an outbound firewall rule.

The recommended state for this setting is: Allow (default).

**Note:** If you set Outbound connections to Block and then deploy the firewall policy by using a GPO, computers that receive the GPO settings cannot receive subsequent Group Policy updates unless you create and deploy an outbound rule that enables Group Policy to work. Predefined rules for Core Networking include outbound rules that enable Group Policy to work. Ensure that these outbound rules are active, and thoroughly test firewall profiles before deploying.

Rationale:

Some people believe that it is prudent to block all outbound connections except those specifically approved by the user or administrator. Microsoft disagrees with this opinion, blocking outbound connections by default will force users to deal with a large number of dialog boxes prompting them to authorize or block applications such as their web browser or instant messaging software. Additionally, blocking outbound traffic has little value because if an attacker has compromised the system they can reconfigure the firewall anyway.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile:DefaultOutboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Allow (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Outbound connections

Default Value:

Allow (default). (The Windows Firewall with Advanced Security will allow all outbound connections in this profile unless there is a firewall rule explicitly blocking it.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.2.4 (L1) Ensure 'Windows Firewall: Private: Settings: Display a notification' is set to 'No' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select this option to have Windows Firewall with Advanced Security display notifications to the user when a program is blocked from receiving inbound connections.

The recommended state for this setting is: No.

**Note:** When the Apply local firewall rules setting is configured to No, it's recommended to also configure the Display a notification setting to No. Otherwise, users will continue to receive messages that ask if they want to unblock a restricted inbound connection, but the user's response will be ignored.

Rationale:

Firewall notifications can be complex and may confuse the end users, who would not be able to address the alert.

Impact:

Windows Firewall will not display a notification when a program is blocked from receiving inbound connections.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile:DisableNotifications

Remediation:

To establish the recommended configuration via GP, set the following UI path to No:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Settings Customize\Display a notification

Default Value:

Yes. (Windows Firewall with Advanced Security will display a notification when a program is blocked from receiving inbound connections.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.2.5 (L1) Ensure 'Windows Firewall: Private: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\privatefw.log' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the path and name of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: %SystemRoot%\System32\logfiles\firewall\privatefw.log.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file will be stored in the specified file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile\Logging:LogFilePath

Remediation:

To establish the recommended configuration via GP, set the following UI path to %SystemRoot%\System32\logfiles\firewall\privatefw.log:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Logging Customize\Name

Default Value:

%SystemRoot%\System32\logfiles\firewall\pfirewall.log

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.2.6 (L1) Ensure 'Windows Firewall: Private: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the size limit of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: 16,384 KB or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file size will be limited to the specified size, old events will be overwritten by newer ones when the limit is reached.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile\Logging:LogFileSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to 16,384 KB or greater:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Logging Customize\Size limit (KB)

Default Value:

4,096 KB.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.2.7 (L1) Ensure 'Windows Firewall: Private: Logging: Log dropped packets' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security discards an inbound packet for any reason. The log records why and when the packet was dropped. Look for entries with the word DROP in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about dropped packets will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile\Logging:LogDroppedPackets

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Logging Customize\Log dropped packets

Default Value:

No (default). (Information about dropped packets will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.2.8 (L1) Ensure 'Windows Firewall: Private: Logging: Log successful connections' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security allows an inbound connection. The log records why and when the connection was formed. Look for entries with the word ALLOW in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about successful connections will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PrivateProfile\Logging:LogSuccessfulConnections

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Private Profile\Logging Customize\Log successful connections

Default Value:

No (default). (Information about successful connections will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.3 Public Profile

This section contains recommendations for the Public Profile of the Windows Firewall.

9.3.1 (L1) Ensure 'Windows Firewall: Public: Firewall state' is set to 'On (recommended)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select On (recommended) to have Windows Firewall with Advanced Security use the settings for this profile to filter network traffic. If you select Off, Windows Firewall with Advanced Security will not use any of the firewall rules or connection security rules for this profile.

The recommended state for this setting is: On (recommended).

Rationale:

If the firewall is turned off all traffic will be able to access the system and an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:EnableFirewall

Remediation:

To establish the recommended configuration via GP, set the following UI path to On (recommended):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Firewall state

Default Value:

On (recommended). (The Windows Firewall with Advanced Security will be active in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.3.2 (L1) Ensure 'Windows Firewall: Public: Inbound connections' is set to 'Block (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for inbound connections that do not match an inbound firewall rule.

The recommended state for this setting is: Block (default).

Rationale:

If the firewall allows all traffic to access the system then an attacker may be more easily able to remotely exploit a weakness in a network service.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:DefaultInboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Block (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Inbound connections

Default Value:

Block (default). (The Windows Firewall with Advanced Security will block all inbound connections that do not match an inbound firewall rule in this profile.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.3.3 (L1) Ensure 'Windows Firewall: Public: Outbound connections' is set to 'Allow (default)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines the behavior for outbound connections that do not match an outbound firewall rule.

The recommended state for this setting is: Allow (default).

**Note:** If you set Outbound connections to Block and then deploy the firewall policy by using a GPO, computers that receive the GPO settings cannot receive subsequent Group Policy updates unless you create and deploy an outbound rule that enables Group Policy to work. Predefined rules for Core Networking include outbound rules that enable Group Policy to work. Ensure that these outbound rules are active, and thoroughly test firewall profiles before deploying.

Rationale:

Some people believe that it is prudent to block all outbound connections except those specifically approved by the user or administrator. Microsoft disagrees with this opinion, blocking outbound connections by default will force users to deal with a large number of dialog boxes prompting them to authorize or block applications such as their web browser or instant messaging software. Additionally, blocking outbound traffic has little value because if an attacker has compromised the system they can reconfigure the firewall anyway.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:DefaultOutboundAction

Remediation:

To establish the recommended configuration via GP, set the following UI path to Allow (default):

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Outbound connections

Default Value:

Allow (default). (The Windows Firewall with Advanced Security will allow all outbound connections in this profile unless there is a firewall rule explicitly blocking it.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.3.4 (L1) Ensure 'Windows Firewall: Public: Settings: Display a notification' is set to 'No' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Select this option to have Windows Firewall with Advanced Security display notifications to the user when a program is blocked from receiving inbound connections.

The recommended state for this setting is: No.

Rationale:

Some organizations may prefer to avoid alarming users when firewall rules block certain types of network activity. However, notifications can be helpful when troubleshooting network issues involving the firewall.

Impact:

Windows Firewall will not display a notification when a program is blocked from receiving inbound connections.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:DisableNotifications

Remediation:

To establish the recommended configuration via GP, set the following UI path to 'No':

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Settings Customize\Display a notification

Default Value:

Yes. (Windows Firewall with Advanced Security will display a notification when a program is blocked from receiving inbound connections.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.3.5 (L1) Ensure 'Windows Firewall: Public: Settings: Apply local firewall rules' is set to 'No' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether local administrators are allowed to create local firewall rules that apply together with firewall rules configured by Group Policy.

The recommended state for this setting is: No.

**Note:** When the Apply local firewall rules setting is configured to No, it's recommended to also configure the Display a notification setting to No. Otherwise, users will continue to receive messages that ask if they want to unblock a restricted inbound connection, but the user's response will be ignored.

Rationale:

When in the Public profile, there should be no special local firewall exceptions per computer. These settings should be managed by a centralized policy.

Impact:

Administrators can still create firewall rules, but the rules will not be applied.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:AllowLocalPolicyMerge

Remediation:

To establish the recommended configuration via GP, set the following UI path to No:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Settings Customize\Apply local firewall rules

Default Value:

Yes (default). (Firewall rules created by administrators will be applied.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.3 Use Automated Tools to Verify Standard Device Configurations and Detect Changes  Compare all network device configuration against approved security configurations defined for each network device in use and alert when any deviations are discovered. |  | ● | ● |

9.3.6 (L1) Ensure 'Windows Firewall: Public: Settings: Apply local connection security rules' is set to 'No' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether local administrators are allowed to create connection security rules that apply together with connection security rules configured by Group Policy.

The recommended state for this setting is: No.

Rationale:

Users with administrative privileges might create firewall rules that expose the system to remote attack.

Impact:

Administrators can still create local connection security rules, but the rules will not be applied.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile:AllowLocalIPsecPolicyMerge

Remediation:

To establish the recommended configuration via GP, set the following UI path to No:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Settings Customize\Apply local connection security rules

Default Value:

Yes (default). (Local connection security rules created by administrators will be applied.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v7 | 11.2 Document Traffic Configuration Rules  All configuration rules that allow traffic to flow through network devices should be documented in a configuration management system with a specific business reason for each rule, a specific individual’s name responsible for that business need, and an expected duration of the need. |  | ● | ● |

9.3.7 (L1) Ensure 'Windows Firewall: Public: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\publicfw.log' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the path and name of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: %SystemRoot%\System32\logfiles\firewall\publicfw.log.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file will be stored in the specified file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile\Logging:LogFilePath

Remediation:

To establish the recommended configuration via GP, set the following UI path to %SystemRoot%\System32\logfiles\firewall\publicfw.log:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Logging Customize\Name

Default Value:

%SystemRoot%\System32\logfiles\firewall\pfirewall.log

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.3.8 (L1) Ensure 'Windows Firewall: Public: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to specify the size limit of the file in which Windows Firewall will write its log information.

The recommended state for this setting is: 16,384 KB or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

The log file size will be limited to the specified size, old events will be overwritten by newer ones when the limit is reached.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile\Logging:LogFileSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to 16,384 KB or greater:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Logging Customize\Size limit (KB)

Default Value:

4,096 KB.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.3.9 (L1) Ensure 'Windows Firewall: Public: Logging: Log dropped packets' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security discards an inbound packet for any reason. The log records why and when the packet was dropped. Look for entries with the word DROP in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about dropped packets will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile\Logging:LogDroppedPackets

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes:

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Logging Customize\Log dropped packets

Default Value:

No (default). (Information about dropped packets will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

9.3.10 (L1) Ensure 'Windows Firewall: Public: Logging: Log successful connections' is set to 'Yes' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Use this option to log when Windows Firewall with Advanced Security allows an inbound connection. The log records why and when the connection was formed. Look for entries with the word ALLOW in the action column of the log.

The recommended state for this setting is: Yes.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

Information about successful connections will be recorded in the firewall log file.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsFirewall\PublicProfile\Logging:LogSuccessfulConnections

Remediation:

To establish the recommended configuration via GP, set the following UI path to Yes.

Computer Configuration\Policies\Windows Settings\Security Settings\Windows Firewall with Advanced Security\Windows Firewall with Advanced Security\Windows Firewall Properties\Public Profile\Logging Customize\Log successful connections

Default Value:

No (default). (Information about successful connections will not be recorded in the firewall log file.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.5 Implement and Manage a Firewall on End-User Devices  Implement and manage a host-based firewall or port-filtering tool on end-user devices, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 9.4 Apply Host-based Firewalls or Port Filtering  Apply host-based firewalls or port filtering tools on end systems, with a default-deny rule that drops all traffic except those services and ports that are explicitly allowed. | ● | ● | ● |

10 Network List Manager Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

11 Wireless Network (IEEE 802.11) Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

12 Public Key Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

13 Software Restriction Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

14 Network Access Protection NAP Client Configuration

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

15 Application Control Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

16 IP Security Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

17 Advanced Audit Policy Configuration

This section contains recommendations for configuring the Windows audit facilities.

17.1 Account Logon

This section contains recommendations for configuring the Account Logon audit policy.

17.1.1 (L1) Ensure 'Audit Credential Validation' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports the results of validation tests on credentials submitted for a user account logon request. These events occur on the computer that is authoritative for the credentials. For domain accounts, the Domain Controller is authoritative, whereas for local accounts, the local computer is authoritative. In domain environments, most of the Account Logon events occur in the Security log of the Domain Controllers that are authoritative for the domain accounts. However, these events can occur on other computers in the organization when local accounts are used to log on. Events for this subcategory include:

* 4774: An account was mapped for logon.
* 4775: An account could not be mapped for logon.
* 4776: The Domain Controller attempted to validate the credentials for an account.
* 4777: The Domain Controller failed to validate the credentials for an account.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Account Logon\Audit Credential Validation

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.2 Account Management

This section contains recommendations for configuring the Account Management audit policy.

17.2.1 (L1) Ensure 'Audit Application Group Management' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to audit events generated by changes to application groups such as the following:

* Application group is created, changed, or deleted.
* Member is added or removed from an application group.

Application groups are utilized by Windows Authorization Manager, which is a flexible framework created by Microsoft for integrating role-based access control (RBAC) into applications. More information on Windows Authorization Manager is available at [MSDN - Windows Authorization Manager](https://msdn.microsoft.com/en-us/library/bb897401.aspx).

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing events in this category may be useful when investigating an incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Account Management\Audit Application Group Management

Default Value:

No Auditing.

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/audit-application-group-management>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.2.2 (L1) Ensure 'Audit Security Group Management' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports each event of security group management, such as when a security group is created, changed, or deleted or when a member is added to or removed from a security group. If you enable this Audit policy setting, administrators can track events to detect malicious, accidental, and authorized creation of security group accounts. Events for this subcategory include:

* 4727: A security-enabled global group was created.
* 4728: A member was added to a security-enabled global group.
* 4729: A member was removed from a security-enabled global group.
* 4730: A security-enabled global group was deleted.
* 4731: A security-enabled local group was created.
* 4732: A member was added to a security-enabled local group.
* 4733: A member was removed from a security-enabled local group.
* 4734: A security-enabled local group was deleted.
* 4735: A security-enabled local group was changed.
* 4737: A security-enabled global group was changed.
* 4754: A security-enabled universal group was created.
* 4755: A security-enabled universal group was changed.
* 4756: A member was added to a security-enabled universal group.
* 4757: A member was removed from a security-enabled universal group.
* 4758: A security-enabled universal group was deleted.
* 4764: A group's type was changed.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Account Management\Audit Security Group Management

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.6 Maintain an Inventory of Accounts  Maintain an inventory of all accounts organized by authentication system. |  | ● | ● |

17.2.3 (L1) Ensure 'Audit User Account Management' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports each event of user account management, such as when a user account is created, changed, or deleted; a user account is renamed, disabled, or enabled; or a password is set or changed. If you enable this Audit policy setting, administrators can track events to detect malicious, accidental, and authorized creation of user accounts. Events for this subcategory include:

* 4720: A user account was created.
* 4722: A user account was enabled.
* 4723: An attempt was made to change an account's password.
* 4724: An attempt was made to reset an account's password.
* 4725: A user account was disabled.
* 4726: A user account was deleted.
* 4738: A user account was changed.
* 4740: A user account was locked out.
* 4765: SID History was added to an account.
* 4766: An attempt to add SID History to an account failed.
* 4767: A user account was unlocked.
* 4780: The ACL was set on accounts which are members of administrators groups.
* 4781: The name of an account was changed:
* 4794: An attempt was made to set the Directory Services Restore Mode.
* 5376: Credential Manager credentials were backed up.
* 5377: Credential Manager credentials were restored from a backup.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Account Management\Audit User Account Management

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.3 Detailed Tracking

This section contains recommendations for configuring the Detailed Tracking audit policy.

17.3.1 (L1) Ensure 'Audit PNP Activity' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to audit when plug and play detects an external device.

The recommended state for this setting is to include: Success.

**Note:** A Windows 10, Server 2016 or newer OS is required to access and set this value in Group Policy.

Rationale:

Enabling this setting will allow a user to audit events when a device is plugged into a system. This can help alert IT staff if unapproved devices are plugged in.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Detailed Tracking\Audit PNP Activity

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.3.2 (L1) Ensure 'Audit Process Creation' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports the creation of a process and the name of the program or user that created it. Events for this subcategory include:

* 4688: A new process has been created.
* 4696: A primary token was assigned to process.

Refer to Microsoft Knowledge Base article 947226: [Description of security events in Windows Vista and in Windows Server 2008](https://support.microsoft.com/en-us/kb/947226) for the most recent information about this setting.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Detailed Tracking\Audit Process Creation

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.4 DS Access

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

17.5 Logon/Logoff

This section contains recommendations for configuring the Logon/Logoff audit policy.

17.5.1 (L1) Ensure 'Audit Account Lockout' is set to include 'Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports when a user's account is locked out as a result of too many failed logon attempts. Events for this subcategory include:

* 4625: An account failed to log on.

The recommended state for this setting is to include: Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Account Lockout

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.6 Maintain an Inventory of Accounts  Maintain an inventory of all accounts organized by authentication system. |  | ● | ● |

17.5.2 (L1) Ensure 'Audit Group Membership' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy allows you to audit the group membership information in the user’s logon token. Events in this subcategory are generated on the computer on which a logon session is created. For an interactive logon, the security audit event is generated on the computer that the user logged on to. For a network logon, such as accessing a shared folder on the network, the security audit event is generated on the computer hosting the resource.

The recommended state for this setting is to include: Success.

**Note:** A Windows 10, Server 2016 or newer OS is required to access and set this value in Group Policy.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Group Membership

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 4.8 Log and Alert on Changes to Administrative Group Membership  Configure systems to issue a log entry and alert when an account is added to or removed from any group assigned administrative privileges. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.6 Maintain an Inventory of Accounts  Maintain an inventory of all accounts organized by authentication system. |  | ● | ● |

17.5.3 (L1) Ensure 'Audit Logoff' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports when a user logs off from the system. These events occur on the accessed computer. For interactive logons, the generation of these events occurs on the computer that is logged on to. If a network logon takes place to access a share, these events generate on the computer that hosts the accessed resource. If you configure this setting to No auditing, it is difficult or impossible to determine which user has accessed or attempted to access organization computers. Events for this subcategory include:

* 4634: An account was logged off.
* 4647: User initiated logoff.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Logoff

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

17.5.4 (L1) Ensure 'Audit Logon' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports when a user attempts to log on to the system. These events occur on the accessed computer. For interactive logons, the generation of these events occurs on the computer that is logged on to. If a network logon takes place to access a share, these events generate on the computer that hosts the accessed resource. If you configure this setting to No auditing, it is difficult or impossible to determine which user has accessed or attempted to access organization computers. Events for this subcategory include:

* 4624: An account was successfully logged on.
* 4625: An account failed to log on.
* 4648: A logon was attempted using explicit credentials.
* 4675: SIDs were filtered.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Logon

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

17.5.5 (L1) Ensure 'Audit Other Logon/Logoff Events' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports other logon/logoff-related events, such as Remote Desktop Services session disconnects and reconnects, using RunAs to run processes under a different account, and locking and unlocking a workstation. Events for this subcategory include:

* 4649: A replay attack was detected.
* 4778: A session was reconnected to a Window Station.
* 4779: A session was disconnected from a Window Station.
* 4800: The workstation was locked.
* 4801: The workstation was unlocked.
* 4802: The screen saver was invoked.
* 4803: The screen saver was dismissed.
* 5378: The requested credentials delegation was disallowed by policy.
* 5632: A request was made to authenticate to a wireless network.
* 5633: A request was made to authenticate to a wired network.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Other Logon/Logoff Events

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

17.5.6 (L1) Ensure 'Audit Special Logon' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports when a special logon is used. A special logon is a logon that has administrator-equivalent privileges and can be used to elevate a process to a higher level. Events for this subcategory include:

* 4964 : Special groups have been assigned to a new logon.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Logon/Logoff\Audit Special Logon

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 16.13 Alert on Account Login Behavior Deviation  Alert when users deviate from normal login behavior, such as time-of-day, workstation location and duration. |  |  | ● |

17.6 Object Access

This section contains recommendations for configuring the Object Access audit policy.

17.6.1 (L1) Ensure 'Audit Detailed File Share' is set to include 'Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory allows you to audit attempts to access files and folders on a shared folder. Events for this subcategory include:

* 5145: network share object was checked to see whether client can be granted desired access.

The recommended state for this setting is to include: Failure

Rationale:

Auditing the Failures will log which unauthorized users attempted (and failed) to get access to a file or folder on a network share on this computer, which could possibly be an indication of malicious intent.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Object Access\Audit Detailed File Share

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.3 Configure Data Access Control Lists  Configure data access control lists based on a user’s need to know. Apply data access control lists, also known as access permissions, to local and remote file systems, databases, and applications. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 14.6 Protect Information through Access Control Lists  Protect all information stored on systems with file system, network share, claims, application, or database specific access control lists. These controls will enforce the principle that only authorized individuals should have access to the information based on their need to access the information as a part of their responsibilities. | ● | ● | ● |

17.6.2 (L1) Ensure 'Audit File Share' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to audit attempts to access a shared folder.

The recommended state for this setting is: Success and Failure.

**Note:** There are no system access control lists (SACLs) for shared folders. If this policy setting is enabled, access to all shared folders on the system is audited.

Rationale:

In an enterprise managed environment, workstations should have limited file sharing activity, as file servers would normally handle the overall burden of file sharing activities. Any unusual file sharing activity on workstations may therefore be useful in an investigation of potentially malicious activity.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Object Access\Audit File Share

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.3 Configure Data Access Control Lists  Configure data access control lists based on a user’s need to know. Apply data access control lists, also known as access permissions, to local and remote file systems, databases, and applications. | ● | ● | ● |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 14.6 Protect Information through Access Control Lists  Protect all information stored on systems with file system, network share, claims, application, or database specific access control lists. These controls will enforce the principle that only authorized individuals should have access to the information based on their need to access the information as a part of their responsibilities. | ● | ● | ● |

17.6.3 (L1) Ensure 'Audit Other Object Access Events' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to audit events generated by the management of task scheduler jobs or COM+ objects.

For scheduler jobs, the following are audited:

* Job created.
* Job deleted.
* Job enabled.
* Job disabled.
* Job updated.

For COM+ objects, the following are audited:

* Catalog object added.
* Catalog object updated.
* Catalog object deleted.

The recommended state for this setting is: Success and Failure.

Rationale:

The unexpected creation of scheduled tasks and COM+ objects could potentially be an indication of malicious activity. Since these types of actions are generally low volume, it may be useful to capture them in the audit logs for use during an investigation.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Object Access\Audit Other Object Access Events

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.6.4 (L1) Ensure 'Audit Removable Storage' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to audit user attempts to access file system objects on a removable storage device. A security audit event is generated only for all objects for all types of access requested. If you configure this policy setting, an audit event is generated each time an account accesses a file system object on a removable storage. Success audits record successful attempts and Failure audits record unsuccessful attempts. If you do not configure this policy setting, no audit event is generated when an account accesses a file system object on a removable storage.

The recommended state for this setting is: Success and Failure.

**Note:** A Windows 8.0, Server 2012 (non-R2) or newer OS is required to access and set this value in Group Policy.

Rationale:

Auditing removable storage may be useful when investigating an incident. For example, if an individual is suspected of copying sensitive information onto a USB drive.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Object Access\Audit Removable Storage

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.7 Policy Change

This section contains recommendations for configuring the Policy Change audit policy.

17.7.1 (L1) Ensure 'Audit Audit Policy Change' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports changes in audit policy including SACL changes. Events for this subcategory include:

* 4715: The audit policy (SACL) on an object was changed.
* 4719: System audit policy was changed.
* 4902: The Per-user audit policy table was created.
* 4904: An attempt was made to register a security event source.
* 4905: An attempt was made to unregister a security event source.
* 4906: The CrashOnAuditFail value has changed.
* 4907: Auditing settings on object were changed.
* 4908: Special Groups Logon table modified.
* 4912: Per User Audit Policy was changed.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Policy Change\Audit Audit Policy Change

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 5.5 Implement Automated Configuration Monitoring Systems  Utilize a Security Content Automation Protocol (SCAP) compliant configuration monitoring system to verify all security configuration elements, catalog approved exceptions, and alert when unauthorized changes occur. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.7.2 (L1) Ensure 'Audit Authentication Policy Change' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports changes in authentication policy. Events for this subcategory include:

* 4706: A new trust was created to a domain.
* 4707: A trust to a domain was removed.
* 4713: Kerberos policy was changed.
* 4716: Trusted domain information was modified.
* 4717: System security access was granted to an account.
* 4718: System security access was removed from an account.
* 4739: Domain Policy was changed.
* 4864: A namespace collision was detected.
* 4865: A trusted forest information entry was added.
* 4866: A trusted forest information entry was removed.
* 4867: A trusted forest information entry was modified.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Policy Change\Audit Authentication Policy Change

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 5.5 Implement Automated Configuration Monitoring Systems  Utilize a Security Content Automation Protocol (SCAP) compliant configuration monitoring system to verify all security configuration elements, catalog approved exceptions, and alert when unauthorized changes occur. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.7.3 (L1) Ensure 'Audit Authorization Policy Change' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports changes in authorization policy. Events for this subcategory include:

* 4704: A user right was assigned.
* 4705: A user right was removed.
* 4706: A new trust was created to a domain.
* 4707: A trust to a domain was removed.
* 4714: Encrypted data recovery policy was changed.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Policy Change\Audit Authorization Policy Change

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 5.5 Implement Automated Configuration Monitoring Systems  Utilize a Security Content Automation Protocol (SCAP) compliant configuration monitoring system to verify all security configuration elements, catalog approved exceptions, and alert when unauthorized changes occur. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.7.4 (L1) Ensure 'Audit MPSSVC Rule-Level Policy Change' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory determines whether the operating system generates audit events when changes are made to policy rules for the Microsoft Protection Service (MPSSVC.exe). Events for this subcategory include:

* 4944: The following policy was active when the Windows Firewall started.
* 4945: A rule was listed when the Windows Firewall started.
* 4946: A change has been made to Windows Firewall exception list. A rule was added.
* 4947: A change has been made to Windows Firewall exception list. A rule was modified.
* 4948: A change has been made to Windows Firewall exception list. A rule was deleted.
* 4949: Windows Firewall settings were restored to the default values.
* 4950: A Windows Firewall setting has changed.
* 4951: A rule has been ignored because its major version number was not recognized by Windows Firewall.
* 4952: Parts of a rule have been ignored because its minor version number was not recognized by Windows Firewall. The other parts of the rule will be enforced.
* 4953: A rule has been ignored by Windows Firewall because it could not parse the rule.
* 4954: Windows Firewall Group Policy settings have changed. The new settings have been applied.
* 4956: Windows Firewall has changed the active profile.
* 4957: Windows Firewall did not apply the following rule.
* 4958: Windows Firewall did not apply the following rule because the rule referred to items not configured on this computer.

The recommended state for this setting is : Success and Failure

Rationale:

Changes to firewall rules are important for understanding the security state of the computer and how well it is protected against network attacks.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Policy Change\Audit MPSSVC Rule-Level Policy Change

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 5.5 Implement Automated Configuration Monitoring Systems  Utilize a Security Content Automation Protocol (SCAP) compliant configuration monitoring system to verify all security configuration elements, catalog approved exceptions, and alert when unauthorized changes occur. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.7.5 (L1) Ensure 'Audit Other Policy Change Events' is set to include 'Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory contains events about EFS Data Recovery Agent policy changes, changes in Windows Filtering Platform filter, status on Security policy settings updates for local Group Policy settings, Central Access Policy changes, and detailed troubleshooting events for Cryptographic Next Generation (CNG) operations.

* 5063: A cryptographic provider operation was attempted.
* 5064: A cryptographic context operation was attempted.
* 5065: A cryptographic context modification was attempted.
* 5066: A cryptographic function operation was attempted.
* 5067: A cryptographic function modification was attempted.
* 5068: A cryptographic function provider operation was attempted.
* 5069: A cryptographic function property operation was attempted.
* 5070: A cryptographic function property modification was attempted.
* 6145: One or more errors occurred while processing security policy in the group policy objects.

The recommended state for this setting is to include: Failure.

Rationale:

This setting can help detect errors in applied Security settings which came from Group Policy, and failure events related to Cryptographic Next Generation (CNG) functions.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Policy Change\Audit Other Policy Change Events

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 5.5 Implement Automated Configuration Monitoring Systems  Utilize a Security Content Automation Protocol (SCAP) compliant configuration monitoring system to verify all security configuration elements, catalog approved exceptions, and alert when unauthorized changes occur. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.8 Privilege Use

This section contains recommendations for configuring the Privilege Use audit policy.

17.8.1 (L1) Ensure 'Audit Sensitive Privilege Use' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports when a user account or service uses a sensitive privilege. A sensitive privilege includes the following user rights:

* Act as part of the operating system
* Back up files and directories
* Create a token object
* Debug programs
* Enable computer and user accounts to be trusted for delegation
* Generate security audits
* Impersonate a client after authentication
* Load and unload device drivers
* Manage auditing and security log
* Modify firmware environment values
* Replace a process-level token
* Restore files and directories
* Take ownership of files or other objects

Auditing this subcategory will create a high volume of events. Events for this subcategory include:

* 4672: Special privileges assigned to new logon.
* 4673: A privileged service was called.
* 4674: An operation was attempted on a privileged object.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\Privilege Use\Audit Sensitive Privilege Use

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.9 System

This section contains recommendations for configuring the System audit policy.

17.9.1 (L1) Ensure 'Audit IPsec Driver' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports on the activities of the Internet Protocol security (IPsec) driver. Events for this subcategory include:

* 4960: IPsec dropped an inbound packet that failed an integrity check. If this problem persists, it could indicate a network issue or that packets are being modified in transit to this computer. Verify that the packets sent from the remote computer are the same as those received by this computer. This error might also indicate interoperability problems with other IPsec implementations.
* 4961: IPsec dropped an inbound packet that failed a replay check. If this problem persists, it could indicate a replay attack against this computer.
* 4962: IPsec dropped an inbound packet that failed a replay check. The inbound packet had too low a sequence number to ensure it was not a replay.
* 4963: IPsec dropped an inbound clear text packet that should have been secured. This is usually due to the remote computer changing its IPsec policy without informing this computer. This could also be a spoofing attack attempt.
* 4965: IPsec received a packet from a remote computer with an incorrect Security Parameter Index (SPI). This is usually caused by malfunctioning hardware that is corrupting packets. If these errors persist, verify that the packets sent from the remote computer are the same as those received by this computer. This error may also indicate interoperability problems with other IPsec implementations. In that case, if connectivity is not impeded, then these events can be ignored.
* 5478: IPsec Services has started successfully.
* 5479: IPsec Services has been shut down successfully. The shutdown of IPsec Services can put the computer at greater risk of network attack or expose the computer to potential security risks.
* 5480: IPsec Services failed to get the complete list of network interfaces on the computer. This poses a potential security risk because some of the network interfaces may not get the protection provided by the applied IPsec filters. Use the IP Security Monitor snap-in to diagnose the problem.
* 5483: IPsec Services failed to initialize RPC server. IPsec Services could not be started.
* 5484: IPsec Services has experienced a critical failure and has been shut down. The shutdown of IPsec Services can put the computer at greater risk of network attack or expose the computer to potential security risks.
* 5485: IPsec Services failed to process some IPsec filters on a plug-and-play event for network interfaces. This poses a potential security risk because some of the network interfaces may not get the protection provided by the applied IPsec filters. Use the IP Security Monitor snap-in to diagnose the problem.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\System\Audit IPsec Driver

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.9.2 (L1) Ensure 'Audit Other System Events' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports on other system events. Events for this subcategory include:

* 5024 : The Windows Firewall Service has started successfully.
* 5025 : The Windows Firewall Service has been stopped.
* 5027 : The Windows Firewall Service was unable to retrieve the security policy from the local storage. The service will continue enforcing the current policy.
* 5028 : The Windows Firewall Service was unable to parse the new security policy. The service will continue with currently enforced policy.
* 5029: The Windows Firewall Service failed to initialize the driver. The service will continue to enforce the current policy.
* 5030: The Windows Firewall Service failed to start.
* 5032: Windows Firewall was unable to notify the user that it blocked an application from accepting incoming connections on the network.
* 5033 : The Windows Firewall Driver has started successfully.
* 5034 : The Windows Firewall Driver has been stopped.
* 5035 : The Windows Firewall Driver failed to start.
* 5037 : The Windows Firewall Driver detected critical runtime error. Terminating.
* 5058: Key file operation.
* 5059: Key migration operation.

The recommended state for this setting is: Success and Failure.

Rationale:

Capturing these audit events may be useful for identifying when the Windows Firewall is not performing as expected.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\System\Audit Other System Events

Default Value:

Success and Failure.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.9.3 (L1) Ensure 'Audit Security State Change' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports changes in security state of the system, such as when the security subsystem starts and stops. Events for this subcategory include:

* 4608: Windows is starting up.
* 4609: Windows is shutting down.
* 4616: The system time was changed.
* 4621: Administrator recovered system from CrashOnAuditFail. Users who are not administrators will now be allowed to log on. Some audit-able activity might not have been recorded.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\System\Audit Security State Change

Default Value:

Success.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.9.4 (L1) Ensure 'Audit Security System Extension' is set to include 'Success' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports the loading of extension code such as authentication packages by the security subsystem. Events for this subcategory include:

* 4610: An authentication package has been loaded by the Local Security Authority.
* 4611: A trusted logon process has been registered with the Local Security Authority.
* 4614: A notification package has been loaded by the Security Account Manager.
* 4622: A security package has been loaded by the Local Security Authority.
* 4697: A service was installed in the system.

The recommended state for this setting is to include: Success.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to include Success:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\System\Audit Security System Extension

Default Value:

No Auditing.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

17.9.5 (L1) Ensure 'Audit System Integrity' is set to 'Success and Failure' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This subcategory reports on violations of integrity of the security subsystem. Events for this subcategory include:

* 4612 : Internal resources allocated for the queuing of audit messages have been exhausted, leading to the loss of some audits.
* 4615 : Invalid use of LPC port.
* 4618 : A monitored security event pattern has occurred.
* 4816 : RPC detected an integrity violation while decrypting an incoming message.
* 5038 : Code integrity determined that the image hash of a file is not valid. The file could be corrupt due to unauthorized modification or the invalid hash could indicate a potential disk device error.
* 5056: A cryptographic self test was performed.
* 5057: A cryptographic primitive operation failed.
* 5060: Verification operation failed.
* 5061: Cryptographic operation.
* 5062: A kernel-mode cryptographic self test was performed.

The recommended state for this setting is: Success and Failure.

Rationale:

Auditing these events may be useful when investigating a security incident.

Impact:

If no audit settings are configured, or if audit settings are too lax on the computers in your organization, security incidents might not be detected or not enough evidence will be available for network forensic analysis after security incidents occur. However, if audit settings are too severe, critically important entries in the Security log may be obscured by all of the meaningless entries and computer performance and the available amount of data storage may be seriously affected. Companies that operate in certain regulated industries may have legal obligations to log certain events or activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration via GP, set the following UI path to Success and Failure:

Computer Configuration\Policies\Windows Settings\Security Settings\Advanced Audit Policy Configuration\Audit Policies\System\Audit System Integrity

Default Value:

Success and Failure.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

18 Administrative Templates (Computer)

This section contains computer-based recommendations from Group Policy Administrative Templates (ADMX).

18.1 Control Panel

This section contains recommendations for Control Panel settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.1.1 Personalization

This section contains recommendations for Control Panel personalization settings.

This Group Policy section is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.1.1.1 (L1) Ensure 'Prevent enabling lock screen camera' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Disables the lock screen camera toggle switch in PC Settings and prevents a camera from being invoked on the lock screen.

The recommended state for this setting is: Enabled.

Rationale:

Disabling the lock screen camera extends the protection afforded by the lock screen to camera features.

Impact:

If you enable this setting, users will no longer be able to enable or disable lock screen camera access in PC Settings, and the camera cannot be invoked on the lock screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Personalization:NoLockScreenCamera

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Control Panel\Personalization\Prevent enabling lock screen camera

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can enable invocation of an available camera on the lock screen.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.1.1.2 (L1) Ensure 'Prevent enabling lock screen slide show' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Disables the lock screen slide show settings in PC Settings and prevents a slide show from playing on the lock screen.

The recommended state for this setting is: Enabled.

Rationale:

Disabling the lock screen slide show extends the protection afforded by the lock screen to slide show contents.

Impact:

If you enable this setting, users will no longer be able to modify slide show settings in PC Settings, and no slide show will ever start.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Personalization:NoLockScreenSlideshow

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Control Panel\Personalization\Prevent enabling lock screen slide show

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with the Microsoft Windows 8.1 & 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can enable a slide show that will run after they lock the machine.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.1.2 Regional and Language Options

This section contains recommendation settings for Regional and Language Options.

This Group Policy section is provided by the Group Policy template Globalization.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.1.2.1 Handwriting personalization

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Globalization.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.1.2.2 (L1) Ensure 'Allow users to enable online speech recognition services' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy enables the automatic learning component of input personalization that includes speech, inking, and typing. Automatic learning enables the collection of speech and handwriting patterns, typing history, contacts, and recent calendar information. It is required for the use of Cortana. Some of this collected information may be stored on the user's OneDrive, in the case of inking and typing; some of the information will be uploaded to Microsoft to personalize speech.

The recommended state for this setting is: Disabled.

Rationale:

If this setting is Enabled sensitive information could be stored in the cloud or sent to Microsoft.

Impact:

Automatic learning of speech, inking, and typing stops and users cannot change its value via PC Settings.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\InputPersonalization:AllowInputPersonalization

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Control Panel\Regional and Language Options\Allow users to enable online speech recognition services

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Globalization.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).  
**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow input personalization, but it was renamed to Allow users to enable online speech recognition services starting with the Windows 10 R1809 & Server 2019 Administrative Templates.

Default Value:

Enabled. (Automatic learning of speech, inking and typing is enabled, but users may change this value via PC Settings.)

18.1.3 (L2) Ensure 'Allow Online Tips' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting configures the retrieval of online tips and help for the Settings app.

The recommended state for this setting is: Disabled.

Rationale:

Due to privacy concerns, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

Settings will not contact Microsoft content services to retrieve tips and help content.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:AllowOnlineTips

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Control Panel\Allow Online Tips

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ControlPanel.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Enabled. (Settings will contact Microsoft content services to retrieve tips and help content.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.2 LAPS

This section contains recommendations for configuring Microsoft Local Administrator Password Solution (LAPS).

This Group Policy section is provided by the Group Policy template AdmPwd.admx/adml that is included with LAPS.

18.2.1 (L1) Ensure LAPS AdmPwd GPO Extension / CSE is installed (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

No impact. When installed and registered properly, AdmPwd.dll takes no action unless given appropriate GPO commands during Group Policy refresh. It is not a memory-resident agent or service.

In a disaster recovery scenario where Active Directory is not available, the local Administrator password will not be retrievable and a local password reset using a tool (such as Microsoft's Disaster and Recovery Toolset (DaRT) Recovery Image) may be necessary.

Audit:

The LAPS AdmPwd GPO Extension / CSE can be verified to be installed by the presence of the following registry value:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon\GPExtensions\{D76B9641-3288-4f75-942D-087DE603E3EA}:DllName

Remediation:

In order to utilize LAPS, a minor Active Directory Schema update is required, and a Group Policy Client Side Extension (CSE) must be installed on each managed computer. When LAPS is installed, the file AdmPwd.dll must be present in the following location and registered in Windows (the LAPS AdmPwd GPO Extension / CSE installation does this for you):

C:\Program Files\LAPS\CSE\AdmPwd.dll

Default Value:

Not Installed.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

18.2.2 (L1) Ensure 'Do not allow password expiration time longer than required by policy' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

The recommended state for this setting is: Enabled.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

Planned password expiration longer than password age dictated by "Password Settings" policy is NOT allowed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft Services\AdmPwd:PwdExpirationProtectionEnabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\LAPS\Do not allow password expiration time longer than required by policy

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (AdmPwd.admx/adml) is required - it is included with Microsoft Local Administrator Password Solution (LAPS).

Default Value:

Disabled. (Password expiration time may be longer than required by the "Password Settings" policy.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.10 Ensure All Accounts Have An Expiration Date  Ensure that all accounts have an expiration date that is monitored and enforced. |  | ● | ● |

18.2.3 (L1) Ensure 'Enable Local Admin Password Management' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

The recommended state for this setting is: Enabled.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

The local administrator password is managed (provided that the LAPS AdmPwd GPO Extension / CSE is installed on the target computer (see recommendation Ensure LAPS AdmPwd GPO Extension / CSE is installed), the Active Directory domain schema and account permissions have been properly configured on the domain).

In a disaster recovery scenario where Active Directory is not available, the local Administrator password will not be retrievable and a local password reset using a tool (such as Microsoft's Disaster and Recovery Toolset (DaRT) Recovery Image) may be necessary.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft Services\AdmPwd:AdmPwdEnabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\LAPS\Enable Local Admin Password Management

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (AdmPwd.admx/adml) is required - it is included with Microsoft Local Administrator Password Solution (LAPS).

Default Value:

Disabled. (Local Administrator password is NOT managed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

18.2.4 (L1) Ensure 'Password Settings: Password Complexity' is set to 'Enabled: Large letters + small letters + numbers + special characters' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

The recommended state for this setting is: Enabled: Large letters + small letters + numbers + special characters.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

LAPS-generated passwords will be required to contain large letters + small letters + numbers + special characters.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft Services\AdmPwd:PasswordComplexity

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and configure the Password Complexity option to Large letters + small letters + numbers + special characters:

Computer Configuration\Policies\Administrative Templates\LAPS\Password Settings

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (AdmPwd.admx/adml) is required - it is included with Microsoft Local Administrator Password Solution (LAPS).

Default Value:

Large letters + small letters + numbers + special characters.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |

18.2.5 (L1) Ensure 'Password Settings: Password Length' is set to 'Enabled: 15 or more' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

The recommended state for this setting is: Enabled: 15 or more.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

LAPS-generated passwords will be required to have a length of 15 characters (or more, if selected).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft Services\AdmPwd:PasswordLength

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and configure the Password Length option to 15 or more:

Computer Configuration\Policies\Administrative Templates\LAPS\Password Settings

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (AdmPwd.admx/adml) is required - it is included with Microsoft Local Administrator Password Solution (LAPS).

Default Value:

14 characters.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 4.4 Use Unique Passwords  Where multi-factor authentication is not supported (such as local administrator, root, or service accounts), accounts will use passwords that are unique to that system. |  | ● | ● |

18.2.6 (L1) Ensure 'Password Settings: Password Age (Days)' is set to 'Enabled: 30 or fewer' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

In May 2015, Microsoft released the Local Administrator Password Solution (LAPS) tool, which is free and supported software that allows an organization to automatically set randomized and unique local Administrator account passwords on domain-attached workstations and Member Servers. The passwords are stored in a confidential attribute of the domain computer account and can be retrieved from Active Directory by approved Sysadmins when needed.

The LAPS tool requires a small Active Directory Schema update in order to implement, as well as installation of a Group Policy Client Side Extension (CSE) on targeted computers. Please see the LAPS documentation for details.

LAPS supports Windows Vista or newer workstation OSes, and Server 2003 or newer server OSes. LAPS does not support standalone computers - they must be joined to a domain.

The recommended state for this setting is: Enabled: 30 or fewer.

**Note:** Organizations that utilize 3rd-party commercial software to manage unique & complex local Administrator passwords on domain members may opt to disregard these LAPS recommendations.

**Note #2:** LAPS is only designed to manage local Administrator passwords, and is therefore not recommended (or supported) for use directly on Domain Controllers, which do not have a traditional local Administrator account. We strongly encourage you to only deploy the LAPS CSE and LAPS GPO settings to member servers and workstations.

Rationale:

Due to the difficulty in managing local Administrator passwords, many organizations choose to use the same password on all workstations and/or Member Servers when deploying them. This creates a serious attack surface security risk because if an attacker manages to compromise one system and learn the password to its local Administrator account, then they can leverage that account to instantly gain access to all other computers that also use that password for their local Administrator account.

Impact:

LAPS-generated passwords will be required to have a maximum age of 30 days (or fewer, if selected).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft Services\AdmPwd:PasswordAgeDays

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and configure the Password Age (Days) option to 30 or fewer:

Computer Configuration\Policies\Administrative Templates\LAPS\Password Settings

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (AdmPwd.admx/adml) is required - it is included with Microsoft Local Administrator Password Solution (LAPS).

Default Value:

30 days.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.10 Ensure All Accounts Have An Expiration Date  Ensure that all accounts have an expiration date that is monitored and enforced. |  | ● | ● |

18.3 MS Security Guide

This section contains settings for configuring additional settings from the MS Security Guide.

This Group Policy section is provided by the Group Policy template SecGuide.admx/adml that is available from Microsoft at [this link](https://techcommunity.microsoft.com/t5/Microsoft-Security-Baselines/Security-baseline-FINAL-for-Windows-10-v1903-and-Windows-Server/ba-p/701084).

18.3.1 (L1) Ensure 'Apply UAC restrictions to local accounts on network logons' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether local accounts can be used for remote administration via network logon (e.g., NET USE, connecting to C$, etc.). Local accounts are at high risk for credential theft when the same account and password is configured on multiple systems. Enabling this policy significantly reduces that risk.

**Enabled:** Applies UAC token-filtering to local accounts on network logons. Membership in powerful group such as Administrators is disabled and powerful privileges are removed from the resulting access token. This configures the LocalAccountTokenFilterPolicy registry value to 0. This is the default behavior for Windows.

**Disabled:** Allows local accounts to have full administrative rights when authenticating via network logon, by configuring the LocalAccountTokenFilterPolicy registry value to 1.

For more information about local accounts and credential theft, review the "[Mitigating Pass-the-Hash (PtH) Attacks and Other Credential Theft Techniques](http://www.microsoft.com/en-us/download/details.aspx?id=36036)" documents.

For more information about LocalAccountTokenFilterPolicy, see Microsoft Knowledge Base article 951016: [Description of User Account Control and remote restrictions in Windows Vista](https://support.microsoft.com/en-us/kb/951016).

The recommended state for this setting is: Enabled.

Rationale:

Local accounts are at high risk for credential theft when the same account and password is configured on multiple systems. Ensuring this policy is Enabled significantly reduces that risk.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:LocalAccountTokenFilterPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\MS Security Guide\Apply UAC restrictions to local accounts on network logons

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://www.microsoft.com/en-us/download/details.aspx?id=55319).

Default Value:

Enabled. (UAC token-filtering is applied to local accounts on network logons. Membership in powerful groups such as Administrators and disabled and powerful privileges are removed from the resulting access token.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

18.3.2 (L1) Ensure 'Configure SMB v1 client driver' is set to 'Enabled: Disable driver (recommended)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting configures the start type for the Server Message Block version 1 (SMBv1) client driver service (MRxSmb10), which is recommended to be disabled.

The recommended state for this setting is: Enabled: Disable driver (recommended).

**Note:** Do not, under any circumstances, configure this overall setting as Disabled, as doing so will delete the underlying registry entry altogether, which will cause serious problems.

Rationale:

Since September 2016, Microsoft has strongly encouraged that SMBv1 be disabled and no longer used on modern networks, as it is a 30 year old design that is much more vulnerable to attacks then much newer designs such as SMBv2 and SMBv3.

More information on this can be found at the following links:

[Stop using SMB1 | Storage at Microsoft](https://blogs.technet.microsoft.com/filecab/2016/09/16/stop-using-smb1/)

[Disable SMB v1 in Managed Environments with Group Policy – "Stay Safe" Cyber Security Blog](https://blogs.technet.microsoft.com/staysafe/2017/05/17/disable-smb-v1-in-managed-environments-with-ad-group-policy/)

[Disabling SMBv1 through Group Policy – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2017/06/15/disabling-smbv1-through-group-policy/)

Impact:

Some legacy OSes (e.g. Windows XP, Server 2003 or older), applications and appliances may no longer be able to communicate with the system once SMBv1 is disabled. We recommend careful testing be performed to determine the impact prior to configuring this as a widespread control, and where possible, remediate any incompatibilities found with the vendor of the incompatible system. Microsoft is also maintaining a thorough (although not comprehensive) list of known SMBv1 incompatibilities at this link: [SMB1 Product Clearinghouse | Storage at Microsoft](https://blogs.technet.microsoft.com/filecab/2017/06/01/smb1-product-clearinghouse/)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\mrxsmb10:Start

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Disable driver (recommended):

Computer Configuration\Policies\Administrative Templates\MS Security Guide\Configure SMB v1 client driver

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://techcommunity.microsoft.com/t5/Microsoft-Security-Baselines/Security-baseline-FINAL-for-Windows-10-v1903-and-Windows-Server/ba-p/701084).

Default Value:

Windows 7 and Windows 8.0: Enabled: Manual start.

Windows 8.1 and Windows 10 (up to R1703): Enabled: Automatic start.

Windows 10 R1709 and newer: Enabled: Disable driver.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |
| v7 | 14.3 Disable Workstation to Workstation Communication  Disable all workstation to workstation communication to limit an attacker's ability to move laterally and compromise neighboring systems, through technologies such as Private VLANs or microsegmentation. |  | ● | ● |

18.3.3 (L1) Ensure 'Configure SMB v1 server' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting configures the server-side processing of the Server Message Block version 1 (SMBv1) protocol.

The recommended state for this setting is: Disabled.

Rationale:

Since September 2016, Microsoft has strongly encouraged that SMBv1 be disabled and no longer used on modern networks, as it is a 30 year old design that is much more vulnerable to attacks then much newer designs such as SMBv2 and SMBv3.

More information on this can be found at the following links:

[Stop using SMB1 | Storage at Microsoft](https://blogs.technet.microsoft.com/filecab/2016/09/16/stop-using-smb1/)

[Disable SMB v1 in Managed Environments with Group Policy – "Stay Safe" Cyber Security Blog](https://blogs.technet.microsoft.com/staysafe/2017/05/17/disable-smb-v1-in-managed-environments-with-ad-group-policy/)

[Disabling SMBv1 through Group Policy – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2017/06/15/disabling-smbv1-through-group-policy/)

Impact:

Some legacy OSes (e.g. Windows XP, Server 2003 or older), applications and appliances may no longer be able to communicate with the system once SMBv1 is disabled. We recommend careful testing be performed to determine the impact prior to configuring this as a widespread control, and where possible, remediate any incompatibilities found with the vendor of the incompatible system. Microsoft is also maintaining a thorough (although not comprehensive) list of known SMBv1 incompatibilities at this link: [SMB1 Product Clearinghouse | Storage at Microsoft](https://blogs.technet.microsoft.com/filecab/2017/06/01/smb1-product-clearinghouse/)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanServer\Parameters:SMB1

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\MS Security Guide\Configure SMB v1 server

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://techcommunity.microsoft.com/t5/Microsoft-Security-Baselines/Security-baseline-FINAL-for-Windows-10-v1903-and-Windows-Server/ba-p/701084).

Default Value:

Windows 10 R1703 and older: Enabled.

Windows 10 R1709 and newer: Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |
| v7 | 14.3 Disable Workstation to Workstation Communication  Disable all workstation to workstation communication to limit an attacker's ability to move laterally and compromise neighboring systems, through technologies such as Private VLANs or microsegmentation. |  | ● | ● |

18.3.4 (L1) Ensure 'Enable Structured Exception Handling Overwrite Protection (SEHOP)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Windows includes support for Structured Exception Handling Overwrite Protection (SEHOP). We recommend enabling this feature to improve the security profile of the computer.

The recommended state for this setting is: Enabled.

Rationale:

This feature is designed to block exploits that use the Structured Exception Handler (SEH) overwrite technique. This protection mechanism is provided at run-time. Therefore, it helps protect applications regardless of whether they have been compiled with the latest improvements, such as the /SAFESEH option.

Impact:

After you enable SEHOP, existing versions of Cygwin, Skype, and Armadillo-protected applications may not work correctly.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Session Manager\kernel:DisableExceptionChainValidation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\MS Security Guide\Enable Structured Exception Handling Overwrite Protection (SEHOP)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://techcommunity.microsoft.com/t5/Microsoft-Security-Baselines/Security-baseline-FINAL-for-Windows-10-v1903-and-Windows-Server/ba-p/701084).  
More information is available at [MSKB 956607: How to enable Structured Exception Handling Overwrite Protection (SEHOP) in Windows operating systems](https://support.microsoft.com/en-us/help/956607/how-to-enable-structured-exception-handling-overwrite-protection-sehop)

Default Value:

Disabled for 32-bit processes.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.3.5 (L1) Ensure 'Limits print driver installation to Administrators' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether users that aren't Administrators can install print drivers on the system.

The recommended state for this setting is: Enabled.

**Note:** On August 10, 2021, Microsoft announced a [Point and Print Default Behavior Change](https://msrc-blog.microsoft.com/2021/08/10/point-and-print-default-behavior-change/) which modifies the default Point and Print driver installation and update behavior to require Administrator privileges. This is documented in [KB5005652—Manage new Point and Print default driver installation behavior (CVE-2021-34481)](https://support.microsoft.com/en-gb/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872).

Rationale:

Restricting the installation of print drives to Administrators can help mitigate the PrintNightmare vulnerability ([CVE-2021-34527](https://support.microsoft.com/en-gb/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872)) and other Print Spooler attacks.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Printers\PointAndPrint:RestrictDriverInstallationToAdministrators

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled.

Computer Configuration\Policies\Administrative Templates\MS Security Guide\Limits print driver installation to Administrators

**Note:** This Group Policy path does not exist by default. An additional Group Policy template SecGuide.admx/adml is required - it is available from Microsoft at this [link](https://www.microsoft.com/en-us/download/details.aspx?id=55319).

Default Value:

Enabled. (The system will limit installation of print drivers to Administrators of the computer.)

References:

1. <https://support.microsoft.com/en-us/topic/kb5005010-restricting-installation-of-new-printer-drivers-after-applying-the-july-6-2021-updates-31b91c02-05bc-4ada-a7ea-183b129578a7>
2. <https://support.microsoft.com/en-gb/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872>

18.3.6 (L1) Ensure 'NetBT NodeType configuration' is set to 'Enabled: P-node (recommended)' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines which method NetBIOS over TCP/IP (NetBT) uses to register and resolve names. The available methods are:

* The B-node (broadcast) method only uses broadcasts.
* The P-node (point-to-point) method only uses name queries to a name server (WINS).
* The M-node (mixed) method broadcasts first, then queries a name server (WINS) if broadcast failed.
* The H-node (hybrid) method queries a name server (WINS) first, then broadcasts if the query failed.

The recommended state for this setting is: Enabled: P-node (recommended) (point-to-point).

**Note:** Resolution through LMHOSTS or DNS follows these methods. If the NodeType registry value is present, it overrides any DhcpNodeType registry value. If neither NodeType nor DhcpNodeType is present, the computer uses B-node (broadcast) if there are no WINS servers configured for the network, or H-node (hybrid) if there is at least one WINS server configured.

Rationale:

In order to help mitigate the risk of NetBIOS Name Service (NBT-NS) poisoning attacks, setting the node type to P-node (point-to-point) will prevent the system from sending out NetBIOS broadcasts.

Impact:

NetBIOS name resolution queries will require a defined and available WINS server for external NetBIOS name resolution. If a WINS server is not defined or not reachable, and the desired hostname is not defined in the local cache, local LMHOSTS or HOSTS files, NetBIOS name resolution will fail.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\NetBT\Parameters:NodeType

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: P-node (recommended):

Computer Configuration\Policies\Administrative Templates\MS Security Guide\NetBT NodeType configuration

**Note:** This change does not take effect until the computer has been restarted.

**Note #2:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://techcommunity.microsoft.com/t5/Microsoft-Security-Baselines/Security-baseline-FINAL-for-Windows-10-v1903-and-Windows-Server/ba-p/701084). Please note that this setting is **only** available in the Security baseline (FINAL) for Windows 10 v1903 and Windows Server v1903 (or newer) release of SecGuide.admx/adml, so if you previously downloaded this template, you may need to update it from a newer Microsoft baseline to get this new NetBT NodeType configuration setting.

Default Value:

B-node (broadcast only) if a WINS server is not configured in NIC properties.

H-node (hybrid - point-to-point first, then broadcast) if a WINS server is configured in NIC properties.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.3.7 (L1) Ensure 'WDigest Authentication' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

When WDigest authentication is enabled, Lsass.exe retains a copy of the user's plaintext password in memory, where it can be at risk of theft. If this setting is not configured, WDigest authentication is disabled in Windows 8.1 and in Windows Server 2012 R2; it is enabled by default in earlier versions of Windows and Windows Server.

For more information about local accounts and credential theft, review the "[Mitigating Pass-the-Hash (PtH) Attacks and Other Credential Theft Techniques](http://www.microsoft.com/en-us/download/details.aspx?id=36036)" documents.

For more information about UseLogonCredential, see Microsoft Knowledge Base article 2871997: [Microsoft Security Advisory Update to improve credentials protection and management May 13, 2014](https://support.microsoft.com/en-us/kb/2871997).

The recommended state for this setting is: Disabled.

Rationale:

Preventing the plaintext storage of credentials in memory may reduce opportunity for credential theft.

Impact:

None - this is also the default configuration for Windows 8.1 and newer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\SecurityProviders\WDigest:UseLogonCredential

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\MS Security Guide\WDigest Authentication (disabling may require KB2871997)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (SecGuide.admx/adml) is required - it is available from Microsoft at [this link](https://blogs.technet.microsoft.com/secguide/2018/11/20/security-baseline-final-for-windows-10-v1809-and-windows-server-2019/).

Default Value:

On Windows 8.0 and older: Enabled. (Lsass.exe retains a copy of the user's plaintext password in memory, where it is at risk of theft.)

On Windows 8.1 and newer: Disabled. (Lsass.exe does not retain a copy of the user's plaintext password in memory.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.11 Encrypt Sensitive Data at Rest  Encrypt sensitive data at rest on servers, applications, and databases containing sensitive data. Storage-layer encryption, also known as server-side encryption, meets the minimum requirement of this Safeguard. Additional encryption methods may include application-layer encryption, also known as client-side encryption, where access to the data storage device(s) does not permit access to the plain-text data. |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

18.4 MSS (Legacy)

This section contains recommendations for the Microsoft Solutions for Security (MSS) settings.

This Group Policy section is provided by the Group Policy template MSS-legacy.admx/adml that is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

18.4.1 (L1) Ensure 'MSS: (AutoAdminLogon) Enable Automatic Logon (not recommended)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting is separate from the Welcome screen feature in Windows XP and Windows Vista; if that feature is disabled, this setting is not disabled. If you configure a computer for automatic logon, anyone who can physically gain access to the computer can also gain access to everything that is on the computer, including any network or networks to which the computer is connected. Also, if you enable automatic logon, the password is stored in the registry in plaintext, and the specific registry key that stores this value is remotely readable by the Authenticated Users group.

For additional information, see Microsoft Knowledge Base article 324737: [How to turn on automatic logon in Windows](https://support.microsoft.com/en-us/kb/324737).

The recommended state for this setting is: Disabled.

Rationale:

If you configure a computer for automatic logon, anyone who can physically gain access to the computer can also gain access to everything that is on the computer, including any network or networks that the computer is connected to. Also, if you enable automatic logon, the password is stored in the registry in plaintext. The specific registry key that stores this setting is remotely readable by the Authenticated Users group. As a result, this entry is appropriate only if the computer is physically secured and if you ensure that untrusted users cannot remotely see the registry.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:AutoAdminLogon

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (AutoAdminLogon) Enable Automatic Logon (not recommended)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.11 Encrypt Sensitive Data at Rest  Encrypt sensitive data at rest on servers, applications, and databases containing sensitive data. Storage-layer encryption, also known as server-side encryption, meets the minimum requirement of this Safeguard. Additional encryption methods may include application-layer encryption, also known as client-side encryption, where access to the data storage device(s) does not permit access to the plain-text data. |  | ● | ● |
| v7 | 16.4 Encrypt or Hash all Authentication Credentials  Encrypt or hash with a salt all authentication credentials when stored. |  | ● | ● |

18.4.2 (L1) Ensure 'MSS: (DisableIPSourceRouting IPv6) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

IP source routing is a mechanism that allows the sender to determine the IP route that a datagram should follow through the network.

The recommended state for this setting is: Enabled: Highest protection, source routing is completely disabled.

Rationale:

An attacker could use source routed packets to obscure their identity and location. Source routing allows a computer that sends a packet to specify the route that the packet takes.

Impact:

All incoming source routed packets will be dropped.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip6\Parameters:DisableIPSourceRouting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Highest protection, source routing is completely disabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (DisableIPSourceRouting IPv6) IP source routing protection level (protects against packet spoofing)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

No additional protection, source routed packets are allowed.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.3 (L1) Ensure 'MSS: (DisableIPSourceRouting) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

IP source routing is a mechanism that allows the sender to determine the IP route that a datagram should take through the network. It is recommended to configure this setting to Not Defined for enterprise environments and to Highest Protection for high security environments to completely disable source routing.

The recommended state for this setting is: Enabled: Highest protection, source routing is completely disabled.

Rationale:

An attacker could use source routed packets to obscure their identity and location. Source routing allows a computer that sends a packet to specify the route that the packet takes.

Impact:

All incoming source routed packets will be dropped.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters:DisableIPSourceRouting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Highest protection, source routing is completely disabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (DisableIPSourceRouting) IP source routing protection level (protects against packet spoofing)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Medium, source routed packets ignored when IP forwarding is enabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.4 (L2) Ensure 'MSS: (DisableSavePassword) Prevent the dial-up password from being saved' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

When you dial a phonebook or VPN entry in Dial-Up Networking, you can use the "Save Password" option so that your Dial-Up Networking password is cached and you will not need to enter it on successive dial attempts. For security, administrators may want to prevent users from caching passwords.

The recommended state for this setting is: Enabled.

Rationale:

An attacker who steals a mobile user's computer could automatically connect to the organization's network if the **Save This Password** check box is selected for the dial-up or VPN networking entry used to connect to your organization's network.

Impact:

Users will not be able to automatically store their logon credentials for dial-up and VPN connections.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\RasMan\Parameters:DisableSavePassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS:(DisableSavePassword) Prevent the dial-up password from being saved

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Disabled. (Saving of dial-up and VPN passwords is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.5 (L1) Ensure 'MSS: (EnableICMPRedirect) Allow ICMP redirects to override OSPF generated routes' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Internet Control Message Protocol (ICMP) redirects cause the IPv4 stack to plumb host routes. These routes override the Open Shortest Path First (OSPF) generated routes.

The recommended state for this setting is: Disabled.

Rationale:

This behavior is expected. The problem is that the 10 minute time-out period for the ICMP redirect-plumbed routes temporarily creates a network situation in which traffic will no longer be routed properly for the affected host. Ignoring such ICMP redirects will limit the system's exposure to attacks that will impact its ability to participate on the network.

Impact:

When Routing and Remote Access Service (RRAS) is configured as an autonomous system boundary router (ASBR), it does not correctly import connected interface subnet routes. Instead, this router injects host routes into the OSPF routes. However, the OSPF router cannot be used as an ASBR router, and when connected interface subnet routes are imported into OSPF the result is confusing routing tables with strange routing paths.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed for your organization. This group policy object is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters:EnableICMPRedirect

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (EnableICMPRedirect) Allow ICMP redirects to override OSPF generated routes

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Enabled. (ICMP redirects can override OSPF-generated routes.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.6 (L2) Ensure 'MSS: (KeepAliveTime) How often keep-alive packets are sent in milliseconds' is set to 'Enabled: 300,000 or 5 minutes (recommended)' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This value controls how often TCP attempts to verify that an idle connection is still intact by sending a keep-alive packet. If the remote computer is still reachable, it acknowledges the keep-alive packet.

The recommended state for this setting is: Enabled: 300,000 or 5 minutes (recommended).

Rationale:

An attacker who is able to connect to network applications could establish numerous connections to cause a DoS condition.

Impact:

Keep-alive packets are not sent by default by Windows. However, some applications may configure the TCP stack flag that requests keep-alive packets. For such configurations, you can lower this value from the default setting of two hours to five minutes to disconnect inactive sessions more quickly.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters:KeepAliveTime

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 300,000 or 5 minutes (recommended):

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (KeepAliveTime) How often keep-alive packets are sent in milliseconds

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

7,200,000 milliseconds or 120 minutes.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.7 (L1) Ensure 'MSS: (NoNameReleaseOnDemand) Allow the computer to ignore NetBIOS name release requests except from WINS servers' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

NetBIOS over TCP/IP is a network protocol that among other things provides a way to easily resolve NetBIOS names that are registered on Windows-based systems to the IP addresses that are configured on those systems. This setting determines whether the computer releases its NetBIOS name when it receives a name-release request.

The recommended state for this setting is: Enabled.

Rationale:

The NetBT protocol is designed not to use authentication, and is therefore vulnerable to spoofing. Spoofing makes a transmission appear to come from a user other than the user who performed the action. A malicious user could exploit the unauthenticated nature of the protocol to send a name-conflict datagram to a target computer, which would cause the computer to relinquish its name and not respond to queries.

An attacker could send a request over the network and query a computer to release its NetBIOS name. As with any change that could affect applications, it is recommended that you test this change in a non-production environment before you change the production environment.

The result of such an attack could be to cause intermittent connectivity issues on the target computer, or even to prevent the use of Network Neighborhood, domain logons, the NET SEND command, or additional NetBIOS name resolution.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\NetBT\Parameters:NoNameReleaseOnDemand

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (NoNameReleaseOnDemand) Allow the computer to ignore NetBIOS name release requests except from WINS servers

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Enabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.8 (L2) Ensure 'MSS: (PerformRouterDiscovery) Allow IRDP to detect and configure Default Gateway addresses (could lead to DoS)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting is used to enable or disable the Internet Router Discovery Protocol (IRDP), which allows the system to detect and configure default gateway addresses automatically as described in RFC 1256 on a per-interface basis.

The recommended state for this setting is: Disabled.

Rationale:

An attacker who has gained control of a computer on the same network segment could configure a computer on the network to impersonate a router. Other computers with IRDP enabled would then attempt to route their traffic through the already compromised computer.

Impact:

Windows will not automatically detect and configure default gateway addresses on the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters:PerformRouterDiscovery

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (PerformRouterDiscovery) Allow IRDP to detect and configure Default Gateway addresses (could lead to DoS)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Enable only if DHCP sends the Perform Router Discovery option.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.9 (L1) Ensure 'MSS: (SafeDllSearchMode) Enable Safe DLL search mode (recommended)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The DLL search order can be configured to search for DLLs that are requested by running processes in one of two ways:

* Search folders specified in the system path first, and then search the current working folder.
* Search current working folder first, and then search the folders specified in the system path.

When enabled, the registry value is set to 1. With a setting of 1, the system first searches the folders that are specified in the system path and then searches the current working folder. When disabled the registry value is set to 0 and the system first searches the current working folder and then searches the folders that are specified in the system path.

Applications will be forced to search for DLLs in the system path first. For applications that require unique versions of these DLLs that are included with the application, this entry could cause performance or stability problems.

The recommended state for this setting is: Enabled.

**Note:** More information on how Safe DLL search mode works is available at this link: [Dynamic-Link Library Search Order - Windows applications | Microsoft Docs](https://docs.microsoft.com/en-us/windows/win32/dlls/dynamic-link-library-search-order)

Rationale:

If a user unknowingly executes hostile code that was packaged with additional files that include modified versions of system DLLs, the hostile code could load its own versions of those DLLs and potentially increase the type and degree of damage the code can render.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Control\Session Manager:SafeDllSearchMode

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (SafeDllSearchMode) Enable Safe DLL search mode (recommended)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

Enabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.6 Allowlist Authorized Libraries   Use technical controls to ensure that only authorized software libraries, such as specific .dll, .ocx, .so, etc., files, are allowed to load into a system process. Block unauthorized libraries from loading into a system process. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.4.10 (L1) Ensure 'MSS: (ScreenSaverGracePeriod) The time in seconds before the screen saver grace period expires (0 recommended)' is set to 'Enabled: 5 or fewer seconds' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Windows includes a grace period between when the screen saver is launched and when the console is actually locked automatically when screen saver locking is enabled.

The recommended state for this setting is: Enabled: 5 or fewer seconds.

Rationale:

The default grace period that is allowed for user movement before the screen saver lock takes effect is five seconds. If you leave the default grace period configuration, your computer is vulnerable to a potential attack from someone who could approach the console and attempt to log on to the computer before the lock takes effect. An entry to the registry can be made to adjust the length of the grace period.

Impact:

Users will have to enter their passwords to resume their console sessions as soon as the grace period ends after screen saver activation.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon:ScreenSaverGracePeriod

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 5 or fewer seconds:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (ScreenSaverGracePeriod) The time in seconds before the screen saver grace period expires (0 recommended)

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

5 seconds.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.4.11 (L2) Ensure 'MSS: (TcpMaxDataRetransmissions IPv6) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting controls the number of times that TCP retransmits an individual data segment (non-connect segment) before the connection is aborted. The retransmission time-out is doubled with each successive retransmission on a connection. It is reset when responses resume. The base time-out value is dynamically determined by the measured round-trip time on the connection.

The recommended state for this setting is: Enabled: 3.

Rationale:

A malicious user could exhaust a target computer's resources if it never sent any acknowledgment messages for data that was transmitted by the target computer.

Impact:

TCP starts a retransmission timer when each outbound segment is passed to the IP. If no acknowledgment is received for the data in a given segment before the timer expires, then the segment is retransmitted up to three times.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\TCPIP6\Parameters:TcpMaxDataRetransmissions

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 3:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS:(TcpMaxDataRetransmissions IPv6) How many times unacknowledged data is retransmitted

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

5 times.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.12 (L2) Ensure 'MSS: (TcpMaxDataRetransmissions) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting controls the number of times that TCP retransmits an individual data segment (non-connect segment) before the connection is aborted. The retransmission time-out is doubled with each successive retransmission on a connection. It is reset when responses resume. The base time-out value is dynamically determined by the measured round-trip time on the connection.

The recommended state for this setting is: Enabled: 3.

Rationale:

A malicious user could exhaust a target computer's resources if it never sent any acknowledgment messages for data that was transmitted by the target computer.

Impact:

TCP starts a retransmission timer when each outbound segment is passed to the IP. If no acknowledgment is received for the data in a given segment before the timer expires, then the segment is retransmitted up to three times.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters:TcpMaxDataRetransmissions

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 3:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS:(TcpMaxDataRetransmissions) How many times unacknowledged data is retransmitted

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

5 times.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.4.13 (L1) Ensure 'MSS: (WarningLevel) Percentage threshold for the security event log at which the system will generate a warning' is set to 'Enabled: 90% or less' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting can generate a security audit in the Security event log when the log reaches a user-defined threshold.

The recommended state for this setting is: Enabled: 90% or less.

**Note:** If log settings are configured to Overwrite events as needed or Overwrite events older than x days, this event will not be generated.

Rationale:

If the Security log reaches 90 percent of its capacity and the computer has not been configured to overwrite events as needed, more recent events will not be written to the log. If the log reaches its capacity and the computer has been configured to shut down when it can no longer record events to the Security log, the computer will shut down and will no longer be available to provide network services.

Impact:

An audit event will be generated when the Security log reaches the 90% percent full threshold (or whatever lower value may be set) unless the log is configured to overwrite events as needed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Eventlog\Security:WarningLevel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 90% or less:

Computer Configuration\Policies\Administrative Templates\MSS (Legacy)\MSS: (WarningLevel) Percentage threshold for the security event log at which the system will generate a warning

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (MSS-legacy.admx/adml) is required - it is available from this TechNet blog post: [The MSS settings – Microsoft Security Guidance blog](https://blogs.technet.microsoft.com/secguide/2016/10/02/the-mss-settings/)

Default Value:

0%. (No warning event is generated.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.5 Network

This section contains recommendations for network settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.1 Background Intelligent Transfer Service (BITS)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Bits.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.2 BranchCache

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template PeerToPeerCaching.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.5.3 DirectAccess Client Experience Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template nca.admx/adml that is included with the Microsoft 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.4 DNS Client

This section contains recommendations related to DNS Client.

This Group Policy section is provided by the Group Policy template DnsClient.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.4.1 (L1) Ensure 'Configure DNS over HTTPS (DoH) name resolution' is set to 'Enabled: Allow DoH' or higher (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines if DNS over HTTPS (DoH) is used by the system. DNS over HTTPS (DoH) is a protocol for performing remote Domain Name System (DNS) resolution over the Hypertext Transfer Protocol Secure (HTTPS). For additional information on DNS over HTTPS (DoH), visit: [Secure DNS Client over HTTPS (DoH) on Windows Server 2022 | Microsoft Docs](https://docs.microsoft.com/en-us/windows-server/networking/dns/doh-client-support).

The recommended state for this setting is: Enabled: Allow DoH. Configuring this setting to Enabled: Require DoH also conforms to the benchmark.

Rationale:

DNS over HTTPS (DoH) helps protect against DNS spoofing. Spoofing makes a transmission appear to come from a user other than the user who performed the action. It can also help prevent man-in-the-middle (MitM) attacks because the session in-between is encrypted.

Impact:

If the option Enabled: Require DoH is chosen, this could limit 3rd party products from logging DNS traffic (in transit) as the traffic would be encrypted while in transit. The Require DoH option could also lead to domain-joined systems not functioning properly within the environment.

The option Enabled: Allow DoH will perform DoH queries if the configured DNS servers support it. If they don´t support it, classic name resolution will be used. This is the safest option.

**Note:** Per Microsoft, don't enable the Enabled: Require DoH option for domain-joined computers as Active Directory Domain Services is heavily reliant on DNS because the Windows Server DNS Server service does not support DoH queries.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\DNSClient:DoHPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Allow DoH (configuring to Enabled: Require DoH also conforms to the benchmark):

Computer Configuration\Policies\Administrative Templates\Network\DNS Client\Configure DNS over HTTPS (DoH) name resolution

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DnsClient.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (The computer will use locally configured settings.)

References:

1. <https://docs.microsoft.com/en-us/windows-server/networking/dns/doh-client-support>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |

18.5.4.2 (L1) Ensure 'Turn off multicast name resolution' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

LLMNR is a secondary name resolution protocol. With LLMNR, queries are sent using multicast over a local network link on a single subnet from a client computer to another client computer on the same subnet that also has LLMNR enabled. LLMNR does not require a DNS server or DNS client configuration, and provides name resolution in scenarios in which conventional DNS name resolution is not possible.

The recommended state for this setting is: Enabled.

Rationale:

An attacker can listen on a network for these LLMNR (UDP/5355) or NBT-NS (UDP/137) broadcasts and respond to them, tricking the host into thinking that it knows the location of the requested system.

**Note:** To completely mitigate local name resolution poisoning, in addition to this setting, the properties of each installed NIC should also be set to Disable NetBIOS over TCP/IP (on the WINS tab in the NIC properties). Unfortunately, there is no global setting to achieve this that automatically applies to all NICs - it is a per-NIC setting that varies with different NIC hardware installations.

Impact:

In the event DNS is unavailable a system will be unable to request it from other systems on the same subnet.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\DNSClient:EnableMulticast

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\DNS Client\Turn off multicast name resolution

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DnsClient.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (LLMNR will be enabled on all available network adapters.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.5 Fonts

This section contains recommendations related to Fonts.

This Group Policy section is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.5.5.1 (L2) Ensure 'Enable Font Providers' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether Windows is allowed to download fonts and font catalog data from an online font provider.

The recommended state for this setting is: Disabled.

Rationale:

In an enterprise managed environment the IT department should be managing the changes to the system configuration, to ensure all changes are tested and approved.

Impact:

Windows will not connect to an online font provider and will only enumerate locally-installed fonts.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:EnableFontProviders

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\Fonts\Enable Font Providers

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Fonts that are included in Windows but that are not stored locally will be downloaded on demand from an online font provider.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 16.5 Use Up-to-Date and Trusted Third-Party Software Components  Use up-to-date and trusted third-party software components. When possible, choose established and proven frameworks and libraries that provide adequate security. Acquire these components from trusted sources or evaluate the software for vulnerabilities before use. |  | ● | ● |
| v7 | 18.4 Only Use Up-to-date And Trusted Third-Party Components  Only use up-to-date and trusted third-party components for the software developed by the organization. |  | ● | ● |

18.5.6 Hotspot Authentication

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template hotspotauth.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.7 Lanman Server

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template LanmanServer.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.5.8 Lanman Workstation

This section contains recommendations related to Lanman Workstation.

This Group Policy section is provided by the Group Policy template LanmanWorkstation.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.5.8.1 (L1) Ensure 'Enable insecure guest logons' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines if the SMB client will allow insecure guest logons to an SMB server.

The recommended state for this setting is: Disabled.

Rationale:

Insecure guest logons are used by file servers to allow unauthenticated access to shared folders.

Impact:

The SMB client will reject insecure guest logons. This was not originally the default behavior in older versions of Windows, but Microsoft changed the default behavior starting with Windows 10 R1709: [Guest access in SMB2 disabled by default in Windows 10 and Windows Server 2016](https://support.microsoft.com/en-us/help/4046019/guest-access-in-smb2-disabled-by-default-in-windows-10-and-windows-ser)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LanmanWorkstation:AllowInsecureGuestAuth

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\Lanman Workstation\Enable insecure guest logons

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template LanmanWorkstation.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Windows 10 R1703 and older: Enabled. (The SMB client will allow insecure guest logons.)

Windows 10 R1709 and newer: Disabled. (The SMB client will reject insecure guest logons.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.9 Link-Layer Topology Discovery

This section contains recommendations for Link-Layer Topology Discovery settings.

This Group Policy section is provided by the Group Policy template LinkLayerTopologyDiscovery.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.9.1 (L2) Ensure 'Turn on Mapper I/O (LLTDIO) driver' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting changes the operational behavior of the Mapper I/O network protocol driver.

LLTDIO allows a computer to discover the topology of a network it's connected to. It also allows a computer to initiate Quality-of-Service requests such as bandwidth estimation and network health analysis.

The recommended state for this setting is: Disabled.

Rationale:

To help protect from potentially discovering and connecting to unauthorized devices, this setting should be disabled to prevent responding to network traffic for network topology discovery.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:AllowLLTDIOOnDomain  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:AllowLLTDIOOnPublicNet  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:EnableLLTDIO  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:ProhibitLLTDIOOnPrivateNet

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\Link-Layer Topology Discovery\Turn on Mapper I/O (LLTDIO) driver

**Note:** This Group Policy path is provided by the Group Policy template LinkLayerTopologyDiscovery.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The Mapper I/O (LLTDIO) network protocol driver is turned off.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.9.2 (L2) Ensure 'Turn on Responder (RSPNDR) driver' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting changes the operational behavior of the Responder network protocol driver.

The Responder allows a computer to participate in Link Layer Topology Discovery requests so that it can be discovered and located on the network. It also allows a computer to participate in Quality-of-Service activities such as bandwidth estimation and network health analysis.

The recommended state for this setting is: Disabled.

Rationale:

To help protect from potentially discovering and connecting to unauthorized devices, this setting should be disabled to prevent responding to network traffic for network topology discovery.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:AllowRspndrOnDomain  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:AllowRspndrOnPublicNet  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:EnableRspndr  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LLTD:ProhibitRspndrOnPrivateNet

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\Link-Layer Topology Discovery\Turn on Responder (RSPNDR) driver

**Note:** This Group Policy path is provided by the Group Policy template LinkLayerTopologyDiscovery.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The Responder (RSPNDR) network protocol driver is turned off.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.10 Microsoft Peer-to-Peer Networking Services

This section contains recommendations for Microsoft Peer-to-Peer Networking Services settings.

This Group Policy section is provided by the Group Policy template P2P-pnrp.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.10.1 Peer Name Resolution Protocol

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template P2P-pnrp.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.10.2 (L2) Ensure 'Turn off Microsoft Peer-to-Peer Networking Services' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

The Peer Name Resolution Protocol (PNRP) allows for distributed resolution of a name to an IPv6 address and port number. The protocol operates in the context of clouds. A cloud is a set of peer computers that can communicate with each other by using the same IPv6 scope.

Peer-to-Peer protocols allow for applications in the areas of RTC, collaboration, content distribution and distributed processing.

The recommended state for this setting is: Enabled.

Rationale:

This setting enhances the security of the environment and reduces the overall risk exposure related to peer-to-peer networking.

Impact:

Microsoft Peer-to-Peer Networking Services are turned off in their entirety, and all applications dependent on them will stop working.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Peernet:Disabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Microsoft Peer-to-Peer Networking Services\Turn off Microsoft Peer-to-Peer Networking Services

**Note:** This Group Policy path is provided by the Group Policy template P2P-pnrp.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Peer-to-peer protocols are turned on.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.11 Network Connections

This section contains recommendations for Network Connections settings.

This Group Policy section is provided by the Group Policy template NetworkConnections.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.11.1 Windows Defender Firewall (formerly Windows Firewall)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsFirewall.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Windows Firewall but was renamed by Microsoft to Windows Defender Firewall starting with the Microsoft Windows 10 Release 1709 Administrative Templates.

18.5.11.2 (L1) Ensure 'Prohibit installation and configuration of Network Bridge on your DNS domain network' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

You can use this procedure to control a user's ability to install and configure a Network Bridge.

The recommended state for this setting is: Enabled.

Rationale:

The Network Bridge setting, if enabled, allows users to create a Layer 2 Media Access Control (MAC) bridge, enabling them to connect two or more physical network segments together. A Network Bridge thus allows a computer that has connections to two different networks to share data between those networks.

In an enterprise managed environment, where there is a need to control network traffic to only authorized paths, allowing users to create a Network Bridge increases the risk and attack surface from the bridged network.

Impact:

Users cannot create or configure a Network Bridge.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Network Connections:NC\_AllowNetBridge\_NLA

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Network Connections\Prohibit installation and configuration of Network Bridge on your DNS domain network

**Note:** This Group Policy path is provided by the Group Policy template NetworkConnections.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users are able create and modify the configuration of Network Bridges. Membership in the local Administrators group, or equivalent, is the minimum required to complete this procedure.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 12.2 Establish and Maintain a Secure Network Architecture  Establish and maintain a secure network architecture. A secure network architecture must address segmentation, least privilege, and availability, at a minimum. |  | ● | ● |
| v7 | 11.3 Use Automated Tools to Verify Standard Device Configurations and Detect Changes  Compare all network device configuration against approved security configurations defined for each network device in use and alert when any deviations are discovered. |  | ● | ● |

18.5.11.3 (L1) Ensure 'Prohibit use of Internet Connection Sharing on your DNS domain network' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Although this "legacy" setting traditionally applied to the use of Internet Connection Sharing (ICS) in Windows 2000, Windows XP & Server 2003, this setting now freshly applies to the Mobile Hotspot feature in Windows 10 & Server 2016.

The recommended state for this setting is: Enabled.

Rationale:

Non-administrators should not be able to turn on the Mobile Hotspot feature and open their Internet connectivity up to nearby mobile devices.

Impact:

Mobile Hotspot cannot be enabled or configured by Administrators and non-Administrators alike.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Network Connections:NC\_ShowSharedAccessUI

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Network Connections\Prohibit use of Internet Connection Sharing on your DNS domain network

**Note:** This Group Policy path is provided by the Group Policy template NetworkConnections.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (All users are allowed to turn on Mobile Hotspot.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v8 | 12.2 Establish and Maintain a Secure Network Architecture  Establish and maintain a secure network architecture. A secure network architecture must address segmentation, least privilege, and availability, at a minimum. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.11.4 (L1) Ensure 'Require domain users to elevate when setting a network's location' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether to require domain users to elevate when setting a network's location.

The recommended state for this setting is: Enabled.

Rationale:

Allowing regular users to set a network location increases the risk and attack surface.

Impact:

Domain users must elevate when setting a network's location.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Network Connections:NC\_StdDomainUserSetLocation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Network Connections\Require domain users to elevate when setting a network's location

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template NetworkConnections.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can set a network's location without elevating.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

18.5.12 Network Connectivity Status Indicator

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NCSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.13 Network Isolation

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NetworkIsolation.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.14 Network Provider

This section contains recommendations for Network Provider settings.

This Group Policy section is provided by the Group Policy template NetworkProvider.admx/adml that is included with the [MS15-011](https://technet.microsoft.com/library/security/MS15-011) / [MSKB 3000483](https://support.microsoft.com/en-us/kb/3000483) security update and the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.5.14.1 (L1) Ensure 'Hardened UNC Paths' is set to 'Enabled, with "Require Mutual Authentication" and "Require Integrity" set for all NETLOGON and SYSVOL shares' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting configures secure access to UNC paths.

The recommended state for this setting is: Enabled, with "Require Mutual Authentication" and "Require Integrity" set for all NETLOGON and SYSVOL shares.

**Note:** If the environment exclusively contains Windows 8.0 / Server 2012 (non-R2) or newer systems, then the "Privacy" setting may (optionally) also be set to enable SMB encryption. However, using SMB encryption will render the targeted share paths completely inaccessible by older OSes, so only use this additional option with caution and thorough testing.

Rationale:

In February 2015, Microsoft released a new control mechanism to mitigate a security risk in Group Policy as part of the [MS15-011](https://technet.microsoft.com/library/security/MS15-011) / [MSKB 3000483](https://support.microsoft.com/en-us/kb/3000483) security update. This mechanism requires both the installation of the new security update and also the deployment of specific group policy settings to all computers on the domain from Windows Vista / Server 2008 (non-R2) or newer (the associated security patch to enable this feature was not released for Server 2003). A new group policy template (NetworkProvider.admx/adml) was also provided with the security update.

Once the new GPO template is in place, the following are the minimum requirements to remediate the Group Policy security risk:

\\\*\NETLOGON RequireMutualAuthentication=1, RequireIntegrity=1

\\\*\SYSVOL RequireMutualAuthentication=1, RequireIntegrity=1

**Note:** A reboot may be required after the setting is applied to a client machine to access the above paths.

Additional guidance on the deployment of this security setting is available from the Microsoft Premier Field Engineering (PFE) Platforms TechNet Blog here: [Guidance on Deployment of MS15-011 and MS15-014](http://blogs.technet.com/b/askpfeplat/archive/2015/02/23/guidance-on-deployment-of-ms15-011-and-ms15-014.aspx).

Impact:

Windows only allows access to the specified UNC paths after fulfilling additional security requirements.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\NetworkProvider\HardenedPaths:\\\*\NETLOGON  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\NetworkProvider\HardenedPaths:\\\*\SYSVOL

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled with the following paths configured, at a minimum:  
\\\*\NETLOGON RequireMutualAuthentication=1, RequireIntegrity=1  
\\\*\SYSVOL RequireMutualAuthentication=1, RequireIntegrity=1

Computer Configuration\Policies\Administrative Templates\Network\Network Provider\Hardened UNC Paths

**Note:** This Group Policy path does not exist by default. An additional Group Policy template (NetworkProvider.admx/adml) is required - it is included with the [MS15-011](https://technet.microsoft.com/library/security/MS15-011) / [MSKB 3000483](https://support.microsoft.com/en-us/kb/3000483) security update or with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled. (No UNC paths are hardened.)

18.5.15 Offline Files

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template OfflineFiles.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.16 QoS Packet Scheduler

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template QOS.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.17 SNMP

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Snmp.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.18 SSL Configuration Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CipherSuiteOrder.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.19 TCPIP Settings

This section contains TCP/IP configuration settings.

This Group Policy section is provided by the Group Policy template tcpip.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.5.19.1 IPv6 Transition Technologies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template tcpip.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.5.19.2 Parameters

This section contains TCP/IP parameter configuration settings.

This Group Policy section is provided by the Group Policy template tcpip.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.5.19.2.1 (L2) Disable IPv6 (Ensure TCPIP6 Parameter 'DisabledComponents' is set to '0xff (255)') (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Internet Protocol version 6 (IPv6) is a set of protocols that computers use to exchange information over the Internet and over home and business networks. IPv6 allows for many more IP addresses to be assigned than IPv4 did. Older networking, hosts and operating systems may not support IPv6 natively.

The recommended state for this setting is: DisabledComponents - 0xff (255)

Rationale:

Since the vast majority of private enterprise managed networks have no need to utilize IPv6 (because they have access to private IPv4 addressing), disabling IPv6 components removes a possible attack surface that is also harder to monitor the traffic on. As a result, we recommend configuring IPv6 to a Disabled state when it is not needed.

Impact:

Connectivity to other systems using IPv6 will no longer operate, and software that depends on IPv6 will cease to function. Examples of Microsoft applications that may use IPv6 include: Remote Assistance, HomeGroup, DirectAccess, Windows Mail.

This registry change is documented in Microsoft Knowledge Base article 929852: [How to disable IPv6 or its components in Windows](https://support.microsoft.com/en-us/kb/929852).

**Note:** This registry change does not take effect until the next reboot.

Audit:

Navigate to the Registry path articulated in the Remediation section and confirm it is set as prescribed.

Remediation:

To establish the recommended configuration, set the following Registry value to 0xff (255) (DWORD):

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\TCPIP6\Parameters:DisabledComponents

**Note:** This change does not take effect until the computer has been restarted.

**Note #2:** Although Microsoft does not provide an ADMX template to configure this registry value, a custom .ADM template (Disable-IPv6-Components-KB929852.adm) is provided in the CIS Benchmark Remediation Kit to facilitate its configuration. Be aware though that simply turning off the group policy setting in the .ADM template will not "undo" the change once applied. Instead, the opposite setting must be applied to change the registry value to the opposite state.

Default Value:

All IPv6 components are enabled and Windows prefers IPv6 over IPv4.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.20 Windows Connect Now

This section contains recommendations for Windows Connect Now settings.

This Group Policy section is provided by the Group Policy template WindowsConnectNow.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.5.20.1 (L2) Ensure 'Configuration of wireless settings using Windows Connect Now' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows the configuration of wireless settings using Windows Connect Now (WCN). The WCN Registrar enables the discovery and configuration of devices over Ethernet (UPnP) over in-band 802.11 Wi-Fi through the Windows Portable Device API (WPD) and via USB Flash drives. Additional options are available to allow discovery and configuration over a specific medium.

The recommended state for this setting is: Disabled.

Rationale:

This setting enhances the security of the environment and reduces the overall risk exposure related to user configuration of wireless settings.

Impact:

WCN operations are disabled over all media.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\Registrars:EnableRegistrars  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\Registrars:DisableUPnPRegistrar  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\Registrars:DisableInBand802DOT11Registrar  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\Registrars:DisableFlashConfigRegistrar  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\Registrars:DisableWPDRegistrar

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\Windows Connect Now\Configuration of wireless settings using Windows Connect Now

**Note:** This Group Policy path is provided by the Group Policy template WindowsConnectNow.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

WCN operations are enabled and allowed over all media.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 15.4 Disable Wireless Access on Devices if Not Required  Disable wireless access on devices that do not have a business purpose for wireless access. |  |  | ● |
| v7 | 15.5 Limit Wireless Access on Client Devices  Configure wireless access on client machines that do have an essential wireless business purpose, to allow access only to authorized wireless networks and to restrict access to other wireless networks. |  |  | ● |

18.5.20.2 (L2) Ensure 'Prohibit access of the Windows Connect Now wizards' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting prohibits access to Windows Connect Now (WCN) wizards.

The recommended state for this setting is: Enabled.

Rationale:

Allowing standard users to access the Windows Connect Now wizard increases the risk and attack surface.

Impact:

The WCN wizards are turned off and users have no access to any of the wizard tasks. All the configuration related tasks including "Set up a wireless router or access point" and "Add a wireless device" are disabled.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WCN\UI:DisableWcnUi

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Windows Connect Now\Prohibit access of the Windows Connect Now wizards

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsConnectNow.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users can access all WCN wizard tasks.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.5.21 Windows Connection Manager

This section contains recommendations for Windows Connection Manager settings.

This Group Policy section is provided by the Group Policy template WCM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.21.1 (L1) Ensure 'Minimize the number of simultaneous connections to the Internet or a Windows Domain' is set to 'Enabled: 3 = Prevent Wi-Fi when on Ethernet' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents computers from establishing multiple simultaneous connections to either the Internet or to a Windows domain.

The recommended state for this setting is: Enabled: 3 = Prevent Wi-Fi when on Ethernet.

Rationale:

Preventing bridged network connections can help prevent a user unknowingly allowing traffic to route between internal and external networks, which risks exposure to sensitive internal data.

Impact:

While connected to an Ethernet connection, Windows won't allow use of a WLAN (automatically or manually) until Ethernet is disconnected. However, if a cellular data connection is available, it will always stay connected for services that require it, but no Internet traffic will be routed over cellular if an Ethernet or WLAN connection is present.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WcmSvc\GroupPolicy:fMinimizeConnections

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 3 = Prevent Wi-Fi when on Ethernet:

Computer Configuration\Policies\Administrative Templates\Network\Windows Connection Manager\Minimize the number of simultaneous connections to the Internet or a Windows Domain

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WCM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates. It was updated with a new Minimize Policy Options sub-setting starting with the Windows 10 Release 1903 Administrative Templates.

Default Value:

Enabled: 1 = Minimize simultaneous connections. (Any new automatic internet connection is blocked when the computer has at least one active internet connection to a preferred type of network. The order of preference (from most preferred to least preferred) is: Ethernet, WLAN, then cellular. Ethernet is always preferred when connected. Users can still manually connect to any network.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 15.5 Limit Wireless Access on Client Devices  Configure wireless access on client machines that do have an essential wireless business purpose, to allow access only to authorized wireless networks and to restrict access to other wireless networks. |  |  | ● |

18.5.21.2 (L1) Ensure 'Prohibit connection to non-domain networks when connected to domain authenticated network' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents computers from connecting to both a domain based network and a non-domain based network at the same time.

The recommended state for this setting is: Enabled.

Rationale:

The potential concern is that a user would unknowingly allow network traffic to flow between the insecure public network and the enterprise managed network.

Impact:

The computer responds to automatic and manual network connection attempts based on the following circumstances:

Automatic connection attempts - When the computer is already connected to a domain based network, all automatic connection attempts to non-domain networks are blocked. - When the computer is already connected to a non-domain based network, automatic connection attempts to domain based networks are blocked.

Manual connection attempts - When the computer is already connected to either a non-domain based network or a domain based network over media other than Ethernet, and a user attempts to create a manual connection to an additional network in violation of this policy setting, the existing network connection is disconnected and the manual connection is allowed. - When the computer is already connected to either a non-domain based network or a domain based network over Ethernet, and a user attempts to create a manual connection to an additional network in violation of this policy setting, the existing Ethernet connection is maintained and the manual connection attempt is blocked.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WcmSvc\GroupPolicy:fBlockNonDomain

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Network\Windows Connection Manager\Prohibit connection to non-domain networks when connected to domain authenticated network

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WCM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Connections to both domain and non-domain networks are simultaneously allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 12.4 Deny Communication over Unauthorized Ports  Deny communication over unauthorized TCP or UDP ports or application traffic to ensure that only authorized protocols are allowed to cross the network boundary in or out of the network at each of the organization's network boundaries. | ● | ● | ● |

18.5.22 Wireless Display

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template wlansvc.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.5.23 WLAN Service

This section contains recommendations for WLAN Service settings.

This Group Policy section is provided by the Group Policy template wlansvc.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.23.1 WLAN Media Cost

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template wlansvc.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.5.23.2 WLAN Settings

This setting contains recommendations for WLAN Settings.

This Group Policy section is provided by the Group Policy template wlansvc.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.5.23.2.1 (L1) Ensure 'Allow Windows to automatically connect to suggested open hotspots, to networks shared by contacts, and to hotspots offering paid services' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can enable the following WLAN settings: "Connect to suggested open hotspots," "Connect to networks shared by my contacts," and "Enable paid services".

* "Connect to suggested open hotspots" enables Windows to automatically connect users to open hotspots it knows about by crowdsourcing networks that other people using Windows have connected to.
* "Connect to networks shared by my contacts" enables Windows to automatically connect to networks that the user's contacts have shared with them, and enables users on this device to share networks with their contacts.
* "Enable paid services" enables Windows to temporarily connect to open hotspots to determine if paid services are available.

The recommended state for this setting is: Disabled.

**Note:** These features are also known by the name "Wi-Fi Sense".

Rationale:

Automatically connecting to an open hotspot or network can introduce the system to a rogue network with malicious intent.

Impact:

Connect to suggested open hotspots, Connect to networks shared by my contacts, and Enable paid services will each be turned off and users on the device will be prevented from enabling them.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\WcmSvc\wifinetworkmanager\config:AutoConnectAllowedOEM

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Network\WLAN Service\WLAN Settings\Allow Windows to automatically connect to suggested open hotspots, to networks shared by contacts, and to hotspots offering paid services

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template wlansvc.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Enabled. (Users can choose to enable or disable either "Connect to suggested open hotspots" or "Connect to networks shared by my contacts".)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 15.5 Limit Wireless Access on Client Devices  Configure wireless access on client machines that do have an essential wireless business purpose, to allow access only to authorized wireless networks and to restrict access to other wireless networks. |  |  | ● |

18.6 Printers

This section contains recommendations for printer settings.

This Group Policy section is provided by the Group Policy template Printing.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.6.1 (L1) Ensure 'Allow Print Spooler to accept client connections' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether the Print Spooler service will accept client connections.

The recommended state for this setting is: Disabled.

**Note:** The Print Spooler service must be restarted for changes to this policy to take effect.

Rationale:

Disabling the ability for the Print Spooler service to accept client connections mitigates **remote** attacks against the PrintNightmare vulnerability ([CVE-2021-34527](https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527)) and other **remote** Print Spooler attacks. However, this recommendation does not mitigate against **local** attacks on the Print Spooler service.

Impact:

Provided that the Print Spooler service is not disabled, users will continue to be able to print from their workstation. However, the workstation's Print Spooler service will not accept client connections or allow users to share printers. Note that all printers that were already shared will continue to be shared.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\Software\Policies\Microsoft\Windows NT\Printers:RegisterSpoolerRemoteRpcEndPoint

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Printers\Allow Print Spooler to accept client connections

**Note:** This Group Policy path is provided by the Group Policy template printing2.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled. (The Print Spooler will always accept client connections.)

References:

1. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.6.2 (L1) Ensure 'Point and Print Restrictions: When installing drivers for a new connection' is set to 'Enabled: Show warning and elevation prompt' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether computers will show a warning and a security elevation prompt when users create a new printer connection using Point and Print.

The recommended state for this setting is: Enabled: Show warning and elevation prompt.

**Note:** On August 10, 2021, Microsoft announced a [Point and Print Default Behavior Change](https://msrc-blog.microsoft.com/2021/08/10/point-and-print-default-behavior-change/) which modifies the default Point and Print driver installation and update behavior to require Administrator privileges. This is documented in [KB5005652—Manage new Point and Print default driver installation behavior (CVE-2021-34481)](https://support.microsoft.com/en-gb/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872). This change overrides all Point and Print Group Policy settings and ensures that only Administrators can install printer drivers from a print server using Point and Print.

Rationale:

Enabling Windows User Account Control (UAC) for the installation of new print drivers can help mitigate the PrintNightmare vulnerability ([CVE-2021-34527](https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527)) and other Print Spooler attacks.

Although the Point and Print default driver installation behavior overrides this setting, it is important to configure this as a backstop in the event that behavior is reversed.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\Software\Policies\Microsoft\Windows NT\Printers\PointAndPrint:NoWarningNoElevationOnInstall

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Show warning and elevation prompt:

Computer Configuration\Policies\Administrative Templates\Printers\Point and Print Restrictions: When installing drivers for a new connection

**Note:** This Group Policy path is provided by the Group Policy template Printing.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled. (Windows computers will show a warning and a security elevation prompt when users create a new printer connection using Point and Print.)

References:

1. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-1675>
2. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34481>
3. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527>
4. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-36958>
5. <https://msrc-blog.microsoft.com/2021/08/10/point-and-print-default-behavior-change/>
6. <https://support.microsoft.com/en-us/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872>

18.6.3 (L1) Ensure 'Point and Print Restrictions: When updating drivers for an existing connection' is set to 'Enabled: Show warning and elevation prompt' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether computers will show a warning and a security elevation prompt when users are updating drivers for an existing connection using Point and Print.

The recommended state for this setting is: Enabled: Show warning and elevation prompt.

**Note:** On August 10, 2021, Microsoft announced a [Point and Print Default Behavior Change](https://msrc-blog.microsoft.com/2021/08/10/point-and-print-default-behavior-change/) which modifies the default Point and Print driver installation and update behavior to require Administrator privileges. This is documented in [KB5005652—Manage new Point and Print default driver installation behavior (CVE-2021-34481)](https://support.microsoft.com/en-gb/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872). This change overrides all Point and Print Group Policy settings and ensures that only Administrators can install printer drivers from a print server using Point and Print.

Rationale:

Enabling Windows User Account Control (UAC) for updating existing print drivers can help mitigate the PrintNightmare vulnerability ([CVE-2021-34527](https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527)) and other Print Spooler attacks.

Although the Point and Print default driver installation behavior overrides this setting, it is important to configure this as a backstop in the event that behavior is reversed.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\Software\Policies\Microsoft\Windows NT\Printers\PointAndPrint:UpdatePromptSettings

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Show warning and elevation prompt:

Computer Configuration\Policies\Administrative Templates\Printers\Point and Print Restrictions: When updating drivers for an existing connection

**Note:** This Group Policy path is provided by the Group Policy template Printing.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled. (Windows computers will show a warning and a security elevation prompt when users are updating drivers for an existing connection using Point and Print.)

References:

1. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-1675>
2. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34481>
3. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-34527>
4. <https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-36958>
5. <https://msrc-blog.microsoft.com/2021/08/10/point-and-print-default-behavior-change/>
6. <https://support.microsoft.com/en-us/topic/kb5005652-manage-new-point-and-print-default-driver-installation-behavior-cve-2021-34481-873642bf-2634-49c5-a23b-6d8e9a302872>

18.7 Start Menu and Taskbar

This section contains recommendations for Start Menu and Taskbar.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.7.1 Notifications

This section contains recommendations for Start Menu and Taskbar Notifications.

This Group Policy section is provided by the Group Policy template WPN.admx/adml that is included with the Microsoft 10 Release 1803 Administrative Templates (or newer).

18.7.1.1 (L2) Ensure 'Turn off notifications network usage' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting blocks applications from using the network to send notifications to update tiles, tile badges, toast, or raw notifications. This policy setting turns off the connection between Windows and the Windows Push Notification Service (WNS). This policy setting also stops applications from being able to poll application services to update tiles.

The recommended state for this setting is: Enabled.

Rationale:

Windows Push Notification Services (WNS) is a mechanism to receive 3rd-party notifications and updates from the cloud/Internet. In a high security environment, external systems, especially those hosted outside the organization, should be prevented from having an impact on the secure workstations.

Impact:

Applications and system features will not be able receive notifications from the network from WNS or via notification polling APIs.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\PushNotifications:NoCloudApplicationNotification

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Start Menu and Taskbar\Turn off notifications network usage

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WPN.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8 System

This section contains recommendations for System settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.1 Access-Denied Assistance

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template srm-fci.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.2 App-V

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template appv.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.8.3 Audit Process Creation

This section contains settings related to auditing of process creation events.

This Group Policy section is provided by the Group Policy template AuditSettings.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.8.3.1 (L1) Ensure 'Include command line in process creation events' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether the process creation command line text is logged in security audit events when a new process has been created.

The recommended state for this setting is: Enabled.

**Note:** This feature that this setting controls was not originally supported in workstation OSes older than Windows 8.1. However, in February 2015 Microsoft added support for the feature to Windows 7 and Windows 8.0 via an update - [KB3004375](https://support.microsoft.com/en-us/help/3004375/microsoft-security-advisory-update-to-improve-windows-command-line-aud). Therefore, this setting is also important to set on those older OSes.

Rationale:

Capturing process command line information in event logs can be very valuable when performing forensic investigations of attack incidents.

Impact:

Process command line information will be included in the event logs, which can contain sensitive or private information such as passwords or user data.

**Warning:** There are potential risks of capturing credentials and sensitive information which could be exposed to users who have read-access to event logs. Microsoft provides a feature called "Protected Event Logging" to better secure event log data. For assistance with protecting event logging, visit: [About Logging Windows - PowerShell | Microsoft Docs](https://docs.microsoft.com/en-us/powershell/module/microsoft.powershell.core/about/about_logging_windows?view=powershell-7.2#protected-event-logging).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\Audit:ProcessCreationIncludeCmdLine\_Enabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Audit Process Creation\Include command line in process creation events

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AuditSettings.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Process command line information will not be included in Audit Process Creation events.)

References:

1. <https://docs.microsoft.com/en-us/powershell/module/microsoft.powershell.core/about/about_logging_windows?view=powershell-7.2#protected-event-logging>

18.8.4 Credentials Delegation

This section contains settings related to Credential Delegation.

This Group Policy section is provided by the Group Policy template CredSsp.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.4.1 (L1) Ensure 'Encryption Oracle Remediation' is set to 'Enabled: Force Updated Clients' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Some versions of the CredSSP protocol that is used by some applications (such as Remote Desktop Connection) are vulnerable to an encryption oracle attack against the client. This policy controls compatibility with vulnerable clients and servers and allows you to set the level of protection desired for the encryption oracle vulnerability.

The recommended state for this setting is: Enabled: Force Updated Clients.

Rationale:

This setting is important to mitigate the CredSSP encryption oracle vulnerability, for which information was published by Microsoft on 03/13/2018 in [CVE-2018-0886 | CredSSP Remote Code Execution Vulnerability](https://portal.msrc.microsoft.com/en-us/security-guidance/advisory/CVE-2018-0886). All versions of Windows from Windows Vista onwards are affected by this vulnerability, and will be compatible with this recommendation provided that they have been patched at least through May 2018 (or later).

Impact:

Client applications which use CredSSP will not be able to fall back to the insecure versions and services using CredSSP will not accept unpatched clients. This setting should not be deployed until all remote hosts support the newest version, which is achieved by ensuring that all Microsoft security updates at least through May 2018 are installed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\CredSSP\Parameters:AllowEncryptionOracle

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Force Updated Clients:

Computer Configuration\Policies\Administrative Templates\System\Credentials Delegation\Encryption Oracle Remediation

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredSsp.admx/adml that is included with the Microsoft Windows 10 Release 1803 Administrative Templates (or newer).

Default Value:

Without the May 2018 security update: Enabled: Vulnerable (Client applications which use CredSSP will expose the remote servers to attacks by supporting fall back to the insecure versions and services using CredSSP will accept unpatched clients.)

With the May 2018 security update: Enabled: Mitigated (Client applications which use CredSSP will not be able to fall back to the insecure version but services using CredSSP will accept unpatched clients.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.8.4.2 (L1) Ensure 'Remote host allows delegation of non-exportable credentials' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Remote host allows delegation of non-exportable credentials. When using credential delegation, devices provide an exportable version of credentials to the remote host. This exposes users to the risk of credential theft from attackers on the remote host. The Restricted Admin Mode and Windows Defender Remote Credential Guard features are two options to help protect against this risk.

The recommended state for this setting is: Enabled.

**Note:** More detailed information on Windows Defender Remote Credential Guard and how it compares to Restricted Admin Mode can be found at this link: [Protect Remote Desktop credentials with Windows Defender Remote Credential Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/access-protection/remote-credential-guard)

Rationale:

Restricted Admin Mode was designed to help protect administrator accounts by ensuring that reusable credentials are not stored in memory on remote devices that could potentially be compromised. Windows Defender Remote Credential Guard helps you protect your credentials over a Remote Desktop connection by redirecting Kerberos requests back to the device that is requesting the connection. Both features should be enabled and supported, as they reduce the chance of credential theft.

Impact:

The host will support the Restricted Admin Mode and Windows Defender Remote Credential Guard features.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CredentialsDelegation:AllowProtectedCreds

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Credentials Delegation\Remote host allows delegation of non-exportable credentials

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredSsp.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled. (Restricted Admin Mode and Windows Defender Remote Credential Guard are not supported. Users will always need to pass their credentials to the host.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/identity-protection/remote-credential-guard>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 16.5 Encrypt Transmittal of Username and Authentication Credentials  Ensure that all account usernames and authentication credentials are transmitted across networks using encrypted channels. |  | ● | ● |

18.8.5 Device Guard

This section contains Device Guard settings.

This Group Policy section is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.8.5.1 (NG) Ensure 'Turn On Virtualization Based Security' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting specifies whether Virtualization Based Security is enabled. Virtualization Based Security uses the Windows Hypervisor to provide support for security services.

The recommended state for this setting is: Enabled.

**Note:** Virtualization Based Security requires a 64-bit version of Windows with Secure Boot enabled, which in turn requires that Windows was installed with a UEFI BIOS configuration, not a Legacy BIOS configuration. In addition, if running Windows on a virtual machine, the hardware-assisted CPU virtualization feature (Intel VT-x or AMD-V) must be exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [Windows Defender Credential Guard Requirements (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-requirements)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

Kerberos, NTLM, and Credential manager isolate secrets by using virtualization-based security. Previous versions of Windows stored secrets in the Local Security Authority (LSA). Prior to Windows 10, the LSA stored secrets used by the operating system in its process memory. With Windows Defender Credential Guard enabled, the LSA process in the operating system talks to a new component called the isolated LSA process that stores and protects those secrets. Data stored by the isolated LSA process is protected using virtualization-based security and is not accessible to the rest of the operating system.

Impact:

**Warning:** All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:EnableVirtualizationBasedSecurity

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.5.2 (NG) Ensure 'Turn On Virtualization Based Security: Select Platform Security Level' is set to 'Secure Boot and DMA Protection' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting specifies whether Virtualization Based Security is enabled. Virtualization Based Security uses the Windows Hypervisor to provide support for security services.

The recommended state for this setting is: Secure Boot and DMA Protection.

**Note:** Virtualization Based Security requires a 64-bit version of Windows with Secure Boot enabled, which in turn requires that Windows was installed with a UEFI BIOS configuration, not a Legacy BIOS configuration. In addition, if running Windows on a virtual machine, the hardware-assisted CPU virtualization feature (Intel VT-x or AMD-V) must be exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [Windows Defender Credential Guard Requirements (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-requirements)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

Secure Boot can help reduce the risk of bootloader attacks and in conjunction with DMA protections to help protect data from being scraped from memory.

Impact:

**Warning:** All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:RequirePlatformSecurityFeatures

Remediation:

To establish the recommended configuration via GP, set the following UI path to Secure Boot and DMA Protection:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security: Select Platform Security Level

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.5.3 (NG) Ensure 'Turn On Virtualization Based Security: Virtualization Based Protection of Code Integrity' is set to 'Enabled with UEFI lock' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This setting enables virtualization based protection of Kernel Mode Code Integrity. When this is enabled, kernel mode memory protections are enforced and the Code Integrity validation path is protected by the Virtualization Based Security feature.

The recommended state for this setting is: Enabled with UEFI lock.

**Note:** Virtualization Based Security requires a 64-bit version of Windows with Secure Boot enabled, which in turn requires that Windows was installed with a UEFI BIOS configuration, not a Legacy BIOS configuration. In addition, if running Windows on a virtual machine, the hardware-assisted CPU virtualization feature (Intel VT-x or AMD-V) must be exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [Windows Defender Credential Guard Requirements (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-requirements)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

The Enabled with UEFI lock option ensures that Virtualization Based Protection of Code Integrity cannot be disabled remotely.

Impact:

**Warning:** All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

**Warning #2:** Once this setting is turned on and active, **Virtualization Based Security cannot be disabled solely via GPO** or any other remote method. After removing the setting from GPO, the features must also be manually disabled locally at the machine using the steps provided at this link:

[Manage Windows Defender Credential Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-manage#disable-windows-defender-credential-guard)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:HypervisorEnforcedCodeIntegrity

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled with UEFI lock:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security: Virtualization Based Protection of Code Integrity

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.5.4 (NG) Ensure 'Turn On Virtualization Based Security: Require UEFI Memory Attributes Table' is set to 'True (checked)' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This option will only enable Virtualization Based Protection of Code Integrity on devices with UEFI firmware support for the Memory Attributes Table. Devices without the UEFI Memory Attributes Table may have firmware that is incompatible with Virtualization Based Protection of Code Integrity which in some cases can lead to crashes or data loss or incompatibility with certain plug-in cards. If not setting this option the targeted devices should be tested to ensure compatibility.

The recommended state for this setting is: True (checked).

**Note:** Virtualization Based Security requires a 64-bit version of Windows with Secure Boot enabled, which in turn requires that Windows was installed with a UEFI BIOS configuration, not a Legacy BIOS configuration. In addition, if running Windows on a virtual machine, the hardware-assisted CPU virtualization feature (Intel VT-x or AMD-V) must be exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [Windows Defender Credential Guard Requirements (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-requirements)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

This setting will help protect this control from being enabled on a system that is not compatible which could lead to a crash or data loss.

Impact:

**Warning:** All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:HVCIMATRequired

Remediation:

To establish the recommended configuration via GP, set the following UI path to TRUE:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security: Require UEFI Memory Attributes Table

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.5.5 (NG) Ensure 'Turn On Virtualization Based Security: Credential Guard Configuration' is set to 'Enabled with UEFI lock' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This setting lets users turn on Credential Guard with virtualization-based security to help protect credentials. The "Enabled with UEFI lock" option ensures that Credential Guard cannot be disabled remotely. In order to disable the feature, you must set the Group Policy to "Disabled" as well as remove the security functionality from each computer, with a physically present user, in order to clear configuration persisted in UEFI.

The recommended state for this setting is: Enabled with UEFI lock.

**Note:** Virtualization Based Security requires a 64-bit version of Windows with Secure Boot enabled, which in turn requires that Windows was installed with a UEFI BIOS configuration, not a Legacy BIOS configuration. In addition, if running Windows on a virtual machine, the hardware-assisted CPU virtualization feature (Intel VT-x or AMD-V) must be exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [Windows Defender Credential Guard Requirements (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-requirements)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

The Enabled with UEFI lock option ensures that Credential Guard cannot be disabled remotely.

Impact:

**Warning:** All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

**Warning #2:** Once this setting is turned on and active, **Credential Guard cannot be disabled solely via GPO** or any other remote method. After removing the setting from GPO, the features must also be manually disabled locally at the machine using the steps provided at this link:

[Manage Windows Defender Credential Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/identity-protection/credential-guard/credential-guard-manage#disable-windows-defender-credential-guard)

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:LsaCfgFlags

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled with UEFI lock:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security: Credential Guard Configuration

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.5.6 (NG) Ensure 'Turn On Virtualization Based Security: Secure Launch Configuration' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

Secure Launch protects the Virtualization Based Security environment from exploited vulnerabilities in device firmware.

The recommended state for this setting is: Enabled.

**Note:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

Secure Launch changes the way Windows boots to use Intel Trusted Execution Technology (TXT) and Runtime BIOS Resilience features to prevent firmware exploits from being able to impact the security of the Windows Virtualization Based Security environment.

Impact:

**Warning**: All drivers on the system must be compatible with this feature or the system may crash. Ensure that this policy setting is only deployed to computers which are known to be compatible.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceGuard:ConfigureSystemGuardLaunch

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Device Guard\Turn On Virtualization Based Security: Secure Launch Configuration

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeviceGuard.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

Default Value:

Not Configured. (Administrative users can choose whether to enable or disable Secure Launch.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.6 Device Health Attestation Service

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TPM.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.8.7 Device Installation

This section contains recommendations related to device installation.

This Group Policy section is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.7.1 Device Installation Restrictions

This section contains recommendations related to device installation restrictions.

This Group Policy section is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.7.1.1 (BL) Ensure 'Prevent installation of devices that match any of these device IDs' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of Plug and Play hardware IDs and compatible IDs for devices that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing a device whose hardware ID or compatible ID appears in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, devices can be installed and updated as allowed or prevented by other policy settings.

The recommended state for this setting is: Enabled.

**Note:** In versions of Windows 10 Release 1803 (and newer), there is a new control named Enumeration policy for external devices incompatible with Kernel DMA Protection available that mitigates much of the risk for malicious devices that may perform Direct Memory Access (DMA) attacks. The newer control is also now part of the Windows 10 CIS benchmark, in section 18.8.26. However, if your environment still contains **any** Windows 10 Release 1709 (or older) workstations, then the newer control will not work, so this setting remains important to disable Thunderbolt devices on those systems.

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

Devices matching the specified device IDs will be prevented from installation.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions:DenyDeviceIDs

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices that match any of these device IDs

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Devices can be installed and updated as allowed or prevented by other policy settings.)

18.8.7.1.2 (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Prevent installation of devices that match any of these device IDs' is set to 'PCI\CC\_0C0A' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of Plug and Play hardware IDs and compatible IDs for devices that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing a device whose hardware ID or compatible ID appears in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, devices can be installed and updated as allowed or prevented by other policy settings.

The recommended state for this setting is: PCI\CC\_0C0A

**Note:** This device ID is for Thunderbolt controllers. The USB Type-C (USB-C) port standard that is now common in many computers, especially laptops, utilizes Thunderbolt technology, and therefore may be affected by this restriction. If your organization needs to use USB-C extensively, you may need to decide, internally, to allow yourselves an exception to this recommendation. However, please ensure that all necessary decision-makers have accepted the increased risk of BitLocker encryption key theft (and therefore data theft) via malicious Thunderbolt devices (when left unattended), by doing so.

**Note #2:** In versions of Windows 10 Release 1803 (and newer), there is a new control named Enumeration policy for external devices incompatible with Kernel DMA Protection available that mitigates much of the risk for malicious devices that may perform Direct Memory Access (DMA) attacks. The newer control is also now part of the Windows 10 CIS benchmark, in section 18.8.26. However, if your environment still contains **any** Windows 10 Release 1709 (or older) workstations, then the newer control will not work, so this setting remains important to disable Thunderbolt devices on those systems.

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

Thunderbolt controllers will be prevented from being installed in Windows.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions\DenyDeviceIDs:1

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and add PCI\CC\_0C0A to the Device IDs list:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices that match any of these device IDs

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

None. (No device ID types are prevented from installation.)

18.8.7.1.3 (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of Plug and Play hardware IDs and compatible IDs for devices that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing a device whose hardware ID or compatible ID appears in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, devices can be installed and updated as allowed or prevented by other policy settings.

The recommended state for this setting is: True (checked).

**Note:** In versions of Windows 10 Release 1803 (and newer), there is a new control named Enumeration policy for external devices incompatible with Kernel DMA Protection available that mitigates much of the risk for malicious devices that may perform Direct Memory Access (DMA) attacks. The newer control is also now part of the Windows 10 CIS benchmark, in section 18.8.26. However, if your environment still contains **any** Windows 10 Release 1709 (or older) workstations, then the newer control will not work, so this setting remains important to disable Thunderbolt devices on those systems.

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

Existing devices (that match the device IDs specified) that were previously installed prior to the hardening will be disabled or removed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions:DenyDeviceIDsRetroactive

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and check the Also apply to matching devices that are already installed. checkbox:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices that match any of these device IDs

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

False (unchecked). (Pre-existing devices matching the device IDs will not be disabled or removed.)

18.8.7.1.4 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of device setup class globally unique identifiers (GUIDs) for device drivers that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing or updating device drivers whose device setup class GUIDs appear in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, Windows can install and update devices as allowed or prevented by other policy settings.

The recommended state for this setting is: Enabled.

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

Devices matching the specified device setup classes will be prevented from installation.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions:DenyDeviceClasses

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices using drivers that match these device setup classes

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Devices can be installed and updated as allowed or prevented by other policy settings.)

18.8.7.1.5 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Prevent installation of devices using drivers for these device setup' is set to 'IEEE 1394 device setup classes' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of device setup class globally unique identifiers (GUIDs) for device drivers that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing or updating device drivers whose device setup class GUIDs appear in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, Windows can install and update devices as allowed or prevented by other policy settings.

Here are the four entries we recommend and what they translate to:

* {d48179be-ec20-11d1-b6b8-00c04fa372a7} - IEEE 1394 devices that support the SBP2 Protocol Class
* {7ebefbc0-3200-11d2-b4c2-00a0C9697d07} - IEEE 1394 devices that support the IEC-61883 Protocol Class
* {c06ff265-ae09-48f0-812c-16753d7cba83} - IEEE 1394 devices that support the AVC Protocol Class
* {6bdd1fc1-810f-11d0-bec7-08002be2092f} - IEEE 1394 Host Bus Controller Class

The full list of system-defined device setup classes available in Windows is here: [System-Defined Device Setup Classes Available to Vendors | Microsoft Docs](https://docs.microsoft.com/en-us/windows-hardware/drivers/install/system-defined-device-setup-classes-available-to-vendors)

The recommended state for this setting is: {d48179be-ec20-11d1-b6b8-00c04fa372a7}, {7ebefbc0-3200-11d2-b4c2-00a0C9697d07}, {c06ff265-ae09-48f0-812c-16753d7cba83}, and {6bdd1fc1-810f-11d0-bec7-08002be2092f}

**Note:** IEEE 1394 has also been known/branded as FireWire (by Apple), i.LINK (by Sony) and Lynx (by Texas Instruments).

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

IEEE 1394 drives & devices will be prevented from being installed in Windows.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions\DenyDeviceClasses:<numeric value>

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and add {d48179be-ec20-11d1-b6b8-00c04fa372a7}, {7ebefbc0-3200-11d2-b4c2-00a0C9697d07}, {c06ff265-ae09-48f0-812c-16753d7cba83}, and {6bdd1fc1-810f-11d0-bec7-08002be2092f} to the device setup classes list:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices using drivers that match these device setup classes

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

None. (No device setup classes are prevented from installation.)

Additional Information:

Documented in [MSKB 2516445](https://support.microsoft.com/en-us/kb/2516445).

18.8.7.1.6 (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify a list of device setup class globally unique identifiers (GUIDs) for device drivers that Windows is prevented from installing. This policy setting takes precedence over any other policy setting that allows Windows to install a device.

If you enable this policy setting, Windows is prevented from installing or updating device drivers whose device setup class GUIDs appear in the list you create. If you enable this policy setting on a remote desktop server, the policy setting affects redirection of the specified devices from a remote desktop client to the remote desktop server.

If you disable or do not configure this policy setting, Windows can install and update devices as allowed or prevented by other policy settings.

The recommended state for this setting is: True (checked).

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked.

BitLocker with TPM-only authentication lets a computer enter the power-on state without any pre-boot authentication. Therefore, an attacker may be able to perform DMA attacks.

This issue is documented in Microsoft Knowledge Base article 2516445: [Blocking the SBP-2 driver and Thunderbolt controllers to reduce 1394 DMA and Thunderbolt DMA threats to BitLocker](https://support.microsoft.com/en-us/kb/2516445).

Impact:

Existing devices (that match the device setup classes specified) that were previously installed prior to the hardening will be disabled or removed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeviceInstall\Restrictions:DenyDeviceClassesRetroactive

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, and check the Also apply to matching devices that are already installed. checkbox:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Device Installation Restrictions\Prevent installation of devices using drivers that match these device setup classes

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

False (unchecked). (Pre-existing devices matching the device setup classes will not be disabled or removed.)

18.8.7.2 (L1) Ensure 'Prevent device metadata retrieval from the Internet' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to prevent Windows from retrieving device metadata from the Internet.

The recommended state for this setting is: Enabled.

**Note:** This will not prevent the installation of basic hardware drivers, but does prevent associated 3rd-party utility software from automatically being installed under the context of the SYSTEM account.

Rationale:

Installation of software should be conducted by an authorized system administrator and not a standard user. Allowing automatic 3rd-party software installations under the context of the SYSTEM account has potential for allowing unauthorized access via backdoors or installation software bugs.

Impact:

Standard users without administrator privileges will not be able to install associated 3rd-party utility software for peripheral devices. This may limit the use of advanced features of those devices unless/until an administrator installs the associated utility software for the device.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Device Metadata:PreventDeviceMetadataFromNetwork

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Device Installation\Prevent device metadata retrieval from the Internet

**Note:** This Group Policy path is provided by the Group Policy template DeviceInstallation.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates, or with the Group Policy template DeviceSetup.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (The setting in the Device Installation Settings dialog box controls whether Windows retrieves device metadata from the Internet.)

18.8.8 Device Redirection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DeviceRedirection.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.9 Disk NV Cache

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DiskNVCache.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.10 Disk Quotas

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DiskQuota.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.11 Display

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Display.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.8.12 Distributed COM

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DCOM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.13 Driver Installation

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.14 Early Launch Antimalware

This section contains recommendations for configuring boot-start driver initialization settings.

This Group Policy section is provided by the Group Policy template EarlyLaunchAM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.14.1 (L1) Ensure 'Boot-Start Driver Initialization Policy' is set to 'Enabled: Good, unknown and bad but critical' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to specify which boot-start drivers are initialized based on a classification determined by an Early Launch Antimalware boot-start driver. The Early Launch Antimalware boot-start driver can return the following classifications for each boot-start driver:

* Good: The driver has been signed and has not been tampered with.
* Bad: The driver has been identified as malware. It is recommended that you do not allow known bad drivers to be initialized.
* Bad, but required for boot: The driver has been identified as malware, but the computer cannot successfully boot without loading this driver.
* Unknown: This driver has not been attested to by your malware detection application and has not been classified by the Early Launch Antimalware boot-start driver.

If you enable this policy setting you will be able to choose which boot-start drivers to initialize the next time the computer is started.

If your malware detection application does not include an Early Launch Antimalware boot-start driver or if your Early Launch Antimalware boot-start driver has been disabled, this setting has no effect and all boot-start drivers are initialized.

The recommended state for this setting is: Enabled: Good, unknown and bad but critical.

Rationale:

This policy setting helps reduce the impact of malware that has already infected your system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Policies\EarlyLaunch:DriverLoadPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Good, unknown and bad but critical:

Computer Configuration\Policies\Administrative Templates\System\Early Launch Antimalware\Boot-Start Driver Initialization Policy

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template EarlyLaunchAM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Boot-start drivers determined to be Good, Unknown or Bad but Boot Critical are initialized and the initialization of drivers determined to be bad is skipped.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.8.15 Enhanced Storage Access

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EnhancedStorage.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.16 File Classification Infrastructure

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template srm-fci.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.17 File Share Shadow Copy Agent

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FileServerVSSAgent.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.18 File Share Shadow Copy Provider

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy templates FileServerVSSProvider.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.19 Filesystem (formerly NTFS Filesystem)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FileSys.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named NTFS Filesystem but was renamed by Microsoft to Filesystem starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

18.8.20 Folder Redirection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FolderRedirection.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.21 Group Policy

This section contains recommendations for configuring group policy-related settings.

This Group Policy section is provided by the Group Policy template GroupPolicy.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.21.1 Logging and tracing

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template GroupPolicyPreferences.admx/adml that is included with the Microsoft Windows Server 2008 (non-R2) Administrative Templates (or newer).

18.8.21.2 (L1) Ensure 'Configure registry policy processing: Do not apply during periodic background processing' is set to 'Enabled: FALSE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The "Do not apply during periodic background processing" option prevents the system from updating affected policies in the background while the computer is in use. When background updates are disabled, policy changes will not take effect until the next user logon or system restart.

The recommended state for this setting is: Enabled: FALSE (unchecked).

Rationale:

Setting this option to false (unchecked) will ensure that domain policy changes take effect more quickly, as compared to waiting until the next user logon or system restart.

Impact:

Group Policies will be reapplied every time they are refreshed, which could have a slight impact on performance.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Group Policy\{35378EAC-683F-11D2-A89A-00C04FBBCFA2}:NoBackgroundPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, then set the Do not apply during periodic background processing option to FALSE (unchecked):

Computer Configuration\Policies\Administrative Templates\System\Group Policy\Configure registry policy processing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Group policies are not reapplied until the next logon or restart.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 5.4 Deploy System Configuration Management Tools  Deploy system configuration management tools that will automatically enforce and redeploy configuration settings to systems at regularly scheduled intervals. |  | ● | ● |

18.8.21.3 (L1) Ensure 'Configure registry policy processing: Process even if the Group Policy objects have not changed' is set to 'Enabled: TRUE' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

The "Process even if the Group Policy objects have not changed" option updates and reapplies policies even if the policies have not changed.

The recommended state for this setting is: Enabled: TRUE (checked).

Rationale:

Setting this option to true (checked) will ensure unauthorized changes that might have been configured locally are forced to match the domain-based Group Policy settings again.

Impact:

Group Policies will be reapplied even if they have not been changed, which could have a slight impact on performance.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Group Policy\{35378EAC-683F-11D2-A89A-00C04FBBCFA2}:NoGPOListChanges

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled, then set the Process even if the Group Policy objects have not changed option to TRUE (checked):

Computer Configuration\Policies\Administrative Templates\System\Group Policy\Configure registry policy processing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Group policies are not reapplied if they have not been changed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 5.4 Deploy System Configuration Management Tools  Deploy system configuration management tools that will automatically enforce and redeploy configuration settings to systems at regularly scheduled intervals. |  | ● | ● |

18.8.21.4 (L1) Ensure 'Continue experiences on this device' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether the Windows device is allowed to participate in cross-device experiences (continue experiences).

The recommended state for this setting is: Disabled.

Rationale:

A cross-device experience is when a system can access app and send messages to other devices. In an enterprise managed environment only trusted systems should be communicating within the network. Access to any other system should be prohibited.

Impact:

The Windows device will not be discoverable by other devices, and cannot participate in cross-device experiences.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:EnableCdp

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Group Policy\Continue experiences on this device

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

The default behavior depends on the Windows edition.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.21.5 (L1) Ensure 'Turn off background refresh of Group Policy' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents Group Policy from being updated while the computer is in use. This policy setting applies to Group Policy for computers, users and Domain Controllers.

The recommended state for this setting is: Disabled.

Rationale:

This setting ensures that group policy changes take effect more quickly, as compared to waiting until the next user logon or system restart.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is in effect when the following registry location does not exist:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:DisableBkGndGroupPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Group Policy\Turn off background refresh of Group Policy

**Note:** This Group Policy path is provided by the Group Policy template GroupPolicy.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Updates can be applied while users are working.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 5.4 Deploy System Configuration Management Tools  Deploy system configuration management tools that will automatically enforce and redeploy configuration settings to systems at regularly scheduled intervals. |  | ● | ● |

18.8.22 Internet Communication Management

This section contains recommendations related to Internet Communication Management.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.22.1 Internet Communication settings

This section contains recommendations related to Internet Communication settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.22.1.1 (L2) Ensure 'Turn off access to the Store' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether to use the Store service for finding an application to open a file with an unhandled file type or protocol association. When a user opens a file type or protocol that is not associated with any applications on the computer, the user is given the choice to select a local application or use the Store service to find an application.

The recommended state for this setting is: Enabled.

Rationale:

The Store service is a retail outlet built into Windows, primarily for consumer use. In an enterprise managed environment the IT department should be managing the installation of all applications to reduce the risk of the installation of vulnerable software.

Impact:

The "Look for an app in the Store" item in the Open With dialog is removed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Explorer:NoUseStoreOpenWith

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off access to the Store

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ICM.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users are allowed to use the Store service and the Store item is available in the Open With dialog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.2 (L1) Ensure 'Turn off downloading of print drivers over HTTP' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether the computer can download print driver packages over HTTP. To set up HTTP printing, printer drivers that are not available in the standard operating system installation might need to be downloaded over HTTP.

The recommended state for this setting is: Enabled.

Rationale:

Users might download drivers that include malicious code.

Impact:

Print drivers cannot be downloaded over HTTP.

**Note:** This policy setting does not prevent the client computer from printing to printers on the intranet or the Internet over HTTP. It only prohibits downloading drivers that are not already installed locally.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Printers:DisableWebPnPDownload

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off downloading of print drivers over HTTP

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can download print drivers over HTTP.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 2.7 Utilize Application Whitelisting  Utilize application whitelisting technology on all assets to ensure that only authorized software executes and all unauthorized software is blocked from executing on assets. |  |  | ● |

18.8.22.1.3 (L2) Ensure 'Turn off handwriting personalization data sharing' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting turns off data sharing from the handwriting recognition personalization tool.

The handwriting recognition personalization tool enables Tablet PC users to adapt handwriting recognition to their own writing style by providing writing samples. The tool can optionally share user writing samples with Microsoft to improve handwriting recognition in future versions of Windows. The tool generates reports and transmits them to Microsoft over a secure connection.

The recommended state for this setting is: Enabled.

Rationale:

A person's handwriting is Personally Identifiable Information (PII), especially when it comes to your signature. As such, it is unacceptable in many environments to automatically upload PII to a website without explicit approval by the user.

Impact:

Tablet PC users cannot choose to share writing samples from the handwriting recognition personalization tool with Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\TabletPC:PreventHandwritingDataSharing

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off handwriting personalization data sharing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ShapeCollector.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Tablet PC users can choose whether or not they want to share their writing samples from the handwriting recognition personalization tool with Microsoft.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.4 (L2) Ensure 'Turn off handwriting recognition error reporting' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Turns off the handwriting recognition error reporting tool.

The handwriting recognition error reporting tool enables users to report errors encountered in Tablet PC Input Panel. The tool generates error reports and transmits them to Microsoft over a secure connection. Microsoft uses these error reports to improve handwriting recognition in future versions of Windows.

The recommended state for this setting is: Enabled.

Rationale:

A person's handwriting is Personally Identifiable Information (PII), especially when it comes to your signature. As such, it is unacceptable in many environments to automatically upload PII to a website without explicit approval by the user.

Impact:

Users cannot start the handwriting recognition error reporting tool or send error reports to Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\HandwritingErrorReports:PreventHandwritingErrorReports

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off handwriting recognition error reporting

**Note:** This Group Policy path is provided by the Group Policy template InkWatson.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Tablet PC users can report handwriting recognition errors to Microsoft.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.5 (L2) Ensure 'Turn off Internet Connection Wizard if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the Internet Connection Wizard can connect to Microsoft to download a list of Internet Service Providers (ISPs).

The recommended state for this setting is: Enabled.

Rationale:

In an enterprise managed environment we want to lower the risk of a user unknowingly exposing sensitive data.

Impact:

The "Choose a list of Internet Service Providers" path in the Internet Connection Wizard causes the wizard to exit. This prevents users from retrieving the list of ISPs, which resides on Microsoft servers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Internet Connection Wizard:ExitOnMSICW

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Internet Connection Wizard if URL connection is referring to Microsoft.com

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can connect to Microsoft to download a list of ISPs for their area.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.6 (L1) Ensure 'Turn off Internet download for Web publishing and online ordering wizards' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether Windows will download a list of providers for the Web publishing and online ordering wizards.

The recommended state for this setting is: Enabled.

Rationale:

Although the risk is minimal, enabling this setting will reduce the possibility of a user unknowingly downloading malicious content through this feature.

Impact:

Windows is prevented from downloading providers; only the service providers cached in the local registry are displayed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoWebServices

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Internet download for Web publishing and online ordering wizards

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (A list of providers is downloaded when the user uses the web publishing or online ordering wizards.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 7.4 Maintain and Enforce Network-Based URL Filters  Enforce network-based URL filters that limit a system's ability to connect to websites not approved by the organization. This filtering shall be enforced for each of the organization's systems, whether they are physically at an organization's facilities or not. |  | ● | ● |

18.8.22.1.7 (L2) Ensure 'Turn off printing over HTTP' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to disable the client computer's ability to print over HTTP, which allows the computer to print to printers on the intranet as well as the Internet.

The recommended state for this setting is: Enabled.

**Note:** This control affects printing over **both** HTTP and HTTPS.

Rationale:

Information that is transmitted over HTTP through this capability is not protected and can be intercepted by malicious users. For this reason, it is not often used in enterprise managed environments.

Impact:

The client computer will not be able to print to Internet printers over HTTP or HTTPS.

**Note:** This policy setting affects the client side of Internet printing only. Regardless of how it is configured, a computer could act as an Internet Printing server and make its shared printers available through HTTP.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Printers:DisableHTTPPrinting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off printing over HTTP

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can choose to print to Internet printers over HTTP.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 13.3 Monitor and Block Unauthorized Network Traffic  Deploy an automated tool on network perimeters that monitors for unauthorized transfer of sensitive information and blocks such transfers while alerting information security professionals. |  |  | ● |

18.8.22.1.8 (L2) Ensure 'Turn off Registration if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the Windows Registration Wizard connects to Microsoft.com for online registration.

The recommended state for this setting is: Enabled.

Rationale:

Users in an enterprise managed environment should not be registering their own copies of Windows, providing their own PII in the process.

Impact:

Users are blocked from connecting to Microsoft.com for online registration and they cannot register their copy of Windows online.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Registration Wizard Control:NoRegistration

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Registration if URL connection is referring to Microsoft.com

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can connect to Microsoft.com to complete the online Windows Registration.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.9 (L2) Ensure 'Turn off Search Companion content file updates' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether Search Companion should automatically download content updates during local and Internet searches.

The recommended state for this setting is: Enabled.

Rationale:

There is a small risk that users will unknowingly reveal sensitive information because of the topics they are searching for. This risk is very low because even if this setting is enabled users still must submit search queries to the desired search engine in order to perform searches.

Impact:

Search Companion does not download content updates during searches.

**Note:** Internet searches will still send the search text and information about the search to Microsoft and the chosen search provider. If you select Classic Search, the Search Companion feature will be unavailable. You can select Classic Search by clicking Start, Search, Change Preferences, and then Change Internet Search Behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\SearchCompanion:DisableContentFileUpdates

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Search Companion content file updates

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Search Companion downloads content updates unless the user is using Classic Search.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.10 (L2) Ensure 'Turn off the "Order Prints" picture task' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the "Order Prints Online" task is available from Picture Tasks in Windows folders.

The Order Prints Online Wizard is used to download a list of providers and allow users to order prints online.

The recommended state for this setting is: Enabled.

Rationale:

In an enterprise managed environment we want to lower the risk of a user unknowingly exposing sensitive data.

Impact:

The task "Order Prints Online" is removed from Picture Tasks in File Explorer folders.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoOnlinePrintsWizard

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off the "Order Prints" picture task

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The "Order Prints Online" task is displayed in Picture Tasks in File Explorer folders.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.11 (L2) Ensure 'Turn off the "Publish to Web" task for files and folders' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the tasks Publish this file to the Web, Publish this folder to the Web, and Publish the selected items to the Web are available from File and Folder Tasks in Windows folders. The Web Publishing wizard is used to download a list of providers and allow users to publish content to the Web.

The recommended state for this setting is: Enabled.

Rationale:

Users may publish confidential or sensitive information to a public service outside of the control of the organization.

Impact:

The "Publish to Web" task is removed from File and Folder tasks in Windows folders.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoPublishingWizard

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off the "Publish to Web" task for files and folders

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The "Publish to Web" task is shown in File and Folder tasks in Windows folders.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.12 (L2) Ensure 'Turn off the Windows Messenger Customer Experience Improvement Program' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the Windows Customer Experience Improvement Program can collect anonymous information about how Windows is used.

Microsoft uses information collected through the Windows Customer Experience Improvement Program to improve features that are most used and to detect flaws so that they can be corrected more quickly. Enabling this setting will reduce the amount of data Microsoft is able to gather for this purpose. The recommended state for this setting is: Enabled.

Rationale:

Large enterprise managed environments may not want to have information collected by Microsoft from managed client computers.

Impact:

Windows Messenger will not collect usage information, and the user settings to enable the collection of usage information will not be shown.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Messenger\Client:CEIP

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off the Windows Messenger Customer Experience Improvement Program

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Users have the choice to opt-in and allow information to be collected.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.13 (L2) Ensure 'Turn off Windows Customer Experience Improvement Program' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether Windows Messenger can collect anonymous information about how the Windows Messenger software and service is used.

Microsoft uses information collected through the Windows Customer Experience Improvement Program to detect software flaws so that they can be corrected more quickly, enabling this setting will reduce the amount of data Microsoft is able to gather for this purpose. The recommended state for this setting is: Enabled.

Rationale:

Large enterprise managed environments may not want to have information collected by Microsoft from managed client computers.

Impact:

All users are opted out of the Windows Customer Experience Improvement Program.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\SQMClient\Windows:CEIPEnable

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Windows Customer Experience Improvement Program

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

The Administrator can use the Problem Reports and Solutions component in Control Panel to enable Windows Customer Experience Improvement Program for all users.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.22.1.14 (L2) Ensure 'Turn off Windows Error Reporting' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether or not errors are reported to Microsoft.

Error Reporting is used to report information about a system or application that has failed or has stopped responding and is used to improve the quality of the product.

The recommended state for this setting is: Enabled.

Rationale:

If a Windows Error occurs in a secure, enterprise managed environment, the error should be reported directly to IT staff for troubleshooting and remediation. There is no benefit to the corporation to report these errors directly to Microsoft, and there is some risk of unknowingly exposing sensitive data as part of the error.

Impact:

Users are not given the option to report errors to Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Error Reporting:Disabled  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\PCHealth\ErrorReporting:DoReport

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication settings\Turn off Windows Error Reporting

**Note:** This Group Policy path is provided by the Group Policy template ICM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Errors may be reported to Microsoft via the Internet or to a corporate file share.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.23 iSCSI

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template iSCSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.24 KDC

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template KDC.admx/adml that is included with the Microsoft Windows Server 2008 (non-R2) Administrative Templates (or newer).

18.8.25 Kerberos

This section contains recommendations for Kerberos settings.

This Group Policy section is provided by the Group Policy template Kerberos.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.25.1 (L2) Ensure 'Support device authentication using certificate' is set to 'Enabled: Automatic' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to set support for Kerberos to attempt authentication using the certificate for the device to the domain.

Support for device authentication using certificate will require connectivity to a DC in the device account domain which supports certificate authentication for computer accounts.

The recommended state for this setting is: Enabled: Automatic.

Rationale:

Having stronger device authentication with the use of certificates is strongly encouraged over standard username and password authentication. Having this set to Automatic will allow certificate based authentication to be used whenever possible.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\kerberos\parameters:DevicePKInitBehavior  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\kerberos\parameters:DevicePKInitEnabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Automatic:

Computer Configuration\Policies\Administrative Templates\System\Kerberos\Support device authentication using certificate

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Kerberos.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Automatic. (Devices will attempt to authenticate using their certificate. If the DC does not support computer account authentication using certificates then authentication with password will be attempted.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 1.6 Address Unauthorized Assets  Ensure that unauthorized assets are either removed from the network, quarantined or the inventory is updated in a timely manner. | ● | ● | ● |
| v7 | 1.8 Utilize Client Certificates to Authenticate Hardware Assets  Use client certificates to authenticate hardware assets connecting to the organization's trusted network. |  |  | ● |

18.8.26 Kernel DMA Protection

This section contains recommendations related to Kernel DMA Protection.

This Group Policy section is provided by the Group Policy template DmaGuard.admx/adml that is included with the Microsoft Windows 10 Release 1809 and Server 2019 Administrative Templates (or newer).

18.8.26.1 (BL) Ensure 'Enumeration policy for external devices incompatible with Kernel DMA Protection' is set to 'Enabled: Block All' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy is intended to provide additional security against external DMA-capable devices. It allows for more control over the enumeration of external DMA-capable devices that are not compatible with DMA Remapping/device memory isolation and sandboxing.

The recommended state for this setting is: Enabled: Block All.

**Note**: This policy does not apply to 1394, PCMCIA or ExpressCard devices. The protection also only applies to Windows 10 R1803 or higher, and also requires a UEFI BIOS to function.

**Note #2**: More information on this feature is available at this link: [Kernel DMA Protection for Thunderbolt™ 3 (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/information-protection/kernel-dma-protection-for-thunderbolt).

Rationale:

Device memory sandboxing allows the OS to leverage the I/O Memory Management Unit (IOMMU) of a device to block unpermitted I/O, or memory access, by the peripheral.

Impact:

External devices that are not compatible with DMA-remapping will not be enumerated and will not function unless/until the user has logged in successfully and has an unlocked user session. Once enumerated, these devices will continue to function, regardless of the state of the session. Devices that **are** compatible with DMA-remapping will be enumerated immediately, with their device memory isolated.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Kernel DMA Protection:DeviceEnumerationPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Block All:

Computer Configuration\Policies\Administrative Templates\System\Kernel DMA Protection\Enumeration policy for external devices incompatible with Kernel DMA Protection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DmaGuard.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

Default Value:

Windows 10 R1803 and newer: Enabled if UEFI BIOS is present. Disabled if using legacy BIOS.

Older OSes: Not supported (i.e. Disabled).

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 1.4 Maintain Detailed Asset Inventory  Maintain an accurate and up-to-date inventory of all technology assets with the potential to store or process information. This inventory shall include all hardware assets, whether connected to the organization's network or not. | ● | ● | ● |

18.8.27 Locale Services

This section contains recommendations for Locale Services settings.

This Group Policy section is provided by the Group Policy template Globalization.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.27.1 (L2) Ensure 'Disallow copying of user input methods to the system account for sign-in' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy prevents automatic copying of user input methods to the system account for use on the sign-in screen. The user is restricted to the set of input methods that are enabled in the system account.

The recommended state for this setting is: Enabled.

Rationale:

This is a way to increase the security of the system account.

Impact:

Users will have input methods enabled for the system account on the sign-in page.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Control Panel\International:BlockUserInputMethodsForSignIn

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Locale Services\Disallow copying of user input methods to the system account for sign-in

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Globalization.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users will be able to use input methods enabled for their user account on the sign-in page.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.8.28 Logon

This section contains recommendations related to the logon process and lock screen.

This Group Policy section is provided by the Group Policy template Logon.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.28.1 (L1) Ensure 'Block user from showing account details on sign-in' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy prevents the user from showing account details (email address or user name) on the sign-in screen.

The recommended state for this setting is: Enabled.

Rationale:

An attacker with access to the console (for example, someone with physical access or someone who is able to connect to the workstation through Remote Desktop Services) could view the name of the last user who logged on to the server. The attacker could then try to guess the password, use a dictionary, or use a brute-force attack to try and log on.

Impact:

Users cannot choose to show account details on the sign-in screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:BlockUserFromShowingAccountDetailsOnSignin

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Block user from showing account details on sign-in

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Logon.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Disabled. (Users may choose to show account details on the sign-in screen.)

18.8.28.2 (L1) Ensure 'Do not display network selection UI' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to control whether anyone can interact with available networks UI on the logon screen.

The recommended state for this setting is: Enabled.

Rationale:

An unauthorized user could disconnect the PC from the network or can connect the PC to other available networks without signing into Windows.

Impact:

The PC's network connectivity state cannot be changed without signing into Windows.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:DontDisplayNetworkSelectionUI

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Do not display network selection UI

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Logon.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Any user can disconnect the PC from the network or can connect the PC to other available networks without signing into Windows.)

18.8.28.3 (L1) Ensure 'Do not enumerate connected users on domain-joined computers' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents connected users from being enumerated on domain-joined computers.

The recommended state for this setting is: Enabled.

Rationale:

A malicious user could use this feature to gather account names of other users, that information could then be used in conjunction with other types of attacks such as guessing passwords or social engineering. The value of this countermeasure is small because a user with domain credentials could gather the same account information using other methods.

Impact:

The Logon UI will not enumerate any connected users on domain-joined computers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:DontEnumerateConnectedUsers

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Do not enumerate connected users on domain-joined computers

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Logon.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Connected users will be enumerated on domain-joined computers.)

18.8.28.4 (L1) Ensure 'Enumerate local users on domain-joined computers' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows local users to be enumerated on domain-joined computers.

The recommended state for this setting is: Disabled.

Rationale:

A malicious user could use this feature to gather account names of other users, that information could then be used in conjunction with other types of attacks such as guessing passwords or social engineering. The value of this countermeasure is small because a user with domain credentials could gather the same account information using other methods.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:EnumerateLocalUsers

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Enumerate local users on domain-joined computers

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Logon.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (The Logon UI will not enumerate local users on domain-joined computers.)

18.8.28.5 (L1) Ensure 'Turn off app notifications on the lock screen' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to prevent app notifications from appearing on the lock screen.

The recommended state for this setting is: Enabled.

Rationale:

App notifications might display sensitive business or personal data.

Impact:

No app notifications are displayed on the lock screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:DisableLockScreenAppNotifications

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Turn off app notifications on the lock screen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Logon.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users can choose which apps display notifications on the lock screen.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.8.28.6 (L1) Ensure 'Turn off picture password sign-in' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to control whether a domain user can sign in using a picture password.

The recommended state for this setting is: Enabled.

**Note:** If the picture password feature is permitted, the user's domain password is cached in the system vault when using it.

Rationale:

Picture passwords bypass the requirement for a typed complex password. In a shared work environment, a simple shoulder surf where someone observed the on-screen gestures would allow that person to gain access to the system without the need to know the complex password. Vertical monitor screens with an image are much more visible at a distance than horizontal key strokes, increasing the likelihood of a successful observation of the mouse gestures.

Impact:

Users will not be able to set up or sign in with a picture password.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:BlockDomainPicturePassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Turn off picture password sign-in

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredentialProviders.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users can set up and use a picture password.)

18.8.28.7 (L1) Ensure 'Turn on convenience PIN sign-in' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to control whether a domain user can sign in using a convenience PIN. In Windows 10, convenience PIN was replaced with Passport, which has stronger security properties. To configure Passport for domain users, use the policies under Computer Configuration\Administrative Templates\Windows Components\Microsoft Passport for Work.

**Note:** The user's domain password will be cached in the system vault when using this feature.

The recommended state for this setting is: Disabled.

Rationale:

A PIN is created from a much smaller selection of characters than a password, so in most cases a PIN will be much less robust than a password.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:AllowDomainPINLogon

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Logon\Turn on convenience PIN sign-in

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredentialProviders.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Turn on PIN sign-in, but it was renamed starting with the Windows 10 Release 1511 Administrative Templates.

Default Value:

Disabled. (A domain user can't set up and use a convenience PIN.)

18.8.29 Mitigation Options

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template GroupPolicy.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.8.30 Net Logon

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Netlogon.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.31 OS Policies

This section contains recommendations related to OS Policies.

This Group Policy section is provided by the Group Policy template OSPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.8.31.1 (L2) Ensure 'Allow Clipboard synchronization across devices' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting determines whether Clipboard contents can be synchronized across devices.

The recommended state for this setting is: Disabled.

Rationale:

In high security environments, clipboard data should stay local to the system and not synced across devices, as it may contain very sensitive information that must be contained locally.

Impact:

Clipboard contents will not be shareable to other devices.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:AllowCrossDeviceClipboard

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\OS Policies\Allow Clipboard synchronization across devices

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template OSPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

Default Value:

Enabled. (Clipboard contents are allowed to be synchronized across devices logged in under the same Microsoft account or Azure AD account.)

18.8.31.2 (L2) Ensure 'Allow upload of User Activities' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether published User Activities can be uploaded to the cloud.

The recommended state for this setting is: Disabled.

Rationale:

Due to privacy concerns, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

Activities of type User Activity are not allowed to be uploaded to the cloud. The Timeline feature will not function across devices.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:UploadUserActivities

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\OS Policies\Allow upload of User Activities

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template OSPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1803 Administrative Templates (or newer).

Default Value:

Enabled. (Activities of type User Activity are allowed to be uploaded to the cloud.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.32 Performance Control Panel

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template PerfCenterCPL.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.8.33 PIN Complexity

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Passport.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.8.34 Power Management

This section contains recommendations for Power Management settings.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.34.1 Button Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.34.2 Energy Saver Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.8.34.3 Hard Disk Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.34.4 Notification Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.34.5 Power Throttling Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.8.34.6 Sleep Settings

This section contains recommendations related to Power Management Sleep mode.

This Group Policy section is provided by the Group Policy template Power.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.34.6.1 (L1) Ensure 'Allow network connectivity during connected-standby (on battery)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to control the network connectivity state in standby on modern standby-capable systems.

The recommended state for this setting is: Disabled.

Rationale:

Disabling this setting ensures that the computer will not be accessible to attackers over a WLAN network while left unattended, on battery and in a sleep state.

Impact:

Network connectivity in standby (while on battery) is not guaranteed. This connectivity restriction currently only applies to WLAN networks only, but is subject to change (according to Microsoft).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\f15576e8-98b7-4186-b944-eafa664402d9:DCSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Allow network connectivity during connected-standby (on battery)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Network connectivity will be maintained in standby while on battery.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.34.6.2 (L1) Ensure 'Allow network connectivity during connected-standby (plugged in)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to control the network connectivity state in standby on modern standby-capable systems.

The recommended state for this setting is: Disabled.

Rationale:

Disabling this setting ensures that the computer will not be accessible to attackers over a WLAN network while left unattended, plugged in and in a sleep state.

Impact:

Network connectivity in standby (while plugged in) is not guaranteed. This connectivity restriction currently only applies to WLAN networks only, but is subject to change (according to Microsoft).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\f15576e8-98b7-4186-b944-eafa664402d9:ACSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Allow network connectivity during connected-standby (plugged in)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Network connectivity will be maintained in standby while plugged in.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.34.6.3 (BL) Ensure 'Allow standby states (S1-S3) when sleeping (on battery)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting manages whether or not Windows is allowed to use standby states when putting the computer in a sleep state.

The recommended state for this setting is: Disabled.

Rationale:

System sleep states (S1-S3) keep power to the RAM which may contain secrets, such as the BitLocker volume encryption key. An attacker finding a computer in sleep states (S1-S3) could directly attack the memory of the computer and gain access to the secrets through techniques such as RAM reminisce and direct memory access (DMA).

Impact:

Users will not be able to use Sleep (S3) while on battery, which resumes faster than Hibernation (S4).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\abfc2519-3608-4c2a-94ea-171b0ed546ab:DCSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Allow standby states (S1-S3) when sleeping (on battery)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (Windows is allowed to use standby states when putting the computer in a sleep state.)

18.8.34.6.4 (BL) Ensure 'Allow standby states (S1-S3) when sleeping (plugged in)' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting manages whether or not Windows is allowed to use standby states when putting the computer in a sleep state.

The recommended state for this setting is: Disabled.

Rationale:

System sleep states (S1-S3) keep power to the RAM which may contain secrets, such as the BitLocker volume encryption key. An attacker finding a computer in sleep states (S1-S3) could directly attack the memory of the computer and gain access to the secrets through techniques such as RAM reminisce and direct memory access (DMA).

Impact:

Users will not be able to use Sleep (S3) while plugged in, which resumes faster than Hibernation (S4).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\abfc2519-3608-4c2a-94ea-171b0ed546ab:ACSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Allow standby states (S1-S3) when sleeping (plugged in)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (Windows is allowed to use standby states when putting the computer in a sleep state.)

18.8.34.6.5 (L1) Ensure 'Require a password when a computer wakes (on battery)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Specifies whether or not the user is prompted for a password when the system resumes from sleep.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting ensures that anyone who wakes an unattended computer from sleep state will have to provide logon credentials before they can access the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\0e796bdb-100d-47d6-a2d5-f7d2daa51f51:DCSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Require a password when a computer wakes (on battery)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (The user is prompted for a password when the system resumes from sleep while on battery.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.8.34.6.6 (L1) Ensure 'Require a password when a computer wakes (plugged in)' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Specifies whether or not the user is prompted for a password when the system resumes from sleep.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting ensures that anyone who wakes an unattended computer from sleep state will have to provide logon credentials before they can access the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Power\PowerSettings\0e796bdb-100d-47d6-a2d5-f7d2daa51f51:ACSettingIndex

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Power Management\Sleep Settings\Require a password when a computer wakes (plugged in)

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Power.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (The user is prompted for a password when the system resumes from sleep while plugged in.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.8.35 Recovery

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ReAgent.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.36 Remote Assistance

This section contains recommendations related to Remote Assistance.

This Group Policy section is provided by the Group Policy template RemoteAssistance.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.36.1 (L1) Ensure 'Configure Offer Remote Assistance' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to turn on or turn off Offer (Unsolicited) Remote Assistance on this computer.

Help desk and support personnel will not be able to proactively offer assistance, although they can still respond to user assistance requests.

The recommended state for this setting is: Disabled.

Rationale:

A user might be tricked and accept an unsolicited Remote Assistance offer from a malicious user.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fAllowUnsolicited

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Remote Assistance\Configure Offer Remote Assistance

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template RemoteAssistance.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Users on this computer cannot get help from their corporate technical support staff using Offer (Unsolicited) Remote Assistance.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.36.2 (L1) Ensure 'Configure Solicited Remote Assistance' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to turn on or turn off Solicited (Ask for) Remote Assistance on this computer.

The recommended state for this setting is: Disabled.

Rationale:

There is slight risk that a rogue administrator will gain access to another user's desktop session, however, they cannot connect to a user's computer unannounced or control it without permission from the user. When an expert tries to connect, the user can still choose to deny the connection or give the expert view-only privileges. The user must explicitly click the Yes button to allow the expert to remotely control the workstation.

Impact:

Users on this computer cannot use e-mail or file transfer to ask someone for help. Also, users cannot use instant messaging programs to allow connections to this computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fAllowToGetHelp

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Remote Assistance\Configure Solicited Remote Assistance

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template RemoteAssistance.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Users can turn on or turn off Solicited (Ask for) Remote Assistance themselves in System Properties in Control Panel. Users can also configure Remote Assistance settings.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.37 Remote Procedure Call

This section contains recommendations related to Remote Procedure Call.

This Group Policy section is provided by the Group Policy template RPC.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.37.1 (L1) Ensure 'Enable RPC Endpoint Mapper Client Authentication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether RPC clients authenticate with the Endpoint Mapper Service when the call they are making contains authentication information. The Endpoint Mapper Service on computers running Windows NT4 (all service packs) cannot process authentication information supplied in this manner. This policy setting can cause a specific issue with 1-way forest trusts if it is applied to the trusting domain DCs (see Microsoft [KB3073942](https://support.microsoft.com/en-us/kb/3073942)), so we do not recommend applying it to Domain Controllers.

**Note:** This policy will not in effect until the system is rebooted.

The recommended state for this setting is: Enabled.

Rationale:

Anonymous access to RPC services could result in accidental disclosure of information to unauthenticated users.

Impact:

RPC clients will authenticate to the Endpoint Mapper Service for calls that contain authentication information. Clients making such calls will not be able to communicate with the Windows NT4 Server Endpoint Mapper Service.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Rpc:EnableAuthEpResolution

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Remote Procedure Call\Enable RPC Endpoint Mapper Client Authentication

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template RPC.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (RPC clients will not authenticate to the Endpoint Mapper Service, but they will be able to communicate with the Windows NT4 Server Endpoint Mapper Service.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.37.2 (L1) Ensure 'Restrict Unauthenticated RPC clients' is set to 'Enabled: Authenticated' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls how the RPC server runtime handles unauthenticated RPC clients connecting to RPC servers.

This policy setting impacts all RPC applications. In a domain environment this policy setting should be used with caution as it can impact a wide range of functionality including group policy processing itself. Reverting a change to this policy setting can require manual intervention on each affected machine. **This policy setting should never be applied to a Domain Controller.**

A client will be considered an authenticated client if it uses a named pipe to communicate with the server or if it uses RPC Security. RPC Interfaces that have specifically requested to be accessible by unauthenticated clients may be exempt from this restriction, depending on the selected value for this policy setting.

-- "**None**" allows all RPC clients to connect to RPC Servers running on the machine on which the policy setting is applied.

-- "**Authenticated**" allows only authenticated RPC Clients (per the definition above) to connect to RPC Servers running on the machine on which the policy setting is applied. Exemptions are granted to interfaces that have requested them.

-- "**Authenticated without exceptions**" allows only authenticated RPC Clients (per the definition above) to connect to RPC Servers running on the machine on which the policy setting is applied. No exceptions are allowed. **This value has the potential to cause serious problems and is not recommended.**

**Note:** This policy setting will not be applied until the system is rebooted.

The recommended state for this setting is: Enabled: Authenticated.

Rationale:

Unauthenticated RPC communication can create a security vulnerability.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Rpc:RestrictRemoteClients

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Authenticated:

Computer Configuration\Policies\Administrative Templates\System\Remote Procedure Call\Restrict Unauthenticated RPC clients

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template RPC.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled: Authenticated. (Only authenticated RPC clients are allowed to connect to RPC servers running on the machine. Exemptions are granted to interfaces that have requested them.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.38 Removable Storage Access

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template RemovableStorage.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.39 Scripts

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Scripts.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.40 Security Account Manager

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SAM.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.8.41 Server Manager

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ServerManager.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.42 Service Control Manager Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ServiceControlManager.admx/adml that is included with the Microsoft Windows 10 Release 1903 Administrative Templates (or newer).

18.8.43 Shutdown

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinInit.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.8.44 Shutdown Options

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Winsrv.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.45 Storage Health

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template StorageHealth.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.8.46 Storage Sense

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template StorageSense.admx/adml that is included with the Microsoft Windows 10 Release 1903 Administrative Templates (or newer).

18.8.47 System Restore

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SystemRestore.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48 Troubleshooting and Diagnostics

This section contains recommendations related to Troubleshooting and Diagnostics.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.1 Application Compatibility Diagnostics

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template pca.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.2 Corrupted File Recovery

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FileRecovery.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.3 Disk Diagnostic

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DiskDiagnostic.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.4 Fault Tolerant Heap

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template fthsvc.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.48.5 Microsoft Support Diagnostic Tool

This section contains recommendations related to the Microsoft Support Diagnostic Tool.

This Group Policy section is provided by the Group Policy template MSDT.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.5.1 (L2) Ensure 'Microsoft Support Diagnostic Tool: Turn on MSDT interactive communication with support provider' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting configures Microsoft Support Diagnostic Tool (MSDT) interactive communication with the support provider. MSDT gathers diagnostic data for analysis by support professionals.

The recommended state for this setting is: Disabled.

Rationale:

Due to privacy concerns, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

MSDT cannot run in support mode, and no data can be collected or sent to the support provider.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\ScriptedDiagnosticsProvider\Policy:DisableQueryRemoteServer

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Troubleshooting and Diagnostics\Microsoft Support Diagnostic Tool\Microsoft Support Diagnostic Tool: Turn on MSDT interactive communication with support provider

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template MSDT.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (Users can use MSDT to collect and send diagnostic data to a support professional to resolve a problem. By default, the support provider is set to Microsoft Corporation.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.48.6 MSI Corrupted File Recovery

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Msi-FileRecovery.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.48.7 Scheduled Maintenance

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template sdiagschd.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.48.8 Scripted Diagnostics

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template sdiageng.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.48.9 Windows Boot Performance Diagnostics

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template PerformanceDiagnostics.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.10 Windows Memory Leak Diagnosis

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template LeakDiagnostic.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.48.11 Windows Performance PerfTrack

This section contains recommendations related to Windows Performance PerfTrack.

This Group Policy section is provided by the Group Policy template PerformancePerftrack.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.8.48.11.1 (L2) Ensure 'Enable/Disable PerfTrack' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether to enable or disable tracking of responsiveness events.

The recommended state for this setting is: Disabled.

Rationale:

When enabled the aggregated data of a given event will be transmitted to Microsoft. The option exists to restrict this feature for a specific user, set the consent level, and designate specific programs for which error reports could be sent. However, centrally restricting the ability to execute PerfTrack to limit the potential for unauthorized or undesired usage, data leakage, or unintentional communications is highly recommended.

Impact:

Responsiveness events are not processed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WDI\{9c5a40da-b965-4fc3-8781-88dd50a6299d}:ScenarioExecutionEnabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Troubleshooting and Diagnostics\Windows Performance PerfTrack\Enable/Disable PerfTrack

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template PerformancePerftrack.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Responsiveness events are processed and aggregated. The aggregated data will be transmitted to Microsoft through SQM.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.49 Trusted Platform Module Services

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TPM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.50 User Profiles

This section contains recommendations related to User Profiles.

This Group Policy section is provided by the Group Policy template UserProfiles.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.50.1 (L2) Ensure 'Turn off the advertising ID' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting turns off the advertising ID, preventing apps from using the ID for experiences across apps.

The recommended state for this setting is: Enabled.

Rationale:

Tracking user activity for advertising purposes, even anonymously, may be a privacy concern. In an enterprise managed environment, applications should not need or require tracking for targeted advertising.

Impact:

The advertising ID is turned off. Apps can't use the ID for experiences across apps.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\AdvertisingInfo:DisabledByGroupPolicy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\User Profiles\Turn off the advertising ID

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template UserProfiles.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can control whether apps can use the advertising ID for experiences across apps.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.8.51 Windows File Protection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsFileProtection.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.52 Windows HotStart

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template HotStart.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.8.53 Windows Time Service

This section contains recommendations related to the Windows Time Service.

This Group Policy section is provided by the Group Policy template W32Time.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.53.1 Time Providers

This section contains recommendations related to Time Providers.

This Group Policy section is provided by the Group Policy template W32Time.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.8.53.1.1 (L2) Ensure 'Enable Windows NTP Client' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the Windows NTP Client is enabled. Enabling the Windows NTP Client allows your computer to synchronize its computer clock with other NTP servers. You might want to disable this service if you decide to use a third-party time provider.

The recommended state for this setting is: Enabled.

Rationale:

A reliable and accurate account of time is important for a number of services and security requirements, including but not limited to distributed applications, authentication services, multi-user databases and logging services. The use of an NTP client (with secure operation) establishes functional accuracy and is a focal point when reviewing security relevant events.

Impact:

You can set the local computer clock to synchronize time with NTP servers.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\W32Time\TimeProviders\NtpClient:Enabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\System\Windows Time Service\Time Providers\Enable Windows NTP Client

**Note:** This Group Policy path is provided by the Group Policy template W32Time.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The local computer clock does not synchronize time with NTP servers.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.4 Standardize Time Synchronization  Standardize time synchronization. Configure at least two synchronized time sources across enterprise assets, where supported. |  | ● | ● |
| v7 | 6.1 Utilize Three Synchronized Time Sources  Use at least three synchronized time sources from which all servers and network devices retrieve time information on a regular basis so that timestamps in logs are consistent. |  | ● | ● |

18.8.53.1.2 (L2) Ensure 'Enable Windows NTP Server' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to specify whether the Windows NTP Server is enabled.

The recommended state for this setting is: Disabled.

Rationale:

The configuration of proper time synchronization is critically important in an enterprise managed environment both due to the sensitivity of Kerberos authentication timestamps and also to ensure accurate security logging.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\W32Time\TimeProviders\NtpServer:Enabled

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\System\Windows Time Service\Time Providers\Enable Windows NTP Server

**Note:** This Group Policy path is provided by the Group Policy template W32Time.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The computer cannot service NTP requests from other computers.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.4 Standardize Time Synchronization  Standardize time synchronization. Configure at least two synchronized time sources across enterprise assets, where supported. |  | ● | ● |
| v7 | 6.1 Utilize Three Synchronized Time Sources  Use at least three synchronized time sources from which all servers and network devices retrieve time information on a regular basis so that timestamps in logs are consistent. |  | ● | ● |

18.9 Windows Components

This section contains recommendations for Windows Component settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.1 Active Directory Federation Services

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template adfs.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.2 ActiveX Installer Service

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ActiveXInstallService.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.3 Add features to Windows 8 / 8.1 / 10 (formerly Windows Anytime Upgrade)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsAnytimeUpgrade.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

**Note:** This section was initially named Windows Anytime Upgrade but was renamed by Microsoft to Add features to Windows x starting with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.4 App Package Deployment

This section contains recommendations for App Package Deployment settings.

This Group Policy section is provided by the Group Policy template AppxPackageManager.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.4.1 (L2) Ensure 'Allow a Windows app to share application data between users' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

Manages a Windows app's ability to share data between users who have installed the app. Data is shared through the SharedLocal folder. This folder is available through the Windows.Storage API.

The recommended state for this setting is: Disabled.

Rationale:

Users of a system could accidentally share sensitive data with other users on the same system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\AppModel\StateManager:AllowSharedLocalAppData

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\App Package Deployment\Allow a Windows app to share application data between users

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppxPackageManager.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled. (Windows apps won't be able to share app data with other instances of that app.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.3 Configure Data Access Control Lists  Configure data access control lists based on a user’s need to know. Apply data access control lists, also known as access permissions, to local and remote file systems, databases, and applications. | ● | ● | ● |
| v7 | 14.6 Protect Information through Access Control Lists  Protect all information stored on systems with file system, network share, claims, application, or database specific access control lists. These controls will enforce the principle that only authorized individuals should have access to the information based on their need to access the information as a part of their responsibilities. | ● | ● | ● |

18.9.4.2 (L1) Ensure 'Prevent non-admin users from installing packaged Windows apps' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting manages non-Administrator users' ability to install Windows app packages.

The recommended state for this setting is: Enabled.

Rationale:

In a corporate managed environment, application installations should be managed centrally by IT staff, not by end users.

Impact:

Non-Administrator users will not be able to install Microsoft Store app packages, unless they are explicitly permitted by other policies. If a Microsoft Store app is required for legitimate use, an Administrator will need to perform the installation from an Administrator context.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Appx:BlockNonAdminUserInstall

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\App Package Deployment\Prevent non-admin users from installing packaged Windows apps

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppxPackageManager.admx/adml that is included with the Microsoft Windows 10 Release 2004 Administrative Templates (or newer).

Default Value:

Disabled. (All users will be able to initiate installation of Microsoft Store app packages.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

18.9.5 App Privacy

This section contains recommendations for App Privacy settings.

This Group Policy section is provided by the Group Policy template AppPrivacy.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.9.5.1 (L1) Ensure 'Let Windows apps activate with voice while the system is locked' is set to 'Enabled: Force Deny' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether Windows apps can be activated by voice (apps and Cortana) while the system is locked.

The recommended state for this setting is: Enabled: Force Deny.

Rationale:

Access to any computer resource should not be allowed when the device is locked.

Impact:

Users will not be able to activate apps while the computer is locked.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\AppPrivacy:LetAppsActivateWithVoiceAboveLock

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Force Deny:

Computer Configuration\Policies\Administrative Templates\Windows Components\App Privacy\Let Windows apps activate with voice while the system is locked

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppPrivacy.admx/adml that is included with the Microsoft Windows 10 Release 1903 Administrative Templates (or newer).

Default Value:

Disabled. (The user can decide whether Windows apps can interact with applications using speech while the system is locked by using Settings > Privacy on the device.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.6 App runtime

This section contains recommendations for App runtime settings.

This Group Policy section is provided by the Group Policy template AppXRuntime.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.6.1 (L1) Ensure 'Allow Microsoft accounts to be optional' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting lets you control whether Microsoft accounts are optional for Windows Store apps that require an account to sign in. This policy only affects Windows Store apps that support it.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting allows an organization to use their enterprise user accounts instead of using their Microsoft accounts when accessing Windows store apps. This provides the organization with greater control over relevant credentials. Microsoft accounts cannot be centrally managed and as such enterprise credential security policies cannot be applied to them, which could put any information accessed by using Microsoft accounts at risk.

Impact:

Windows Store apps that typically require a Microsoft account to sign in will allow users to sign in with an enterprise account instead.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:MSAOptional

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\App runtime\Allow Microsoft accounts to be optional

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppXRuntime.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users will need to sign in with a Microsoft account.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.6 Centralize Account Management  Centralize account management through a directory or identity service. |  | ● | ● |
| v7 | 16.2 Configure Centralized Point of Authentication  Configure access for all accounts through as few centralized points of authentication as possible, including network, security, and cloud systems. |  | ● | ● |

18.9.6.2 (L2) Ensure 'Block launching Universal Windows apps with Windows Runtime API access from hosted content.' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether Microsoft Store apps with Windows Runtime API access directly from web content can be launched.

The recommended state for this setting is: Enabled.

Rationale:

Blocking apps from the web with direct access to the Windows API can prevent malicious apps from being run on a system. Only system administrators should be installing approved applications.

Impact:

Universal Windows apps which declare Windows Runtime API access in the ApplicationContentUriRules section of the manifest cannot be launched (Universal Windows apps which have not declared Windows Runtime API access in the manifest will not be affected).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:BlockHostedAppAccessWinRT

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\App runtime\Block launching Universal Windows apps with Windows Runtime API access from hosted content.

**Note:** A reboot may be required after the setting is applied.

**Note #2:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppXRuntime.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

**Note #3:** In older Microsoft Windows Administrative Templates, this setting was initially named Block launching Windows Store apps with Windows Runtime API access from hosted content., but it was renamed starting with the Windows 10 Release 1803 Administrative Templates.

Default Value:

Disabled. (All Universal Windows apps can be launched.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.7 Application Compatibility

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template AppCompat.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.8 AutoPlay Policies

This section contains recommendations for AutoPlay policies.

This Group Policy section is provided by the Group Policy template AutoPlay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.8.1 (L1) Ensure 'Disallow Autoplay for non-volume devices' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting disallows AutoPlay for MTP devices like cameras or phones.

The recommended state for this setting is: Enabled.

Rationale:

An attacker could use this feature to launch a program to damage a client computer or data on the computer.

Impact:

AutoPlay will not be allowed for MTP devices like cameras or phones.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Explorer:NoAutoplayfornonVolume

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\AutoPlay Policies\Disallow Autoplay for non-volume devices

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AutoPlay.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (AutoPlay is enabled for non-volume devices.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.3 Disable Autorun and Autoplay for Removable Media  Disable autorun and autoplay auto-execute functionality for removable media. | ● | ● | ● |
| v7 | 8.5 Configure Devices Not To Auto-run Content  Configure devices to not auto-run content from removable media. | ● | ● | ● |

18.9.8.2 (L1) Ensure 'Set the default behavior for AutoRun' is set to 'Enabled: Do not execute any autorun commands' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting sets the default behavior for Autorun commands. Autorun commands are generally stored in autorun.inf files. They often launch the installation program or other routines.

The recommended state for this setting is: Enabled: Do not execute any autorun commands.

Rationale:

Prior to Windows Vista, when media containing an autorun command is inserted, the system will automatically execute the program without user intervention. This creates a major security concern as code may be executed without user's knowledge. The default behavior starting with Windows Vista is to prompt the user whether autorun command is to be run. The autorun command is represented as a handler in the Autoplay dialog.

Impact:

AutoRun commands will be completely disabled.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoAutorun

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Do not execute any autorun commands:

Computer Configuration\Policies\Administrative Templates\Windows Components\AutoPlay Policies\Set the default behavior for AutoRun

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AutoPlay.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Windows will prompt the user whether autorun command is to be run.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.3 Disable Autorun and Autoplay for Removable Media  Disable autorun and autoplay auto-execute functionality for removable media. | ● | ● | ● |
| v7 | 8.5 Configure Devices Not To Auto-run Content  Configure devices to not auto-run content from removable media. | ● | ● | ● |

18.9.8.3 (L1) Ensure 'Turn off Autoplay' is set to 'Enabled: All drives' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Autoplay starts to read from a drive as soon as you insert media in the drive, which causes the setup file for programs or audio media to start immediately. An attacker could use this feature to launch a program to damage the computer or data on the computer. Autoplay is disabled by default on some removable drive types, such as floppy disk and network drives, but not on CD-ROM drives.

**Note:** You cannot use this policy setting to enable Autoplay on computer drives in which it is disabled by default, such as floppy disk and network drives.

The recommended state for this setting is: Enabled: All drives.

Rationale:

An attacker could use this feature to launch a program to damage a client computer or data on the computer.

Impact:

Autoplay will be disabled - users will have to manually launch setup or installation programs that are provided on removable media.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoDriveTypeAutoRun

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: All drives:

Computer Configuration\Policies\Administrative Templates\Windows Components\AutoPlay Policies\Turn off Autoplay

**Note:** This Group Policy path is provided by the Group Policy template AutoPlay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Autoplay is enabled.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.3 Disable Autorun and Autoplay for Removable Media  Disable autorun and autoplay auto-execute functionality for removable media. | ● | ● | ● |
| v7 | 8.5 Configure Devices Not To Auto-run Content  Configure devices to not auto-run content from removable media. | ● | ● | ● |

18.9.9 Backup

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template UserDataBackup.admx/adml that is only included with the Microsoft Windows Vista through the Windows 10 Release 1511 Administrative Templates (except for the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates).

18.9.10 Biometrics

This section contains recommendations related to Biometrics.

This Group Policy section is provided by the Group Policy template Biometrics.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.10.1 Facial Features

This section contains recommendations related to Facial Feature Biometrics.

This Group Policy section is provided by the Group Policy template Biometrics.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.9.10.1.1 (L1) Ensure 'Configure enhanced anti-spoofing' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether enhanced anti-spoofing is configured for devices which support it.

The recommended state for this setting is: Enabled.

Rationale:

Enterprise managed environments are now supporting a wider range of mobile devices, increasing the security on these devices will help protect against unauthorized access on your network.

Impact:

Windows will require all users on the device to use anti-spoofing for facial features, on devices which support it.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Biometrics\FacialFeatures:EnhancedAntiSpoofing

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Biometrics\Facial Features\Configure enhanced anti-spoofing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Biometrics.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

**Note #2:** In the Windows 10 Release 1511 and Windows 10 Release 1607 & Server 2016 Administrative Templates, this setting was initially named Use enhanced anti-spoofing when available. It was renamed to Configure enhanced anti-spoofing starting with the Windows 10 Release 1703 Administrative Templates.

Default Value:

Users are able to choose whether or not to use enhanced anti-spoofing on supported devices.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |

18.9.11 BitLocker Drive Encryption

This section contains recommendations for configuring BitLocker.

This Group Policy section is provided by the Group Policy template VolumeEncryption.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.11.1 Fixed Data Drives

This section contains recommendations for configuring Fixed Data Drives in BitLocker.

This Group Policy section is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.11.1.1 (BL) Ensure 'Allow access to BitLocker-protected fixed data drives from earlier versions of Windows' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting configures whether or not fixed data drives formatted with the FAT file system can be unlocked and viewed on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with Service Pack 3 (SP3), or Windows XP with Service Pack 2 (SP2) operating systems.

**Note:** This policy setting does not apply to drives that are formatted with the NTFS file system.

The recommended state for this setting is: Disabled.

Rationale:

By default BitLocker virtualizes FAT formatted drives to permit access via the BitLocker To Go Reader on previous versions of Windows. Additionally the BitLocker To Go Reader application is applied to the unencrypted portion of the drive.

The BitLocker To Go Reader application, like any other application, is subject to spoofing and could be a mechanism to propagate malware.

Impact:

Fixed data drives formatted with the FAT file system that are BitLocker-protected cannot be unlocked on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with SP3 or Windows XP with SP2. BitLockerToGo.exe will not be installed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVDiscoveryVolumeType

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Allow access to BitLocker-protected fixed data drives from earlier versions of Windows

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Fixed data drives formatted with the FAT file system can be unlocked on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with SP3 or Windows XP with SP2, and their content can be viewed. These operating systems will only have read-only access to BitLocker-protected drives.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.2 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

The "Allow data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected fixed data drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for fixed data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for fixed data drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for fixed data drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

Impact:

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVRecovery

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (The default recovery options are supported for BitLocker recovery - a DRA is allowed, and the recovery options can be specified by the user including the recovery password and recovery key, and recovery information is not backed up to AD DS.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.3 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

The "Allow data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected fixed data drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVManageDRA

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Allow data recovery agent

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: True. (A DRA is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.4 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Password' is set to 'Enabled: Allow 48-digit recovery password' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Allow 48-digit recovery password.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

A 48-digit recovery password will be permitted for fixed drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVRecoveryPassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Allow 48-digit recovery password:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Recovery Password

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.5 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Key' is set to 'Enabled: Allow 256-bit recovery key' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Allow 256-bit recovery key.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

A 256-bit recovery key will be permitted for fixed drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVRecoveryKey

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Allow 256-bit recovery key:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Recovery Key

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.6 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

The ability to manually select recovery options for fixed drives will not be presented to the user in the BitLocker setup wizard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVHideRecoveryPage

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Omit recovery options from the BitLocker setup wizard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options for fixed drives are selectable by the user in the BitLocker setup wizard.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.7 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Save BitLocker recovery information to AD DS for fixed data drives' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for fixed data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Save BitLocker recovery information to AD DS for fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for fixed drives is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.8 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Configure storage of BitLocker recovery information to AD DS' is set to 'Enabled: Backup recovery passwords and key packages' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for fixed data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: Backup recovery passwords and key packages.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this value is ignored when the checkbox above it (Save BitLocker recovery information to AD DS for fixed data drives) is False (unchecked), as is required in Rule 18.9.11.1.7. If that checkbox **is** set to True (checked), both recovery passwords and key packages for fixed drives will be saved to AD DS.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVActiveDirectoryInfoToStore

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Backup recovery passwords and key packages:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Configure storage of BitLocker recovery information to AD DS:

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for fixed drives is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.9 (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for fixed data drives' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected fixed data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for fixed data drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for fixed data drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker, a Data Recovery Agent will need to be configured for fixed drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVRequireActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Choose how BitLocker-protected fixed drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker can be enabled on fixed drives without the requirement of storing recovery information to Active Directory first.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.10 (BL) Ensure 'Configure use of hardware-based encryption for fixed data drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to manage BitLocker's use of hardware-based encryption on fixed data drives and specify which encryption algorithms it can use with hardware-based encryption. Using hardware-based encryption can improve performance of drive operations that involve frequent reading or writing of data to the drive.

You can specify additional options that control whether BitLocker software-based encryption is used instead of hardware-based encryption on computers that do not support hardware-based encryption and whether you want to restrict the encryption algorithms and cipher suites used with hardware-based encryption.

The recommended state for this setting is: Disabled.

Rationale:

From a security perspective hardware-based encryption may introduce vulnerabilities in the hardware encryption of certain self-encrypting drives (SEDs), if the vendor and/or user has not updated the firmware to remediate the vulnerability. For more information visit [ADV180028 - Security Update Guide - Microsoft - Guidance for configuring BitLocker to enforce software encryption](https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028).

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVHardwareEncryption

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Configure use of hardware-based encryption for fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

BitLocker will use software-based encryption irrespective of hardware-based encryption availability.

References:

1. <https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.11 (BL) Ensure 'Configure use of passwords for fixed data drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting specifies whether a password is required to unlock BitLocker-protected fixed data drives.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a volume. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Disabled.

Rationale:

Using a dictionary-style attack, passwords can be guessed or discovered by repeatedly attempting to unlock a drive. Since this type of BitLocker password does include anti-dictionary attack protections provided by a TPM, for example, there is no mechanism to slow down rapid brute-force attacks against them.

Impact:

The password option will not be available when configuring BitLocker for fixed drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVPassphrase

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Configure use of passwords for fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Passwords are supported, without complexity requirements and with an 8 character minimum.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.1.12 (BL) Ensure 'Configure use of smart cards on fixed data drives' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify whether smart cards can be used to authenticate user access to the BitLocker-protected fixed data drives on a computer.

Smart cards can be used to authenticate user access to the drive. You can require smart card authentication by selecting the "Require use of smart cards on fixed data drives" check box.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a drive. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Enabled.

Rationale:

A drive can be compromised by guessing or finding the authentication information used to access the drive. For example, a password could be guessed, or a drive set to automatically unlock could be lost or stolen with the computer it automatically unlocks with.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVAllowUserCert

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Configure use of smart cards on fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Users are allowed to use smart cards to authenticate their access to BitLocker-protected fixed data drives.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 6.3 Require MFA for Externally-Exposed Applications  Require all externally-exposed enterprise or third-party applications to enforce MFA, where supported. Enforcing MFA through a directory service or SSO provider is a satisfactory implementation of this Safeguard. |  | ● | ● |
| v7 | 16.3 Require Multi-factor Authentication  Require multi-factor authentication for all user accounts, on all systems, whether managed onsite or by a third-party provider. |  | ● | ● |

18.9.11.1.13 (BL) Ensure 'Configure use of smart cards on fixed data drives: Require use of smart cards on fixed data drives' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify whether smart cards must be used to authenticate user access to the BitLocker-protected fixed data drives on a computer.

Smart cards can be used to authenticate user access to the drive. You can require a smart card authentication by selecting the "Require use of smart cards on fixed data drives" check box.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a drive. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

A drive can be compromised by guessing or finding the authentication information used to access the drive. For example, a password could be guessed, or a drive set to automatically unlock could be lost or stolen with the computer it automatically unlocks with.

Impact:

Smart cards will be required to authenticate user access to fixed data drives. Use of smart cards requires PKI infrastructure. Users will need to authenticate with the smart card to unlock the fixed data drive every time they restart the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:FDVEnforceUserCert

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Fixed Data Drives\Configure use of smart cards on fixed data drives: Require use of smart cards on fixed data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: False (unchecked). (Users are allowed to use smart cards to authenticate their access to BitLocker-protected fixed data drives, but it is not required.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 6.3 Require MFA for Externally-Exposed Applications  Require all externally-exposed enterprise or third-party applications to enforce MFA, where supported. Enforcing MFA through a directory service or SSO provider is a satisfactory implementation of this Safeguard. |  | ● | ● |
| v7 | 16.3 Require Multi-factor Authentication  Require multi-factor authentication for all user accounts, on all systems, whether managed onsite or by a third-party provider. |  | ● | ● |

18.9.11.2 Operating System Drives

This section contains recommendations for configuring Operating System Drives in BitLocker.

This Group Policy section is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.11.2.1 (BL) Ensure 'Allow enhanced PINs for startup' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to configure whether or not enhanced startup PINs are used with BitLocker.

Enhanced startup PINs permit the use of characters including uppercase and lowercase letters, symbols, numbers, and spaces. This policy setting is applied when you turn on BitLocker.

The recommended state for this setting is: Enabled.

Rationale:

A numeric-only PIN provides less entropy than a PIN that is alpha-numeric. When not using enhanced PIN for startup, BitLocker requires the use of the function keys [F1-F10] for PIN entry since the PIN is entered in the pre-OS environment before localization support is available. This limits each PIN digit to one of ten possibilities. The TPM has an anti-hammering feature that includes a mechanism to exponentially increase the delay for PIN retry attempts; however, an attacker is able to more effectively mount a brute force attack using a domain of 10 digits of the function keys.

Impact:

All new BitLocker startup PINs set will be enhanced PINs.

**Note:** Not all computers enable full keyboard support in the Pre-OS environment. Some keys may not be available. It is recommended this functionality be tested using the computers in your environment prior to it being deployed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:UseEnhancedPin

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Allow enhanced PINs for startup

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Enhanced PINs will not be used.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 16.3 Require Multi-factor Authentication  Require multi-factor authentication for all user accounts, on all systems, whether managed onsite or by a third-party provider. |  | ● | ● |

18.9.11.2.2 (BL) Ensure 'Allow Secure Boot for integrity validation' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to configure whether Secure Boot will be allowed as the platform integrity provider for BitLocker operating system drives.

Secure Boot ensures that the PC's pre-boot environment only loads firmware that is digitally signed by authorized software publishers. Secure Boot also provides more flexibility for managing pre-boot configuration than legacy BitLocker integrity checks.

Secure Boot requires a system that meets the UEFI 2.3.1 Specifications for Class 2 and Class 3 computers.

When this policy is enabled and the hardware is capable of using Secure Boot for BitLocker scenarios, the "Use enhanced Boot Configuration Data validation profile" group policy setting is ignored and Secure Boot verifies BCD settings according to the Secure Boot policy setting, which is configured separately from BitLocker.

**Note:** If the group policy setting "Configure TPM platform validation profile for native UEFI firmware configurations" is enabled and has PCR 7 omitted, BitLocker will be prevented from using Secure Boot for platform or Boot Configuration Data (BCD) integrity validation.

The recommended state for this setting is: Enabled.

Rationale:

Secure Boot ensures that only firmware digitally signed by authorized software publishers is loaded during computer startup, which reduces the risk of rootkits and other types of malware from gaining control of the system. It also helps provide protection against malicious users booting from an alternate operating system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSAllowSecureBootForIntegrity

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Allow Secure Boot for integrity validation

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Enabled. (BitLocker will use Secure Boot for platform integrity if the platform is capable of Secure Boot-based integrity validation.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |

18.9.11.2.3 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

The "Allow certificate-based data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected operating system drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

In "Save BitLocker recovery information to Active Directory Domain Services", choose which BitLocker recovery information to store in AD DS for operating system drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for operating system drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for operating system drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled.

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSRecovery

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (The default recovery options are supported for BitLocker recovery - a DRA is allowed, and the recovery options can be specified by the user including the recovery password and recovery key, and recovery information is not backed up to AD DS.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.4 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Allow data recovery agent' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

The "Allow certificate-based data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected operating system drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

A Data Recovery Agent will not be permitted for the operating system drive. Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSManageDRA

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Allow data recovery agent

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: True. (A DRA is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.5 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Password' is set to 'Enabled: Require 48-digit recovery password' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Require 48-digit recovery password.

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

A 48-digit recovery password will be required for the operating system drive. Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSRecoveryPassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Require 48-digit recovery password:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Recovery Password

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.6 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Do not allow 256-bit recovery key.

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

A 256-bit recovery key will not be permitted for the operating system drive. Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSRecoveryKey

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Do not allow 256-bit recovery key:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Recovery Key

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.7 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

The ability to manually select recovery options for the operating drive will not be presented to the user in the BitLocker setup wizard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSHideRecoveryPage

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Omit recovery options from the BitLocker setup wizard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options for the operating system drive are selectable by the user in the BitLocker setup wizard.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.8 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Save BitLocker recovery information to AD DS for operating system drives' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services", choose which BitLocker recovery information to store in AD DS for operating system drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

BitLocker recovery information for the operating system drive will be backed up to AD DS. Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Save BitLocker recovery information to AD DS for operating system drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for the operating system drive is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.9 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Store recovery passwords and key packages' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services", choose which BitLocker recovery information to store in AD DS for operating system drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. Storing the key package supports recovering data from a drive that has been physically corrupted. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: Store recovery passwords and key packages.

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

Both the recovery password and the key package for the operating system drive will be saved to AD DS. Users will need to be domain connected to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSActiveDirectoryInfoToStore

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Store recovery passwords and key packages:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Configure storage of BitLocker recovery information to AD DS:

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for the operating system drive is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.10 (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for operating system drives' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected operating system drives are recovered in the absence of the required startup key information. This policy setting is applied when you turn on BitLocker.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for operating system drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for operating system drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Should a user lose their primary means for accessing an encrypted OS volume, or should the system not pass its boot time integrity checks, the system will go into recovery mode. If the recovery key has not been backed up to Active Directory, the user would need to have saved the recovery key to another location such as a USB flash drive, or have printed the recovery password, and now have access to one of those in order to recovery the system. If the user is unable to produce the recovery key, then the user will be denied access to the encrypted volume and subsequently any data that is stored there.

Impact:

Users will need to be domain connected and the back up of BitLocker recovery information for the operating system drive must succeed in order to turn on BitLocker. This policy is not FIPS complaint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSRequireActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Choose how BitLocker-protected operating system drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for operating system drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker can be enabled on the operating system drive without the requirement of storing recovery information to Active Directory first.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.11 (BL) Ensure 'Configure use of hardware-based encryption for operating system drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to manage BitLocker's use of hardware-based encryption on operating system drives and specify which encryption algorithms it can use with hardware-based encryption. Using hardware-based encryption can improve performance of drive operations that involve frequent reading or writing of data to the drive.

You can specify additional options that control whether BitLocker software-based encryption is used instead of hardware-based encryption on computers that do not support hardware-based encryption and whether you want to restrict the encryption algorithms and cipher suites used with hardware-based encryption.

The recommended state for this setting is: Disabled.

Rationale:

From a security perspective hardware-based encryption may introduce vulnerabilities in the hardware encryption of certain self-encrypting drives (SEDs), if the vendor and/or user has not updated the firmware to remediate the vulnerability. For more information visit [ADV180028 - Security Update Guide - Microsoft - Guidance for configuring BitLocker to enforce software encryption](https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028).

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSHardwareEncryption

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Configure use of hardware-based encryption for operating system drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

BitLocker will use software-based encryption irrespective of hardware-based encryption availability.

References:

1. <https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.12 (BL) Ensure 'Configure use of passwords for operating system drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting specifies the constraints for passwords used to unlock BitLocker-protected operating system drives.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a volume. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Disabled.

Rationale:

Using a dictionary-style attack, passwords can be guessed or discovered by repeatedly attempting to unlock a drive. Since this type of BitLocker password does include anti-dictionary attack protections provided by a TPM, for example, there is no mechanism to slow down rapid brute-force attacks against them.

Impact:

The password option will not be available when configuring BitLocker for the operating system drive.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:OSPassphrase

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Configure use of passwords for operating system drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Passwords are supported, without complexity requirements and with an 8 character minimum.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.13 (BL) Ensure 'Require additional authentication at startup' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to configure whether BitLocker requires additional authentication each time the computer starts and whether you are using BitLocker with or without a Trusted Platform Module (TPM). This policy setting is applied when you turn on BitLocker.

**Note:** Only one of the additional authentication options can be required at startup, otherwise a policy error occurs.

If you want to use BitLocker on a computer without a TPM, select the "Allow BitLocker without a compatible TPM" check box. In this mode a USB drive is required for start-up and the key information used to encrypt the drive is stored on the USB drive, creating a USB key. When the USB key is inserted the access to the drive is authenticated and the drive is accessible. If the USB key is lost or unavailable you will need to use one of the BitLocker recovery options to access the drive.

On a computer with a compatible TPM, four types of authentication methods can be used at startup to provide added protection for encrypted data. When the computer starts, it can use only the TPM for authentication, or it can also require insertion of a USB flash drive containing a startup key, the entry of a 4-digit to 20-digit personal identification number (PIN), or both.

Users can configure advanced startup options in the BitLocker setup wizard.

**Note #2:** If you want to require the use of a startup PIN and a USB flash drive, you must configure BitLocker settings using the command-line tool manage-bde instead of the BitLocker Drive Encryption setup wizard.

The recommended state for this setting is: Enabled.

Rationale:

TPM without use of a PIN will only validate early boot components and does not require a user to enter any additional authentication information. If a computer is lost or stolen in this configuration, BitLocker will not provide any additional measure of protection beyond what is provided by native Windows authentication unless the early boot components are tampered with or the encrypted drive is removed from the machine.

Impact:

A PIN requires physical presence to restart the computer. This functionality is not compatible with Wake on LAN solutions.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:UseAdvancedStartup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Require additional authentication at startup

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can configure only basic options on computers with a TPM.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.2.14 (BL) Ensure 'Require additional authentication at startup: Allow BitLocker without a compatible TPM' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to configure whether you can use BitLocker without a Trusted Platform Module (TPM), instead using a password or startup key on a USB flash drive. This policy setting is applied when you turn on BitLocker.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

TPM without use of a PIN will only validate early boot components and does not require a user to enter any additional authentication information. If a computer is lost or stolen in this configuration, BitLocker will not provide any additional measure of protection beyond what is provided by native Windows authentication unless the early boot components are tampered with or the encrypted drive is removed from the machine.

Impact:

A compatible TPM will be required in order to use BitLocker.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:EnableBDEWithNoTPM

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Operating System Drives\Require additional authentication at startup: Allow BitLocker without a compatible TPM

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

True (checked). (Users can use BitLocker without a compatible TPM by using a password or startup key on a USB flash drive.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3 Removable Data Drives

This section contains recommendations for configuring Removable Data Drives in BitLocker.

This Group Policy section is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.11.3.1 (BL) Ensure 'Allow access to BitLocker-protected removable data drives from earlier versions of Windows' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting configures whether or not removable data drives formatted with the FAT file system can be unlocked and viewed on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with Service Pack 3 (SP3), or Windows XP with Service Pack 2 (SP2) operating systems.

**Note:** This policy setting does not apply to drives that are formatted with the NTFS file system.

The recommended state for this setting is: Disabled.

Rationale:

By default BitLocker virtualizes FAT formatted drives to permit access via the BitLocker To Go Reader on previous versions of Windows. Additionally the BitLocker To Go Reader application is applied to the unencrypted portion of the drive.

The BitLocker To Go Reader application, like any other application, is subject to spoofing and could be a mechanism to propagate malware.

Impact:

Removable data drives formatted with the FAT file system that are BitLocker-protected cannot be unlocked on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with SP3 or Windows XP with SP2. BitLockerToGo.exe will not be installed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVDiscoveryVolumeType

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Allow access to BitLocker-protected removable data drives from earlier versions of Windows

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Removable data drives formatted with the FAT file system can be unlocked on computers running Windows Server 2008 (non-R2), Windows Vista, Windows XP with SP3 or Windows XP with SP2, and their content can be viewed. These operating systems will only have read-only access to BitLocker-protected drives.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.6 Encrypt Data on End-User Devices  Encrypt data on end-user devices containing sensitive data. Example implementations can include: Windows BitLocker®, Apple FileVault®, Linux® dm-crypt. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.2 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

The "Allow data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected removable data drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for removable data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for removable data drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for removable data drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

Impact:

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVRecovery

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (The default recovery options are supported for BitLocker recovery - a DRA is allowed, and the recovery options can be specified by the user including the recovery password and recovery key, and recovery information is not backed up to AD DS.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.3 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

The "Allow data recovery agent" check box is used to specify whether a Data Recovery Agent can be used with BitLocker-protected removable data drives. Before a Data Recovery Agent can be used it must be added from the Public Key Policies item in either the Group Policy Management Console or the Local Group Policy Editor. Consult the BitLocker Drive Encryption Deployment Guide on Microsoft TechNet for more information about adding Data Recovery Agents.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVManageDRA

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Allow data recovery agent

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: True. (A DRA is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.4 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Password' is set to 'Enabled: Do not allow 48-digit recovery password' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Do not allow 48-digit recovery password.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

A 48-digit recovery password will not be permitted for removable drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVRecoveryPassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Do not allow 48-digit recovery password:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Recovery Password

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.5 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Configure user storage of BitLocker recovery information" select whether users are allowed, required, or not allowed to generate a 48-digit recovery password or a 256-bit recovery key.

The recommended state for this setting is: Enabled: Do not allow 256-bit recovery key.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

A 256-bit recovery key will not be permitted for removable drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVRecoveryKey

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Do not allow 256-bit recovery key:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Recovery Key

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options are specified by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.6 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

Select "Omit recovery options from the BitLocker setup wizard" to prevent users from specifying recovery options when they enable BitLocker on a drive. This means that you will not be able to specify which recovery option to use when you enable BitLocker, instead BitLocker recovery options for the drive are determined by the policy setting.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

The ability to manually select recovery options for removable drives will not be presented to the user in the BitLocker setup wizard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVHideRecoveryPage

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Omit recovery options from the BitLocker setup wizard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Recovery options for removable drives are selectable by the user in the BitLocker setup wizard.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.7 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Save BitLocker recovery information to AD DS for removable data drives' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for removable data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Save BitLocker recovery information to AD DS for removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for removable drives is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.8 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Backup recovery passwords and key packages' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

In "Save BitLocker recovery information to Active Directory Domain Services" choose which BitLocker recovery information to store in AD DS for removable data drives. If you select "Backup recovery password and key package", both the BitLocker recovery password and key package are stored in AD DS. If you select "Backup recovery password only", only the recovery password is stored in AD DS.

The recommended state for this setting is: Enabled: Backup recovery passwords and key packages.

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this value is ignored when the checkbox above it (Save BitLocker recovery information to AD DS for removable data drives) is False (unchecked), as is required in Rule 18.9.11.3.7. If that checkbox **is** set to True (checked), both recovery passwords and key packages for removable drives will be saved to AD DS.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVActiveDirectoryInfoToStore

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Backup recovery passwords and key packages:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Configure storage of BitLocker recovery information to AD DS:

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker recovery information for removable drives is not backed up to AD DS.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.9 (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for removable data drives' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to control how BitLocker-protected removable data drives are recovered in the absence of the required credentials. This policy setting is applied when you turn on BitLocker.

Select the "Do not enable BitLocker until recovery information is stored in AD DS for removable data drives" check box if you want to prevent users from enabling BitLocker unless the computer is connected to the domain and the backup of BitLocker recovery information to AD DS succeeds.

**Note:** If the "Do not enable BitLocker until recovery information is stored in AD DS for removable data drives" check box is selected, a recovery password is automatically generated.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Administrators should always have a safe, secure way to access encrypted data in the event users cannot access their data.

Additionally, as with any authentication method, a drive can be compromised by guessing or finding the authentication information used to access the drive.

To use BitLocker a Data Recovery Agent will need to be configured for removable drives. To recover a drive will require highly-controlled access to the Data Recovery Agent private key.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVRequireActiveDirectoryBackup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Choose how BitLocker-protected removable drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

BitLocker can be enabled on removable drives without the requirement of storing recovery information to Active Directory first.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.10 (BL) Ensure 'Configure use of hardware-based encryption for removable data drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to manage BitLocker's use of hardware-based encryption on removable data drives and specify which encryption algorithms it can use with hardware-based encryption. Using hardware-based encryption can improve performance of drive operations that involve frequent reading or writing of data to the drive.

You can specify additional options that control whether BitLocker software-based encryption is used instead of hardware-based encryption on computers that do not support hardware-based encryption and whether you want to restrict the encryption algorithms and cipher suites used with hardware-based encryption.

The recommended state for this setting is: Disabled.

Rationale:

From a security perspective hardware-based encryption may introduce vulnerabilities in the hardware encryption of certain self-encrypting drives (SEDs), if the vendor and/or user has not updated the firmware to remediate the vulnerability. For more information visit [ADV180028 - Security Update Guide - Microsoft - Guidance for configuring BitLocker to enforce software encryption](https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028).

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVHardwareEncryption

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Configure use of hardware-based encryption for removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

BitLocker will use software-based encryption irrespective of hardware-based encryption availability.

References:

1. <https://msrc.microsoft.com/update-guide/en-US/vulnerability/ADV180028>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.11 (BL) Ensure 'Configure use of passwords for removable data drives' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to specify whether a password is required to unlock BitLocker-protected removable data drives.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a drive. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Disabled.

Rationale:

Using a dictionary-style attack, passwords can be guessed or discovered by repeatedly attempting to unlock a drive. Since this type of BitLocker password does not include anti-dictionary attack protections provided by a TPM, for example, there is no mechanism to slow down use of rapid brute-force attacks against them.

Impact:

The password option will not be available when configuring BitLocker for removable drives.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVPassphrase

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Configure use of passwords for removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Passwords are supported, without complexity requirements and with an 8 character minimum.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.2 Use Unique Passwords  Use unique passwords for all enterprise assets. Best practice implementation includes, at a minimum, an 8-character password for accounts using MFA and a 14-character password for accounts not using MFA. | ● | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |

18.9.11.3.12 (BL) Ensure 'Configure use of smart cards on removable data drives' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting specifies whether smart cards can be used to authenticate user access to BitLocker-protected removable data drives on a computer.

Smart cards can be used to authenticate user access to the drive. You can require smart card authentication by selecting the "Require use of smart cards on removable data drives" check box.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a volume. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Enabled.

Rationale:

A drive can be compromised by guessing or finding the authentication information used to access the drive. For example, a password could be guessed, or a drive set to automatically unlock could be lost or stolen with the computer it automatically unlocks with.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVAllowUserCert

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Configure use of smart cards on removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Users are allowed to use smart cards to authenticate their access to BitLocker-protected removable data drives.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 6.3 Require MFA for Externally-Exposed Applications  Require all externally-exposed enterprise or third-party applications to enforce MFA, where supported. Enforcing MFA through a directory service or SSO provider is a satisfactory implementation of this Safeguard. |  | ● | ● |
| v7 | 16.3 Require Multi-factor Authentication  Require multi-factor authentication for all user accounts, on all systems, whether managed onsite or by a third-party provider. |  | ● | ● |

18.9.11.3.13 (BL) Ensure 'Configure use of smart cards on removable data drives: Require use of smart cards on removable data drives' is set to 'Enabled: True' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting specifies whether smart cards must be used to authenticate user access to BitLocker-protected removable data drives on a computer.

Smart cards can be used to authenticate user access to the drive. You can require smart card authentication by selecting the "Require use of smart cards on removable data drives" check box.

**Note:** This setting is enforced when turning on BitLocker, not when unlocking a volume. BitLocker will allow unlocking a drive with any of the protectors available on the drive.

The recommended state for this setting is: Enabled: True (checked).

Rationale:

A drive can be compromised by guessing or finding the authentication information used to access the drive. For example, a password could be guessed, or a drive set to automatically unlock could be lost or stolen with the computer it automatically unlocks with.

Impact:

Smart cards will be required to authenticate user access to removable data drives. Use of smart cards requires PKI infrastructure. Users will need to authenticate with the smart card to unlock the removable data drive every time they restart the computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVEnforceUserCert

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: True (checked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Configure use of smart cards on removable data drives: Require use of smart cards on removable data drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: False (unchecked). (Users are allowed to use smart cards to authenticate their access to BitLocker-protected removable data drives, but it is not required.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 6.3 Require MFA for Externally-Exposed Applications  Require all externally-exposed enterprise or third-party applications to enforce MFA, where supported. Enforcing MFA through a directory service or SSO provider is a satisfactory implementation of this Safeguard. |  | ● | ● |
| v7 | 16.3 Require Multi-factor Authentication  Require multi-factor authentication for all user accounts, on all systems, whether managed onsite or by a third-party provider. |  | ● | ● |

18.9.11.3.14 (BL) Ensure 'Deny write access to removable drives not protected by BitLocker' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting configures whether BitLocker protection is required for a computer to be able to write data to a removable data drive.

All removable data drives that are not BitLocker-protected will be mounted as read-only. If the drive is protected by BitLocker, it will be mounted with read and write access.

The recommended state for this setting is: Enabled.

Rationale:

Users may not voluntarily encrypt removable drives prior to saving important data to the drive.

Impact:

All removable data drives that are not BitLocker-protected will be mounted as read-only. If the drive is protected by BitLocker, it will be mounted with read and write access.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Policies\Microsoft\FVE:RDVDenyWriteAccess

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Deny write access to removable drives not protected by BitLocker

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (All removable data drives on the computer will be mounted with read and write access.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |
| v7 | 13.8 Manage System's External Removable Media's Read/write Configurations  Configure systems not to write data to external removable media, if there is no business need for supporting such devices. |  |  | ● |

18.9.11.3.15 (BL) Ensure 'Deny write access to removable drives not protected by BitLocker: Do not allow write access to devices configured in another organization' is set to 'Enabled: False' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting configures whether the computer will be able to write data to BitLocker-protected removable drives that were configured in another organization.

The recommended state for this setting is: Enabled: False (unchecked).

Rationale:

Restricting write access to BitLocker-protected removable drives that were configured in another organization can hinder legitimate business operations where encrypted data sharing is necessary.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:RDVDenyCrossOrg

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: False (unchecked):

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Removable Data Drives\Deny write access to removable drives not protected by BitLocker: Do not allow write access to devices configured in another organization

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabled: False (unchecked). (Write access will be permitted to BitLocker-protected removable drives that were configured in another organization.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.9 Encrypt Data on Removable Media  Encrypt data on removable media. |  | ● | ● |
| v7 | 13.6 Encrypt the Hard Drive of All Mobile Devices.  Utilize approved whole disk encryption software to encrypt the hard drive of all mobile devices. | ● | ● | ● |
| v7 | 13.8 Manage System's External Removable Media's Read/write Configurations  Configure systems not to write data to external removable media, if there is no business need for supporting such devices. |  |  | ● |

18.9.11.4 (BL) Ensure 'Disable new DMA devices when this computer is locked' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + BitLocker (BL)

 Level 2 (L2) + BitLocker (BL)

 BitLocker (BL) - optional add-on for when BitLocker is deployed

Description:

This policy setting allows you to block direct memory access (DMA) for all hot pluggable PCI downstream ports until a user logs into Windows.

The recommended state for this setting is: Enabled.

**Note:** Microsoft changed the implementation of this setting in Windows 10 R1709 to strengthen its enforcement. As a result, some hardware configurations may experience unexpected problems with this setting in that release (or newer), until updated firmware and/or drivers from the vendor are installed to correct the problem. See the Impact Statement for more information.

Rationale:

A BitLocker-protected computer may be vulnerable to Direct Memory Access (DMA) attacks when the computer is turned on or is in the Standby power state - this includes when the workstation is locked. Enabling this setting will help prevent such an attack while the computer is left unattended.

Impact:

Newly attached hardware devices that use DMA will not function on a locked (or signed out) workstation until the user has unlocked the session or logged in. Some hardware configurations may experience unexpected problems with this setting in Windows 10 R1709 (or newer), requiring updated firmware and/or drivers to correct the problem. See [MSKB 4057300](https://support.microsoft.com/en-us/help/4057300/devices-not-working-before-log-on-a-computer-running-windows-10-1709) for more information. We recommend testing this setting on all examples of workstation hardware before deploying it on a large scale - to see if vendor firmware and/or driver updates are first required.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\FVE:DisableExternalDMAUnderLock

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\BitLocker Drive Encryption\Disable new DMA devices when this computer is locked

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template VolumeEncryption.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled. (Newly attached DMA devices will function even while the workstation is locked or signed out.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |

18.9.12 Camera

This section contains recommendations related to Camera.

This Group Policy section is provided by the Group Policy template Camera.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.12.1 (L2) Ensure 'Allow Use of Camera' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether the use of Camera devices on the machine are permitted.

The recommended state for this setting is: Disabled.

Rationale:

Cameras in a high security environment can pose serious privacy and data exfiltration risks - they should be disabled to help mitigate that risk.

Impact:

Users will not be able to utilize the camera on a system.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Camera:AllowCamera

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Camera\Allow Use of Camera

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Camera.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Camera devices are enabled.)

18.9.13 Chat

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Taskbar.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.14 Cloud Content

This section contains recommendations related to Cloud Content.

This Group Policy section is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.9.14.1 (L1) Ensure 'Turn off cloud consumer account state content' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether cloud consumer account state content is allowed in all Windows experiences.

The recommended state for this setting is: Enabled.

Rationale:

The use of consumer accounts in an enterprise managed environment is not good security practice as it could lead to possible data leakage.

Impact:

Users will not be able to use Microsoft consumer accounts on the system.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CloudContent:DisableConsumerAccountStateContent

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Turn off cloud consumer account state content

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Windows experiences are able to use cloud consumer accounts.)

18.9.14.2 (L2) Ensure 'Turn off cloud optimized content' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting turns off cloud optimized content in all Windows experiences.

The recommended state for this setting is: Enabled.

Rationale:

Due to privacy concerns, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

Windows experiences that use the cloud optimized content client component, will present the default fallback content instead of customized content.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CloudContent:DisableCloudOptimizedContent

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Turn off cloud optimized content

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 20H2 Administrative Templates (or newer).

Default Value:

Disabled. (Windows experiences will be able to use cloud optimized content.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.14.3 (L1) Ensure 'Turn off Microsoft consumer experiences' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting turns off experiences that help consumers make the most of their devices and Microsoft account.

The recommended state for this setting is: Enabled.

**Note:** [Per Microsoft TechNet](https://technet.microsoft.com/en-us/itpro/windows/manage/group-policies-for-enterprise-and-education-editions), this policy setting only applies to Windows 10 Enterprise and Windows 10 Education editions.

Rationale:

Having apps silently install in an enterprise managed environment is not good security practice - especially if the apps send data back to a 3rd party.

Impact:

Users will no longer see personalized recommendations from Microsoft and notifications about their Microsoft account.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CloudContent:DisableWindowsConsumerFeatures

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Turn off Microsoft consumer experiences

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled. (Users may see suggestions from Microsoft and notifications about their Microsoft account.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.15 Connect

This section contains recommendations related to Connect.

This Group Policy section is provided by the Group Policy template WirelessDisplay.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.15.1 (L1) Ensure 'Require pin for pairing' is set to 'Enabled: First Time' OR 'Enabled: Always' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether or not a PIN is required for pairing to a wireless display device.

The recommended state for this setting is: Enabled: First Time OR Enabled: Always.

Rationale:

If this setting is not configured or disabled then a PIN would not be required when pairing wireless display devices to the system, increasing the risk of unauthorized use.

Impact:

The pairing ceremony for connecting to new wireless display devices will always require a PIN.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Connect:RequirePinForPairing

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: First Time OR Enabled: Always:

Computer Configuration\Policies\Administrative Templates\Windows Components\Connect\Require pin for pairing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WirelessDisplay.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer). The new Choose one of the following actions sub-option was later added as of the Windows 10 Release 1809 Administrative Templates. Choosing Enabled in the older templates is the equivalent of choosing Enabled: First Time in the newer templates.

Default Value:

Disabled. (A PIN is not required for pairing to a wireless display device.)

18.9.16 Credential User Interface

This section contains recommendations related to the Credential User Interface.

This Group Policy section is provided by the Group Policy template CredUI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.16.1 (L1) Ensure 'Do not display the password reveal button' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to configure the display of the password reveal button in password entry user experiences.

The recommended state for this setting is: Enabled.

Rationale:

This is a useful feature when entering a long and complex password, especially when using a touchscreen. The potential risk is that someone else may see your password while surreptitiously observing your screen.

Impact:

The password reveal button will not be displayed after a user types a password in the password entry text box.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CredUI:DisablePasswordReveal

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Credential User Interface\Do not display the password reveal button

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredUI.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (The password reveal button is displayed after a user types a password in the password entry text box. If the user clicks on the button, the typed password is displayed on-screen in plain text.)

18.9.16.2 (L1) Ensure 'Enumerate administrator accounts on elevation' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether administrator accounts are displayed when a user attempts to elevate a running application.

The recommended state for this setting is: Disabled.

Rationale:

Users could see the list of administrator accounts, making it slightly easier for a malicious user who has logged onto a console session to try to crack the passwords of those accounts.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\CredUI:EnumerateAdministrators

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Credential User Interface\Enumerate administrator accounts on elevation

**Note:** This Group Policy path is provided by the Group Policy template CredUI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users will be required to always type in a username and password to elevate.)

18.9.16.3 (L1) Ensure 'Prevent the use of security questions for local accounts' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether security questions can be used to reset local account passwords. The security question feature does not apply to domain accounts, only local accounts on the workstation.

The recommended state for this setting is: Enabled.

Rationale:

Users could establish security questions that are easily guessed or sleuthed by observing the user’s social media accounts, making it easier for a malicious actor to change the local user account password and gain access to the computer as that user account.

Impact:

Local user accounts will not be able to set up and use security questions to reset their passwords.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:NoLocalPasswordResetQuestions

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Credential User Interface\Prevent the use of security questions for local accounts

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CredUI.admx/adml that is included with the Microsoft Windows 10 Release 1903 Administrative Templates (or newer).

Default Value:

Not Configured. (Local user accounts are able to set up and use security questions to reset their passwords.)

18.9.17 Data Collection and Preview Builds

This section contains settings for Data Collection and Preview Builds.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.9.17.1 (L1) Ensure 'Allow Diagnostic Data' is set to 'Enabled: Diagnostic data off (not recommended)' or 'Enabled: Send required diagnostic data' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines the amount of diagnostic and usage data reported to Microsoft:

* A value of (0) Diagnostic data off (not recommended). Using this value, no diagnostic data is sent from the device. This value is only supported on Enterprise, Education, and Server editions. If you choose this setting, devices in your organization will still be secure.
* A value of (1) Send required diagnostic data. This is the minimum diagnostic data necessary to keep Windows secure, up to date, and performing as expected. Using this value disables the Optional diagnostic data control in the Settings app.
* A value of (3)Send optional diagnostic data. Additional diagnostic data is collected that helps us to detect, diagnose and fix issues, as well as make product improvements. Required diagnostic data will always be included when you choose to send optional diagnostic data. Optional diagnostic data can also include diagnostic log files and crash dumps. Use the Limit Dump Collection and the Limit Diagnostic Log Collection policies for more granular control of what optional diagnostic data is sent.

Windows telemetry settings apply to the Windows operating system and some first party apps. This setting does not apply to third party apps running on Windows 10/11.

The recommended state for this setting is: Enabled: Diagnostic data off (not recommended) or Enabled: Send required diagnostic data.

**Note:** If your organization relies on Windows Update, the minimum recommended setting is Required diagnostic data. Because no Windows Update information is collected when diagnostic data is off, important information about update failures is not sent. Microsoft uses this information to fix the causes of those failures and improve the quality of updates.

**Note #2:** The Configure diagnostic data opt-in settings user interface group policy can be used to prevent end users from changing their data collection settings.

**Note #3:** Enhanced diagnostic data setting is not available on Windows 11 and Windows Server 2022 and has been replaced with policies that can control the amount of optional diagnostic data that is sent. For more information on these settings visit [Manage diagnostic data using Group Policy and MDM](https://docs.microsoft.com/en-us/windows/privacy/configure-windows-diagnostic-data-in-your-organization#manage-diagnostic-data-using-group-policy-and-mdm)

Rationale:

Sending any data to a 3rd party vendor is a security concern and should only be done on an as needed basis.

Impact:

Note that setting values of 0 or 1 will degrade certain experiences on the device.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:AllowTelemetry

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Diagnostic data off (not recommended) or Enabled: Send required diagnostic data:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Allow Diagnostic Data

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow Telemetry, but it was renamed to Allow Diagnostic Data starting with the Windows 11 Release 21H2 Administrative Templates.

Default Value:

Disabled. (The device will send required diagnostic data and the end user can choose whether to send optional diagnostic data from the Settings app.)

References:

1. <https://docs.microsoft.com/en-us/windows/privacy/configure-windows-diagnostic-data-in-your-organization>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.17.2 (L2) Ensure 'Configure Authenticated Proxy usage for the Connected User Experience and Telemetry service' is set to 'Enabled: Disable Authenticated Proxy usage' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether the Connected User Experience and Telemetry service can automatically use an authenticated proxy to send data back to Microsoft.

The recommended state for this setting is: Enabled: Disable Authenticated Proxy usage.

Rationale:

Sending any data to a 3rd party vendor is a security concern and should only be done on an as needed basis.

Impact:

The Connected User Experience and Telemetry service will be blocked from automatically using an authenticated proxy.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:DisableEnterpriseAuthProxy

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Disable Authenticated Proxy usage:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Configure Authenticated Proxy usage for the Connected User Experience and Telemetry service

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled. (The Connected User Experience and Telemetry service will automatically use an authenticated proxy to send data back to Microsoft.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.17.3 (L1) Ensure 'Disable OneSettings Downloads' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether Windows attempts to connect with the OneSettings service to download configuration settings.

The recommended state for this setting is: Enabled.

Rationale:

Sending data to a 3rd party vendor is a security concern and should only be done on an as-needed basis.

Impact:

Windows will not connect with the OneSettings service to download configuration settings.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:DisableOneSettingsDownloads

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Disable OneSettings Downloads

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Windows will periodically attempt to connect with the OneSettings service to download configuration settings.)

18.9.17.4 (L1) Ensure 'Do not show feedback notifications' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows an organization to prevent its devices from showing feedback questions from Microsoft.

The recommended state for this setting is: Enabled.

Rationale:

Users should not be sending any feedback to 3rd party vendors in an enterprise managed environment.

Impact:

Users will no longer see feedback notifications through the Windows Feedback app.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:DoNotShowFeedbackNotifications

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Do not show feedback notifications

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template FeedbackNotifications.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled. (Users may see notifications through the Windows Feedback app asking users for feedback. Users can control how often they receive feedback questions.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.17.5 (L1) Ensure 'Enable OneSettings Auditing' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether Windows records attempts to connect with the OneSettings service to the Operational EventLog.

The recommended state for this setting is: Enabled.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

There should be no impact to the system.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\DataCollection:EnableOneSettingsAuditing

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Enable OneSettings Auditing

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Windows will not record attempts to connect with the OneSettings service to the EventLog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.5 Collect Detailed Audit Logs  Configure detailed audit logging for enterprise assets containing sensitive data. Include event source, date, username, timestamp, source addresses, destination addresses, and other useful elements that could assist in a forensic investigation. |  | ● | ● |
| v7 | 6.3 Enable Detailed Logging  Enable system logging to include detailed information such as an event source, date, user, timestamp, source addresses, destination addresses, and other useful elements. |  | ● | ● |

18.9.17.6 (L1) Ensure 'Limit Diagnostic Log Collection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether additional diagnostic logs are collected when more information is needed to troubleshoot a problem on the device.

The recommended state for this setting is: Enabled.

**Note:** Diagnostic logs are only sent when the device has been configured to send optional diagnostic data. Diagnostic data is limited with recommendation Allow Diagnostic Data is set to Enabled: Diagnostic data off (not recommended)or Enabled: Send required diagnostic data to send only basic information*.*

Rationale:

Sending data to a 3rd-party vendor is a security concern and should only be done on an as-needed basis.

Impact:

Diagnostic logs and information such as crash dumps will not be collected for transmission to Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:LimitDiagnosticLogCollection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Limit Diagnostic Log Collection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft may occasionally collect diagnostic logs if the device has been configured to send optional diagnostic data.)

18.9.17.7 (L1) Ensure 'Limit Dump Collection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting limits the type of dumps that can be collected when more information is needed to troubleshoot a problem.

The recommended state for this setting is: Enabled.

**Note:** Dumps are only sent when the device has been configured to send optional diagnostic data. Diagnostic data is limited with recommendation Ensure Allow Diagnostic Data is set to Enabled: Diagnostic data off (not recommended) or Enabled: Send required diagnostic datato send only basic information.

Rationale:

Sending data to a 3rd party vendor is a security concern and should only be done on an as needed basis.

Impact:

Windows Error Reporting is limited to sending kernel mini and user mode triage memory dumps, reducing the risk of sending sensitive information to Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DataCollection:LimitDumpCollection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled.

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Limit Dump Collection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft may occasionally collect full or heap dumps if the user has opted to send optional diagnostic data.)

18.9.17.8 (L1) Ensure 'Toggle user control over Insider builds' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can access the Insider build controls in the Advanced Options for Windows Update. These controls are located under "Get Insider builds," and enable users to make their devices available for downloading and installing Windows preview software.

The recommended state for this setting is: Disabled.

**Note:** This policy setting applies only to devices running Windows 10 Pro or Windows 10 Enterprise, up until Release 1703. For Release 1709 or newer, Microsoft encourages using the Manage preview builds setting (Rule 18.9.103.1.1). We have kept this setting in the benchmark to ensure that any older builds of Windows 10 in the environment are still enforced.

Rationale:

It can be risky for experimental features to be allowed in an enterprise managed environment because this can introduce bugs and security holes into systems, making it easier for an attacker to gain access. It is generally preferred to only use production-ready builds.

Impact:

The item "Get Insider builds" will be unavailable.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\PreviewBuilds:AllowBuildPreview

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Data Collection and Preview Builds\Toggle user control over Insider builds

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AllowBuildPreview.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enabled. (Users can download and install Windows preview software on their devices.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 2.6 Address unapproved software  Ensure that unauthorized software is either removed or the inventory is updated in a timely manner | ● | ● | ● |

18.9.18 Delivery Optimization

This section contains settings for Delivery Optimization.

This Group Policy section is provided by the Group Policy template DeliveryOptimization.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.9.18.1 (L1) Ensure 'Download Mode' is NOT set to 'Enabled: Internet' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the download method that Delivery Optimization can use in downloads of Windows Updates, Apps and App updates. The following methods are supported:

* 0 = HTTP only, no peering.
* 1 = HTTP blended with peering behind the same NAT.
* 2 = HTTP blended with peering across a private group. Peering occurs on devices in the same Active Directory Site (if exist) or the same domain by default. When this option is selected, peering will cross NATs. To create a custom group use Group ID in combination with Mode 2.
* 3 = HTTP blended with Internet Peering.
* 99 = Simple download mode with no peering. Delivery Optimization downloads using HTTP only and does not attempt to contact the Delivery Optimization cloud services.
* 100 = Bypass mode. Do not use Delivery Optimization and use BITS instead.

The recommended state for this setting is any value EXCEPT: Enabled: Internet (3).

**Note:** The default on all SKUs other than Enterprise, Enterprise LTSB or Education is Enabled: Internet (3), so on other SKUs, be sure to set this to a different value.

Rationale:

Due to privacy concerns and security risks, updates should only be downloaded directly from Microsoft, or from a trusted machine on the internal network that received its updates from a trusted source and approved by the network administrator.

Impact:

Machines will not be able to download updates from peers on the Internet. If set to Enabled: HTTP only (0), Enabled: Simple (99), or Enabled: Bypass (100), machines will not be able to download updates from other machines on the same LAN.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\DeliveryOptimization:DODownloadMode

Remediation:

To establish the recommended configuration via GP, set the following UI path to any value other than Enabled: Internet (3):

Computer Configuration\Policies\Administrative Templates\Windows Components\Delivery Optimization\Download Mode

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template DeliveryOptimization.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enterprise, Enterprise LTSB and Education SKUs: Enabled: LAN (1)

All other SKUs: Enabled: Internet (3)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.9.19 Desktop Gadgets

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Sidebar.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.20 Desktop Window Manager

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DWM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.21 Device and Driver Compatibility

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DeviceCompat.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.22 Device Registration (formerly Workplace Join)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WorkplaceJoin.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

**Note:** This section was initially named Workplace Join but was renamed by Microsoft to Device Registration starting with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates.

18.9.23 Digital Locker

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DigitalLocker.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.24 Edge UI

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EdgeUI.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.25 EMET

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EMET.admx/adml that is included with Microsoft EMET.

EMET is free and supported security software developed by Microsoft that allows an enterprise to apply exploit mitigations to applications that run on Windows. Many of these mitigations were later coded directly into Windows 10 and Server 2016.

**Note:** Although EMET is quite effective at enhancing exploit protection on Windows workstation OSes prior to Windows 10, it is highly recommended that compatibility testing is done on typical workstation configurations (including all CIS-recommended EMET settings) before widespread deployment to your environment.

**Note #2:** EMET has been reported to be very problematic on 32-bit OSes - we only recommend using it with 64-bit OSes.

**Note #3:** Microsoft has announced that EMET will be End-Of-Life (EOL) on July 31, 2018. This does not mean the software will stop working, only that Microsoft will not update it any further past that date, nor troubleshoot new problems with it. They are instead recommending that workstations be upgraded to Windows 10.

18.9.26 Event Forwarding

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EventForwarding.admx/adml that is included with the Microsoft Windows Server 2008 (non-R2) Administrative Templates (or newer).

18.9.27 Event Log Service

This section contains recommendations for configuring the Event Log Service.

This Group Policy section is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.27.1 Application

This section contains recommendations for configuring the Application Event Log.

This Group Policy section is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.27.1.1 (L1) Ensure 'Application: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls Event Log behavior when the log file reaches its maximum size.

The recommended state for this setting is: Disabled.

**Note:** Old events may or may not be retained according to the Backup log automatically when full policy setting.

Rationale:

If new events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Application:Retention

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Application\Control Event Log behavior when the log file reaches its maximum size

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Retain old events, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (When a log file reaches its maximum size, new events overwrite old events.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.1.2 (L1) Ensure 'Application: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the maximum size of the log file in kilobytes. The maximum log file size can be configured between 1 megabyte (1,024 kilobytes) and 4 terabytes (4,194,240 kilobytes) in kilobyte increments.

The recommended state for this setting is: Enabled: 32,768 or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

When event logs fill to capacity, they will stop recording information unless the retention method for each is set so that the computer will overwrite the oldest entries with the most recent ones. To mitigate the risk of loss of recent data, you can configure the retention method so that older events are overwritten as needed.

The consequence of this configuration is that older events will be removed from the logs. Attackers can take advantage of such a configuration, because they can generate a large number of extraneous events to overwrite any evidence of their attack. These risks can be somewhat reduced if you automate the archival and backup of event log data.

Ideally, all specifically monitored events should be sent to a server that uses Microsoft System Center Operations Manager (SCOM) or some other automated monitoring tool. Such a configuration is particularly important because an attacker who successfully compromises a server could clear the Security log. If all events are sent to a monitoring server, then you will be able to gather forensic information about the attacker's activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Application:MaxSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 32,768 or greater:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Application\Specify the maximum log file size (KB)

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Maximum Log Size (KB), but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The default log size is 20,480 KB - this value can be changed by the local administrator using the Log Properties dialog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.2 Security

This section contains recommendations for configuring the Security Event Log.

This Group Policy section is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.27.2.1 (L1) Ensure 'Security: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls Event Log behavior when the log file reaches its maximum size.

The recommended state for this setting is: Disabled.

**Note:** Old events may or may not be retained according to the Backup log automatically when full policy setting.

Rationale:

If new events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Security:Retention

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Security\Control Event Log behavior when the log file reaches its maximum size

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Retain old events, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (When a log file reaches its maximum size, new events overwrite old events.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.2.2 (L1) Ensure 'Security: Specify the maximum log file size (KB)' is set to 'Enabled: 196,608 or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the maximum size of the log file in kilobytes. The maximum log file size can be configured between 1 megabyte (1,024 kilobytes) and 4 terabytes (4,194,240 kilobytes) in kilobyte increments.

The recommended state for this setting is: Enabled: 196,608 or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

When event logs fill to capacity, they will stop recording information unless the retention method for each is set so that the computer will overwrite the oldest entries with the most recent ones. To mitigate the risk of loss of recent data, you can configure the retention method so that older events are overwritten as needed.

The consequence of this configuration is that older events will be removed from the logs. Attackers can take advantage of such a configuration, because they can generate a large number of extraneous events to overwrite any evidence of their attack. These risks can be somewhat reduced if you automate the archival and backup of event log data.

Ideally, all specifically monitored events should be sent to a server that uses Microsoft System Center Operations Manager (SCOM) or some other automated monitoring tool. Such a configuration is particularly important because an attacker who successfully compromises a server could clear the Security log. If all events are sent to a monitoring server, then you will be able to gather forensic information about the attacker's activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Security:MaxSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 196,608 or greater:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Security\Specify the maximum log file size (KB)

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Maximum Log Size (KB), but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The default log size is 20,480 KB - this value can be changed by the local administrator using the Log Properties dialog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.3 Setup

This section contains recommendations for configuring the Setup Event Log.

This Group Policy section is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.27.3.1 (L1) Ensure 'Setup: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls Event Log behavior when the log file reaches its maximum size.

The recommended state for this setting is: Disabled.

**Note:** Old events may or may not be retained according to the Backup log automatically when full policy setting.

Rationale:

If new events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Setup:Retention

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Setup\Control Event Log behavior when the log file reaches its maximum size

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Retain old events, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (When a log file reaches its maximum size, new events overwrite old events.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.3.2 (L1) Ensure 'Setup: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the maximum size of the log file in kilobytes. The maximum log file size can be configured between 1 megabyte (1,024 kilobytes) and 4 terabytes (4,194,240 kilobytes) in kilobyte increments.

The recommended state for this setting is: Enabled: 32,768 or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users

Impact:

When event logs fill to capacity, they will stop recording information unless the retention method for each is set so that the computer will overwrite the oldest entries with the most recent ones. To mitigate the risk of loss of recent data, you can configure the retention method so that older events are overwritten as needed.

The consequence of this configuration is that older events will be removed from the logs. Attackers can take advantage of such a configuration, because they can generate a large number of extraneous events to overwrite any evidence of their attack. These risks can be somewhat reduced if you automate the archival and backup of event log data.

Ideally, all specifically monitored events should be sent to a server that uses Microsoft System Center Operations Manager (SCOM) or some other automated monitoring tool. Such a configuration is particularly important because an attacker who successfully compromises a server could clear the Security log. If all events are sent to a monitoring server, then you will be able to gather forensic information about the attacker's activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\Setup:MaxSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 32,768 or greater:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\Setup\Specify the maximum log file size (KB)

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Maximum Log Size (KB), but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The default log size is 20,480 KB - this value can be changed by the local administrator using the Log Properties dialog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.4 System

This section contains recommendations for configuring the System Event Log.

This Group Policy section is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.27.4.1 (L1) Ensure 'System: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls Event Log behavior when the log file reaches its maximum size.

The recommended state for this setting is: Disabled.

**Note:** Old events may or may not be retained according to the Backup log automatically when full policy setting.

Rationale:

If new events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\System:Retention

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\System\Control Event Log behavior when the log file reaches its maximum size

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Retain old events, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (When a log file reaches its maximum size, new events overwrite old events.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.27.4.2 (L1) Ensure 'System: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies the maximum size of the log file in kilobytes. The maximum log file size can be configured between 1 megabyte (1,024 kilobytes) and 4 terabytes (4,194,240 kilobytes) in kilobyte increments.

The recommended state for this setting is: Enabled: 32,768 or greater.

Rationale:

If events are not recorded it may be difficult or impossible to determine the root cause of system problems or the unauthorized activities of malicious users

Impact:

When event logs fill to capacity, they will stop recording information unless the retention method for each is set so that the computer will overwrite the oldest entries with the most recent ones. To mitigate the risk of loss of recent data, you can configure the retention method so that older events are overwritten as needed.

The consequence of this configuration is that older events will be removed from the logs. Attackers can take advantage of such a configuration, because they can generate a large number of extraneous events to overwrite any evidence of their attack. These risks can be somewhat reduced if you automate the archival and backup of event log data.

Ideally, all specifically monitored events should be sent to a server that uses Microsoft System Center Operations Manager (SCOM) or some other automated monitoring tool. Such a configuration is particularly important because an attacker who successfully compromises a server could clear the Security log. If all events are sent to a monitoring server, then you will be able to gather forensic information about the attacker's activities.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\EventLog\System:MaxSize

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 32,768 or greater:

Computer Configuration\Policies\Administrative Templates\Windows Components\Event Log Service\System\Specify the maximum log file size (KB)

**Note:** This Group Policy path is provided by the Group Policy template EventLog.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Maximum Log Size (KB), but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The default log size is 20,480 KB - this value can be changed by the local administrator using the Log Properties dialog.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.3 Ensure Adequate Audit Log Storage  Ensure that logging destinations maintain adequate storage to comply with the enterprise’s audit log management process. |  | ● | ● |
| v7 | 6.4 Ensure adequate storage for logs  Ensure that all systems that store logs have adequate storage space for the logs generated. |  | ● | ● |

18.9.28 Event Logging

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EventLogging.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.9.29 Event Viewer

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EventViewer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.30 Family Safety (formerly Parental Controls)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ParentalControls.admx/adml that is only included with the Microsoft Windows Vista through the Windows 10 RTM (Release 1507) Administrative Templates.

**Note:** This section was initially named Parental Controls but was renamed by Microsoft to Family Safety starting with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.31 File Explorer (formerly Windows Explorer)

This section contains recommendations to control the availability of options such as menu items and tabs in dialog boxes.

This Group Policy section is provided by the Group Policy template WindowsExplorer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Windows Explorer but was renamed by Microsoft to File Explorer starting with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.31.1 Previous Versions

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template PreviousVersions.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.31.2 (L1) Ensure 'Turn off Data Execution Prevention for Explorer' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Disabling Data Execution Prevention can allow certain legacy plug-in applications to function without terminating Explorer.

The recommended state for this setting is: Disabled.

**Note:** Some legacy plug-in applications and other software may not function with Data Execution Prevention and will require an exception to be defined for that specific plug-in/software.

Rationale:

Data Execution Prevention is an important security feature supported by Explorer that helps to limit the impact of certain types of malware.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Explorer:NoDataExecutionPrevention

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\File Explorer\Turn off Data Execution Prevention for Explorer

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Explorer.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Data Execution Prevention will block certain types of malware from exploiting Explorer.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.31.3 (L1) Ensure 'Turn off heap termination on corruption' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Without heap termination on corruption, legacy plug-in applications may continue to function when a File Explorer session has become corrupt. Ensuring that heap termination on corruption is active will prevent this.

The recommended state for this setting is: Disabled.

Rationale:

Allowing an application to function after its session has become corrupt increases the risk posture to the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Explorer:NoHeapTerminationOnCorruption

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\File Explorer\Turn off heap termination on corruption

**Note:** This Group Policy path is provided by the Group Policy template Explorer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Heap termination on corruption is enabled.)

18.9.31.4 (L1) Ensure 'Turn off shell protocol protected mode' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to configure the amount of functionality that the shell protocol can have. When using the full functionality of this protocol, applications can open folders and launch files. The protected mode reduces the functionality of this protocol allowing applications to only open a limited set of folders. Applications are not able to open files with this protocol when it is in the protected mode. It is recommended to leave this protocol in the protected mode to increase the security of Windows.

The recommended state for this setting is: Disabled.

Rationale:

Limiting the opening of files and folders to a limited set reduces the attack surface of the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\Explorer:PreXPSP2ShellProtocolBehavior

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\File Explorer\Turn off shell protocol protected mode

**Note:** This Group Policy path is provided by the Group Policy template WindowsExplorer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The protocol is in the protected mode, allowing applications to only open a limited set of folders.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.32 File History

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FileHistory.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.33 Find My Device

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FindMy.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.34 Game Explorer

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template GameExplorer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.35 Handwriting

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Handwriting.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.36 HomeGroup

This section contains recommendations related to the HomeGroup feature, which is available in all workstations of Windows from Windows 7 through Windows 10 Release 1709. Microsoft removed it from Windows starting with Windows 10 Release 1803.

This Group Policy section is provided by the Group Policy template Sharing.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.36.1 (L1) Ensure 'Prevent the computer from joining a homegroup' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

By default, users can add their computer to a HomeGroup on a home network.

The recommended state for this setting is: Enabled.

**Note:** The HomeGroup feature is available in all workstation releases of Windows from Windows 7 through Windows 10 Release 1709. Microsoft removed the feature completely starting with Windows 10 Release 1803. However, if your environment still contains **any** Windows 10 Release 1709 (or older) workstations, then this setting remains important to disable HomeGroup on those systems.

Rationale:

While resources on a domain-joined computer cannot be shared with a HomeGroup, information from the domain-joined computer can be leaked to other computers in the HomeGroup.

Impact:

A user on this computer will not be able to add this computer to a HomeGroup. This setting does not affect other network sharing features. Mobile users who access printers and other shared devices on their home networks will not be able to leverage the ease of use provided by HomeGroup functionality.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\HomeGroup:DisableHomeGroup

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\HomeGroup\Prevent the computer from joining a homegroup

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Sharing.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (A user can add their computer to a HomeGroup. However, data on a domain-joined computer is not shared with the HomeGroup.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.37 Human Presence

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Sensors.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.38 Import Video

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CaptureWizard.admx/adml that is only included with the Microsoft Windows Vista and Windows Server 2008 (non-R2) Administrative Templates.

18.9.39 Internet Explorer

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template InetRes.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

CIS publishes security guidance for Microsoft Internet Explorer in a separate benchmark from Windows. Additional details can be found in the [CIS Microsoft Web Browser Benchmarks Community](https://workbench.cisecurity.org/communities/50).

18.9.40 Internet Information Services

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template IIS.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.41 Location and Sensors

This section contains settings for Locations and Sensors.

This Group Policy section is provided by the Group Policy template Sensors.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.41.1 (L2) Ensure 'Turn off location' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting turns off the location feature for the computer.

The recommended state for this setting is: Enabled.

Rationale:

This setting affects the location feature (e.g. GPS or other location tracking). From a security perspective, it’s not a good idea to reveal your location to software in most cases, but there are legitimate uses, such as mapping software. However, they should not be used in high security environments.

Impact:

The location feature is turned off, and all programs on the computer are prevented from using location information from the location feature.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\LocationAndSensors:DisableLocation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Location and Sensors\Turn off location

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Sensors.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Programs on the computer are permitted to use location information from the location feature.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.42 Maintenance Scheduler

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template msched.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.43 Maps

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinMaps.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.9.44 MDM

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MDM.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.45 Messaging

This section contains messaging settings.

This Group Policy section is provided by the Group Policy template Messaging.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.45.1 (L2) Ensure 'Allow Message Service Cloud Sync' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows backup and restore of cellular text messages to Microsoft's cloud services.

The recommended state for this setting is: Disabled.

Rationale:

In a high security environment, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

Cellular text messages will not be backed up to (or restored from) Microsoft's cloud services.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Messaging:AllowMessageSync

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Messaging\Allow Message Service Cloud Sync

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Messaging.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Enabled. (Cellular text messages can be backed up and restored to Microsoft's cloud services.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.46 Microsoft account

This section contains recommendations related to Microsoft Accounts.

This Group Policy section is provided by the Group Policy template MSAPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.46.1 (L1) Ensure 'Block all consumer Microsoft account user authentication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines whether applications and services on the device can utilize new consumer Microsoft account authentication via the Windows OnlineID and WebAccountManager APIs.

The recommended state for this setting is: Enabled.

Rationale:

Organizations that want to effectively implement identity management policies and maintain firm control of what accounts are used on their computers will probably want to block Microsoft accounts. Organizations may also need to block Microsoft accounts in order to meet the requirements of compliance standards that apply to their information systems.

Impact:

All applications and services on the device will be prevented from new authentications using consumer Microsoft accounts via the Windows OnlineID and WebAccountManager APIs. Authentications performed directly by the user in web browsers or in apps that use OAuth will remain unaffected.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\MicrosoftAccount:DisableUserAuth

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft accounts\Block all consumer Microsoft account user authentication

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template MSAPolicy.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled. (Applications and services on the device will be permitted to authenticate using consumer Microsoft accounts via the Windows OnlineID and WebAccountManager APIs.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.3 Disable Dormant Accounts  Delete or disable any dormant accounts after a period of 45 days of inactivity, where supported. | ● | ● | ● |
| v7 | 16.8 Disable Any Unassociated Accounts  Disable any account that cannot be associated with a business process or business owner. | ● | ● | ● |

18.9.47 Microsoft Defender Antivirus (formerly Windows Defender and Windows Defender Antivirus)

This section contains recommendations related to Microsoft Defender Antivirus.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was originally named Windows Defender but was renamed by Microsoft to Windows Defender Antivirus starting with the Microsoft Windows 10 Release 1703 Administrative Templates. It was renamed (again) to Microsoft Defender Antivirus starting with the Microsoft Windows 10 Release 2004 Administrative Templates.

18.9.47.1 Client Interface

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.2 Device Control

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.47.3 Exclusions

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.4 MAPS

This section contains recommendations related to Microsoft Active Protection Service (MAPS).

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.4.1 (L1) Ensure 'Configure local setting override for reporting to Microsoft MAPS' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting configures a local override for the configuration to join Microsoft Active Protection Service (MAPS), which Microsoft renamed to Windows Defender Antivirus Cloud Protection Service and then Microsoft Defender Antivirus Cloud Protection Service. This setting can only be set by Group Policy.

The recommended state for this setting is: Disabled.

Rationale:

The decision on whether or not to participate in Microsoft MAPS / Microsoft Defender Antivirus Cloud Protection Service for malicious software reporting should be made centrally in an enterprise managed environment, so that all computers within it behave consistently in that regard. Configuring this setting to Disabled ensures that the decision remains centrally managed.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Spynet:LocalSettingOverrideSpynetReporting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\MAPS\Configure local setting override for reporting to Microsoft MAPS

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Group Policy will take priority over the local preference setting.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.47.4.2 (L2) Ensure 'Join Microsoft MAPS' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to join Microsoft Active Protection Service (MAPS), which Microsoft renamed to Windows Defender Antivirus Cloud Protection Service and then Microsoft Defender Antivirus Cloud Protection Service. Microsoft MAPS / Microsoft Defender Antivirus Cloud Protection Service is the online community that helps you choose how to respond to potential threats. The community also helps stop the spread of new malicious software infections. You can choose to send basic or additional information about detected software. Additional information helps Microsoft create new definitions and help it to protect your computer.

Possible options are:

* (0x0) Disabled (default)
* (0x1) Basic membership
* (0x2) Advanced membership

**Basic membership** will send basic information to Microsoft about software that has been detected including where the software came from the actions that you apply or that are applied automatically and whether the actions were successful.

**Advanced membership** in addition to basic information will send more information to Microsoft about malicious software spyware and potentially unwanted software including the location of the software file names how the software operates and how it has impacted your computer.

The recommended state for this setting is: Disabled.

Rationale:

The information that would be sent can include things like location of detected items on your computer if harmful software was removed. The information would be automatically collected and sent. In some instances personal information might unintentionally be sent to Microsoft. However, Microsoft states that it will not use this information to identify you or contact you.

For privacy reasons in high security environments, it is best to prevent these data submissions altogether.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is in effect when the following registry value does not exist, or when it exists with a value of 0:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Spynet:SpynetReporting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\MAPS\Join Microsoft MAPS

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft MAPS / Microsoft Defender Antivirus Cloud Protection Service will not be joined.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.47.5 Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard)

This section contains Microsoft Defender Exploit Guard settings.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

**Note:** This section was originally named Windows Defender Exploit Guard but was renamed by Microsoft to Microsoft Defender Exploit Guard starting with the Microsoft Windows 10 Release 2004 Administrative Templates.

18.9.47.5.1 Attack Surface Reduction

This section contains Attack Surface Reduction settings.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.5.1.1 (L1) Ensure 'Configure Attack Surface Reduction rules' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls the state for the Attack Surface Reduction (ASR) rules.

The recommended state for this setting is: Enabled.

Rationale:

Attack surface reduction helps prevent actions and apps that are typically used by exploit-seeking malware to infect machines.

Impact:

When a rule is triggered, a notification will be displayed from the Action Center.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR:ExploitGuard\_ASR\_Rules

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Microsoft Defender Exploit Guard\Attack Surface Reduction\Configure Attack Surface Reduction rules

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (No ASR rules will be configured.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.47.5.1.2 (L1) Ensure 'Configure Attack Surface Reduction rules: Set the state for each ASR rule' is configured (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting sets the Attack Surface Reduction rules.

The recommended state for this setting is:

26190899-1602-49e8-8b27-eb1d0a1ce869 - 1 (Block Office communication application from creating child processes)  
3b576869-a4ec-4529-8536-b80a7769e899 - 1 (Block Office applications from creating executable content)  
5beb7efe-fd9a-4556-801d-275e5ffc04cc - 1 (Block execution of potentially obfuscated scripts)  
75668c1f-73b5-4cf0-bb93-3ecf5cb7cc84 - 1 (Block Office applications from injecting code into other processes)  
7674ba52-37eb-4a4f-a9a1-f0f9a1619a2c - 1 (Block Adobe Reader from creating child processes)  
92e97fa1-2edf-4476-bdd6-9dd0b4dddc7b - 1 (Block Win32 API calls from Office macro)  
9e6c4e1f-7d60-472f-ba1a-a39ef669e4b2 - 1 (Block credential stealing from the Windows local security authority subsystem (lsass.exe))  
b2b3f03d-6a65-4f7b-a9c7-1c7ef74a9ba4 - 1 (Block untrusted and unsigned processes that run from USB)  
be9ba2d9-53ea-4cdc-84e5-9b1eeee46550 - 1 (Block executable content from email client and webmail)  
d3e037e1-3eb8-44c8-a917-57927947596d - 1 (Block JavaScript or VBScript from launching downloaded executable content)  
d4f940ab-401b-4efc-aadc-ad5f3c50688a - 1 (Block Office applications from creating child processes)  
e6db77e5-3df2-4cf1-b95a-636979351e5b - 1 (Block persistence through WMI event subscription)

**Note:** More information on ASR rules can be found at the following link: [Use Attack surface reduction rules to prevent malware infection | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-exploit-guard/attack-surface-reduction-exploit-guard)

Rationale:

Attack surface reduction helps prevent actions and apps that are typically used by exploit-seeking malware to infect machines.

Impact:

When a rule is triggered, a notification will be displayed from the Action Center.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:26190899-1602-49e8-8b27-eb1d0a1ce869  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:3b576869-a4ec-4529-8536-b80a7769e899  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:5beb7efe-fd9a-4556-801d-275e5ffc04cc  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:75668c1f-73b5-4cf0-bb93-3ecf5cb7cc84  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:7674ba52-37eb-4a4f-a9a1-f0f9a1619a2c  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:92e97fa1-2edf-4476-bdd6-9dd0b4dddc7b  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:9e6c4e1f-7d60-472f-ba1a-a39ef669e4b2  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:b2b3f03d-6a65-4f7b-a9c7-1c7ef74a9ba4  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:be9ba2d9-53ea-4cdc-84e5-9b1eeee46550  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:d3e037e1-3eb8-44c8-a917-57927947596d  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:d4f940ab-401b-4efc-aadc-ad5f3c50688a  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Windows Defender Exploit Guard\ASR\Rules:e6db77e5-3df2-4cf1-b95a-636979351e5b

Remediation:

To establish the recommended configuration via GP, set the following UI path so that 26190899-1602-49e8-8b27-eb1d0a1ce869, 3b576869-a4ec-4529-8536-b80a7769e899, 5beb7efe-fd9a-4556-801d-275e5ffc04cc, 75668c1f-73b5-4cf0-bb93-3ecf5cb7cc84, 7674ba52-37eb-4a4f-a9a1-f0f9a1619a2c, 92e97fa1-2edf-4476-bdd6-9dd0b4dddc7b, 9e6c4e1f-7d60-472f-ba1a-a39ef669e4b2, b2b3f03d-6a65-4f7b-a9c7-1c7ef74a9ba4, be9ba2d9-53ea-4cdc-84e5-9b1eeee46550, d3e037e1-3eb8-44c8-a917-57927947596d, d4f940ab-401b-4efc-aadc-ad5f3c50688a, and e6db77e5-3df2-4cf1-b95a-636979351e5b are each set to a value of 1:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Microsoft Defender Exploit Guard\Attack Surface Reduction\Configure Attack Surface Reduction rules: Set the state for each ASR rule

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (No ASR rules will be configured.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.47.5.2 Controlled Folder Access

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.5.3 Network Protection

This section contains Windows Network Protection settings.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.47.5.3.1 (L1) Ensure 'Prevent users and apps from accessing dangerous websites' is set to 'Enabled: Block' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls Microsoft Defender Exploit Guard network protection.

The recommended state for this setting is: Enabled: Block.

Rationale:

This setting can help prevent employees from using any application to access dangerous domains that may host phishing scams, exploit-hosting sites, and other malicious content on the Internet.

Impact:

Users and applications will not be able to access dangerous domains.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\windows Defender\Windows Defender Exploit Guard\Network Protection:EnableNetworkProtection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Block:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Defender Antivirus\Windows Defender Exploit Guard\Network Protection\Prevent users and apps from accessing dangerous websites

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (Users and applications will not be blocked from connecting to dangerous domains.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 9.3 Maintain and Enforce Network-Based URL Filters  Enforce and update network-based URL filters to limit an enterprise asset from connecting to potentially malicious or unapproved websites. Example implementations include category-based filtering, reputation-based filtering, or through the use of block lists. Enforce filters for all enterprise assets. |  | ● | ● |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 7.4 Maintain and Enforce Network-Based URL Filters  Enforce network-based URL filters that limit a system's ability to connect to websites not approved by the organization. This filtering shall be enforced for each of the organization's systems, whether they are physically at an organization's facilities or not. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.47.6 MpEngine

This section contains recommendations for MpEngine.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.47.6.1 (L2) Ensure 'Enable file hash computation feature' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting determines whether hash values are computed for files scanned by Microsoft Defender.

The recommended state for this setting is: Enabled.

Rationale:

When running an antivirus solution such as Microsoft Defender Antivirus, it is important to ensure that it is configured to monitor for suspicious and known malicious activity. File hashes are a reliable way of detecting changes to files, and can speed up the scan process by skipping files that have not changed since they were last scanned and determined to be safe. A changed file hash can also be cause for additional scrutiny.

Impact:

This setting could cause performance degradation during initial deployment and for users where new executable content is frequently being created (such as software developers), or where applications are frequently installed or updated.

For more information on this setting, please visit [Security baseline (FINAL): Windows 10 and Windows Server, version 2004 - Microsoft Tech Community - 1543631](https://techcommunity.microsoft.com/t5/microsoft-security-baselines/security-baseline-final-windows-10-and-windows-server-version/ba-p/1543631).

**Note:** The impact of this setting should be monitored closely during deployment to ensure user and system performance impact is within acceptable limits.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\MpEngine:EnableFileHashComputation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\MpEngine\Enable file hash computation feature

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (File hash values are not computed during scans.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.1 Deploy and Maintain Anti-Malware Software  Deploy and maintain anti-malware software on all enterprise assets. | ● | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.7 Network Inspection System

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.8 Quarantine

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.9 Real-time Protection

This section contains settings related to Real-time Protection.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.9.1 (L1) Ensure 'Scan all downloaded files and attachments' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting configures scanning for all downloaded files and attachments.

The recommended state for this setting is: Enabled.

Rationale:

When running an antivirus solution such as Microsoft Defender Antivirus, it is important to ensure that it is configured to heuristically monitor in real-time for suspicious and known malicious activity.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Real-Time Protection:DisableIOAVProtection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Real-Time Protection\Scan all downloaded files and attachments

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Enabled. (All downloaded files and attachments will be scanned.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-antivirus/configure-real-time-protection-microsoft-defender-antivirus>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.9.2 (L1) Ensure 'Turn off real-time protection' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting configures real-time protection prompts for known malware detection.

Microsoft Defender Antivirus alerts you when malware or potentially unwanted software attempts to install itself or to run on your computer.

The recommended state for this setting is: Disabled.

Rationale:

When running an antivirus solution such as Microsoft Defender Antivirus, it is important to ensure that it is configured to heuristically monitor in real-time for suspicious and known malicious activity.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Real-Time Protection:DisableRealtimeMonitoring

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Real-Time Protection\Turn off real-time protection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft Defender Antivirus will prompt users to take actions on malware detections.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-antivirus/configure-real-time-protection-microsoft-defender-antivirus>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.9.3 (L1) Ensure 'Turn on behavior monitoring' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to configure behavior monitoring for Microsoft Defender Antivirus.

The recommended state for this setting is: Enabled.

Rationale:

When running an antivirus solution such as Microsoft Defender Antivirus, it is important to ensure that it is configured to heuristically monitor in real-time for suspicious and known malicious activity.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Real-Time Protection:DisableBehaviorMonitoring

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Real-Time Protection\Turn on behavior monitoring

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Behavior monitoring will be enabled.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-antivirus/configure-real-time-protection-microsoft-defender-antivirus>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.7 Use Behavior-Based Anti-Malware Software  Use behavior-based anti-malware software. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.9.4 (L1) Ensure 'Turn on script scanning' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows script scanning to be turned on/off. Script scanning intercepts scripts then scans them before they are executed on the system.

The recommended state for this setting is: Enabled.

Rationale:

When running an antivirus solution such as Microsoft Defender Antivirus, it is important to ensure that it is configured to heuristically monitor in real-time for suspicious and known malicious activity.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Real-Time Protection:DisableScriptScanning

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Real-Time Protection\Turn on script scanning

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Enabled. (Script scanning will be enabled.)

References:

1. <https://docs.microsoft.com/en-us/microsoft-365/security/defender-endpoint/configure-advanced-scan-types-microsoft-defender-antivirus?view=o365-worldwide>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.7 Use Behavior-Based Anti-Malware Software  Use behavior-based anti-malware software. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.10 Remediation

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.11 Reporting

This section contains settings related to Microsoft Defender Reporting.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.11.1 (L2) Ensure 'Configure Watson events' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to configure whether or not Watson events are sent.

The recommended state for this setting is: Disabled.

Rationale:

Watson events are the reports that get sent to Microsoft when a program or service crashes or fails, including the possibility of automatic submission. Preventing this information from being sent can help reduce privacy concerns.

Impact:

Watson events will not be sent to Microsoft automatically when a program or service crashes or fails.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Reporting:DisableGenericRePorts

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Reporting\Configure Watson events

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Enabled. (Watson events will be sent to Microsoft automatically when a program or service crashes or fails.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 13.3 Monitor and Block Unauthorized Network Traffic  Deploy an automated tool on network perimeters that monitors for unauthorized transfer of sensitive information and blocks such transfers while alerting information security professionals. |  |  | ● |

18.9.47.12 Scan

This section contains settings related to Microsoft Defender scanning.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.12.1 (L1) Ensure 'Scan removable drives' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether or not to scan for malicious software and unwanted software in the contents of removable drives, such as USB flash drives, when running a full scan.

The recommended state for this setting is: Enabled.

Rationale:

It is important to ensure that any present removable drives are always included in any type of scan, as removable drives are more likely to contain malicious software brought in to the enterprise managed environment from an external, unmanaged computer.

Impact:

Removable drives will be scanned during any type of scan by Microsoft Defender Antivirus.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Scan:DisableRemovableDriveScanning

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Scan\Scan removable drives

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (Removable drives will not be scanned during a full scan. Removable drives may still be scanned during quick scan and custom scan.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.4 Configure Automatic Anti-Malware Scanning of Removable Media  Configure anti-malware software to automatically scan removable media. |  | ● | ● |
| v7 | 8.4 Configure Anti-Malware Scanning of Removable Devices  Configure devices so that they automatically conduct an anti-malware scan of removable media when inserted or connected. | ● | ● | ● |

18.9.47.12.2 (L1) Ensure 'Turn on e-mail scanning' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to configure e-mail scanning. When e-mail scanning is enabled, the engine will parse the mailbox and mail files, according to their specific format, in order to analyze the mail bodies and attachments. Several e-mail formats are currently supported, for example: pst (Outlook), dbx, mbx, mime (Outlook Express), binhex (Mac).

The recommended state for this setting is: Enabled.

Rationale:

Incoming e-mails should be scanned by an antivirus solution such as Microsoft Defender Antivirus, as email attachments are a commonly used attack vector to infiltrate computers with malicious software.

Impact:

E-mail scanning by Microsoft Defender Antivirus will be enabled.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender\Scan:DisableEmailScanning

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Scan\Turn on e-mail scanning

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

Default Value:

Disabled. (E-mail scanning by Microsoft Defender Antivirus will be disabled.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.13 Security Intelligence Updates (formerly Signature Updates)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

**Note:** This section was initially named Signature Updates but was renamed by Microsoft to Security Intelligence Updates starting with the Microsoft Windows 10 Release 1903 Administrative Templates.

18.9.47.14 Threats

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

18.9.47.15 (L1) Ensure 'Configure detection for potentially unwanted applications' is set to 'Enabled: Block' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls detection and action for Potentially Unwanted Applications (PUA), which are sneaky unwanted application bundlers or their bundled applications, that can deliver adware or malware.

The recommended state for this setting is: Enabled: Block.

For more information, see this link: [Block potentially unwanted applications with Microsoft Defender Antivirus | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-antivirus/detect-block-potentially-unwanted-apps-windows-defender-antivirus)

Rationale:

Potentially unwanted applications can increase the risk of your network being infected with malware, cause malware infections to be harder to identify, and can waste IT resources in cleaning up the applications. They should be blocked from installation.

Impact:

Applications that are identified by Microsoft as PUA will be blocked at download and install time.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender:PUAProtection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Block:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Configure detection for potentially unwanted applications

**Note:** This Group Policy path is provided by the Group Policy template WindowsDefender.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

Default Value:

Disabled. (Applications that are identified by Microsoft as PUA will not be blocked.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v8 | 10.6 Centrally Manage Anti-Malware Software  Centrally manage anti-malware software. |  | ● | ● |
| v7 | 2.7 Utilize Application Whitelisting  Utilize application whitelisting technology on all assets to ensure that only authorized software executes and all unauthorized software is blocked from executing on assets. |  |  | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.47.16 (L1) Ensure 'Turn off Microsoft Defender AntiVirus' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting turns off Microsoft Defender Antivirus. If the setting is configured to Disabled, Microsoft Defender Antivirus runs and computers are scanned for malware and other potentially unwanted software.

The recommended state for this setting is: Disabled.

Rationale:

It is important to ensure a current, updated antivirus product is scanning each computer for malicious file activity. Microsoft provides a competent solution out of the box in Microsoft Defender Antivirus.

Organizations that choose to purchase a reputable 3rd-party antivirus solution may choose to exempt themselves from this recommendation in lieu of the commercial alternative.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender:DisableAntiSpyware

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Antivirus\Turn off Microsoft Defender AntiVirus

**Note:** This Group Policy path is provided by the Group Policy template WindowsDefender.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Turn off Windows Defender, but it was renamed to Windows Defender Antivirus starting with the Windows 10 Release 1703 Administrative Templates. It was again renamed to Turn off Microsoft Defender Antivirus starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Microsoft Defender Antivirus runs and computers are scanned for malware and other potentially unwanted software.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.6 Centrally Manage Anti-Malware Software  Centrally manage anti-malware software. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.48 Microsoft Defender Application Guard (formerly Windows Defender Application Guard)

This section contains settings related to Microsoft Defender Application Guard.

This Group Policy section is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

**Note:** This section was originally named Windows Defender Application Guard but was renamed by Microsoft to Microsoft Defender Application Guard starting with the Microsoft Windows 10 Release 2004 Administrative Templates.

18.9.48.1 (NG) Ensure 'Allow auditing events in Microsoft Defender Application Guard' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting allows you to decide whether auditing events can be collected from Microsoft Defender Application Guard.

The recommended state for this setting is: Enabled.

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

Auditing of Microsoft Defender Application Guard events may be useful when investigating a security incident.

Impact:

Microsoft Defender Application Guard will inherit its auditing policies from Microsoft Edge and start to audit system events specifically for Microsoft Defender Application Guard. Collected logs are available for review on Microsoft Edge, outside of Application Guard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:AuditApplicationGuard

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Allow auditing events in Microsoft Defender Application Guard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow auditing events in Windows Defender Application Guard, but it was renamed to Allow auditing events in Microsoft Defender Application Guard starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Audit event logs aren't collected for Microsoft Defender Application Guard.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.2 Collect Audit Logs  Collect audit logs. Ensure that logging, per the enterprise’s audit log management process, has been enabled across enterprise assets. | ● | ● | ● |
| v7 | 6.2 Activate audit logging  Ensure that local logging has been enabled on all systems and networking devices. | ● | ● | ● |

18.9.48.2 (NG) Ensure 'Allow camera and microphone access in Microsoft Defender Application Guard' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

The policy allows you to determine whether applications inside Microsoft Defender Application Guard can access the device’s camera and microphone.

The recommended state for this setting is: Disabled.

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

In effort to stop sensitive information from being obtained for malicious use, untrusted sites within the Microsoft Defender Application Guard container should not be accessing the computers microphone or camera.

Impact:

This is the default value so impact should be minimal to enforce this setting.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:AllowCameraMicrophoneRedirection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Allow camera and microphone access in Microsoft Defender Application Guard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow camera and microphone access in Windows Defender Application Guard, but it was renamed to Allow camera and microphone access in Microsoft Defender Application Guard starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Applications inside Microsoft Defender Application Guard will be unable to access the camera and microphone on the user’s device.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.48.3 (NG) Ensure 'Allow data persistence for Microsoft Defender Application Guard' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting allows you to decide whether data should persist across different sessions in Microsoft Defender Application Guard.

The recommended state for this setting is: Disabled.

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

The primary purpose of Microsoft Defender Application Guard is to present a "sandboxed container" for visiting untrusted websites. If data persistence is allowed, then it reduces the effectiveness of the sandboxing, and malicious content will be able to remain active in the Microsoft Defender Application Guard container between sessions.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:AllowPersistence

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Allow data persistence for Microsoft Defender Application Guard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow data persistence for Windows Defender Application Guard, but it was renamed to Allow data persistence for Microsoft Defender Application Guard starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Microsoft Defender Application Guard deletes all user data within the Microsoft Defender Application Guard container.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.48.4 (NG) Ensure 'Allow files to download and save to the host operating system from Microsoft Defender Application Guard' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting determines whether to save downloaded files to the host operating system from the Microsoft Defender Application Guard container.

The recommended state for this setting is: Disabled.

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

The primary purpose of Microsoft Defender Application Guard is to present a "sandboxed container". Potentially malicious files should not be copied to the host OS from the sandboxed environment, which could put the host at risk.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:SaveFilesToHost

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Allow files to download and save to the host operating system from Microsoft Defender Application Guard

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1803 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow files to download and save to the host operating system from Windows Defender Application Guard, but it was renamed to Allow files to download and save to the host operating system from Microsoft Defender Application Guard starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Users can't save downloaded files from the Microsoft Defender Application Guard container to the host operating system.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.48.5 (NG) Ensure 'Configure Microsoft Defender Application Guard clipboard settings: Clipboard behavior setting' is set to 'Enabled: Enable clipboard operation from an isolated session to the host' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting allows you to decide how the clipboard behaves while in Microsoft Defender Application Guard.

The recommended state for this setting is: Enabled: Enable clipboard operation from an isolated session to the host.

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

The primary purpose of Microsoft Defender Application Guard is to present a "sandboxed container" for visiting untrusted websites. If the host clipboard is made available to Microsoft Defender Application Guard, a compromised Microsoft Defender Application Guard session will have access to its content, potentially exposing sensitive information to a malicious website or application. However, the risk is reduced if the Microsoft Defender Application Guard clipboard is made accessible to the host, and indeed that functionality may often be necessary from an operational standpoint.

Impact:

Microsoft Defender Application Guard sessions will not be able to access the host device's clipboard, however the host device **will** be able to access the Microsoft Defender Application Guard session clipboard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:AppHVSIClipboardSettings

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Enable clipboard operation from an isolated session to the host

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Configure Microsoft Defender Application Guard clipboard settings: Clipboard behavior setting

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Configure Windows Defender Application Guard clipboard settings: Clipboard behavior setting, but it was renamed to Configure Microsoft Defender Application Guard clipboard settings: Clipboard behavior setting starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (All clipboard functionality is turned off in Microsoft Defender Application Guard.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.48.6 (NG) Ensure 'Turn on Microsoft Defender Application Guard in Managed Mode' is set to 'Enabled: 1' (Automated)

Profile Applicability:

 Level 1 (L1) + Next Generation Windows Security (NG)

 Level 1 (L1) + BitLocker (BL) + Next Generation Windows Security (NG)

 Level 2 (L2) + Next Generation Windows Security (NG)

 Level 2 (L2) + BitLocker (BL) + Next Generation Windows Security (NG)

 Next Generation Windows Security (NG) - optional add-on for use in the newest hardware and configuration environments

Description:

This policy setting enables application isolation through Microsoft Defender Application Guard (Application Guard).

There are 4 options available:

* 0. Disable Microsoft Defender Application Guard
* 1. Enable Microsoft Defender Application Guard for Microsoft Edge ONLY
* 2. Enable Microsoft Defender Application Guard for Microsoft Office ONLY
* 3. Enable Microsoft Defender Application Guard for Microsoft Edge AND Microsoft Office

The recommended state for this setting is: Enabled: 1 (Enable Microsoft Defender Application Guard for Microsoft Edge ONLY).

**Note:** Microsoft Defender Application Guard requires a 64-bit version of Windows and a CPU supporting hardware-assisted CPU virtualization (Intel VT-x or AMD-V). This feature is not officially supported on virtual hardware, although it can work on VMs (especially for testing) provided that the hardware-assisted CPU virtualization feature is exposed by the host to the guest VM.

More information on system requirements for this feature can be found at [System requirements for Microsoft Defender Application Guard (Windows 10) | Microsoft Docs](https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-application-guard/reqs-wd-app-guard)

**Note #2:** At time of publication, Microsoft Defender Application Guard in all currently released versions of Windows 10 does not yet support protection for Microsoft Office, only for Microsoft Edge. Therefore the additional available options of 2 and 3 in this setting are not yet valid.

**Note #3:** Credential Guard and Device Guard are not currently supported when using Azure IaaS VMs.

Rationale:

Microsoft Defender Application Guard uses Windows Hypervisor to create a virtualized environment for apps that are configured to use virtualization-based security isolation. While in isolation, improper user interactions and app vulnerabilities can’t compromise the kernel or any other apps running outside of the virtualized environment.

Impact:

Microsoft Defender Application Guard will be turned on for Microsoft Edge.

**Note:** Microsoft Defender Application Guard requires the Internet Connection Sharing (ICS) (SharedAccess) service in order to operate, so an exception to disabling this service (see Section 5) will be required if choosing to enable Microsoft Defender Application Guard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\AppHVSI:AllowAppHVSI\_ProviderSet

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 1:

Computer Configuration\Policies\Administrative Templates\Windows Components\Microsoft Defender Application Guard\Turn on Microsoft Defender Application Guard in Managed Mode

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AppHVSI.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Turn on Windows Defender Application Guard in Enterprise Mode, but it was renamed to Turn on Windows Defender Application Guard in Managed Mode starting with the Windows 10 Release 1903 Administrative Templates. It was again renamed to Turn on Microsoft Defender Application Guard in Managed Mode starting with the Windows 10 Release 2004 Administrative Templates.

Default Value:

Disabled. (Microsoft Defender Application Guard is turned off.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.49 Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ExploitGuard.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

**Note:** This section was originally named Windows Defender Exploit Guard, but was renamed by Microsoft to Microsoft Defender Exploit Guard starting with the Microsoft Windows 10 Release 2004 Administrative Templates.

18.9.50 Microsoft Edge

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MicrosoftEdge.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

CIS publishes security guidance for Microsoft Edge in a separate benchmark from Windows. Additional details can be found in the [CIS Microsoft Web Browser Benchmarks Community](https://workbench.cisecurity.org/communities/50).

18.9.51 Microsoft FIDO Authentication

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FidoAuth.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.52 Microsoft Secondary Authentication Factor

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DeviceCredential.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.53 Microsoft User Experience Virtualization

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template UserExperienceVirtualization.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.54 NetMeeting

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Conf.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.55 Network Access Protection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NAPXPQec.admx/adml that is only included with the Microsoft Windows Server 2008 (non-R2) through the Windows 8.1 Update & Server 2012 R2 Update Administrative Templates.

18.9.56 Network Projector

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NetworkProjection.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.1 Update & Server 2012 R2 Update Administrative Templates.

18.9.57 News and interests

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Feeds.admx/adml that is included with the Microsoft Windows 10 Release 21H1 Administrative Templates (or newer).

18.9.57.1 (L2) Ensure 'Enable news and interests on the taskbar' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether the news and interests feature is allowed on the device.

The recommended state for this setting is: Disabled.

Rationale:

Due to privacy concerns, apps and features such as news and interests on the Windows taskbar should be treated as a possible security risk due to the potential of data being sent back to 3rd parties, such as Microsoft.

In addition, the app may display inappropriate news and interests within the feed.

Impact:

The news and interests feature on the Windows taskbar will not be available on the device.

**Note:** At time of benchmark publication, this setting does not hide or disable the taskbar menu options for the news and interests feature, however attempting to turn the feature back on does not cause any visible change. It is possible that Microsoft will modify this behavior to "gray out" the taskbar menu options in a future OS update.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Feeds:EnableFeeds

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\News and interests\Enable news and interests on the taskbar

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Feeds.admx/adml that is included with the Microsoft Windows 10 Release 21H1 Administrative Templates (or newer).

Default Value:

Enabled. (The news and interests feature is available on the device.)

References:

1. <https://techcommunity.microsoft.com/t5/windows-it-pro-blog/group-configuration-news-and-interests-on-the-windows-taskbar/ba-p/2281005/page/2#comments>

18.9.58 OneDrive (formerly SkyDrive)

This section contains recommendations related to OneDrive.

The Group Policy settings contained within this section are provided by the Group Policy template SkyDrive.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

**Note:** This section was initially named SkyDrive but was renamed by Microsoft to OneDrive starting with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates.

18.9.58.1 (L1) Ensure 'Prevent the usage of OneDrive for file storage' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting lets you prevent apps and features from working with files on OneDrive using the Next Generation Sync Client.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting prevents users from accidentally (or intentionally) uploading confidential or sensitive corporate information to the OneDrive cloud service using the Next Generation Sync Client.

**Note:** This security concern applies to any cloud-based file storage application installed on a workstation, not just the one supplied with Windows.

Impact:

Users can't access OneDrive from the OneDrive app and file picker. Windows Store apps can't access OneDrive using the WinRT API. OneDrive doesn't appear in the navigation pane in File Explorer. OneDrive files aren't kept in sync with the cloud. Users can't automatically upload photos and videos from the camera roll folder.

**Note:** If your organization uses Office 365, be aware that this setting will prevent users from saving files to OneDrive/SkyDrive.

**Note #2:** If your organization has decided to implement **OneDrive for Business** and therefore needs to except itself from this recommendation, we highly suggest that you also obtain and utilize the OneDrive.admx/adml template that is bundled with the latest OneDrive client, as noted [at this link](https://docs.microsoft.com/en-us/onedrive/use-group-policy) (this template is not included with the Windows Administrative Templates). Two alternative OneDrive settings in particular from that template are worth your consideration:

* Allow syncing OneDrive accounts for only specific organizations - a computer-based setting that restricts OneDrive client connections to only **approved** tenant IDs.
* Prevent users from synchronizing personal OneDrive accounts - a user-based setting that prevents use of consumer OneDrive (i.e. non-business).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\OneDrive:DisableFileSyncNGSC

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\OneDrive\Prevent the usage of OneDrive for file storage

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template SkyDrive.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer). However, we strongly recommend you only use the version included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer). Older versions of the templates had conflicting settings in different template files for both OneDrive & SkyDrive, until it was cleaned up properly in the above version.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was named Prevent the usage of SkyDrive for file storage, but it was renamed starting with the Windows 10 RTM (Release 1507) Administrative Templates.

Default Value:

Disabled. (Apps and features can work with OneDrive file storage using the Next Generation Sync Client.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 13.4 Only Allow Access to Authorized Cloud Storage or Email Providers  Only allow access to authorized cloud storage or email providers. |  | ● | ● |

18.9.59 Online Assistance

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template HelpAndSupport.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.60 OOBE

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template OOBE.admx/adml that is included with the Microsoft Windows 10 Release 1809 and Server 2019 Administrative Templates (or newer).

18.9.61 Password Synchronization

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template PswdSync.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.1 Update & Server 2012 R2 Update Administrative Templates.

18.9.62 Portable Operating System

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ExternalBoot.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.63 Presentation Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MobilePCPresentationSettings.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.64 Push To Install

This section contains recommendations related to the Push To Install service.

This Group Policy section is provided by the Group Policy template PushToInstall.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.64.1 (L2) Ensure 'Turn off Push To Install service' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether users can push Apps to the device from the Microsoft Store App running on other devices or the web.

The recommended state for this setting is: Enabled.

Rationale:

In a high security managed environment, application installations should be managed centrally by IT staff, not by end users.

Impact:

Users will not be able to push Apps to this device from the Microsoft Store running on other devices or the web.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\PushToInstall:DisablePushToInstall

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Push to Install\Turn off Push To Install service

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template PushToInstall.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (Users are able to push Apps to this device from the Microsoft Store running on other devices or the web.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65 Remote Desktop Services (formerly Terminal Services)

This section contains recommendations related to Remote Desktop Services.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Terminal Services but was renamed by Microsoft to Remote Desktop Services starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

18.9.65.1 RD Licensing (formerly TS Licensing)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named TS Licensing but was renamed by Microsoft to RD Licensing starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

18.9.65.2 Remote Desktop Connection Client

This section contains recommendations for the Remote Desktop Connection Client.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.2.1 RemoteFX USB Device Redirection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.65.2.2 (L1) Ensure 'Do not allow passwords to be saved' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting helps prevent Remote Desktop clients from saving passwords on a computer.

The recommended state for this setting is: Enabled.

**Note:** If this policy setting was previously configured as Disabled or Not configured, any previously saved passwords will be deleted the first time a Remote Desktop client disconnects from any server.

Rationale:

An attacker with physical access to the computer may be able to break the protection guarding saved passwords. An attacker who compromises a user's account and connects to their computer could use saved passwords to gain access to additional hosts.

Impact:

The password saving checkbox will be disabled for Remote Desktop clients and users will not be able to save passwords.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:DisablePasswordSaving

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Connection Client\Do not allow passwords to be saved

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users will be able to save passwords using Remote Desktop Connection.)

18.9.65.3 Remote Desktop Session Host (formerly Terminal Server)

This section contains recommendations for the Remote Desktop Session Host.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Terminal Server but was renamed by Microsoft to Remote Desktop Session Host starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

18.9.65.3.1 Application Compatibility

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer-Server.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.65.3.2 Connections

This section contains recommendations for Connections to the Remote Desktop Session Host.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.2.1 (L2) Ensure 'Allow users to connect remotely by using Remote Desktop Services' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to configure remote access to computers by using Remote Desktop Services.

The recommended state for this setting is: Disabled.

Rationale:

Any account with the Allow log on through Remote Desktop Services user right can log on to the remote console of the computer. If you do not restrict access to legitimate users who need to log on to the console of the computer, unauthorized users could download and execute malicious code to elevate their privileges.

Impact:

None - this is the default configuration, unless Remote Desktop Services has been manually enabled on the Remote tab in the System Properties sheet.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDenyTSConnections

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Connections\Allow users to connect remotely by using Remote Desktop Services

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow users to connect remotely using Terminal Services, but it was renamed to Allow users to connect remotely using Remote Desktop Services in the Windows 7 & Server 2008 R2 Administrative Templates. It was finally renamed (again) to Allow users to connect remotely by using Remote Desktop Services starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (Users cannot connect remotely to the target computer by using Remote Desktop Services, unless it has been manually enabled from the Remote tab in the System Properties sheet.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.3 Device and Resource Redirection

This section contains recommendations related to Remote Desktop Session Host Device and Resource Redirection.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.3.1 (L2) Ensure 'Allow UI Automation redirection' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether User Interface (UI) Automation client applications running on the local computer can access UI elements on the server.

UI Automation gives programs access to most UI elements, which allows use of assistive technology products like Magnifier and Narrator that need to interact with the UI in order to work properly. UI information also allows automated test scripts to interact with the UI. For example, the local computer´s Narrator and Magnifier clients can be used to interact with UI on a web page opened in a remote session.

The recommended state for this setting is: Disabled.

**Note:** Remote Desktop sessions don´t currently support UI Automation redirection.

Rationale:

In a more security-sensitive environment, it is desirable to reduce the possible attack surface. The need for UI Automation redirection within a Remote Desktop session is rare, and not supported at this time, but it makes sense to reduce the number of unexpected avenues for malicious activity to occur.

Impact:

UI Automation clients on the local computer will not be able to interact with remote apps.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:EnableUiaRedirection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Allow UI Automation redirection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template TerminalServer.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Enabled. (Any UI Automation clients on the local computer can interact with remote apps.)

References:

1. <https://docs.microsoft.com/en-us/dotnet/framework/ui-automation/ui-automation-overview>

18.9.65.3.3.2 (L2) Ensure 'Do not allow COM port redirection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether to prevent the redirection of data to client COM ports from the remote computer in a Remote Desktop Services session.

The recommended state for this setting is: Enabled.

Rationale:

In a more security-sensitive environment, it is desirable to reduce the possible attack surface. The need for COM port redirection within a Remote Desktop session is very rare, so makes sense to reduce the number of unexpected avenues for data exfiltration and/or malicious code transfer.

Impact:

Users in a Remote Desktop Services session will not be able to redirect server data to local (client) COM ports.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDisableCcm

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Do not allow COM port redirection

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services allows COM port redirection.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.3.3 (L1) Ensure 'Do not allow drive redirection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents users from sharing the local drives on their client computers to Remote Desktop Servers that they access. Mapped drives appear in the session folder tree in Windows Explorer in the following format:

\\TSClient\<driveletter>$

If local drives are shared they are left vulnerable to intruders who want to exploit the data that is stored on them.

The recommended state for this setting is: Enabled.

Rationale:

Data could be forwarded from the user's Remote Desktop Services session to the user's local computer without any direct user interaction. Malicious software already present on a compromised server would have direct and stealthy disk access to the user's local computer during the Remote Desktop session.

Impact:

Drive redirection will not be possible. In most situations, traditional network drive mapping to file shares (including administrative shares) performed manually by the connected user will serve as a capable substitute to still allow file transfers when needed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDisableCdm

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Do not allow drive redirection

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (An RD Session Host maps client drives automatically upon connection.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.3.4 (L2) Ensure 'Do not allow location redirection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls the redirection of location data to the remote computer in a Remote Desktop Services session.

The recommended state for this setting is: Enabled.

Rationale:

In a more security-sensitive environment, it is desirable to reduce the possible attack surface. The need for location data redirection within a Remote Desktop session is rare, so it makes sense to reduce the number of unexpected avenues for malicious activity to occur.

Impact:

Users will not be able to redirect their location data to the remote computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDisableLocationRedir

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Do not allow location redirection

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template TerminalServer.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Users can redirect their location data to the remote computer.)

18.9.65.3.3.5 (L2) Ensure 'Do not allow LPT port redirection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether to prevent the redirection of data to client LPT ports during a Remote Desktop Services session.

The recommended state for this setting is: Enabled.

Rationale:

In a more security-sensitive environment, it is desirable to reduce the possible attack surface. The need for LPT port redirection within a Remote Desktop session is very rare, so makes sense to reduce the number of unexpected avenues for data exfiltration and/or malicious code transfer.

Impact:

Users in a Remote Desktop Services session will not be able to redirect server data to local (client) LPT ports.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDisableLPT

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Do not allow LPT port redirection

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services allows LPT port redirection.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.3.6 (L2) Ensure 'Do not allow supported Plug and Play device redirection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to control the redirection of supported Plug and Play devices, such as Windows Portable Devices, to the remote computer in a Remote Desktop Services session.

The recommended state for this setting is: Enabled.

Rationale:

In a more security-sensitive environment, it is desirable to reduce the possible attack surface. The need for Plug and Play device redirection within a Remote Desktop session is very rare, so makes sense to reduce the number of unexpected avenues for data exfiltration and/or malicious code transfer.

Impact:

Users in a Remote Desktop Services session will not be able to redirect their supported (local client) Plug and Play devices to the remote computer.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fDisablePNPRedir

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Device and Resource Redirection\Do not allow supported Plug and Play device redirection

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services allows redirection of supported Plug and Play devices.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.4 Licensing

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.5 Printer Redirection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.6 Profiles

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.7 RD Connection Broker (formerly TS Connection Broker)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named TS Connection Broker but was renamed by Microsoft to RD Connection Broker starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

18.9.65.3.8 Remote Session Environment

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.9 Security

This section contains recommendations related to Remote Desktop Session Host Security.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.9.1 (L1) Ensure 'Always prompt for password upon connection' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether Remote Desktop Services always prompts the client computer for a password upon connection. You can use this policy setting to enforce a password prompt for users who log on to Remote Desktop Services, even if they already provided the password in the Remote Desktop Connection client.

The recommended state for this setting is: Enabled.

Rationale:

Users have the option to store both their username and password when they create a new Remote Desktop Connection shortcut. If the server that runs Remote Desktop Services allows users who have used this feature to log on to the server but not enter their password, then it is possible that an attacker who has gained physical access to the user's computer could connect to a Remote Desktop Server through the Remote Desktop Connection shortcut, even though they may not know the user's password.

Impact:

Users cannot automatically log on to Remote Desktop Services by supplying their passwords in the Remote Desktop Connection client. They will be prompted for a password to log on.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fPromptForPassword

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Security\Always prompt for password upon connection

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In the Microsoft Windows Vista Administrative Templates, this setting was named Always prompt client for password upon connection, but it was renamed starting with the Windows Server 2008 (non-R2) Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services allows users to automatically log on if they enter a password in the Remote Desktop Connection client.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.9.2 (L1) Ensure 'Require secure RPC communication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to specify whether Remote Desktop Services requires secure Remote Procedure Call (RPC) communication with all clients or allows unsecured communication.

You can use this policy setting to strengthen the security of RPC communication with clients by allowing only authenticated and encrypted requests.

The recommended state for this setting is: Enabled.

Rationale:

Allowing unsecure RPC communication can exposes the server to man in the middle attacks and data disclosure attacks.

Impact:

Remote Desktop Services accepts requests from RPC clients that support secure requests, and does not allow unsecured communication with untrusted clients.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:fEncryptRPCTraffic

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Security\Require secure RPC communication

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services always requests security for all RPC traffic. However, unsecured communication is allowed for RPC clients that do not respond to the request.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.9.3 (L1) Ensure 'Require use of specific security layer for remote (RDP) connections' is set to 'Enabled: SSL' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether to require the use of a specific security layer to secure communications between clients and RD Session Host servers during Remote Desktop Protocol (RDP) connections.

The recommended state for this setting is: Enabled: SSL.

**Note:** In spite of this setting being labeled SSL, it is actually enforcing Transport Layer Security (TLS) version 1.0, not the older (and less secure) SSL protocol.

Rationale:

The native Remote Desktop Protocol (RDP) encryption is now considered a weak protocol, so enforcing the use of stronger Transport Layer Security (TLS) encryption for all RDP communications between clients and RD Session Host servers is preferred.

Impact:

TLS 1.0 will be required to authenticate to the RD Session Host server. If TLS is not supported, the connection fails.

**Note:** By default, this setting will use a self-signed certificate for RDP connections. If your organization has established the use of a Public Key Infrastructure (PKI) for SSL/TLS encryption, then we recommend that you also configure the Server authentication certificate template setting to instruct RDP to use a certificate from your PKI instead of a self-signed one. Note that the certificate template used for this purpose must have “Client Authentication” configured as an Intended Purpose. Note also that a valid, non-expired certificate using the specified template must already be installed on the workstation for it to work.

**Note #2:** Some third party two-factor authentication solutions (e.g. RSA Authentication Agent) can be negatively affected by this setting, as the SSL/TLS security layer will expect the user's Windows password upon initial connection attempt (before the RDP logon screen), and once successfully authenticated, pass the credential along to that Windows session on the RDP host (to complete the login). If a two-factor agent is present and expecting a different credential at the RDP logon screen, this initial connection may result in a failed logon attempt, and also effectively cause a “double logon” requirement for each and every new RDP session.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:SecurityLayer

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: SSL:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Security\Require use of specific security layer for remote (RDP) connections

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Negotiate. (The most secure method that is supported by the client is enforced. If TLS is supported, it is used to authenticate the RD Session Host server. If TLS is not supported, native RDP encryption is used, but the RD Session Host server is not authenticated.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.9.4 (L1) Ensure 'Require user authentication for remote connections by using Network Level Authentication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to specify whether to require user authentication for remote connections to the RD Session Host server by using Network Level Authentication.

The recommended state for this setting is: Enabled.

Rationale:

Requiring that user authentication occur earlier in the remote connection process enhances security.

Impact:

Only client computers that support Network Level Authentication can connect to the RD Session Host server.

**Note:** Some third party two-factor authentication solutions (e.g. RSA Authentication Agent) can be negatively affected by this setting, as Network Level Authentication will expect the user's Windows password upon initial connection attempt (before the RDP logon screen), and once successfully authenticated, pass the credential along to that Windows session on the RDP host (to complete the login). If a two-factor agent is present and expecting a different credential at the RDP logon screen, this initial connection may result in a failed logon attempt, and also effectively cause a “double logon” requirement for each and every new RDP session.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:UserAuthentication

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Security\Require user authentication for remote connections by using Network Level Authentication

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In the Microsoft Windows Vista Administrative Templates, this setting was initially named Require user authentication using RDP 6.0 for remote connections, but it was renamed starting with the Windows Server 2008 (non-R2) Administrative Templates.

Default Value:

Windows 7 and older: Disabled.

Windows 8.0 and newer: Enabled.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.9.5 (L1) Ensure 'Set client connection encryption level' is set to 'Enabled: High Level' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether to require the use of a specific encryption level to secure communications between client computers and RD Session Host servers during Remote Desktop Protocol (RDP) connections. This policy only applies when you are using native RDP encryption. However, native RDP encryption (as opposed to SSL encryption) is not recommended. This policy does not apply to SSL encryption.

The recommended state for this setting is: Enabled: High Level.

Rationale:

If Remote Desktop client connections that use low level encryption are allowed, it is more likely that an attacker will be able to decrypt any captured Remote Desktop Services network traffic.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:MinEncryptionLevel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: High Level:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Security\Set client connection encryption level

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled: High Level. (All communications between clients and RD Session Host servers during remote connections using native RDP encryption must be 128-bit strength. Clients that do not support 128-bit encryption will be unable to establish Remote Desktop Server sessions.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.65.3.10 Session Time Limits

This section contains recommendations related to Remote Desktop Session Host Session Time Limits.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.10.1 (L2) Ensure 'Set time limit for active but idle Remote Desktop Services sessions' is set to 'Enabled: 15 minutes or less, but not Never (0)' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to specify the maximum amount of time that an active Remote Desktop Services session can be idle (without user input) before it is automatically disconnected.

The recommended state for this setting is: Enabled: 15 minutes or less, but not Never (0).

Rationale:

This setting helps to prevent active Remote Desktop sessions from tying up the computer for long periods of time while not in use, preventing computing resources from being consumed by large numbers of inactive sessions. In addition, old, forgotten Remote Desktop sessions that are still active can cause password lockouts if the user's password has changed but the old session is still running. For systems that limit the number of connected users (e.g. servers in the default Administrative mode - 2 sessions only), other users' old but still active sessions can prevent another user from connecting, resulting in an effective denial of service.

Impact:

Remote Desktop Services will automatically disconnect active but idle sessions after 15 minutes (or the specified amount of time). The user receives a warning two minutes before the session disconnects, which allows the user to press a key or move the mouse to keep the session active. Note that idle session time limits do not apply to console sessions.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:MaxIdleTime

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 15 minutes or less, but not Never (0):

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Session Time Limits\Set time limit for active but idle Remote Desktop Services sessions

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was named Set time limit for active but idle Terminal Services sessions, but it was renamed starting with the Windows 7 & Server 2008 R2 Administrative Templates.

Default Value:

Disabled. (Remote Desktop Services allows sessions to remain active but idle for an unlimited amount of time.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.9.65.3.10.2 (L2) Ensure 'Set time limit for disconnected sessions' is set to 'Enabled: 1 minute' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to configure a time limit for disconnected Remote Desktop Services sessions.

The recommended state for this setting is: Enabled: 1 minute.

Rationale:

This setting helps to prevent active Remote Desktop sessions from tying up the computer for long periods of time while not in use, preventing computing resources from being consumed by large numbers of disconnected but still active sessions. In addition, old, forgotten Remote Desktop sessions that are still active can cause password lockouts if the user's password has changed but the old session is still running. For systems that limit the number of connected users (e.g. servers in the default Administrative mode - 2 sessions only), other users' old but still active sessions can prevent another user from connecting, resulting in an effective denial of service. This setting is important to ensure a disconnected session is properly terminated.

Impact:

Disconnected Remote Desktop sessions are deleted from the server after 1 minute. Note that disconnected session time limits do not apply to console sessions.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:MaxDisconnectionTime

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 1 minute:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Session Time Limits\Set time limit for disconnected sessions

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Disconnected Remote Desktop sessions are maintained for an unlimited time on the server.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.9.65.3.11 Temporary folders

This section contains recommendations related to Remote Desktop Session Host Session Temporary folders.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.65.3.11.1 (L1) Ensure 'Do not delete temp folders upon exit' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether Remote Desktop Services retains a user's per-session temporary folders at logoff.

The recommended state for this setting is: Disabled.

Rationale:

Sensitive information could be contained inside the temporary folders and visible to other administrators that log into the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\Terminal Services:DeleteTempDirsOnExit

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Remote Desktop Services\Remote Desktop Session Host\Temporary Folders\Do not delete temp folders upon exit

**Note:** This Group Policy path is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was named Do not delete temp folder upon exit, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (Temporary folders are deleted when a user logs off.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.66 RSS Feeds

This section contains recommendations related to RSS feeds.

This Group Policy section is provided by the Group Policy template InetRes.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.66.1 (L1) Ensure 'Prevent downloading of enclosures' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevents the user from having enclosures (file attachments) downloaded from an RSS feed to the user's computer.

The recommended state for this setting is: Enabled.

Rationale:

Allowing attachments to be downloaded through the RSS feed can introduce files that could have malicious intent.

Impact:

Users cannot set the Feed Sync Engine to download an enclosure through the Feed property page. Developers cannot change the download setting through feed APIs.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Internet Explorer\Feeds:DisableEnclosureDownload

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\RSS Feeds\Prevent downloading of enclosures

**Note:** This Group Policy path is provided by the Group Policy template InetRes.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was named Turn off downloading of enclosures, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (Users can set the Feed Sync Engine to download an enclosure through the Feed property page. Developers can change the download setting through the Feed APIs.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 9.4 Restrict Unnecessary or Unauthorized Browser and Email Client Extensions  Restrict, either through uninstalling or disabling, any unauthorized or unnecessary browser or email client plugins, extensions, and add-on applications. |  | ● | ● |
| v7 | 7.2 Disable Unnecessary or Unauthorized Browser or Email Client Plugins  Uninstall or disable any unauthorized browser or email client plugins or add-on applications. |  | ● | ● |

18.9.67 Search

This section contains recommendations for Search settings.

This Group Policy section is provided by the Group Policy template Search.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.67.1 OCR

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SearchOCR.admx/adml that is only included with the Microsoft Windows 7 & Server 2008 R2 through the Windows 10 Release 1511 Administrative Templates.

18.9.67.2 (L2) Ensure 'Allow Cloud Search' is set to 'Enabled: Disable Cloud Search' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows search and Cortana to search cloud sources like OneDrive and SharePoint.

The recommended state for this setting is: Enabled: Disable Cloud Search.

Rationale:

Due to privacy concerns, data should never be sent to any 3rd party since this data could contain sensitive information.

Impact:

Search and Cortana will not be permitted to search cloud sources like OneDrive and SharePoint.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Search:AllowCloudSearch

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Disable Cloud Search:

Computer Configuration\Policies\Administrative Templates\Windows Components\Search\Allow Cloud Search

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Search.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Enabled: Enable Cloud Search. (Allow search and Cortana to search cloud sources like OneDrive and SharePoint.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.8 Uninstall or Disable Unnecessary Services on Enterprise Assets and Software  Uninstall or disable unnecessary services on enterprise assets and software, such as an unused file sharing service, web application module, or service function. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.67.3 (L1) Ensure 'Allow Cortana' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether Cortana is allowed on the device.

The recommended state for this setting is: Disabled.

Rationale:

If Cortana is enabled, sensitive information could be contained in search history and sent out to Microsoft.

Impact:

Cortana will be turned off. Users will still be able to use search to find things on the device and on the Internet.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Search:AllowCortana

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Search\Allow Cortana

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Search.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enabled. (Cortana will be allowed on the device.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.67.4 (L1) Ensure 'Allow Cortana above lock screen' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether or not the user can interact with Cortana using speech while the system is locked.

The recommended state for this setting is: Disabled.

Rationale:

Access to any computer resource should not be allowed when the device is locked.

Impact:

The system will need to be unlocked for the user to interact with Cortana using speech.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Search:AllowCortanaAboveLock

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Search\Allow Cortana above lock screen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Search.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (The user can interact with Cortana using speech while the system is locked.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.9.67.5 (L1) Ensure 'Allow indexing of encrypted files' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether encrypted items are allowed to be indexed. When this setting is changed, the index is rebuilt completely. Full volume encryption (such as BitLocker Drive Encryption or a non-Microsoft solution) must be used for the location of the index to maintain security for encrypted files.

The recommended state for this setting is: Disabled.

Rationale:

Indexing and allowing users to search encrypted files could potentially reveal confidential data stored within the encrypted files.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Search:AllowIndexingEncryptedStoresOrItems

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Search\Allow indexing of encrypted files

**Note:** This Group Policy path is provided by the Group Policy template Search.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Search service components (including non-Microsoft components) are expected not to index encrypted items or encrypted stores.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 14.8 Encrypt Sensitive Information at Rest  Encrypt all sensitive information at rest using a tool that requires a secondary authentication mechanism not integrated into the operating system, in order to access the information. |  |  | ● |

18.9.67.6 (L1) Ensure 'Allow search and Cortana to use location' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether search and Cortana can provide location aware search and Cortana results.

The recommended state for this setting is: Disabled.

Rationale:

In an enterprise managed environment, allowing Cortana and Search to have access to location data is unnecessary. Organizations likely do not want this information shared out.

Impact:

Search and Cortana will not have access to location information.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Windows Search:AllowSearchToUseLocation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Search\Allow search and Cortana to use location

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template Search.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enabled. (Search and Cortana can access location information.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.68 Security Center

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SecurityCenter.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.69 Server for NIS

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Snis.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.1 Update & Server 2012 R2 Update Administrative Templates.

18.9.70 Shutdown Options

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinInit.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.71 Smart Card

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SmartCard.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.72 Software Protection Platform

This section contains recommendations related to the Software Protection Platform.

This Group Policy section is provided by the Group Policy template AVSValidationGP.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.9.72.1 (L2) Ensure 'Turn off KMS Client Online AVS Validation' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

The Key Management Service (KMS) is a Microsoft license activation method that entails setting up a local server to store the software licenses. The KMS server itself needs to connect to Microsoft to activate the KMS service, but subsequent on-network clients can activate Microsoft Windows OS and/or their Microsoft Office via the KMS server instead of connecting directly to Microsoft. This policy setting lets you opt-out of sending KMS client activation data to Microsoft automatically.

The recommended state for this setting is: Enabled.

Rationale:

Even though the KMS licensing method does not require KMS clients to connect to Microsoft, they still send KMS client activation state data to Microsoft automatically. Preventing this information from being sent can help reduce privacy concerns in high security environments.

Impact:

The computer is prevented from sending data to Microsoft regarding its KMS client activation state.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\CurrentVersion\Software Protection Platform:NoGenTicket

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Software Protection Platform\Turn off KMS Client Online AVS Validation

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template AVSValidationGP.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled. (KMS client activation data will automatically be sent to Microsoft when the device activates.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.73 Sound Recorder

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SoundRec.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.74 Speech

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Speech.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.75 Store

This section contains recommendations related to the Microsoft Store.

This Group Policy section is provided by the Group Policy template WinStoreUI.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates, or by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

18.9.75.1 (L2) Ensure 'Disable all apps from Microsoft Store' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting configures the launch of all apps from the Microsoft Store that came pre-installed or were downloaded.

The recommended state for this setting is: Disabled.

**Note:** This policy setting only applies to Windows 10 Enterprise and Windows 10 Education editions.

**Note #2:** The name of this setting and the Enabled/Disabled values are incorrectly worded – logically, the title implies that configuring it to Enabled will disable all apps from the Microsoft Store, and configuring it to Disabled will enable all apps from the Microsoft Store. The opposite is true (and is consistent with the GPME help text). This is a logical wording mistake by Microsoft in the Administrative Template.

Rationale:

The Store service is a retail outlet built into Windows, primarily for consumer use. In an enterprise managed environment the IT department should be managing the installation of all applications to reduce the risk of the installation of vulnerable software.

Impact:

All apps from the Microsoft Store that came pre-installed or were downloaded are prevented from launching. Existing Microsoft Store apps will not be updated. Microsoft Store is disabled.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsStore:DisableStoreApps

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Store\Disable all apps from Microsoft Store

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Disable all apps from Windows Store, but it was renamed starting with the Windows 10 Release 1803 Administrative Templates.

Default Value:

Enabled. (Microsoft Store apps are permitted to be launched and updated. Microsoft Store is enabled.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.75.2 (L1) Ensure 'Only display the private store within the Microsoft Store' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting denies access to the retail catalog in the Microsoft Store, but displays the private store.

The recommended state for this setting is: Enabled.

Rationale:

Allowing the private store will allow an organization to control the apps that users have access to add to a system. This will help ensure that unapproved malicious apps are not running on a system.

Impact:

Users will not be able to view the retail catalog in the Microsoft Store, but they will be able to view apps in the private store.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsStore:RequirePrivateStoreOnly

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Store\Only display the private store within the Microsoft Store

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1607 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Only display the private store within the Windows Store app, but it was renamed starting with the Windows 10 Release 1803 Administrative Templates.

Default Value:

Disabled. (Users can access the retail catalog in the Microsoft Store.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.75.3 (L1) Ensure 'Turn off Automatic Download and Install of updates' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting enables or disables the automatic download and installation of Microsoft Store app updates.

The recommended state for this setting is: Disabled.

Rationale:

Keeping your system properly patched can help protect against 0 day vulnerabilities.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsStore:AutoDownload

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Store\Turn off Automatic Download and Install of updates

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WinStoreUI.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates, or by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft Store automatically downloads and installs updates for Microsoft Store apps.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.75.4 (L1) Ensure 'Turn off the offer to update to the latest version of Windows' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

Enables or disables the Microsoft Store offer to update to the latest version of Windows.

The recommended state for this setting is: Enabled.

Rationale:

Unplanned OS upgrades can lead to more preventable support calls. The IT department should be managing and approving all upgrades and updates.

Impact:

The Microsoft Store application will not offer updates to the latest version of Windows.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsStore:DisableOSUpgrade

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Store\Turn off the offer to update to the latest version of Windows

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WinStoreUI.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates, or by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled. (The Microsoft Store application will offer updates to the latest version of Windows.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.75.5 (L2) Ensure 'Turn off the Store application' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting denies or allows access to the Store application.

The recommended state for this setting is: Enabled.

**Note:** [Per Microsoft TechNet](https://technet.microsoft.com/en-us/itpro/windows/manage/group-policies-for-enterprise-and-education-editions) and [MSKB 3135657](https://support.microsoft.com/en-us/help/3135657/can-t-disable-windows-store-in-windows-10-pro-through-group-policy), this policy setting does not apply to any Windows 10 editions other than Enterprise and Education.

Rationale:

Only applications approved by an IT department should be installed. Allowing users to install 3rd party applications can lead to missed patches and potential zero day vulnerabilities.

Impact:

Access to the Microsoft Store application is denied.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsStore:RemoveWindowsStore

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Store\Turn off the Store application

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WinStoreUI.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates, or by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

Default Value:

Disabled. (Access to the Microsoft Store application is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.76 Sync your settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SettingSync.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.77 Tablet PC

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.78 Task Scheduler

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TaskScheduler.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.79 Tenant Restrictions

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TenantRestrictions.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.80 Text Input

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TextInput.admx/adml that is only included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates and Microsoft Windows 10 Release 1511 Administrative Templates.

18.9.81 Widgets

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NewsAndInterests.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.81.1 (L1) Ensure 'Allow widgets' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether the widgets feature is allowed on the device. The widgets feature provides information such as, weather, news, sports, stocks, traffic, and entertainment (not an inclusive list).

The recommended state for this setting is: Disabled.

Rationale:

Due to privacy concerns, apps and features such as widgets on the Windows taskbar should be treated as a possible security risk due to the potential of data being sent back to 3rd parties, such as Microsoft.

Impact:

The widget feature on the Windows taskbar will not be available on the device.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Dsh:AllowNewsAndInterests

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Widgets\Allow Widgets

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template NewsAndInterests.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Enabled. (Widget feature is allowed on the device.)

18.9.82 Windows Calendar

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinCal.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.83 Windows Color System

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsColorSystem.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.84 Windows Customer Experience Improvement Program

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CEIPEnable.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.85 Windows Defender SmartScreen

This section contains Windows Defender SmartScreen settings.

This Group Policy section is provided by the Group Policy template SmartScreen.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.85.1 Explorer

This section contains recommendations for Explorer-related Windows Defender SmartScreen settings.

The Group Policy settings contained within this section are provided by the Group Policy template WindowsExplorer.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.85.1.1 (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled: Warn and prevent bypass' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage the behavior of Windows Defender SmartScreen. Windows Defender SmartScreen helps keep PCs safer by warning users before running unrecognized programs downloaded from the Internet. Some information is sent to Microsoft about files and programs run on PCs with this feature enabled.

The recommended state for this setting is: Enabled: Warn and prevent bypass.

Rationale:

Windows Defender SmartScreen helps keep PCs safer by warning users before running unrecognized programs downloaded from the Internet. However, due to the fact that some information is sent to Microsoft about files and programs run on PCs some organizations may prefer to disable it.

Impact:

Users will be warned before they are allowed to run unrecognized programs downloaded from the Internet.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry locations:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:EnableSmartScreen  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\System:ShellSmartScreenLevel

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: Warn and prevent bypass:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Defender SmartScreen\Explorer\Configure Windows Defender SmartScreen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsExplorer.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Configure Windows SmartScreen, but it was renamed starting with the Windows 10 Release 1703 Administrative Templates.

Default Value:

Disabled. (Windows Defender SmartScreen behavior is managed by administrators on the PC by using Windows Defender SmartScreen Settings in Action Center.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.85.2 Microsoft Edge

This section contains recommendations for Microsoft Edge-related Windows Defender SmartScreen settings.

The Group Policy settings contained within this section are provided by the Group Policy template SmartScreen.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

18.9.85.2.1 (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting lets you decide whether to turn on SmartScreen Filter. SmartScreen Filter provides warning messages to help protect your employees from potential phishing scams and malicious software.

The recommended state for this setting is: Enabled.

Rationale:

SmartScreen serves an important purpose as it helps to warn users of possible malicious sites and files. Allowing users to turn off this setting can make the browser become more vulnerable to compromise.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\MicrosoftEdge\PhishingFilter:EnabledV9

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Defender SmartScreen\Microsoft Edge\Configure Windows Defender SmartScreen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template MicrosoftEdge.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

**Note #2:** In the Microsoft Windows 10 RTM (Release 1507) Administrative Templates, this setting was initially named Allows you to configure SmartScreen. In the Microsoft Windows 10 Release 1511 Administrative Templates, it was renamed to Turn off the SmartScreen Filter. In the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates, it was renamed (again) to Configure SmartScreen Filter. Finally, it was given its current name of Configure Windows Defender SmartScreen starting with the Windows 10 Release 1703 Administrative Templates.

Default Value:

Enabled. (SmartScreen Filter is turned on.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.85.2.2 (L1) Ensure 'Prevent bypassing Windows Defender SmartScreen prompts for sites' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting lets you decide whether employees can override the SmartScreen Filter warnings about potentially malicious websites.

The recommended state for this setting is: Enabled.

Rationale:

SmartScreen will warn an employee if a website is potentially malicious. Enabling this setting prevents these warnings from being bypassed.

Impact:

Employees will not be able to ignore SmartScreen Filter warnings, and they will be blocked from going to potentially malicious websites that SmartScreen detects.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\MicrosoftEdge\PhishingFilter:PreventOverride

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Defender SmartScreen\Microsoft Edge\Prevent bypassing Windows Defender SmartScreen prompts for sites

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template MicrosoftEdge.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

**Note #2:** In the Microsoft Windows 10 Release 1511 Administrative Templates, this setting was initially named Don't allow SmartScreen Filter warning overrides. In the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates, this setting was renamed to Prevent bypassing SmartScreen prompts for sites. Finally, it was given its current name of Prevent bypassing Windows Defender SmartScreen prompts for sites starting with the Windows 10 Release 1703 Administrative Templates.

Default Value:

Disabled. (Employees will be able to ignore SmartScreen Filter warnings about potentially malicious websites and continue to the site.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

18.9.86 Windows Error Reporting

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ErrorReporting.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.87 Windows Game Recording and Broadcasting

This section contains settings for Windows Game Recording and Broadcasting.

This Group Policy section is provided by the Group Policy template GameDVR.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

18.9.87.1 (L1) Ensure 'Enables or disables Windows Game Recording and Broadcasting' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting enables or disables the Windows Game Recording and Broadcasting features.

The recommended state for this setting is: Disabled.

Rationale:

If this setting is allowed, users could record and broadcast session info to external sites, which is both a risk of accidentally exposing sensitive company data (on-screen) outside the company as well as a privacy concern.

Impact:

Windows Game Recording will not be allowed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\GameDVR:AllowGameDVR

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Game Recording and Broadcasting\Enables or disables Windows Game Recording and Broadcasting

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template GameDVR.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enabled. (Recording and Broadcasting (streaming) is allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.88 Windows Hello for Business (formerly Microsoft Passport for Work)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Passport.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

**Note:** This section was initially named Microsoft Passport for Work but was renamed by Microsoft to Windows Hello for Business starting with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates.

18.9.89 Windows Ink Workspace

This section contains recommendations related to the Windows Ink Workspace.

This Group Policy section is provided by the Group Policy template WindowsInkWorkspace.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

18.9.89.1 (L2) Ensure 'Allow suggested apps in Windows Ink Workspace' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether suggested apps in Windows Ink Workspace are allowed.

The recommended state for this setting is: Disabled.

Rationale:

This Microsoft feature is designed to collect data and suggest apps based on that data collected. Disabling this setting will help ensure your data is not shared with any third party.

Impact:

The suggested apps in Windows Ink Workspace will not be allowed.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsInkWorkspace:AllowSuggestedAppsInWindowsInkWorkspace

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Ink Workspace\Allow suggested apps in Windows Ink Workspace

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsInkWorkspace.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (The suggested apps in Windows Ink Workspace will be allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.89.2 (L1) Ensure 'Allow Windows Ink Workspace' is set to 'Enabled: On, but disallow access above lock' OR 'Disabled' but not 'Enabled: On' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether Windows Ink items are allowed above the lock screen.

The recommended state for this setting is: Enabled: On, but disallow access above lock OR Disabled.

Rationale:

Allowing any apps to be accessed while system is locked is not recommended. If this feature is permitted, it should only be accessible once a user authenticates with the proper credentials.

Impact:

Windows Ink Workspace will not be permitted above the lock screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\WindowsInkWorkspace:AllowWindowsInkWorkspace

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: On, but disallow access above lock OR Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Ink Workspace\Allow Windows Ink Workspace

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsInkWorkspace.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Windows Ink Workspace is permitted above the lock screen.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.90 Windows Installer

This section contains recommendations related to Windows Installer.

This Group Policy section is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.90.1 (L1) Ensure 'Allow user control over installs' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether users are permitted to change installation options that typically are available only to system administrators. The security features of Windows Installer normally prevent users from changing installation options that are typically reserved for system administrators, such as specifying the directory to which files are installed. If Windows Installer detects that an installation package has permitted the user to change a protected option, it stops the installation and displays a message. These security features operate only when the installation program is running in a privileged security context in which it has access to directories denied to the user.

The recommended state for this setting is: Disabled.

Rationale:

In an enterprise managed environment, only IT staff with administrative rights should be installing or changing software on a system. Allowing users the ability to have any control over installs can risk unapproved software from being installed or removed from a system, which could cause the system to become vulnerable to compromise.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Installer:EnableUserControl

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Installer\Allow user control over installs

**Note:** This Group Policy path is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was named Enable user control over installs, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The security features of Windows Installer will prevent users from changing installation options typically reserved for system administrators, such as specifying the directory to which files are installed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |

18.9.90.2 (L1) Ensure 'Always install with elevated privileges' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether or not Windows Installer should use system permissions when it installs any program on the system.

**Note:** This setting appears both in the Computer Configuration and User Configuration folders. To make this setting effective, you must enable the setting in both folders.

**Caution:** If enabled, skilled users can take advantage of the permissions this setting grants to change their privileges and gain permanent access to restricted files and folders. Note that the User Configuration version of this setting is not guaranteed to be secure.

The recommended state for this setting is: Disabled.

Rationale:

Users with limited privileges can exploit this feature by creating a Windows Installer installation package that creates a new local account that belongs to the local built-in Administrators group, adds their current account to the local built-in Administrators group, installs malicious software, or performs other unauthorized activities.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Installer:AlwaysInstallElevated

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Installer\Always install with elevated privileges

**Note:** This Group Policy path is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Windows Installer will apply the current user's permissions when it installs programs that a system administrator does not distribute or offer. This will prevent standard users from installing applications that affect system-wide configuration items.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

18.9.90.3 (L2) Ensure 'Prevent Internet Explorer security prompt for Windows Installer scripts' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting controls whether Web-based programs are allowed to install software on the computer without notifying the user.

The recommended state for this setting is: Disabled.

Rationale:

Suppressing the system warning can pose a security risk and increase the attack surface on the system.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Installer:SafeForScripting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Installer\Prevent Internet Explorer security prompt for Windows Installer scripts

**Note:** This Group Policy path is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Disable IE security prompt for Windows Installer scripts, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (When a script hosted by an Internet browser tries to install a program on the system, the system warns users and allows them to select or refuse the installation.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |

18.9.91 Windows Logon Options

This section contains recommendations related to Windows Logon Options.

This Group Policy section is provided by the Group Policy template WinLogon.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.91.1 (L1) Ensure 'Sign-in and lock last interactive user automatically after a restart' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting controls whether a device will automatically sign-in the last interactive user after Windows Update restarts the system.

The recommended state for this setting is: Disabled.

Rationale:

Disabling this feature will prevent the caching of user's credentials and unauthorized use of the device, and also ensure the user is aware of the restart.

Impact:

The device does not store the user's credentials for automatic sign-in after a Windows Update restart. The users' lock screen apps are not restarted after the system restarts. The user is required to present the logon credentials in order to proceed after restart.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System:DisableAutomaticRestartSignOn

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Logon Options\Sign-in and lock last interactive user automatically after a restart

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WinLogon.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Sign-in last interactive user automatically after a system-initiated restart, but it was renamed starting with the Windows 10 Release 1903 Administrative Templates.

Default Value:

Enabled. (The device securely saves the user's credentials (including the user name, domain and encrypted password) to configure automatic sign-in after a Windows Update restart. After the Windows Update restart, the user is automatically signed-in and the session is automatically locked with all the lock screen apps configured for that user.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

18.9.92 Windows Mail

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMail.admx/adml that is only included with the Microsoft Windows Vista through the Windows 10 Release 1703 Administrative Templates.

18.9.93 Windows Media Center

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MediaCenter.admx/adml that is only included with the Microsoft Windows Vista through Windows 10 Release 1511 Administrative Templates.

18.9.94 Windows Media Digital Rights Management

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMediaDRM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.95 Windows Media Player

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMediaPlayer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.96 Windows Meeting Space

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsCollaboration.admx/adml that is only included with the Microsoft Windows Vista and Server 2008 (non-R2) Administrative Templates.

18.9.97 Windows Messenger

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMessenger.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.98 Windows Mobility Center

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MobilePCMobilityCenter.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.99 Windows Movie Maker

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MovieMaker.admx/adml that is only included with the Microsoft Windows Vista and Server 2008 (non-R2) Administrative Templates.

18.9.100 Windows PowerShell

This section contains recommendations related to Windows PowerShell.

This Group Policy section is provided by the Group Policy template PowerShellExecutionPolicy.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

18.9.100.1 (L1) Ensure 'Turn on PowerShell Script Block Logging' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting enables logging of all PowerShell script input to the Applications and Services Logs\Microsoft\Windows\PowerShell\Operational Event Log channel.

The recommended state for this setting is: Enabled.

**Note:** If logging of Script Block Invocation Start/Stop Events is enabled (option box checked), PowerShell will log additional events when invocation of a command, script block, function, or script starts or stops. Enabling this option generates a high volume of event logs. CIS has intentionally chosen not to make a recommendation for this option, since it generates a large volume of events. **If an organization chooses to enable the optional setting (checked), this also conforms to the benchmark.**

Rationale:

Logs of PowerShell script input can be very valuable when performing forensic investigations of PowerShell attack incidents to determine what occurred.

Impact:

PowerShell script input will be logged to the Applications and Services Logs\Microsoft\Windows\PowerShell\Operational Event Log channel, which can contain credentials and sensitive information.

**Warning:** There are potential risks of capturing credentials and sensitive information in the PowerShell logs, which could be exposed to users who have read-access to those logs. Microsoft provides a feature called "Protected Event Logging" to better secure event log data. For assistance with protecting event logging, visit: [About Logging Windows - PowerShell | Microsoft Docs](https://docs.microsoft.com/en-us/powershell/module/microsoft.powershell.core/about/about_logging_windows?view=powershell-7.2#protected-event-logging).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\PowerShell\ScriptBlockLogging:EnableScriptBlockLogging

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows PowerShell\Turn on PowerShell Script Block Logging

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template PowerShellExecutionPolicy.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Enabled. (PowerShell will log script blocks the first time they are used.)

References:

1. <https://docs.microsoft.com/en-us/powershell/module/microsoft.powershell.core/about/about_logging_windows?view=powershell-7.2#protected-event-logging>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 8.8 Collect Command-Line Audit Logs  Collect command-line audit logs. Example implementations include collecting audit logs from PowerShell®, BASH™, and remote administrative terminals. |  | ● | ● |
| v7 | 8.8 Enable Command-line Audit Logging  Enable command-line audit logging for command shells, such as Microsoft Powershell and Bash. |  | ● | ● |

18.9.100.2 (L1) Ensure 'Turn on PowerShell Transcription' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This Policy setting lets you capture the input and output of Windows PowerShell commands into text-based transcripts.

The recommended state for this setting is: Disabled.

Rationale:

If this setting is enabled there is a risk that passwords could get stored in plain text in the PowerShell\_transcript output file.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\PowerShell\Transcription:EnableTranscripting

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows PowerShell\Turn on PowerShell Transcription

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template PowerShellExecutionPolicy.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

Default Value:

Disabled. (Transcription of PowerShell-based applications is disabled by default, although transcription can still be enabled through the Start-Transcript cmdlet.)

18.9.101 Windows Reliability Analysis

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template RacWmiProv.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

18.9.102 Windows Remote Management (WinRM)

This section contains recommendations related to Windows Remote Management (WinRM).

This Group Policy section is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.102.1 WinRM Client

This section contains recommendations related to the Windows Remote Management (WinRM) client.

This Group Policy section is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.102.1.1 (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) client uses Basic authentication.

The recommended state for this setting is: Disabled.

**Note:** Clients that use Microsoft's Exchange Online service (Office 365) will require an exception to this recommendation, to instead have this setting set to Enabled. Exchange Online uses Basic authentication over HTTPS, and so the Exchange Online authentication traffic will still be safely encrypted.

Rationale:

Basic authentication is less robust than other authentication methods available in WinRM because credentials including passwords are transmitted in plain text. An attacker who is able to capture packets on the network where WinRM is running may be able to determine the credentials used for accessing remote hosts via WinRM.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Client:AllowBasic

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Client\Allow Basic authentication

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The WinRM client does not use Basic authentication.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 16.5 Encrypt Transmittal of Username and Authentication Credentials  Ensure that all account usernames and authentication credentials are transmitted across networks using encrypted channels. |  | ● | ● |

18.9.102.1.2 (L1) Ensure 'Allow unencrypted traffic' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) client sends and receives unencrypted messages over the network.

The recommended state for this setting is: Disabled.

Rationale:

Encrypting WinRM network traffic reduces the risk of an attacker viewing or modifying WinRM messages as they transit the network.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Client:AllowUnencryptedTraffic

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Client\Allow unencrypted traffic

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The WinRM client sends or receives only encrypted messages over the network.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |

18.9.102.1.3 (L1) Ensure 'Disallow Digest authentication' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) client will not use Digest authentication.

The recommended state for this setting is: Enabled.

Rationale:

Digest authentication is less robust than other authentication methods available in WinRM, an attacker who is able to capture packets on the network where WinRM is running may be able to determine the credentials used for accessing remote hosts via WinRM.

Impact:

The WinRM client will not use Digest authentication.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Client:AllowDigest

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Client\Disallow Digest authentication

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The WinRM client will use Digest authentication.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 16.5 Encrypt Transmittal of Username and Authentication Credentials  Ensure that all account usernames and authentication credentials are transmitted across networks using encrypted channels. |  | ● | ● |

18.9.102.2 WinRM Service

This section contains recommendations related to the Windows Remote Management (WinRM) service.

This Group Policy section is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.102.2.1 (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) service accepts Basic authentication from a remote client.

The recommended state for this setting is: Disabled.

Rationale:

Basic authentication is less robust than other authentication methods available in WinRM because credentials including passwords are transmitted in plain text. An attacker who is able to capture packets on the network where WinRM is running may be able to determine the credentials used for accessing remote hosts via WinRM.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Service:AllowBasic

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Service\Allow Basic authentication

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The WinRM service will not accept Basic authentication from a remote client.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 16.5 Encrypt Transmittal of Username and Authentication Credentials  Ensure that all account usernames and authentication credentials are transmitted across networks using encrypted channels. |  | ● | ● |

18.9.102.2.2 (L2) Ensure 'Allow remote server management through WinRM' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) service automatically listens on the network for requests on the HTTP transport over the default HTTP port.

The recommended state for this setting is: Disabled.

Rationale:

Any feature is a potential avenue of attack, those that enable inbound network connections are particularly risky. Only enable the use of the Windows Remote Management (WinRM) service on trusted networks and when feasible employ additional controls such as IPsec.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy object is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Service:AllowAutoConfig

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Service\Allow remote server management through WinRM

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Allow automatic configuration of listeners, but it was renamed starting with the Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

Default Value:

Disabled. (The WinRM service will not respond to requests from a remote computer, regardless of whether or not any WinRM listeners are configured.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.102.2.3 (L1) Ensure 'Allow unencrypted traffic' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) service sends and receives unencrypted messages over the network.

The recommended state for this setting is: Disabled.

Rationale:

Encrypting WinRM network traffic reduces the risk of an attacker viewing or modifying WinRM messages as they transit the network.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Service:AllowUnencryptedTraffic

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Service\Allow unencrypted traffic

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (The WinRM service sends or receives only encrypted messages over the network.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.10 Encrypt Sensitive Data in Transit  Encrypt sensitive data in transit. Example implementations can include: Transport Layer Security (TLS) and Open Secure Shell (OpenSSH). |  | ● | ● |
| v7 | 14.4 Encrypt All Sensitive Information in Transit  Encrypt all sensitive information in transit. |  | ● | ● |

18.9.102.2.4 (L1) Ensure 'Disallow WinRM from storing RunAs credentials' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether the Windows Remote Management (WinRM) service will allow RunAs credentials to be stored for any plug-ins.

The recommended state for this setting is: Enabled.

**Note:** If you enable and then disable this policy setting, any values that were previously configured for RunAsPassword will need to be reset.

Rationale:

Although the ability to store RunAs credentials is a convenient feature it increases the risk of account compromise slightly. For example, if you forget to lock your desktop before leaving it unattended for a few minutes another person could access not only the desktop of your computer but also any hosts you manage via WinRM with cached RunAs credentials.

Impact:

The WinRM service will not allow the RunAsUser or RunAsPassword configuration values to be set for any plug-ins. If a plug-in has already set the RunAsUser and RunAsPassword configuration values, the RunAsPassword configuration value will be erased from the credential store on the computer.

If this setting is later Disabled again, any values that were previously configured for RunAsPassword will need to be reset.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Service:DisableRunAs

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Remote Management (WinRM)\WinRM Service\Disallow WinRM from storing RunAs credentials

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsRemoteManagement.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (The WinRM service will allow the RunAsUser and RunAsPassword configuration values to be set for plug-ins and the RunAsPassword value will be stored securely.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 14.3 Disable Workstation to Workstation Communication  Disable all workstation to workstation communication to limit an attacker's ability to move laterally and compromise neighboring systems, through technologies such as Private VLANs or microsegmentation. |  | ● | ● |

18.9.103 Windows Remote Shell

This section contains settings related to Windows Remote Shell (WinRS).

This Group Policy section is provided by the Group Policy template WindowsRemoteShell.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.103.1 (L2) Ensure 'Allow Remote Shell Access' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting allows you to manage configuration of remote access to all supported shells to execute scripts and commands.

The recommended state for this setting is: Disabled.

**Note:** The GPME help text for this setting is incorrectly worded, implying that configuring it to Enabled will reject new Remote Shell connections, and setting it to Disabled will allow Remote Shell connections. The opposite is true (and is consistent with the title of the setting). This is a wording mistake by Microsoft in the Administrative Template.

Rationale:

Any feature is a potential avenue of attack, those that enable inbound network connections are particularly risky. Only enable the use of the Windows Remote Shell on trusted networks and when feasible employ additional controls such as IPsec.

Impact:

New Remote Shell connections are not allowed and are rejected by the workstation.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy object is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WinRM\Service\WinRS:AllowRemoteShellAccess

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Administrative Templates\Windows Components\Windows Remote Shell\Allow Remote Shell Access

**Note:** This Group Policy path is provided by the Group Policy template WindowsRemoteShell.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled. (New Remote Shell connections are allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

18.9.104 Windows Sandbox

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsSandbox.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.104.1 (L1) Ensure 'Allow clipboard sharing with Windows Sandbox' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting enables or disables clipboard sharing with the Windows sandbox.

The recommended state for this setting is: Disabled.

**Note:** The Windows Sandbox feature was first introduced in Windows 10 R1903, and allows a temporary "clean install" virtual instance of Windows to be run inside the host, for the ostensible purpose of testing applications without making changes to the host.

Rationale:

Disabling copy and paste decreases the attack surface exposed by the Windows Sandbox and possible exposure of untrusted applications to the internal network.

Impact:

The copy and paste function to/from the Windows Sandbox will be disabled. Therefore, files will not be able to be moved to/from the Windows Sandbox via the clipboard.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Sandbox:AllowClipboardRedirection

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Sandbox\Allow clipboard sharing with Windows Sandbox

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsSandbox.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Enabled. (Copy and paste between the host and Windows Sandbox are permitted.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-sandbox/windows-sandbox-configure-using-wsb-file>

18.9.104.2 (L1) Ensure 'Allow networking in Windows Sandbox' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting enables or disables networking in the Windows Sandbox. Networking is achieved by creating a virtual switch on the host, and connecting the Windows Sandbox to it via a virtual Network Interface Card (NIC).

The recommended state for this setting is: Disabled.

**Note:** The Windows Sandbox feature was first introduced in Windows 10 R1903, and allows a temporary "clean install" virtual instance of Windows to be run inside the host, for the ostensible purpose of testing applications without making changes to the host.

Rationale:

Disabling network access decreases the attack surface exposed by the Windows Sandbox and exposure of untrusted applications to the internal network.

Note: Per Microsoft, enabling networking in the Windows Sandbox can expose untrusted applications to the internal network.

Impact:

Network access to/from the Windows Sandbox will be disabled. Therefore, files will not be able to be moved to/from the Windows Sandbox via the network.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\Sandbox:AllowNetworking

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Sandbox\Allow networking in Windows Sandbox

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsSandbox.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Enabled. (Networking in the Windows Sandbox is enabled.)

References:

1. <https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-sandbox/windows-sandbox-configure-using-wsb-file>

18.9.105 Windows Security (formerly Windows Defender Security Center)

This section contains recommendations related to the Windows Security Center console settings.

This Group Policy section is provided by the Group Policy template WindowsDefenderSecurityCenter.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

**Note:** This section was originally named Windows Defender Security Center but was renamed by Microsoft to Windows Security starting with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates.

18.9.105.1 Account protection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsDefenderSecurityCenter.admx/adml that is included with the Microsoft Windows 10 Release 1803 Administrative Templates (or newer).

18.9.105.2 App and browser protection

This section contains App and browser protection settings.

This Group Policy section is provided by the Group Policy template WindowsDefenderSecurityCenter.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

18.9.105.2.1 (L1) Ensure 'Prevent users from modifying settings' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting prevent users from making changes to the Exploit protection settings area in the Windows Security settings.

The recommended state for this setting is: Enabled.

Rationale:

Only authorized IT staff should be able to make changes to the exploit protection settings in order to ensure the organizations specific configuration is not modified.

Impact:

Local users cannot make changes in the Exploit protection settings area.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows Defender Security Center\App and Browser protection:DisallowExploitProtectionOverride

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Security\App and browser protection\Prevent users from modifying settings

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsDefenderSecurityCenter.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (Local users are allowed to make changes in the Exploit protection settings area.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.5 Enable Anti-Exploitation Features  Enable anti-exploitation features on enterprise assets and software, where possible, such as Microsoft® Data Execution Prevention (DEP), Windows® Defender Exploit Guard (WDEG), or Apple® System Integrity Protection (SIP) and Gatekeeper™. |  | ● | ● |
| v7 | 8.3 Enable Operating System Anti-Exploitation Features/ Deploy Anti-Exploit Technologies  Enable anti-exploitation features such as Data Execution Prevention (DEP) or Address Space Layout Randomization (ASLR) that are available in an operating system or deploy appropriate toolkits that can be configured to apply protection to a broader set of applications and executables. |  | ● | ● |

18.9.106 Windows SideShow

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SideShow.admx/adml that is only included with the Microsoft Windows Vista Administrative Templates through Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.107 Windows System Resource Manager

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SystemResourceManager.admx/adml that is only included with the Microsoft Windows Vista through Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

18.9.108 Windows Update

This section contains recommendations related to Windows Update.

This Group Policy section is provided by the Group Policy template WindowsUpdate.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

18.9.108.1 Legacy Policies

This section contains recommendations related to legacy Windows Update policies.

This Group Policy section is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.108.1.1 (L1) Ensure 'No auto-restart with logged on users for scheduled automatic updates installations' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies that Automatic Updates will wait for computers to be restarted by the users who are logged on to them to complete a scheduled installation.

The recommended state for this setting is: Disabled.

**Note:** This setting applies only when you configure Automatic Updates to perform scheduled update installations. If you configure the Configure Automatic Updates setting to Disabled, this setting has no effect.

Rationale:

Some security updates require that the computer be restarted to complete an installation. If the computer cannot restart automatically, then the most recent update will not completely install and no new updates will download to the computer until it is restarted. Without the auto-restart functionality, users who are not security-conscious may choose to indefinitely delay the restart, therefore keeping the computer in a less secure state.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate\AU:NoAutoRebootWithLoggedOnUsers

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Legacy Policies\No auto-restart with logged on users for scheduled automatic updates installations

**Note:** This Group Policy path is provided by the Group Policy template WindowsUpdate.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named No auto-restart for scheduled Automatic Updates installations, but it was renamed starting with the Windows 7 & Server 2008 R2 Administrative Templates.

Default Value:

Disabled. (Automatic Updates will notify the user that the computer will automatically restart in 5 minutes to complete the installation of security updates.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.9.108.2 Manage end user experience

This section contains recommendations related to managing Windows Update end user experience.

This Group Policy section is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.108.2.1 (L1) Ensure 'Configure Automatic Updates' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies whether computers in your environment will receive security updates from Windows Update or WSUS. If you configure this policy setting to Enabled, the operating system will recognize when a network connection is available and then use the network connection to search Windows Update or your designated intranet site for updates that apply to them.

After you configure this policy setting to Enabled, select one of the following three options in the Configure Automatic Updates Properties dialog box to specify how the service will work:

* 2 - Notify for download and auto install (Notify before downloading any updates)
* 3 - Auto download and notify for install (Download the updates automatically and notify when they are ready to be installed.) (Default setting)
* 4 - Auto download and schedule the install (Automatically download updates and install them on the schedule specified below.))
* 5 - Allow local admin to choose setting (Leave decision on above choices up to the local Administrators (Not Recommended))

The recommended state for this setting is: Enabled.

**Note:** The sub-setting "Configure automatic updating:" has 4 possible values – all of them are valid depending on specific organizational needs, however if feasible we suggest using a value of 4 - Auto download and schedule the install. This suggestion is not a scored requirement.

**Note #2:** Organizations that utilize a 3rd-party solution for patching may choose to exempt themselves from this recommendation, and instead configure it to Disabled so that the native Windows Update mechanism does not interfere with the 3rd-party patching process.

Rationale:

Although each version of Windows is thoroughly tested before release, it is possible that problems will be discovered after the products are shipped. The Configure Automatic Updates setting can help you ensure that the computers in your environment will always have the most recent critical operating system updates and service packs installed.

Impact:

Critical operating system updates and service packs will be installed as necessary.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate\AU:NoAutoUpdate

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Manage end user experience\Configure Automatic Updates

**Note:** This Group Policy path is provided by the Group Policy template WindowsUpdate.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Enabled: 3 - Auto download and notify for install. (Windows finds updates that apply to the computer and downloads them in the background (the user is not notified or interrupted during this process). When the downloads are complete, users will be notified that they are ready to install. After going to Windows Update, users can install them.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.9.108.2.2 (L1) Ensure 'Configure Automatic Updates: Scheduled install day' is set to '0 - Every day' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting specifies when computers in your environment will receive security updates from Windows Update or WSUS.

The recommended state for this setting is: 0 - Every day.

**Note:** This setting is only applicable if 4 - Auto download and schedule the install is selected in the recommendation 'Configure Automatic Updates'. It will have no impact if any other option is selected.

Rationale:

Although each version of Windows is thoroughly tested before release, it is possible that problems will be discovered after the products are shipped. The Configure Automatic Updates setting can help you ensure that the computers in your environment will always have the most recent critical operating system updates and service packs installed.

Impact:

If 4 - Auto download and schedule the install is selected in recommendation 'Configure Automatic Updates', critical operating system updates and service packs will automatically download every day (at 3:00 A.M., by default).

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate\AU:ScheduledInstallDay

Remediation:

To establish the recommended configuration via GP, set the following UI path to 0 - Every day:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Manage end user experience\Configure Automatic Updates: Scheduled install day

**Note:** This Group Policy path is provided by the Group Policy template WindowsUpdate.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Not Defined. (Since the default value of Configure Automatic Updates is 3 - Auto download and notify for install, this setting is not applicable by default.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.9.108.2.3 (L1) Ensure 'Remove access to “Pause updates” feature' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy removes access to "Pause updates" feature.

The recommended state for this setting is: Enabled.

Rationale:

In order to ensure security and system updates are applied, system administrators should control when updates are applied to systems.

Impact:

Users will not be able to select the "Pause updates" option in Windows Update to prevent updates from being installed on a system.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:SetDisablePauseUXAccess

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Manage end user experience\Remove access to “Pause updates” feature

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 10 Release 1809 & Server 2019 Administrative Templates (or newer).

Default Value:

Disabled. (Users have access to the "Pause updates" feature.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

18.9.108.3 Manage updates offered from Windows Server Update Service

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 11 Release 21H2 Administrative Templates (or newer).

18.9.108.4 Manage updates offered from Windows Update (formerly Defer Windows Updates and Windows Update for Business)

This section contains recommendations related to managing which updates are offered from Windows Update, and when.

This Group Policy section is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

**Note:** This section was initially named Defer Windows Updates but was renamed by Microsoft to Windows Update for Business starting with the Microsoft Windows 10 Release 1709 Administrative Templates. It was renamed (again) to Manage updates offered from Windows Update starting with the Microsoft Windows 11 Release 21H2 Administrative Templates.

18.9.108.4.1 (L1) Ensure 'Manage preview builds' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting manage which updates that are receive prior to the update being released.

**Dev Channel:** Ideal for highly technical users. Insiders in the Dev Channel will receive builds from our active development branch that is earliest in a development cycle. These builds are not matched to a specific Windows 10 release.

**Beta Channel:** Ideal for feature explorers who want to see upcoming Windows 10 features. Your feedback will be especially important here as it will help our engineers ensure key issues are fixed before a major release.

**Release Preview Channel (default):** Insiders in the Release Preview Channel will have access to the upcoming release of Windows 10 prior to it being released to the world. These builds are supported by Microsoft. The Release Preview Channel is where we recommend companies preview and validate upcoming Windows 10 releases before broad deployment within their organization.

The recommended state for this setting is: Disabled.

**Note:** Preview Build enrollment requires a telemetry level setting of 2 or higher and your domain registered on insider.windows.com. For additional information on Preview Builds, see: <https://aka.ms/wipforbiz>

Rationale:

It can be risky for experimental features to be allowed in an enterprise managed environment because this can introduce bugs and security holes into systems, making it easier for an attacker to gain access. It is generally preferred to only use production-ready builds.

Impact:

Preview builds are prevented from installing on the device.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:ManagePreviewBuildsPolicyValue

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Manage updates offered from Windows Update\Manage preview builds

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 10 Release 1709 Administrative Templates (or newer).

Default Value:

Disabled. (Windows Update will not offer you any pre-release updates and you will receive such content once released to the world. Disabling this policy will cause any devices currently on a pre-release build to opt out and stay on the latest Feature Update once released.)

References:

1. <https://docs.microsoft.com/en-us/windows-insider/business/manage-builds>

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v7 | 2.6 Address unapproved software  Ensure that unauthorized software is either removed or the inventory is updated in a timely manner | ● | ● | ● |

18.9.108.4.2 (L1) Ensure 'Select when Preview Builds and Feature Updates are received' is set to 'Enabled: 180 or more days' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines when Preview Build or Feature Updates are received.

**Defer Updates** This enables devices to defer taking the next Feature Update available to your channel for up to 14 days for all the pre-release channels and up to 365 days for the Semi-Annual Channel. Or, if the device is updating from the Semi-Annual Channel, a version for the device to move to and/or stay on until the policy is updated or the device reaches end of service can be specified. Note: If you set both policies, the version specified will take precedence and the deferrals will not be in effect. Please see the Windows Release Information page for OS version information.

**Pause Updates** To prevent Feature Updates from being received on their scheduled time, you can temporarily pause Feature Updates. The pause will remain in effect for 35 days from the specified start date or until the field is cleared (Quality Updates will still be offered).

**Note:** If the "Allow Diagnostic Data" (formerly "Allow Telemetry") policy is set to 0, this policy will have no effect.

**Note #2:** Starting with Windows 10 R1607, Microsoft introduced a new Windows Update (WU) client behavior called **Dual Scan**, with an eye to cloud-based update management. In some cases, this Dual Scan feature can interfere with Windows Updates from Windows Server Update Services (WSUS) and/or manual WU updates. If you are using WSUS in your environment, you may need to set the above setting to Not Configured or configure the setting Do not allow update deferral policies to cause scans against Windows Update (added in the Windows 10 Release 1709 Administrative Templates) in order to prevent the Dual Scan feature from interfering. More information on Dual Scan is available at these links:

* [Demystifying “Dual Scan” – WSUS Product Team Blog](https://blogs.technet.microsoft.com/wsus/2017/05/05/demystifying-dual-scan/)
* [Improving Dual Scan on 1607 – WSUS Product Team Blog](https://blogs.technet.microsoft.com/wsus/2017/08/04/improving-dual-scan-on-1607/)

**Note #3:** Prior to Windows 10 R1703, values above 180 days are not recognized by the OS. Starting with Windows 10 R1703, the maximum number of days you can defer is 365 days.

Rationale:

In a production environment, it is preferred to only use software and features that are publicly available, after they have gone through rigorous testing in beta.

Impact:

Feature Updates will be delayed until they are publicly released to general public by Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:DeferFeatureUpdates  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:DeferFeatureUpdatesPeriodInDays

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 180 or more days:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Manage updates offered from Windows Update\Windows Update for Business\Select when Preview Builds and Feature Updates are received

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WindowsUpdate.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

**Note #2:** In older Microsoft Windows Administrative Templates, this setting was initially named Select when Feature Updates are received, but it was renamed to Select when Preview Builds and Feature Updates are received starting with the Windows 10 Release 1709 Administrative Templates.

Default Value:

Disabled. (Feature Update cadence will not be enforced by Group Policy.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 2.5 Allowlist Authorized Software  Use technical controls, such as application allowlisting, to ensure that only authorized software can execute or be accessed. Reassess bi-annually, or more frequently. |  | ● | ● |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 2.4 Track Software Inventory Information  The software inventory system should track the name, version, publisher, and install date for all software, including operating systems authorized by the organization. |  | ● | ● |

18.9.108.4.3 (L1) Ensure 'Select when Quality Updates are received' is set to 'Enabled: 0 days' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This settings controls when Quality Updates are received.

The recommended state for this setting is: Enabled: 0 days.

**Note:** If the "Allow Diagnostic Data" (formerly "Allow Telemetry") policy is set to 0, this policy will have no effect.

**Note #2:** Starting with Windows 10 R1607, Microsoft introduced a new Windows Update (WU) client behavior called **Dual Scan**, with an eye to cloud-based update management. In some cases, this Dual Scan feature can interfere with Windows Updates from Windows Server Update Services (WSUS) and/or manual WU updates. If you are using WSUS in your environment, you may need to set the above setting to Not Configured or configure the setting Do not allow update deferral policies to cause scans against Windows Update (added in the Windows 10 Release 1709 Administrative Templates) in order to prevent the Dual Scan feature from interfering. More information on Dual Scan is available at these links:

* [Demystifying “Dual Scan” – WSUS Product Team Blog](https://blogs.technet.microsoft.com/wsus/2017/05/05/demystifying-dual-scan/)
* [Improving Dual Scan on 1607 – WSUS Product Team Blog](https://blogs.technet.microsoft.com/wsus/2017/08/04/improving-dual-scan-on-1607/)

Rationale:

Quality Updates can contain important bug fixes and/or security patches, and should be installed as soon as possible.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:DeferQualityUpdates  
HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Windows\WindowsUpdate:DeferQualityUpdatesPeriodInDays

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:0 days:

Computer Configuration\Policies\Administrative Templates\Windows Components\Windows Update\Windows Update for Business\Select when Quality Updates are received

**Note:** This Group Policy path does not exist by default. An updated Group Policy template (WindowsUpdate.admx/adml) is required - it is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled: 0 days. (Install new Quality Updates as soon as they are available.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 7.3 Perform Automated Operating System Patch Management  Perform operating system updates on enterprise assets through automated patch management on a monthly, or more frequent, basis. | ● | ● | ● |
| v7 | 3.4 Deploy Automated Operating System Patch Management Tools  Deploy automated software update tools in order to ensure that the operating systems are running the most recent security updates provided by the software vendor. | ● | ● | ● |

19 Administrative Templates (User)

This section contains user-based recommendations from Group Policy Administrative Templates (ADMX).

19.1 Control Panel

This section contains recommendations for Control Panel settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.1.1 Add or Remove Programs

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template AddRemovePrograms.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.1.2 Display

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.1.3 Personalization (formerly Desktop Themes)

This section contains recommendations for personalization settings.

This Group Policy section is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Desktop Themes but was renamed by Microsoft to Personalization starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

19.1.3.1 (L1) Ensure 'Enable screen saver' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting enables/disables the use of desktop screen savers.

The recommended state for this setting is: Enabled.

Rationale:

If a user forgets to lock their computer when they walk away, it is possible that a passerby will hijack it. Configuring a timed screen saver with password lock will help to protect against these hijacks.

Impact:

A screen saver runs, provided that the following two conditions hold: First, a valid screen saver on the client is specified through the recommendation Force specific screen saver or through Control Panel on the client computer. Second, the recommendation Screen saver timeout setting is set to a nonzero value through the setting or through Control Panel.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\Control Panel\Desktop:ScreenSaveActive

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Control Panel\Personalization\Enable screen saver

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

Enabling/disabling the screen saver is managed locally by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

19.1.3.2 (L1) Ensure 'Password protect the screen saver' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting determines whether screen savers used on the computer are password protected.

The recommended state for this setting is: Enabled.

Rationale:

If a user forgets to lock their computer when they walk away, it is possible that a passerby will hijack it. Configuring a timed screen saver with password lock will help to protect against these hijacks.

Impact:

All screen savers are password protected. The "Password protected" checkbox on the Screen Saver dialog in the Personalization or Display Control Panel will be disabled, preventing users from changing the password protection setting.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\Control Panel\Desktop:ScreenSaverIsSecure

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Control Panel\Personalization\Password protect the screen saver

**Note:** This Group Policy path is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Whether or not to password protect each screen saver is managed locally by the user.

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

19.1.3.3 (L1) Ensure 'Screen saver timeout' is set to 'Enabled: 900 seconds or fewer, but not 0' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting specifies how much user idle time must elapse before the screen saver is launched.

The recommended state for this setting is: Enabled: 900 seconds or fewer, but not 0.

**Note:** This setting has no effect under the following circumstances:

* The wait time is set to zero.
* The "Enable Screen Saver" setting is disabled.
* A valid screen existing saver is not selected manually or via the "Screen saver executable name" setting

Rationale:

If a user forgets to lock their computer when they walk away, it is possible that a passerby will hijack it. Configuring a timed screen saver with password lock will help to protect against these hijacks.

Impact:

The screen saver will automatically activate when the computer has been left unattended for the amount of time specified, and the users will not be able to change the timeout value.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\Control Panel\Desktop:ScreenSaveTimeOut

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled: 900 or fewer, but not 0:

User Configuration\Policies\Administrative Templates\Control Panel\Personalization\Screen saver timeout

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template ControlPanelDisplay.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

Default Value:

15 minutes. (May subsequently be reconfigured locally by the user.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 4.3 Configure Automatic Session Locking on Enterprise Assets  Configure automatic session locking on enterprise assets after a defined period of inactivity. For general purpose operating systems, the period must not exceed 15 minutes. For mobile end-user devices, the period must not exceed 2 minutes. | ● | ● | ● |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

19.2 Desktop

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.3 Network

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.4 Shared Folders

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SharedFolders.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.5 Start Menu and Taskbar

This section contains recommendations for Start Menu and Taskbar settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.5.1 Notifications

This section contains recommendations for Notification settings.

This Group Policy section is provided by the Group Policy template WPN.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

19.5.1.1 (L1) Ensure 'Turn off toast notifications on the lock screen' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting turns off toast notifications on the lock screen.

The recommended state for this setting is Enabled.

Rationale:

While this feature can be handy for users, applications that provide toast notifications might display sensitive personal or business data while the device is left unattended.

Impact:

Applications will not be able to raise toast notifications on the lock screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\CurrentVersion\PushNotifications:NoToastApplicationNotificationOnLockScreen

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Start Menu and Taskbar\Notifications\Turn off toast notifications on the lock screen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template WPN.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

Default Value:

Disabled. (Toast notifications on the lock screen are enabled and can be turned off by the administrator or user.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

19.6 System

This section contains recommendations for System settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.1 Ctrl+Alt+Del Options

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CtrlAltDel.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.2 Display

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Display.admx/adml that is included with the Microsoft Windows 10 Release 1803 Administrative Templates (or newer).

19.6.3 Driver Installation

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DeviceInstallation.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.4 Folder Redirection

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FolderRedirection.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.5 Group Policy

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template GroupPolicy.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.6 Internet Communication Management

This section contains recommendations related to Internet Communication Management.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.6.1 Internet Communication settings

This section contains recommendations related to Internet Communication settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.6.6.1.1 (L2) Ensure 'Turn off Help Experience Improvement Program' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting specifies whether users can participate in the Help Experience Improvement program. The Help Experience Improvement program collects information about how customers use Windows Help so that Microsoft can improve it.

The recommended state for this setting is: Enabled.

Rationale:

Large enterprise managed environments may not want to have information collected by Microsoft from managed client computers.

Impact:

Users cannot participate in the Help Experience Improvement program.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Assistance\Client\1.0:NoImplicitFeedback

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\System\Internet Communication Management\Internet Communication Settings\Turn off Help Experience Improvement Program

**Note:** This Group Policy path is provided by the Group Policy template HelpAndSupport.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can turn on the Help Experience Improvement program feature from the Help and Support settings page.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

19.7 Windows Components

This section contains recommendations for Windows Component settings.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.1 Add features to Windows 8 / 8.1 / 10 (formerly Windows Anytime Upgrade)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsAnytimeUpgrade.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

**Note:** This section was initially named Windows Anytime Upgrade but was renamed by Microsoft to Add features to Windows x starting with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

19.7.2 App runtime

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template AppXRuntime.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

19.7.3 Application Compatibility

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template AppCompat.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.4 Attachment Manager

This section contains recommendations related to Attachment Manager.

This Group Policy section is provided by the Group Policy template AttachmentManager.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.4.1 (L1) Ensure 'Do not preserve zone information in file attachments' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting allows you to manage whether Windows marks file attachments with information about their zone of origin (such as restricted, Internet, intranet, local). This requires NTFS in order to function correctly, and will fail without notice on FAT32. By not preserving the zone information, Windows cannot make proper risk assessments.

The recommended state for this setting is: Disabled.

**Note:** The Attachment Manager feature warns users when opening or executing files which are marked as being from an untrusted source, unless/until the file's zone information has been removed via the "Unblock" button on the file's properties or via a separate tool such as [Microsoft Sysinternals Streams](https://docs.microsoft.com/en-us/sysinternals/downloads/streams).

Rationale:

A file that is downloaded from a computer in the Internet or Restricted Sites zone may be moved to a location that makes it appear safe, like an intranet file share, and executed by an unsuspecting user. The Attachment Manager feature will warn users when opening or executing files which are marked as being from an untrusted source, unless/until the file's zone information has been removed.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Microsoft\Windows\CurrentVersion\Policies\Attachments:SaveZoneInformation

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

User Configuration\Policies\Administrative Templates\Windows Components\Attachment Manager\Do not preserve zone information in file attachments

**Note:** This Group Policy path is provided by the Group Policy template AttachmentManager.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Windows marks file attachments with their zone information.)

19.7.4.2 (L1) Ensure 'Notify antivirus programs when opening attachments' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting manages the behavior for notifying registered antivirus programs. If multiple programs are registered, they will all be notified.

The recommended state for this setting is: Enabled.

**Note:** An updated antivirus program must be installed for this policy setting to function properly.

Rationale:

Antivirus programs that do not perform on-access checks may not be able to scan downloaded files.

Impact:

Windows tells the registered antivirus program(s) to scan the file when a user opens a file attachment. If the antivirus program fails, the attachment is blocked from being opened.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Microsoft\Windows\CurrentVersion\Policies\Attachments:ScanWithAntiVirus

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Attachment Manager\Notify antivirus programs when opening attachments

**Note:** This Group Policy path is provided by the Group Policy template AttachmentManager.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Windows does not call the registered antivirus program(s) when file attachments are opened.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 10.1 Deploy and Maintain Anti-Malware Software  Deploy and maintain anti-malware software on all enterprise assets. | ● | ● | ● |
| v7 | 8.1 Utilize Centrally Managed Anti-malware Software  Utilize centrally managed anti-malware software to continuously monitor and defend each of the organization's workstations and servers. |  | ● | ● |

19.7.5 AutoPlay Policies

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template AutoPlay.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.6 Backup

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template UserDataBackup.admx/adml that is included only with the Microsoft Windows Vista through Windows 8.0 & Server 2012 (non-R2) Administrative Templates, as well as the Microsoft Windows 10 RTM (Release 1507) and Windows 10 Release 1511 Administrative Templates.

19.7.7 Calculator

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Programs.admx/adml that is included with the Microsoft Windows 10 Release 2004 Administrative Templates (or newer).

19.7.8 Cloud Content

This section contains recommendations for Cloud Content.

This Group Policy section is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

19.7.8.1 (L1) Ensure 'Configure Windows spotlight on lock screen' is set to Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting lets you configure Windows Spotlight on the lock screen.

The recommended state for this setting is: Disabled.

**Note:** [Per Microsoft TechNet](https://technet.microsoft.com/en-us/itpro/windows/manage/group-policies-for-enterprise-and-education-editions), this policy setting only applies to Windows 10 Enterprise and Windows 10 Education editions.

Rationale:

Enabling this setting will help ensure your data is not shared with any third party. The Windows Spotlight feature collects data and uses that data to display suggested apps as well as images from the internet.

Impact:

Windows Spotlight will be turned off and users will no longer be able to select it as their lock screen.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\CloudContent:ConfigureWindowsSpotlight

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

User Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Configure Windows spotlight on lock screen

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Enabled. (Windows Spotlight is set as the lock screen provider.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 16.11 Lock Workstation Sessions After Inactivity  Automatically lock workstation sessions after a standard period of inactivity. | ● | ● | ● |

19.7.8.2 (L1) Ensure 'Do not suggest third-party content in Windows spotlight' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether Windows will suggest apps and content from third-party software publishers.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting will help ensure your data is not shared with any third party. The Windows Spotlight feature collects data and uses that data to display suggested apps as well as images from the internet.

Impact:

Windows Spotlight on lock screen, Windows tips, Microsoft consumer features and other related features will no longer suggest apps and content from third-party software publishers. Users may still see suggestions and tips to make them more productive with Microsoft features and apps.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\CloudContent:DisableThirdPartySuggestions

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Do not suggest third-party content in Windows spotlight

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Disabled. (Apps and content from third-party software publishers will be suggested in addition to Microsoft apps and content.)

19.7.8.3 (L2) Ensure 'Do not use diagnostic data for tailored experiences' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting determines if Windows can use diagnostic data to provide tailored experiences to the user.

The recommended state for this setting is: Enabled.

Rationale:

Tracking, collection and utilization of personalized data is a privacy and security issue that is of concern to many organizations.

Impact:

Windows will not use diagnostic data from this device (this data may include browser, app and feature usage, depending on the "Diagnostic and usage data" setting value) to customize content shown on the lock screen, Windows tips, Microsoft consumer features and other related features. If these features are enabled, users will still see recommendations, tips and offers, but they may be less personalized.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\CloudContent:DisableTailoredExperiencesWithDiagnosticData

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Do not use diagnostic data for tailored experiences

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

Default Value:

Disabled. (Microsoft will use diagnostic data to provide personalized recommendations, tips and offers.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

19.7.8.4 (L2) Ensure 'Turn off all Windows spotlight features' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This policy setting determines whether the all Windows Spotlight features are turned on/off (together).

The recommended state for this setting is: Enabled.

**Note:** [Per Microsoft TechNet](https://technet.microsoft.com/en-us/itpro/windows/manage/group-policies-for-enterprise-and-education-editions), this policy setting only applies to Windows 10 Enterprise and Windows 10 Education editions.

Rationale:

Enabling this setting will help ensure your data is not shared with any third party. The Windows Spotlight feature collects data and uses that data to display suggested apps as well as images from the internet.

Impact:

Windows Spotlight on lock screen, Windows tips, Microsoft consumer features and other related features will be turned off.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\CloudContent:DisableWindowsSpotlightFeatures

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Turn off all Windows spotlight features

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

Default Value:

Disabled. (Windows Spotlight features are allowed.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v7 | 9.2 Ensure Only Approved Ports, Protocols and Services Are Running  Ensure that only network ports, protocols, and services listening on a system with validated business needs, are running on each system. |  | ● | ● |

19.7.8.5 (L1) Ensure 'Turn off Spotlight collection on Desktop' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting removes the Spotlight collection setting in Personalization, rendering the user unable to select and subsequently download daily images from Microsoft to the system desktop.

The recommended state for this setting is: Enabled.

Rationale:

Enabling this setting will help ensure your data is not shared with any third party. The Windows Spotlight feature collects data and uses that data to display images from Microsoft.

Impact:

The Spotlight collection feature will not be available as an option in Personalization settings, so users will not be able to download daily images from Microsoft.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\SOFTWARE\Policies\Microsoft\Windows\CloudContent:DisableSpotlightCollectionOnDesktop

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Cloud Content\Turn off Spotlight collection on Desktop

**Note:** This Group Policy path may not exist by default. It is provided by the Group Policy template CloudContent.admx/adml that is included with the Microsoft Windows 10 Release 21H2 Administrative Templates (or newer).

Default Value:

Disabled. (Spotlight collection will appear as an option in Personalization settings, allowing the user to select Spotlight collection as the Desktop provider and display daily images from Microsoft on the desktop.)

References:

1. <https://docs.microsoft.com/en-us/windows/configuration/windows-spotlight>

19.7.9 Credential User Interface

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CredUI.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

19.7.10 Data Collection and Preview Builds

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DataCollection.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

19.7.11 Desktop Gadgets

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Sidebar.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

19.7.12 Desktop Window Manager

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DWM.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.13 Digital Locker

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template DigitalLocker.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.14 Edge UI

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EdgeUI.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

19.7.15 File Explorer (formerly Windows Explorer)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Windows Explorer but was renamed by Microsoft to File Explorer starting with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates.

19.7.16 File Revocation

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template FileRevocation.admx/adml that is included with the Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates (or newer).

19.7.17 IME

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template EAIME.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates (or newer).

19.7.18 Import Video

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template CaptureWizard.admx/adml that is only included with the Microsoft Windows Vista and Windows Server 2008 (non-R2) Administrative Templates.

19.7.19 Instant Search

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WordWheel.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.20 Internet Explorer

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template InetRes.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.21 Location and Sensors

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Sensors.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

19.7.22 Microsoft Edge

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MicrosoftEdge.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

19.7.23 Microsoft Management Console

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MMC.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.24 Microsoft User Experience Virtualization

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template UserExperienceVirtualization.admx/adml that is included with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates (or newer).

19.7.25 Multitasking

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Multitasking.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.26 NetMeeting

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Conf.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.27 Network Projector

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template NetworkProjection.admx/adml that is only included with the Microsoft Windows Vista through the Windows 8.1 Update & Server 2012 R2 Update Administrative Templates.

19.7.28 Network Sharing

This section contains recommendations related to Network Sharing.

This Group Policy section is provided by the Group Policy template Sharing.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.28.1 (L1) Ensure 'Prevent users from sharing files within their profile.' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This policy setting determines whether users can share files within their profile. By default, users are allowed to share files within their profile to other users on their network after an administrator opts in the computer. An administrator can opt in the computer by using the sharing wizard to share a file within their profile.

The recommended state for this setting is: Enabled.

Rationale:

If not properly configured, a user could accidentally share sensitive data with unauthorized users. In an enterprise managed environment, the company should provide a managed location for file sharing, such as a file server or SharePoint, instead of the user sharing files directly from their own user profile.

Impact:

Users cannot share files within their profile using the sharing wizard. Also, the sharing wizard cannot create a share at %root%\Users and can only be used to create SMB shares on folders.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Microsoft\Windows\CurrentVersion\Policies\Explorer:NoInplaceSharing

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Network Sharing\Prevent users from sharing files within their profile.

**Note:** This Group Policy path is provided by the Group Policy template Sharing.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Users can share files out of their user profile after an administrator has opted in the computer.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 3.3 Configure Data Access Control Lists  Configure data access control lists based on a user’s need to know. Apply data access control lists, also known as access permissions, to local and remote file systems, databases, and applications. | ● | ● | ● |
| v7 | 14.6 Protect Information through Access Control Lists  Protect all information stored on systems with file system, network share, claims, application, or database specific access control lists. These controls will enforce the principle that only authorized individuals should have access to the information based on their need to access the information as a part of their responsibilities. | ● | ● | ● |

19.7.29 OOBE

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template OOBE.admx/adml that is included with the Microsoft Windows 10 Release 1809 and Server 2019 Administrative Templates (or newer).

19.7.30 Presentation Settings

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MobilePCPresentationSettings.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.31 Remote Desktop Services (formerly Terminal Services)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TerminalServer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

**Note:** This section was initially named Terminal Services but was renamed by Microsoft to Remote Desktop Services starting with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates.

19.7.32 RSS Feeds

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template InetRes.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.33 Search

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Search.admx/adml that is included with the Microsoft Windows 7 & Server 2008 R2 Administrative Templates (or newer).

19.7.34 Sound Recorder

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SoundRec.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.35 Store

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinStoreUI.admx/adml that is included with the Microsoft Windows 8.0 & Server 2012 (non-R2) Administrative Templates and Microsoft Windows 8.1 & Server 2012 R2 Administrative Templates, or by the Group Policy template WindowsStore.admx/adml that is included with the Microsoft Windows 10 Release 1511 Administrative Templates (or newer).

19.7.36 Tablet PC

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Windows.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.37 Task Scheduler

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template TaskScheduler.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.38 Windows Calendar

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinCal.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.39 Windows Color System

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsColorSystem.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.40 Windows Defender SmartScreen

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template SmartScreen.admx/adml that is included with the Microsoft Windows 10 Release 1703 Administrative Templates (or newer).

19.7.41 Windows Error Reporting

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template ErrorReporting.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.42 Windows Hello for Business (formerly Microsoft Passport for Work)

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template Passport.admx/adml that is included with the Microsoft Windows 10 RTM (Release 1507) Administrative Templates (or newer).

**Note:** This section was initially named Microsoft Passport for Work but was renamed by Microsoft to Windows Hello for Business starting with the Microsoft Windows 10 Release 1607 & Server 2016 Administrative Templates.

19.7.43 Windows Installer

This section contains recommendations related to Windows Installer.

This Group Policy section is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.43.1 (L1) Ensure 'Always install with elevated privileges' is set to 'Disabled' (Automated)

Profile Applicability:

 Level 1 (L1) - Corporate/Enterprise Environment (general use)

Description:

This setting controls whether or not Windows Installer should use system permissions when it installs any program on the system.

**Note:** This setting appears both in the Computer Configuration and User Configuration folders. To make this setting effective, you must enable the setting in both folders.

**Caution:** If enabled, skilled users can take advantage of the permissions this setting grants to change their privileges and gain permanent access to restricted files and folders. Note that the User Configuration version of this setting is not guaranteed to be secure.

The recommended state for this setting is: Disabled.

Rationale:

Users with limited privileges can exploit this feature by creating a Windows Installer installation package that creates a new local account that belongs to the local built-in Administrators group, adds their current account to the local built-in Administrators group, installs malicious software, or performs other unauthorized activities.

Impact:

None - this is the default behavior.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\Windows\Installer:AlwaysInstallElevated

Remediation:

To establish the recommended configuration via GP, set the following UI path to Disabled:

User Configuration\Policies\Administrative Templates\Windows Components\Windows Installer\Always install with elevated privileges

**Note:** This Group Policy path is provided by the Group Policy template MSI.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Disabled. (Windows Installer will apply the current user's permissions when it installs programs that a system administrator does not distribute or offer. This will prevent standard users from installing applications that affect system-wide configuration items.)

CIS Controls:

| **Controls Version** | **Control** | **IG 1** | **IG 2** | **IG 3** |
| --- | --- | --- | --- | --- |
| v8 | 5.4 Restrict Administrator Privileges to Dedicated Administrator Accounts  Restrict administrator privileges to dedicated administrator accounts on enterprise assets. Conduct general computing activities, such as internet browsing, email, and productivity suite use, from the user’s primary, non-privileged account. | ● | ● | ● |
| v7 | 4.3 Ensure the Use of Dedicated Administrative Accounts  Ensure that all users with administrative account access use a dedicated or secondary account for elevated activities. This account should only be used for administrative activities and not internet browsing, email, or similar activities. | ● | ● | ● |

19.7.44 Windows Logon Options

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WinLogon.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.45 Windows Mail

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMail.admx/adml that is only included with the Microsoft Windows Vista through the Windows 10 Release 1703 Administrative Templates.

19.7.46 Windows Media Center

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template MediaCenter.admx/adml that is only included with the Microsoft Windows Vista through Windows 10 Release 1511 Administrative Templates.

19.7.47 Windows Media Player

This section contains recommendations related to Windows Media Player.

This Group Policy section is provided by the Group Policy template WindowsMediaPlayer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.47.1 Networking

This section is intentionally blank and exists to ensure the structure of Windows benchmarks is consistent.

This Group Policy section is provided by the Group Policy template WindowsMediaPlayer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.47.2 Playback

This section contains recommendations related to Windows Media Player playback.

This Group Policy section is provided by the Group Policy template WindowsMediaPlayer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

19.7.47.2.1 (L2) Ensure 'Prevent Codec Download' is set to 'Enabled' (Automated)

Profile Applicability:

 Level 2 (L2) - High Security/Sensitive Data Environment (limited functionality)

Description:

This setting controls whether Windows Media Player is allowed to download additional codecs for decoding media files it does not already understand.

The recommended state for this setting is: Enabled.

Rationale:

This has some potential for risk if a malicious data file is opened in Media Player that requires an additional codec to be installed. If a special codec is required for a necessary job function, then that codec should first be tested to ensure it is legitimate, and it should be supplied by the IT department in the organization.

Impact:

Windows Media Player is prevented from automatically downloading codecs to your computer. In addition, the Download codecs automatically check box on the Player tab in the Player is not available.

Audit:

Navigate to the UI Path articulated in the Remediation section and confirm it is set as prescribed. This group policy setting is backed by the following registry location:

HKEY\_USERS\[USER SID]\Software\Policies\Microsoft\WindowsMediaPlayer:PreventCodecDownload

Remediation:

To establish the recommended configuration via GP, set the following UI path to Enabled:

User Configuration\Policies\Administrative Templates\Windows Components\Windows Media Player\Playback\Prevent Codec Download

**Note:** This Group Policy path is provided by the Group Policy template WindowsMediaPlayer.admx/adml that is included with all versions of the Microsoft Windows Administrative Templates.

Default Value:

Users can change the setting for the Download codecs automatically check box.

Appendix: Recommendation Summary Table

| Control | | Set Correctly | |
| --- | --- | --- | --- |
| Yes | No |
| **1** | **Account Policies** | | |
| **1.1** | **Password Policy** | | |
| 1.1.1 | (L1) Ensure 'Enforce password history' is set to '24 or more password(s)' (Automated) |  |  |
| 1.1.2 | (L1) Ensure 'Maximum password age' is set to '365 or fewer days, but not 0' (Automated) |  |  |
| 1.1.3 | (L1) Ensure 'Minimum password age' is set to '1 or more day(s)' (Automated) |  |  |
| 1.1.4 | (L1) Ensure 'Minimum password length' is set to '14 or more character(s)' (Automated) |  |  |
| 1.1.5 | (L1) Ensure 'Password must meet complexity requirements' is set to 'Enabled' (Automated) |  |  |
| 1.1.6 | (L1) Ensure 'Relax minimum password length limits' is set to 'Enabled' (Automated) |  |  |
| 1.1.7 | (L1) Ensure 'Store passwords using reversible encryption' is set to 'Disabled' (Automated) |  |  |
| **1.2** | **Account Lockout Policy** | | |
| 1.2.1 | (L1) Ensure 'Account lockout duration' is set to '15 or more minute(s)' (Automated) |  |  |
| 1.2.2 | (L1) Ensure 'Account lockout threshold' is set to '5 or fewer invalid logon attempt(s), but not 0' (Automated) |  |  |
| 1.2.3 | (L1) Ensure 'Reset account lockout counter after' is set to '15 or more minute(s)' (Automated) |  |  |
| **2** | **Local Policies** | | |
| **2.1** | **Audit Policy** | | |
| **2.2** | **User Rights Assignment** | | |
| 2.2.1 | (L1) Ensure 'Access Credential Manager as a trusted caller' is set to 'No One' (Automated) |  |  |
| 2.2.2 | (L1) Ensure 'Access this computer from the network' is set to 'Administrators, Remote Desktop Users' (Automated) |  |  |
| 2.2.3 | (L1) Ensure 'Act as part of the operating system' is set to 'No One' (Automated) |  |  |
| 2.2.4 | (L1) Ensure 'Adjust memory quotas for a process' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE' (Automated) |  |  |
| 2.2.5 | (L1) Ensure 'Allow log on locally' is set to 'Administrators, Users' (Automated) |  |  |
| 2.2.6 | (L1) Ensure 'Allow log on through Remote Desktop Services' is set to 'Administrators, Remote Desktop Users' (Automated) |  |  |
| 2.2.7 | (L1) Ensure 'Back up files and directories' is set to 'Administrators' (Automated) |  |  |
| 2.2.8 | (L1) Ensure 'Change the system time' is set to 'Administrators, LOCAL SERVICE' (Automated) |  |  |
| 2.2.9 | (L1) Ensure 'Change the time zone' is set to 'Administrators, LOCAL SERVICE, Users' (Automated) |  |  |
| 2.2.10 | (L1) Ensure 'Create a pagefile' is set to 'Administrators' (Automated) |  |  |
| 2.2.11 | (L1) Ensure 'Create a token object' is set to 'No One' (Automated) |  |  |
| 2.2.12 | (L1) Ensure 'Create global objects' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated) |  |  |
| 2.2.13 | (L1) Ensure 'Create permanent shared objects' is set to 'No One' (Automated) |  |  |
| 2.2.14 | (L1) Configure 'Create symbolic links' (Automated) |  |  |
| 2.2.15 | (L1) Ensure 'Debug programs' is set to 'Administrators' (Automated) |  |  |
| 2.2.16 | (L1) Ensure 'Deny access to this computer from the network' to include 'Guests, Local account' (Automated) |  |  |
| 2.2.17 | (L1) Ensure 'Deny log on as a batch job' to include 'Guests' (Automated) |  |  |
| 2.2.18 | (L1) Ensure 'Deny log on as a service' to include 'Guests' (Automated) |  |  |
| 2.2.19 | (L1) Ensure 'Deny log on locally' to include 'Guests' (Automated) |  |  |
| 2.2.20 | (L1) Ensure 'Deny log on through Remote Desktop Services' to include 'Guests, Local account' (Automated) |  |  |
| 2.2.21 | (L1) Ensure 'Enable computer and user accounts to be trusted for delegation' is set to 'No One' (Automated) |  |  |
| 2.2.22 | (L1) Ensure 'Force shutdown from a remote system' is set to 'Administrators' (Automated) |  |  |
| 2.2.23 | (L1) Ensure 'Generate security audits' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated) |  |  |
| 2.2.24 | (L1) Ensure 'Impersonate a client after authentication' is set to 'Administrators, LOCAL SERVICE, NETWORK SERVICE, SERVICE' (Automated) |  |  |
| 2.2.25 | (L1) Ensure 'Increase scheduling priority' is set to 'Administrators, Window Manager\Window Manager Group' (Automated) |  |  |
| 2.2.26 | (L1) Ensure 'Load and unload device drivers' is set to 'Administrators' (Automated) |  |  |
| 2.2.27 | (L1) Ensure 'Lock pages in memory' is set to 'No One' (Automated) |  |  |
| 2.2.28 | (L2) Ensure 'Log on as a batch job' is set to 'Administrators' (Automated) |  |  |
| 2.2.29 | (L2) Configure 'Log on as a service' (Automated) |  |  |
| 2.2.30 | (L1) Ensure 'Manage auditing and security log' is set to 'Administrators' (Automated) |  |  |
| 2.2.31 | (L1) Ensure 'Modify an object label' is set to 'No One' (Automated) |  |  |
| 2.2.32 | (L1) Ensure 'Modify firmware environment values' is set to 'Administrators' (Automated) |  |  |
| 2.2.33 | (L1) Ensure 'Perform volume maintenance tasks' is set to 'Administrators' (Automated) |  |  |
| 2.2.34 | (L1) Ensure 'Profile single process' is set to 'Administrators' (Automated) |  |  |
| 2.2.35 | (L1) Ensure 'Profile system performance' is set to 'Administrators, NT SERVICE\WdiServiceHost' (Automated) |  |  |
| 2.2.36 | (L1) Ensure 'Replace a process level token' is set to 'LOCAL SERVICE, NETWORK SERVICE' (Automated) |  |  |
| 2.2.37 | (L1) Ensure 'Restore files and directories' is set to 'Administrators' (Automated) |  |  |
| 2.2.38 | (L1) Ensure 'Shut down the system' is set to 'Administrators, Users' (Automated) |  |  |
| 2.2.39 | (L1) Ensure 'Take ownership of files or other objects' is set to 'Administrators' (Automated) |  |  |
| **2.3** | **Security Options** | | |
| **2.3.1** | **Accounts** | | |
| 2.3.1.1 | (L1) Ensure 'Accounts: Administrator account status' is set to 'Disabled' (Automated) |  |  |
| 2.3.1.2 | (L1) Ensure 'Accounts: Block Microsoft accounts' is set to 'Users can't add or log on with Microsoft accounts' (Automated) |  |  |
| 2.3.1.3 | (L1) Ensure 'Accounts: Guest account status' is set to 'Disabled' (Automated) |  |  |
| 2.3.1.4 | (L1) Ensure 'Accounts: Limit local account use of blank passwords to console logon only' is set to 'Enabled' (Automated) |  |  |
| 2.3.1.5 | (L1) Configure 'Accounts: Rename administrator account' (Automated) |  |  |
| 2.3.1.6 | (L1) Configure 'Accounts: Rename guest account' (Automated) |  |  |
| **2.3.2** | **Audit** | | |
| 2.3.2.1 | (L1) Ensure 'Audit: Force audit policy subcategory settings (Windows Vista or later) to override audit policy category settings' is set to 'Enabled' (Automated) |  |  |
| 2.3.2.2 | (L1) Ensure 'Audit: Shut down system immediately if unable to log security audits' is set to 'Disabled' (Automated) |  |  |
| **2.3.3** | **DCOM** | | |
| **2.3.4** | **Devices** | | |
| 2.3.4.1 | (L1) Ensure 'Devices: Allowed to format and eject removable media' is set to 'Administrators and Interactive Users' (Automated) |  |  |
| 2.3.4.2 | (L2) Ensure 'Devices: Prevent users from installing printer drivers' is set to 'Enabled' (Automated) |  |  |
| **2.3.5** | **Domain controller** | | |
| **2.3.6** | **Domain member** | | |
| 2.3.6.1 | (L1) Ensure 'Domain member: Digitally encrypt or sign secure channel data (always)' is set to 'Enabled' (Automated) |  |  |
| 2.3.6.2 | (L1) Ensure 'Domain member: Digitally encrypt secure channel data (when possible)' is set to 'Enabled' (Automated) |  |  |
| 2.3.6.3 | (L1) Ensure 'Domain member: Digitally sign secure channel data (when possible)' is set to 'Enabled' (Automated) |  |  |
| 2.3.6.4 | (L1) Ensure 'Domain member: Disable machine account password changes' is set to 'Disabled' (Automated) |  |  |
| 2.3.6.5 | (L1) Ensure 'Domain member: Maximum machine account password age' is set to '30 or fewer days, but not 0' (Automated) |  |  |
| 2.3.6.6 | (L1) Ensure 'Domain member: Require strong (Windows 2000 or later) session key' is set to 'Enabled' (Automated) |  |  |
| **2.3.7** | **Interactive logon** | | |
| 2.3.7.1 | (L1) Ensure 'Interactive logon: Do not require CTRL+ALT+DEL' is set to 'Disabled' (Automated) |  |  |
| 2.3.7.2 | (L1) Ensure 'Interactive logon: Don't display last signed-in' is set to 'Enabled' (Automated) |  |  |
| 2.3.7.3 | (BL) Ensure 'Interactive logon: Machine account lockout threshold' is set to '10 or fewer invalid logon attempts, but not 0' (Automated) |  |  |
| 2.3.7.4 | (L1) Ensure 'Interactive logon: Machine inactivity limit' is set to '900 or fewer second(s), but not 0' (Automated) |  |  |
| 2.3.7.5 | (L1) Configure 'Interactive logon: Message text for users attempting to log on' (Automated) |  |  |
| 2.3.7.6 | (L1) Configure 'Interactive logon: Message title for users attempting to log on' (Automated) |  |  |
| 2.3.7.7 | (L2) Ensure 'Interactive logon: Number of previous logons to cache (in case domain controller is not available)' is set to '4 or fewer logon(s)' (Automated) |  |  |
| 2.3.7.8 | (L1) Ensure 'Interactive logon: Prompt user to change password before expiration' is set to 'between 5 and 14 days' (Automated) |  |  |
| 2.3.7.9 | (L1) Ensure 'Interactive logon: Smart card removal behavior' is set to 'Lock Workstation' or higher (Automated) |  |  |
| **2.3.8** | **Microsoft network client** | | |
| 2.3.8.1 | (L1) Ensure 'Microsoft network client: Digitally sign communications (always)' is set to 'Enabled' (Automated) |  |  |
| 2.3.8.2 | (L1) Ensure 'Microsoft network client: Digitally sign communications (if server agrees)' is set to 'Enabled' (Automated) |  |  |
| 2.3.8.3 | (L1) Ensure 'Microsoft network client: Send unencrypted password to third-party SMB servers' is set to 'Disabled' (Automated) |  |  |
| **2.3.9** | **Microsoft network server** | | |
| 2.3.9.1 | (L1) Ensure 'Microsoft network server: Amount of idle time required before suspending session' is set to '15 or fewer minute(s)' (Automated) |  |  |
| 2.3.9.2 | (L1) Ensure 'Microsoft network server: Digitally sign communications (always)' is set to 'Enabled' (Automated) |  |  |
| 2.3.9.3 | (L1) Ensure 'Microsoft network server: Digitally sign communications (if client agrees)' is set to 'Enabled' (Automated) |  |  |
| 2.3.9.4 | (L1) Ensure 'Microsoft network server: Disconnect clients when logon hours expire' is set to 'Enabled' (Automated) |  |  |
| 2.3.9.5 | (L1) Ensure 'Microsoft network server: Server SPN target name validation level' is set to 'Accept if provided by client' or higher (Automated) |  |  |
| **2.3.10** | **Network access** | | |
| 2.3.10.1 | (L1) Ensure 'Network access: Allow anonymous SID/Name translation' is set to 'Disabled' (Automated) |  |  |
| 2.3.10.2 | (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts' is set to 'Enabled' (Automated) |  |  |
| 2.3.10.3 | (L1) Ensure 'Network access: Do not allow anonymous enumeration of SAM accounts and shares' is set to 'Enabled' (Automated) |  |  |
| 2.3.10.4 | (L1) Ensure 'Network access: Do not allow storage of passwords and credentials for network authentication' is set to 'Enabled' (Automated) |  |  |
| 2.3.10.5 | (L1) Ensure 'Network access: Let Everyone permissions apply to anonymous users' is set to 'Disabled' (Automated) |  |  |
| 2.3.10.6 | (L1) Ensure 'Network access: Named Pipes that can be accessed anonymously' is set to 'None' (Automated) |  |  |
| 2.3.10.7 | (L1) Ensure 'Network access: Remotely accessible registry paths' is configured (Automated) |  |  |
| 2.3.10.8 | (L1) Ensure 'Network access: Remotely accessible registry paths and sub-paths' is configured (Automated) |  |  |
| 2.3.10.9 | (L1) Ensure 'Network access: Restrict anonymous access to Named Pipes and Shares' is set to 'Enabled' (Automated) |  |  |
| 2.3.10.10 | (L1) Ensure 'Network access: Restrict clients allowed to make remote calls to SAM' is set to 'Administrators: Remote Access: Allow' (Automated) |  |  |
| 2.3.10.11 | (L1) Ensure 'Network access: Shares that can be accessed anonymously' is set to 'None' (Automated) |  |  |
| 2.3.10.12 | (L1) Ensure 'Network access: Sharing and security model for local accounts' is set to 'Classic - local users authenticate as themselves' (Automated) |  |  |
| **2.3.11** | **Network security** | | |
| 2.3.11.1 | (L1) Ensure 'Network security: Allow Local System to use computer identity for NTLM' is set to 'Enabled' (Automated) |  |  |
| 2.3.11.2 | (L1) Ensure 'Network security: Allow LocalSystem NULL session fallback' is set to 'Disabled' (Automated) |  |  |
| 2.3.11.3 | (L1) Ensure 'Network Security: Allow PKU2U authentication requests to this computer to use online identities' is set to 'Disabled' (Automated) |  |  |
| 2.3.11.4 | (L1) Ensure 'Network security: Configure encryption types allowed for Kerberos' is set to 'AES128\_HMAC\_SHA1, AES256\_HMAC\_SHA1, Future encryption types' (Automated) |  |  |
| 2.3.11.5 | (L1) Ensure 'Network security: Do not store LAN Manager hash value on next password change' is set to 'Enabled' (Automated) |  |  |
| 2.3.11.6 | (L1) Ensure 'Network security: Force logoff when logon hours expire' is set to 'Enabled' (Manual) |  |  |
| 2.3.11.7 | (L1) Ensure 'Network security: LAN Manager authentication level' is set to 'Send NTLMv2 response only. Refuse LM & NTLM' (Automated) |  |  |
| 2.3.11.8 | (L1) Ensure 'Network security: LDAP client signing requirements' is set to 'Negotiate signing' or higher (Automated) |  |  |
| 2.3.11.9 | (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) clients' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated) |  |  |
| 2.3.11.10 | (L1) Ensure 'Network security: Minimum session security for NTLM SSP based (including secure RPC) servers' is set to 'Require NTLMv2 session security, Require 128-bit encryption' (Automated) |  |  |
| **2.3.12** | **Recovery console** | | |
| **2.3.13** | **Shutdown** | | |
| **2.3.14** | **System cryptography** | | |
| 2.3.14.1 | (L2) Ensure 'System cryptography: Force strong key protection for user keys stored on the computer' is set to 'User is prompted when the key is first used' or higher (Automated) |  |  |
| **2.3.15** | **System objects** | | |
| 2.3.15.1 | (L1) Ensure 'System objects: Require case insensitivity for non-Windows subsystems' is set to 'Enabled' (Automated) |  |  |
| 2.3.15.2 | (L1) Ensure 'System objects: Strengthen default permissions of internal system objects (e.g. Symbolic Links)' is set to 'Enabled' (Automated) |  |  |
| **2.3.16** | **System settings** | | |
| **2.3.17** | **User Account Control** | | |
| 2.3.17.1 | (L1) Ensure 'User Account Control: Admin Approval Mode for the Built-in Administrator account' is set to 'Enabled' (Automated) |  |  |
| 2.3.17.2 | (L1) Ensure 'User Account Control: Behavior of the elevation prompt for administrators in Admin Approval Mode' is set to 'Prompt for consent on the secure desktop' (Automated) |  |  |
| 2.3.17.3 | (L1) Ensure 'User Account Control: Behavior of the elevation prompt for standard users' is set to 'Automatically deny elevation requests' (Automated) |  |  |
| 2.3.17.4 | (L1) Ensure 'User Account Control: Detect application installations and prompt for elevation' is set to 'Enabled' (Automated) |  |  |
| 2.3.17.5 | (L1) Ensure 'User Account Control: Only elevate UIAccess applications that are installed in secure locations' is set to 'Enabled' (Automated) |  |  |
| 2.3.17.6 | (L1) Ensure 'User Account Control: Run all administrators in Admin Approval Mode' is set to 'Enabled' (Automated) |  |  |
| 2.3.17.7 | (L1) Ensure 'User Account Control: Switch to the secure desktop when prompting for elevation' is set to 'Enabled' (Automated) |  |  |
| 2.3.17.8 | (L1) Ensure 'User Account Control: Virtualize file and registry write failures to per-user locations' is set to 'Enabled' (Automated) |  |  |
| **3** | **Event Log** | | |
| **4** | **Restricted Groups** | | |
| **5** | **System Services** | | |
| 5.1 | (L2) Ensure 'Bluetooth Audio Gateway Service (BTAGService)' is set to 'Disabled' (Automated) |  |  |
| 5.2 | (L2) Ensure 'Bluetooth Support Service (bthserv)' is set to 'Disabled' (Automated) |  |  |
| 5.3 | (L1) Ensure 'Computer Browser (Browser)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.4 | (L2) Ensure 'Downloaded Maps Manager (MapsBroker)' is set to 'Disabled' (Automated) |  |  |
| 5.5 | (L2) Ensure 'Geolocation Service (lfsvc)' is set to 'Disabled' (Automated) |  |  |
| 5.6 | (L1) Ensure 'IIS Admin Service (IISADMIN)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.7 | (L1) Ensure 'Infrared monitor service (irmon)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.8 | (L1) Ensure 'Internet Connection Sharing (ICS) (SharedAccess)' is set to 'Disabled' (Automated) |  |  |
| 5.9 | (L2) Ensure 'Link-Layer Topology Discovery Mapper (lltdsvc)' is set to 'Disabled' (Automated) |  |  |
| 5.10 | (L1) Ensure 'LxssManager (LxssManager)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.11 | (L1) Ensure 'Microsoft FTP Service (FTPSVC)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.12 | (L2) Ensure 'Microsoft iSCSI Initiator Service (MSiSCSI)' is set to 'Disabled' (Automated) |  |  |
| 5.13 | (L1) Ensure 'OpenSSH SSH Server (sshd)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.14 | (L2) Ensure 'Peer Name Resolution Protocol (PNRPsvc)' is set to 'Disabled' (Automated) |  |  |
| 5.15 | (L2) Ensure 'Peer Networking Grouping (p2psvc)' is set to 'Disabled' (Automated) |  |  |
| 5.16 | (L2) Ensure 'Peer Networking Identity Manager (p2pimsvc)' is set to 'Disabled' (Automated) |  |  |
| 5.17 | (L2) Ensure 'PNRP Machine Name Publication Service (PNRPAutoReg)' is set to 'Disabled' (Automated) |  |  |
| 5.18 | (L2) Ensure 'Print Spooler (Spooler)' is set to 'Disabled' (Automated) |  |  |
| 5.19 | (L2) Ensure 'Problem Reports and Solutions Control Panel Support (wercplsupport)' is set to 'Disabled' (Automated) |  |  |
| 5.20 | (L2) Ensure 'Remote Access Auto Connection Manager (RasAuto)' is set to 'Disabled' (Automated) |  |  |
| 5.21 | (L2) Ensure 'Remote Desktop Configuration (SessionEnv)' is set to 'Disabled' (Automated) |  |  |
| 5.22 | (L2) Ensure 'Remote Desktop Services (TermService)' is set to 'Disabled' (Automated) |  |  |
| 5.23 | (L2) Ensure 'Remote Desktop Services UserMode Port Redirector (UmRdpService)' is set to 'Disabled' (Automated) |  |  |
| 5.24 | (L1) Ensure 'Remote Procedure Call (RPC) Locator (RpcLocator)' is set to 'Disabled' (Automated) |  |  |
| 5.25 | (L2) Ensure 'Remote Registry (RemoteRegistry)' is set to 'Disabled' (Automated) |  |  |
| 5.26 | (L1) Ensure 'Routing and Remote Access (RemoteAccess)' is set to 'Disabled' (Automated) |  |  |
| 5.27 | (L2) Ensure 'Server (LanmanServer)' is set to 'Disabled' (Automated) |  |  |
| 5.28 | (L1) Ensure 'Simple TCP/IP Services (simptcp)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.29 | (L2) Ensure 'SNMP Service (SNMP)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.30 | (L1) Ensure 'Special Administration Console Helper (sacsvr)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.31 | (L1) Ensure 'SSDP Discovery (SSDPSRV)' is set to 'Disabled' (Automated) |  |  |
| 5.32 | (L1) Ensure 'UPnP Device Host (upnphost)' is set to 'Disabled' (Automated) |  |  |
| 5.33 | (L1) Ensure 'Web Management Service (WMSvc)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.34 | (L2) Ensure 'Windows Error Reporting Service (WerSvc)' is set to 'Disabled' (Automated) |  |  |
| 5.35 | (L2) Ensure 'Windows Event Collector (Wecsvc)' is set to 'Disabled' (Automated) |  |  |
| 5.36 | (L1) Ensure 'Windows Media Player Network Sharing Service (WMPNetworkSvc)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.37 | (L1) Ensure 'Windows Mobile Hotspot Service (icssvc)' is set to 'Disabled' (Automated) |  |  |
| 5.38 | (L2) Ensure 'Windows Push Notifications System Service (WpnService)' is set to 'Disabled' (Automated) |  |  |
| 5.39 | (L2) Ensure 'Windows PushToInstall Service (PushToInstall)' is set to 'Disabled' (Automated) |  |  |
| 5.40 | (L2) Ensure 'Windows Remote Management (WS-Management) (WinRM)' is set to 'Disabled' (Automated) |  |  |
| 5.41 | (L1) Ensure 'World Wide Web Publishing Service (W3SVC)' is set to 'Disabled' or 'Not Installed' (Automated) |  |  |
| 5.42 | (L1) Ensure 'Xbox Accessory Management Service (XboxGipSvc)' is set to 'Disabled' (Automated) |  |  |
| 5.43 | (L1) Ensure 'Xbox Live Auth Manager (XblAuthManager)' is set to 'Disabled' (Automated) |  |  |
| 5.44 | (L1) Ensure 'Xbox Live Game Save (XblGameSave)' is set to 'Disabled' (Automated) |  |  |
| 5.45 | (L1) Ensure 'Xbox Live Networking Service (XboxNetApiSvc)' is set to 'Disabled' (Automated) |  |  |
| **6** | **Registry** | | |
| **7** | **File System** | | |
| **8** | **Wired Network (IEEE 802.3) Policies** | | |
| **9** | **Windows Defender Firewall with Advanced Security (formerly Windows Firewall with Advanced Security)** | | |
| **9.1** | **Domain Profile** | | |
| 9.1.1 | (L1) Ensure 'Windows Firewall: Domain: Firewall state' is set to 'On (recommended)' (Automated) |  |  |
| 9.1.2 | (L1) Ensure 'Windows Firewall: Domain: Inbound connections' is set to 'Block (default)' (Automated) |  |  |
| 9.1.3 | (L1) Ensure 'Windows Firewall: Domain: Outbound connections' is set to 'Allow (default)' (Automated) |  |  |
| 9.1.4 | (L1) Ensure 'Windows Firewall: Domain: Settings: Display a notification' is set to 'No' (Automated) |  |  |
| 9.1.5 | (L1) Ensure 'Windows Firewall: Domain: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\domainfw.log' (Automated) |  |  |
| 9.1.6 | (L1) Ensure 'Windows Firewall: Domain: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) |  |  |
| 9.1.7 | (L1) Ensure 'Windows Firewall: Domain: Logging: Log dropped packets' is set to 'Yes' (Automated) |  |  |
| 9.1.8 | (L1) Ensure 'Windows Firewall: Domain: Logging: Log successful connections' is set to 'Yes' (Automated) |  |  |
| **9.2** | **Private Profile** | | |
| 9.2.1 | (L1) Ensure 'Windows Firewall: Private: Firewall state' is set to 'On (recommended)' (Automated) |  |  |
| 9.2.2 | (L1) Ensure 'Windows Firewall: Private: Inbound connections' is set to 'Block (default)' (Automated) |  |  |
| 9.2.3 | (L1) Ensure 'Windows Firewall: Private: Outbound connections' is set to 'Allow (default)' (Automated) |  |  |
| 9.2.4 | (L1) Ensure 'Windows Firewall: Private: Settings: Display a notification' is set to 'No' (Automated) |  |  |
| 9.2.5 | (L1) Ensure 'Windows Firewall: Private: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\privatefw.log' (Automated) |  |  |
| 9.2.6 | (L1) Ensure 'Windows Firewall: Private: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) |  |  |
| 9.2.7 | (L1) Ensure 'Windows Firewall: Private: Logging: Log dropped packets' is set to 'Yes' (Automated) |  |  |
| 9.2.8 | (L1) Ensure 'Windows Firewall: Private: Logging: Log successful connections' is set to 'Yes' (Automated) |  |  |
| **9.3** | **Public Profile** | | |
| 9.3.1 | (L1) Ensure 'Windows Firewall: Public: Firewall state' is set to 'On (recommended)' (Automated) |  |  |
| 9.3.2 | (L1) Ensure 'Windows Firewall: Public: Inbound connections' is set to 'Block (default)' (Automated) |  |  |
| 9.3.3 | (L1) Ensure 'Windows Firewall: Public: Outbound connections' is set to 'Allow (default)' (Automated) |  |  |
| 9.3.4 | (L1) Ensure 'Windows Firewall: Public: Settings: Display a notification' is set to 'No' (Automated) |  |  |
| 9.3.5 | (L1) Ensure 'Windows Firewall: Public: Settings: Apply local firewall rules' is set to 'No' (Automated) |  |  |
| 9.3.6 | (L1) Ensure 'Windows Firewall: Public: Settings: Apply local connection security rules' is set to 'No' (Automated) |  |  |
| 9.3.7 | (L1) Ensure 'Windows Firewall: Public: Logging: Name' is set to '%SystemRoot%\System32\logfiles\firewall\publicfw.log' (Automated) |  |  |
| 9.3.8 | (L1) Ensure 'Windows Firewall: Public: Logging: Size limit (KB)' is set to '16,384 KB or greater' (Automated) |  |  |
| 9.3.9 | (L1) Ensure 'Windows Firewall: Public: Logging: Log dropped packets' is set to 'Yes' (Automated) |  |  |
| 9.3.10 | (L1) Ensure 'Windows Firewall: Public: Logging: Log successful connections' is set to 'Yes' (Automated) |  |  |
| **10** | **Network List Manager Policies** | | |
| **11** | **Wireless Network (IEEE 802.11) Policies** | | |
| **12** | **Public Key Policies** | | |
| **13** | **Software Restriction Policies** | | |
| **14** | **Network Access Protection NAP Client Configuration** | | |
| **15** | **Application Control Policies** | | |
| **16** | **IP Security Policies** | | |
| **17** | **Advanced Audit Policy Configuration** | | |
| **17.1** | **Account Logon** | | |
| 17.1.1 | (L1) Ensure 'Audit Credential Validation' is set to 'Success and Failure' (Automated) |  |  |
| **17.2** | **Account Management** | | |
| 17.2.1 | (L1) Ensure 'Audit Application Group Management' is set to 'Success and Failure' (Automated) |  |  |
| 17.2.2 | (L1) Ensure 'Audit Security Group Management' is set to include 'Success' (Automated) |  |  |
| 17.2.3 | (L1) Ensure 'Audit User Account Management' is set to 'Success and Failure' (Automated) |  |  |
| **17.3** | **Detailed Tracking** | | |
| 17.3.1 | (L1) Ensure 'Audit PNP Activity' is set to include 'Success' (Automated) |  |  |
| 17.3.2 | (L1) Ensure 'Audit Process Creation' is set to include 'Success' (Automated) |  |  |
| **17.4** | **DS Access** | | |
| **17.5** | **Logon/Logoff** | | |
| 17.5.1 | (L1) Ensure 'Audit Account Lockout' is set to include 'Failure' (Automated) |  |  |
| 17.5.2 | (L1) Ensure 'Audit Group Membership' is set to include 'Success' (Automated) |  |  |
| 17.5.3 | (L1) Ensure 'Audit Logoff' is set to include 'Success' (Automated) |  |  |
| 17.5.4 | (L1) Ensure 'Audit Logon' is set to 'Success and Failure' (Automated) |  |  |
| 17.5.5 | (L1) Ensure 'Audit Other Logon/Logoff Events' is set to 'Success and Failure' (Automated) |  |  |
| 17.5.6 | (L1) Ensure 'Audit Special Logon' is set to include 'Success' (Automated) |  |  |
| **17.6** | **Object Access** | | |
| 17.6.1 | (L1) Ensure 'Audit Detailed File Share' is set to include 'Failure' (Automated) |  |  |
| 17.6.2 | (L1) Ensure 'Audit File Share' is set to 'Success and Failure' (Automated) |  |  |
| 17.6.3 | (L1) Ensure 'Audit Other Object Access Events' is set to 'Success and Failure' (Automated) |  |  |
| 17.6.4 | (L1) Ensure 'Audit Removable Storage' is set to 'Success and Failure' (Automated) |  |  |
| **17.7** | **Policy Change** | | |
| 17.7.1 | (L1) Ensure 'Audit Audit Policy Change' is set to include 'Success' (Automated) |  |  |
| 17.7.2 | (L1) Ensure 'Audit Authentication Policy Change' is set to include 'Success' (Automated) |  |  |
| 17.7.3 | (L1) Ensure 'Audit Authorization Policy Change' is set to include 'Success' (Automated) |  |  |
| 17.7.4 | (L1) Ensure 'Audit MPSSVC Rule-Level Policy Change' is set to 'Success and Failure' (Automated) |  |  |
| 17.7.5 | (L1) Ensure 'Audit Other Policy Change Events' is set to include 'Failure' (Automated) |  |  |
| **17.8** | **Privilege Use** | | |
| 17.8.1 | (L1) Ensure 'Audit Sensitive Privilege Use' is set to 'Success and Failure' (Automated) |  |  |
| **17.9** | **System** | | |
| 17.9.1 | (L1) Ensure 'Audit IPsec Driver' is set to 'Success and Failure' (Automated) |  |  |
| 17.9.2 | (L1) Ensure 'Audit Other System Events' is set to 'Success and Failure' (Automated) |  |  |
| 17.9.3 | (L1) Ensure 'Audit Security State Change' is set to include 'Success' (Automated) |  |  |
| 17.9.4 | (L1) Ensure 'Audit Security System Extension' is set to include 'Success' (Automated) |  |  |
| 17.9.5 | (L1) Ensure 'Audit System Integrity' is set to 'Success and Failure' (Automated) |  |  |
| **18** | **Administrative Templates (Computer)** | | |
| **18.1** | **Control Panel** | | |
| **18.1.1** | **Personalization** | | |
| 18.1.1.1 | (L1) Ensure 'Prevent enabling lock screen camera' is set to 'Enabled' (Automated) |  |  |
| 18.1.1.2 | (L1) Ensure 'Prevent enabling lock screen slide show' is set to 'Enabled' (Automated) |  |  |
| **18.1.2** | **Regional and Language Options** | | |
| **18.1.2.1** | **Handwriting personalization** | | |
| 18.1.2.2 | (L1) Ensure 'Allow users to enable online speech recognition services' is set to 'Disabled' (Automated) |  |  |
| 18.1.3 | (L2) Ensure 'Allow Online Tips' is set to 'Disabled' (Automated) |  |  |
| **18.2** | **LAPS** | | |
| 18.2.1 | (L1) Ensure LAPS AdmPwd GPO Extension / CSE is installed (Automated) |  |  |
| 18.2.2 | (L1) Ensure 'Do not allow password expiration time longer than required by policy' is set to 'Enabled' (Automated) |  |  |
| 18.2.3 | (L1) Ensure 'Enable Local Admin Password Management' is set to 'Enabled' (Automated) |  |  |
| 18.2.4 | (L1) Ensure 'Password Settings: Password Complexity' is set to 'Enabled: Large letters + small letters + numbers + special characters' (Automated) |  |  |
| 18.2.5 | (L1) Ensure 'Password Settings: Password Length' is set to 'Enabled: 15 or more' (Automated) |  |  |
| 18.2.6 | (L1) Ensure 'Password Settings: Password Age (Days)' is set to 'Enabled: 30 or fewer' (Automated) |  |  |
| **18.3** | **MS Security Guide** | | |
| 18.3.1 | (L1) Ensure 'Apply UAC restrictions to local accounts on network logons' is set to 'Enabled' (Automated) |  |  |
| 18.3.2 | (L1) Ensure 'Configure SMB v1 client driver' is set to 'Enabled: Disable driver (recommended)' (Automated) |  |  |
| 18.3.3 | (L1) Ensure 'Configure SMB v1 server' is set to 'Disabled' (Automated) |  |  |
| 18.3.4 | (L1) Ensure 'Enable Structured Exception Handling Overwrite Protection (SEHOP)' is set to 'Enabled' (Automated) |  |  |
| 18.3.5 | (L1) Ensure 'Limits print driver installation to Administrators' is set to 'Enabled' (Automated) |  |  |
| 18.3.6 | (L1) Ensure 'NetBT NodeType configuration' is set to 'Enabled: P-node (recommended)' (Automated) |  |  |
| 18.3.7 | (L1) Ensure 'WDigest Authentication' is set to 'Disabled' (Automated) |  |  |
| **18.4** | **MSS (Legacy)** | | |
| 18.4.1 | (L1) Ensure 'MSS: (AutoAdminLogon) Enable Automatic Logon (not recommended)' is set to 'Disabled' (Automated) |  |  |
| 18.4.2 | (L1) Ensure 'MSS: (DisableIPSourceRouting IPv6) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated) |  |  |
| 18.4.3 | (L1) Ensure 'MSS: (DisableIPSourceRouting) IP source routing protection level (protects against packet spoofing)' is set to 'Enabled: Highest protection, source routing is completely disabled' (Automated) |  |  |
| 18.4.4 | (L2) Ensure 'MSS: (DisableSavePassword) Prevent the dial-up password from being saved' is set to 'Enabled' (Automated) |  |  |
| 18.4.5 | (L1) Ensure 'MSS: (EnableICMPRedirect) Allow ICMP redirects to override OSPF generated routes' is set to 'Disabled' (Automated) |  |  |
| 18.4.6 | (L2) Ensure 'MSS: (KeepAliveTime) How often keep-alive packets are sent in milliseconds' is set to 'Enabled: 300,000 or 5 minutes (recommended)' (Automated) |  |  |
| 18.4.7 | (L1) Ensure 'MSS: (NoNameReleaseOnDemand) Allow the computer to ignore NetBIOS name release requests except from WINS servers' is set to 'Enabled' (Automated) |  |  |
| 18.4.8 | (L2) Ensure 'MSS: (PerformRouterDiscovery) Allow IRDP to detect and configure Default Gateway addresses (could lead to DoS)' is set to 'Disabled' (Automated) |  |  |
| 18.4.9 | (L1) Ensure 'MSS: (SafeDllSearchMode) Enable Safe DLL search mode (recommended)' is set to 'Enabled' (Automated) |  |  |
| 18.4.10 | (L1) Ensure 'MSS: (ScreenSaverGracePeriod) The time in seconds before the screen saver grace period expires (0 recommended)' is set to 'Enabled: 5 or fewer seconds' (Automated) |  |  |
| 18.4.11 | (L2) Ensure 'MSS: (TcpMaxDataRetransmissions IPv6) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated) |  |  |
| 18.4.12 | (L2) Ensure 'MSS: (TcpMaxDataRetransmissions) How many times unacknowledged data is retransmitted' is set to 'Enabled: 3' (Automated) |  |  |
| 18.4.13 | (L1) Ensure 'MSS: (WarningLevel) Percentage threshold for the security event log at which the system will generate a warning' is set to 'Enabled: 90% or less' (Automated) |  |  |
| **18.5** | **Network** | | |
| **18.5.1** | **Background Intelligent Transfer Service (BITS)** | | |
| **18.5.2** | **BranchCache** | | |
| **18.5.3** | **DirectAccess Client Experience Settings** | | |
| **18.5.4** | **DNS Client** | | |
| 18.5.4.1 | (L1) Ensure 'Configure DNS over HTTPS (DoH) name resolution' is set to 'Enabled: Allow DoH' or higher (Automated) |  |  |
| 18.5.4.2 | (L1) Ensure 'Turn off multicast name resolution' is set to 'Enabled' (Automated) |  |  |
| **18.5.5** | **Fonts** | | |
| 18.5.5.1 | (L2) Ensure 'Enable Font Providers' is set to 'Disabled' (Automated) |  |  |
| **18.5.6** | **Hotspot Authentication** | | |
| **18.5.7** | **Lanman Server** | | |
| **18.5.8** | **Lanman Workstation** | | |
| 18.5.8.1 | (L1) Ensure 'Enable insecure guest logons' is set to 'Disabled' (Automated) |  |  |
| **18.5.9** | **Link-Layer Topology Discovery** | | |
| 18.5.9.1 | (L2) Ensure 'Turn on Mapper I/O (LLTDIO) driver' is set to 'Disabled' (Automated) |  |  |
| 18.5.9.2 | (L2) Ensure 'Turn on Responder (RSPNDR) driver' is set to 'Disabled' (Automated) |  |  |
| **18.5.10** | **Microsoft Peer-to-Peer Networking Services** | | |
| **18.5.10.1** | **Peer Name Resolution Protocol** | | |
| 18.5.10.2 | (L2) Ensure 'Turn off Microsoft Peer-to-Peer Networking Services' is set to 'Enabled' (Automated) |  |  |
| **18.5.11** | **Network Connections** | | |
| **18.5.11.1** | **Windows Defender Firewall (formerly Windows Firewall)** | | |
| 18.5.11.2 | (L1) Ensure 'Prohibit installation and configuration of Network Bridge on your DNS domain network' is set to 'Enabled' (Automated) |  |  |
| 18.5.11.3 | (L1) Ensure 'Prohibit use of Internet Connection Sharing on your DNS domain network' is set to 'Enabled' (Automated) |  |  |
| 18.5.11.4 | (L1) Ensure 'Require domain users to elevate when setting a network's location' is set to 'Enabled' (Automated) |  |  |
| **18.5.12** | **Network Connectivity Status Indicator** | | |
| **18.5.13** | **Network Isolation** | | |
| **18.5.14** | **Network Provider** | | |
| 18.5.14.1 | (L1) Ensure 'Hardened UNC Paths' is set to 'Enabled, with "Require Mutual Authentication" and "Require Integrity" set for all NETLOGON and SYSVOL shares' (Automated) |  |  |
| **18.5.15** | **Offline Files** | | |
| **18.5.16** | **QoS Packet Scheduler** | | |
| **18.5.17** | **SNMP** | | |
| **18.5.18** | **SSL Configuration Settings** | | |
| **18.5.19** | **TCPIP Settings** | | |
| **18.5.19.1** | **IPv6 Transition Technologies** | | |
| **18.5.19.2** | **Parameters** | | |
| 18.5.19.2.1 | (L2) Disable IPv6 (Ensure TCPIP6 Parameter 'DisabledComponents' is set to '0xff (255)') (Automated) |  |  |
| **18.5.20** | **Windows Connect Now** | | |
| 18.5.20.1 | (L2) Ensure 'Configuration of wireless settings using Windows Connect Now' is set to 'Disabled' (Automated) |  |  |
| 18.5.20.2 | (L2) Ensure 'Prohibit access of the Windows Connect Now wizards' is set to 'Enabled' (Automated) |  |  |
| **18.5.21** | **Windows Connection Manager** | | |
| 18.5.21.1 | (L1) Ensure 'Minimize the number of simultaneous connections to the Internet or a Windows Domain' is set to 'Enabled: 3 = Prevent Wi-Fi when on Ethernet' (Automated) |  |  |
| 18.5.21.2 | (L1) Ensure 'Prohibit connection to non-domain networks when connected to domain authenticated network' is set to 'Enabled' (Automated) |  |  |
| **18.5.22** | **Wireless Display** | | |
| **18.5.23** | **WLAN Service** | | |
| **18.5.23.1** | **WLAN Media Cost** | | |
| **18.5.23.2** | **WLAN Settings** | | |
| 18.5.23.2.1 | (L1) Ensure 'Allow Windows to automatically connect to suggested open hotspots, to networks shared by contacts, and to hotspots offering paid services' is set to 'Disabled' (Automated) |  |  |
| **18.6** | **Printers** | | |
| 18.6.1 | (L1) Ensure 'Allow Print Spooler to accept client connections' is set to 'Disabled' (Automated) |  |  |
| 18.6.2 | (L1) Ensure 'Point and Print Restrictions: When installing drivers for a new connection' is set to 'Enabled: Show warning and elevation prompt' (Automated) |  |  |
| 18.6.3 | (L1) Ensure 'Point and Print Restrictions: When updating drivers for an existing connection' is set to 'Enabled: Show warning and elevation prompt' (Automated) |  |  |
| **18.7** | **Start Menu and Taskbar** | | |
| **18.7.1** | **Notifications** | | |
| 18.7.1.1 | (L2) Ensure 'Turn off notifications network usage' is set to 'Enabled' (Automated) |  |  |
| **18.8** | **System** | | |
| **18.8.1** | **Access-Denied Assistance** | | |
| **18.8.2** | **App-V** | | |
| **18.8.3** | **Audit Process Creation** | | |
| 18.8.3.1 | (L1) Ensure 'Include command line in process creation events' is set to 'Enabled' (Automated) |  |  |
| **18.8.4** | **Credentials Delegation** | | |
| 18.8.4.1 | (L1) Ensure 'Encryption Oracle Remediation' is set to 'Enabled: Force Updated Clients' (Automated) |  |  |
| 18.8.4.2 | (L1) Ensure 'Remote host allows delegation of non-exportable credentials' is set to 'Enabled' (Automated) |  |  |
| **18.8.5** | **Device Guard** | | |
| 18.8.5.1 | (NG) Ensure 'Turn On Virtualization Based Security' is set to 'Enabled' (Automated) |  |  |
| 18.8.5.2 | (NG) Ensure 'Turn On Virtualization Based Security: Select Platform Security Level' is set to 'Secure Boot and DMA Protection' (Automated) |  |  |
| 18.8.5.3 | (NG) Ensure 'Turn On Virtualization Based Security: Virtualization Based Protection of Code Integrity' is set to 'Enabled with UEFI lock' (Automated) |  |  |
| 18.8.5.4 | (NG) Ensure 'Turn On Virtualization Based Security: Require UEFI Memory Attributes Table' is set to 'True (checked)' (Automated) |  |  |
| 18.8.5.5 | (NG) Ensure 'Turn On Virtualization Based Security: Credential Guard Configuration' is set to 'Enabled with UEFI lock' (Automated) |  |  |
| 18.8.5.6 | (NG) Ensure 'Turn On Virtualization Based Security: Secure Launch Configuration' is set to 'Enabled' (Automated) |  |  |
| **18.8.6** | **Device Health Attestation Service** | | |
| **18.8.7** | **Device Installation** | | |
| **18.8.7.1** | **Device Installation Restrictions** | | |
| 18.8.7.1.1 | (BL) Ensure 'Prevent installation of devices that match any of these device IDs' is set to 'Enabled' (Automated) |  |  |
| 18.8.7.1.2 | (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Prevent installation of devices that match any of these device IDs' is set to 'PCI\CC\_0C0A' (Automated) |  |  |
| 18.8.7.1.3 | (BL) Ensure 'Prevent installation of devices that match any of these device IDs: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated) |  |  |
| 18.8.7.1.4 | (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes' is set to 'Enabled' (Automated) |  |  |
| 18.8.7.1.5 | (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Prevent installation of devices using drivers for these device setup' is set to 'IEEE 1394 device setup classes' (Automated) |  |  |
| 18.8.7.1.6 | (BL) Ensure 'Prevent installation of devices using drivers that match these device setup classes: Also apply to matching devices that are already installed.' is set to 'True' (checked) (Automated) |  |  |
| 18.8.7.2 | (L1) Ensure 'Prevent device metadata retrieval from the Internet' is set to 'Enabled' (Automated) |  |  |
| **18.8.8** | **Device Redirection** | | |
| **18.8.9** | **Disk NV Cache** | | |
| **18.8.10** | **Disk Quotas** | | |
| **18.8.11** | **Display** | | |
| **18.8.12** | **Distributed COM** | | |
| **18.8.13** | **Driver Installation** | | |
| **18.8.14** | **Early Launch Antimalware** | | |
| 18.8.14.1 | (L1) Ensure 'Boot-Start Driver Initialization Policy' is set to 'Enabled: Good, unknown and bad but critical' (Automated) |  |  |
| **18.8.15** | **Enhanced Storage Access** | | |
| **18.8.16** | **File Classification Infrastructure** | | |
| **18.8.17** | **File Share Shadow Copy Agent** | | |
| **18.8.18** | **File Share Shadow Copy Provider** | | |
| **18.8.19** | **Filesystem (formerly NTFS Filesystem)** | | |
| **18.8.20** | **Folder Redirection** | | |
| **18.8.21** | **Group Policy** | | |
| **18.8.21.1** | **Logging and tracing** | | |
| 18.8.21.2 | (L1) Ensure 'Configure registry policy processing: Do not apply during periodic background processing' is set to 'Enabled: FALSE' (Automated) |  |  |
| 18.8.21.3 | (L1) Ensure 'Configure registry policy processing: Process even if the Group Policy objects have not changed' is set to 'Enabled: TRUE' (Automated) |  |  |
| 18.8.21.4 | (L1) Ensure 'Continue experiences on this device' is set to 'Disabled' (Automated) |  |  |
| 18.8.21.5 | (L1) Ensure 'Turn off background refresh of Group Policy' is set to 'Disabled' (Automated) |  |  |
| **18.8.22** | **Internet Communication Management** | | |
| **18.8.22.1** | **Internet Communication settings** | | |
| 18.8.22.1.1 | (L2) Ensure 'Turn off access to the Store' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.2 | (L1) Ensure 'Turn off downloading of print drivers over HTTP' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.3 | (L2) Ensure 'Turn off handwriting personalization data sharing' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.4 | (L2) Ensure 'Turn off handwriting recognition error reporting' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.5 | (L2) Ensure 'Turn off Internet Connection Wizard if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.6 | (L1) Ensure 'Turn off Internet download for Web publishing and online ordering wizards' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.7 | (L2) Ensure 'Turn off printing over HTTP' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.8 | (L2) Ensure 'Turn off Registration if URL connection is referring to Microsoft.com' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.9 | (L2) Ensure 'Turn off Search Companion content file updates' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.10 | (L2) Ensure 'Turn off the "Order Prints" picture task' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.11 | (L2) Ensure 'Turn off the "Publish to Web" task for files and folders' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.12 | (L2) Ensure 'Turn off the Windows Messenger Customer Experience Improvement Program' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.13 | (L2) Ensure 'Turn off Windows Customer Experience Improvement Program' is set to 'Enabled' (Automated) |  |  |
| 18.8.22.1.14 | (L2) Ensure 'Turn off Windows Error Reporting' is set to 'Enabled' (Automated) |  |  |
| **18.8.23** | **iSCSI** | | |
| **18.8.24** | **KDC** | | |
| **18.8.25** | **Kerberos** | | |
| 18.8.25.1 | (L2) Ensure 'Support device authentication using certificate' is set to 'Enabled: Automatic' (Automated) |  |  |
| **18.8.26** | **Kernel DMA Protection** | | |
| 18.8.26.1 | (BL) Ensure 'Enumeration policy for external devices incompatible with Kernel DMA Protection' is set to 'Enabled: Block All' (Automated) |  |  |
| **18.8.27** | **Locale Services** | | |
| 18.8.27.1 | (L2) Ensure 'Disallow copying of user input methods to the system account for sign-in' is set to 'Enabled' (Automated) |  |  |
| **18.8.28** | **Logon** | | |
| 18.8.28.1 | (L1) Ensure 'Block user from showing account details on sign-in' is set to 'Enabled' (Automated) |  |  |
| 18.8.28.2 | (L1) Ensure 'Do not display network selection UI' is set to 'Enabled' (Automated) |  |  |
| 18.8.28.3 | (L1) Ensure 'Do not enumerate connected users on domain-joined computers' is set to 'Enabled' (Automated) |  |  |
| 18.8.28.4 | (L1) Ensure 'Enumerate local users on domain-joined computers' is set to 'Disabled' (Automated) |  |  |
| 18.8.28.5 | (L1) Ensure 'Turn off app notifications on the lock screen' is set to 'Enabled' (Automated) |  |  |
| 18.8.28.6 | (L1) Ensure 'Turn off picture password sign-in' is set to 'Enabled' (Automated) |  |  |
| 18.8.28.7 | (L1) Ensure 'Turn on convenience PIN sign-in' is set to 'Disabled' (Automated) |  |  |
| **18.8.29** | **Mitigation Options** | | |
| **18.8.30** | **Net Logon** | | |
| **18.8.31** | **OS Policies** | | |
| 18.8.31.1 | (L2) Ensure 'Allow Clipboard synchronization across devices' is set to 'Disabled' (Automated) |  |  |
| 18.8.31.2 | (L2) Ensure 'Allow upload of User Activities' is set to 'Disabled' (Automated) |  |  |
| **18.8.32** | **Performance Control Panel** | | |
| **18.8.33** | **PIN Complexity** | | |
| **18.8.34** | **Power Management** | | |
| **18.8.34.1** | **Button Settings** | | |
| **18.8.34.2** | **Energy Saver Settings** | | |
| **18.8.34.3** | **Hard Disk Settings** | | |
| **18.8.34.4** | **Notification Settings** | | |
| **18.8.34.5** | **Power Throttling Settings** | | |
| **18.8.34.6** | **Sleep Settings** | | |
| 18.8.34.6.1 | (L1) Ensure 'Allow network connectivity during connected-standby (on battery)' is set to 'Disabled' (Automated) |  |  |
| 18.8.34.6.2 | (L1) Ensure 'Allow network connectivity during connected-standby (plugged in)' is set to 'Disabled' (Automated) |  |  |
| 18.8.34.6.3 | (BL) Ensure 'Allow standby states (S1-S3) when sleeping (on battery)' is set to 'Disabled' (Automated) |  |  |
| 18.8.34.6.4 | (BL) Ensure 'Allow standby states (S1-S3) when sleeping (plugged in)' is set to 'Disabled' (Automated) |  |  |
| 18.8.34.6.5 | (L1) Ensure 'Require a password when a computer wakes (on battery)' is set to 'Enabled' (Automated) |  |  |
| 18.8.34.6.6 | (L1) Ensure 'Require a password when a computer wakes (plugged in)' is set to 'Enabled' (Automated) |  |  |
| **18.8.35** | **Recovery** | | |
| **18.8.36** | **Remote Assistance** | | |
| 18.8.36.1 | (L1) Ensure 'Configure Offer Remote Assistance' is set to 'Disabled' (Automated) |  |  |
| 18.8.36.2 | (L1) Ensure 'Configure Solicited Remote Assistance' is set to 'Disabled' (Automated) |  |  |
| **18.8.37** | **Remote Procedure Call** | | |
| 18.8.37.1 | (L1) Ensure 'Enable RPC Endpoint Mapper Client Authentication' is set to 'Enabled' (Automated) |  |  |
| 18.8.37.2 | (L1) Ensure 'Restrict Unauthenticated RPC clients' is set to 'Enabled: Authenticated' (Automated) |  |  |
| **18.8.38** | **Removable Storage Access** | | |
| **18.8.39** | **Scripts** | | |
| **18.8.40** | **Security Account Manager** | | |
| **18.8.41** | **Server Manager** | | |
| **18.8.42** | **Service Control Manager Settings** | | |
| **18.8.43** | **Shutdown** | | |
| **18.8.44** | **Shutdown Options** | | |
| **18.8.45** | **Storage Health** | | |
| **18.8.46** | **Storage Sense** | | |
| **18.8.47** | **System Restore** | | |
| **18.8.48** | **Troubleshooting and Diagnostics** | | |
| **18.8.48.1** | **Application Compatibility Diagnostics** | | |
| **18.8.48.2** | **Corrupted File Recovery** | | |
| **18.8.48.3** | **Disk Diagnostic** | | |
| **18.8.48.4** | **Fault Tolerant Heap** | | |
| **18.8.48.5** | **Microsoft Support Diagnostic Tool** | | |
| 18.8.48.5.1 | (L2) Ensure 'Microsoft Support Diagnostic Tool: Turn on MSDT interactive communication with support provider' is set to 'Disabled' (Automated) |  |  |
| **18.8.48.6** | **MSI Corrupted File Recovery** | | |
| **18.8.48.7** | **Scheduled Maintenance** | | |
| **18.8.48.8** | **Scripted Diagnostics** | | |
| **18.8.48.9** | **Windows Boot Performance Diagnostics** | | |
| **18.8.48.10** | **Windows Memory Leak Diagnosis** | | |
| **18.8.48.11** | **Windows Performance PerfTrack** | | |
| 18.8.48.11.1 | (L2) Ensure 'Enable/Disable PerfTrack' is set to 'Disabled' (Automated) |  |  |
| **18.8.49** | **Trusted Platform Module Services** | | |
| **18.8.50** | **User Profiles** | | |
| 18.8.50.1 | (L2) Ensure 'Turn off the advertising ID' is set to 'Enabled' (Automated) |  |  |
| **18.8.51** | **Windows File Protection** | | |
| **18.8.52** | **Windows HotStart** | | |
| **18.8.53** | **Windows Time Service** | | |
| **18.8.53.1** | **Time Providers** | | |
| 18.8.53.1.1 | (L2) Ensure 'Enable Windows NTP Client' is set to 'Enabled' (Automated) |  |  |
| 18.8.53.1.2 | (L2) Ensure 'Enable Windows NTP Server' is set to 'Disabled' (Automated) |  |  |
| **18.9** | **Windows Components** | | |
| **18.9.1** | **Active Directory Federation Services** | | |
| **18.9.2** | **ActiveX Installer Service** | | |
| **18.9.3** | **Add features to Windows 8 / 8.1 / 10 (formerly Windows Anytime Upgrade)** | | |
| **18.9.4** | **App Package Deployment** | | |
| 18.9.4.1 | (L2) Ensure 'Allow a Windows app to share application data between users' is set to 'Disabled' (Automated) |  |  |
| 18.9.4.2 | (L1) Ensure 'Prevent non-admin users from installing packaged Windows apps' is set to 'Enabled' (Automated) |  |  |
| **18.9.5** | **App Privacy** | | |
| 18.9.5.1 | (L1) Ensure 'Let Windows apps activate with voice while the system is locked' is set to 'Enabled: Force Deny' (Automated) |  |  |
| **18.9.6** | **App runtime** | | |
| 18.9.6.1 | (L1) Ensure 'Allow Microsoft accounts to be optional' is set to 'Enabled' (Automated) |  |  |
| 18.9.6.2 | (L2) Ensure 'Block launching Universal Windows apps with Windows Runtime API access from hosted content.' is set to 'Enabled' (Automated) |  |  |
| **18.9.7** | **Application Compatibility** | | |
| **18.9.8** | **AutoPlay Policies** | | |
| 18.9.8.1 | (L1) Ensure 'Disallow Autoplay for non-volume devices' is set to 'Enabled' (Automated) |  |  |
| 18.9.8.2 | (L1) Ensure 'Set the default behavior for AutoRun' is set to 'Enabled: Do not execute any autorun commands' (Automated) |  |  |
| 18.9.8.3 | (L1) Ensure 'Turn off Autoplay' is set to 'Enabled: All drives' (Automated) |  |  |
| **18.9.9** | **Backup** | | |
| **18.9.10** | **Biometrics** | | |
| **18.9.10.1** | **Facial Features** | | |
| 18.9.10.1.1 | (L1) Ensure 'Configure enhanced anti-spoofing' is set to 'Enabled' (Automated) |  |  |
| **18.9.11** | **BitLocker Drive Encryption** | | |
| **18.9.11.1** | **Fixed Data Drives** | | |
| 18.9.11.1.1 | (BL) Ensure 'Allow access to BitLocker-protected fixed data drives from earlier versions of Windows' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.1.2 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.1.3 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.1.4 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Password' is set to 'Enabled: Allow 48-digit recovery password' (Automated) |  |  |
| 18.9.11.1.5 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Recovery Key' is set to 'Enabled: Allow 256-bit recovery key' (Automated) |  |  |
| 18.9.11.1.6 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.1.7 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Save BitLocker recovery information to AD DS for fixed data drives' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.1.8 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Configure storage of BitLocker recovery information to AD DS' is set to 'Enabled: Backup recovery passwords and key packages' (Automated) |  |  |
| 18.9.11.1.9 | (BL) Ensure 'Choose how BitLocker-protected fixed drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for fixed data drives' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.1.10 | (BL) Ensure 'Configure use of hardware-based encryption for fixed data drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.1.11 | (BL) Ensure 'Configure use of passwords for fixed data drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.1.12 | (BL) Ensure 'Configure use of smart cards on fixed data drives' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.1.13 | (BL) Ensure 'Configure use of smart cards on fixed data drives: Require use of smart cards on fixed data drives' is set to 'Enabled: True' (Automated) |  |  |
| **18.9.11.2** | **Operating System Drives** | | |
| 18.9.11.2.1 | (BL) Ensure 'Allow enhanced PINs for startup' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.2.2 | (BL) Ensure 'Allow Secure Boot for integrity validation' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.2.3 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.2.4 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Allow data recovery agent' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.2.5 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Password' is set to 'Enabled: Require 48-digit recovery password' (Automated) |  |  |
| 18.9.11.2.6 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated) |  |  |
| 18.9.11.2.7 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.2.8 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Save BitLocker recovery information to AD DS for operating system drives' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.2.9 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Store recovery passwords and key packages' (Automated) |  |  |
| 18.9.11.2.10 | (BL) Ensure 'Choose how BitLocker-protected operating system drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for operating system drives' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.2.11 | (BL) Ensure 'Configure use of hardware-based encryption for operating system drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.2.12 | (BL) Ensure 'Configure use of passwords for operating system drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.2.13 | (BL) Ensure 'Require additional authentication at startup' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.2.14 | (BL) Ensure 'Require additional authentication at startup: Allow BitLocker without a compatible TPM' is set to 'Enabled: False' (Automated) |  |  |
| **18.9.11.3** | **Removable Data Drives** | | |
| 18.9.11.3.1 | (BL) Ensure 'Allow access to BitLocker-protected removable data drives from earlier versions of Windows' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.3.2 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.3.3 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Allow data recovery agent' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.3.4 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Password' is set to 'Enabled: Do not allow 48-digit recovery password' (Automated) |  |  |
| 18.9.11.3.5 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Recovery Key' is set to 'Enabled: Do not allow 256-bit recovery key' (Automated) |  |  |
| 18.9.11.3.6 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Omit recovery options from the BitLocker setup wizard' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.3.7 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Save BitLocker recovery information to AD DS for removable data drives' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.3.8 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Configure storage of BitLocker recovery information to AD DS:' is set to 'Enabled: Backup recovery passwords and key packages' (Automated) |  |  |
| 18.9.11.3.9 | (BL) Ensure 'Choose how BitLocker-protected removable drives can be recovered: Do not enable BitLocker until recovery information is stored to AD DS for removable data drives' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.3.10 | (BL) Ensure 'Configure use of hardware-based encryption for removable data drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.3.11 | (BL) Ensure 'Configure use of passwords for removable data drives' is set to 'Disabled' (Automated) |  |  |
| 18.9.11.3.12 | (BL) Ensure 'Configure use of smart cards on removable data drives' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.3.13 | (BL) Ensure 'Configure use of smart cards on removable data drives: Require use of smart cards on removable data drives' is set to 'Enabled: True' (Automated) |  |  |
| 18.9.11.3.14 | (BL) Ensure 'Deny write access to removable drives not protected by BitLocker' is set to 'Enabled' (Automated) |  |  |
| 18.9.11.3.15 | (BL) Ensure 'Deny write access to removable drives not protected by BitLocker: Do not allow write access to devices configured in another organization' is set to 'Enabled: False' (Automated) |  |  |
| 18.9.11.4 | (BL) Ensure 'Disable new DMA devices when this computer is locked' is set to 'Enabled' (Automated) |  |  |
| **18.9.12** | **Camera** | | |
| 18.9.12.1 | (L2) Ensure 'Allow Use of Camera' is set to 'Disabled' (Automated) |  |  |
| **18.9.13** | **Chat** | | |
| **18.9.14** | **Cloud Content** | | |
| 18.9.14.1 | (L1) Ensure 'Turn off cloud consumer account state content' is set to 'Enabled' (Automated) |  |  |
| 18.9.14.2 | (L2) Ensure 'Turn off cloud optimized content' is set to 'Enabled' (Automated) |  |  |
| 18.9.14.3 | (L1) Ensure 'Turn off Microsoft consumer experiences' is set to 'Enabled' (Automated) |  |  |
| **18.9.15** | **Connect** | | |
| 18.9.15.1 | (L1) Ensure 'Require pin for pairing' is set to 'Enabled: First Time' OR 'Enabled: Always' (Automated) |  |  |
| **18.9.16** | **Credential User Interface** | | |
| 18.9.16.1 | (L1) Ensure 'Do not display the password reveal button' is set to 'Enabled' (Automated) |  |  |
| 18.9.16.2 | (L1) Ensure 'Enumerate administrator accounts on elevation' is set to 'Disabled' (Automated) |  |  |
| 18.9.16.3 | (L1) Ensure 'Prevent the use of security questions for local accounts' is set to 'Enabled' (Automated) |  |  |
| **18.9.17** | **Data Collection and Preview Builds** | | |
| 18.9.17.1 | (L1) Ensure 'Allow Diagnostic Data' is set to 'Enabled: Diagnostic data off (not recommended)' or 'Enabled: Send required diagnostic data' (Automated) |  |  |
| 18.9.17.2 | (L2) Ensure 'Configure Authenticated Proxy usage for the Connected User Experience and Telemetry service' is set to 'Enabled: Disable Authenticated Proxy usage' (Automated) |  |  |
| 18.9.17.3 | (L1) Ensure 'Disable OneSettings Downloads' is set to 'Enabled' (Automated) |  |  |
| 18.9.17.4 | (L1) Ensure 'Do not show feedback notifications' is set to 'Enabled' (Automated) |  |  |
| 18.9.17.5 | (L1) Ensure 'Enable OneSettings Auditing' is set to 'Enabled' (Automated) |  |  |
| 18.9.17.6 | (L1) Ensure 'Limit Diagnostic Log Collection' is set to 'Enabled' (Automated) |  |  |
| 18.9.17.7 | (L1) Ensure 'Limit Dump Collection' is set to 'Enabled' (Automated) |  |  |
| 18.9.17.8 | (L1) Ensure 'Toggle user control over Insider builds' is set to 'Disabled' (Automated) |  |  |
| **18.9.18** | **Delivery Optimization** | | |
| 18.9.18.1 | (L1) Ensure 'Download Mode' is NOT set to 'Enabled: Internet' (Automated) |  |  |
| **18.9.19** | **Desktop Gadgets** | | |
| **18.9.20** | **Desktop Window Manager** | | |
| **18.9.21** | **Device and Driver Compatibility** | | |
| **18.9.22** | **Device Registration (formerly Workplace Join)** | | |
| **18.9.23** | **Digital Locker** | | |
| **18.9.24** | **Edge UI** | | |
| **18.9.25** | **EMET** | | |
| **18.9.26** | **Event Forwarding** | | |
| **18.9.27** | **Event Log Service** | | |
| **18.9.27.1** | **Application** | | |
| 18.9.27.1.1 | (L1) Ensure 'Application: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) |  |  |
| 18.9.27.1.2 | (L1) Ensure 'Application: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) |  |  |
| **18.9.27.2** | **Security** | | |
| 18.9.27.2.1 | (L1) Ensure 'Security: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) |  |  |
| 18.9.27.2.2 | (L1) Ensure 'Security: Specify the maximum log file size (KB)' is set to 'Enabled: 196,608 or greater' (Automated) |  |  |
| **18.9.27.3** | **Setup** | | |
| 18.9.27.3.1 | (L1) Ensure 'Setup: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) |  |  |
| 18.9.27.3.2 | (L1) Ensure 'Setup: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) |  |  |
| **18.9.27.4** | **System** | | |
| 18.9.27.4.1 | (L1) Ensure 'System: Control Event Log behavior when the log file reaches its maximum size' is set to 'Disabled' (Automated) |  |  |
| 18.9.27.4.2 | (L1) Ensure 'System: Specify the maximum log file size (KB)' is set to 'Enabled: 32,768 or greater' (Automated) |  |  |
| **18.9.28** | **Event Logging** | | |
| **18.9.29** | **Event Viewer** | | |
| **18.9.30** | **Family Safety (formerly Parental Controls)** | | |
| **18.9.31** | **File Explorer (formerly Windows Explorer)** | | |
| **18.9.31.1** | **Previous Versions** | | |
| 18.9.31.2 | (L1) Ensure 'Turn off Data Execution Prevention for Explorer' is set to 'Disabled' (Automated) |  |  |
| 18.9.31.3 | (L1) Ensure 'Turn off heap termination on corruption' is set to 'Disabled' (Automated) |  |  |
| 18.9.31.4 | (L1) Ensure 'Turn off shell protocol protected mode' is set to 'Disabled' (Automated) |  |  |
| **18.9.32** | **File History** | | |
| **18.9.33** | **Find My Device** | | |
| **18.9.34** | **Game Explorer** | | |
| **18.9.35** | **Handwriting** | | |
| **18.9.36** | **HomeGroup** | | |
| 18.9.36.1 | (L1) Ensure 'Prevent the computer from joining a homegroup' is set to 'Enabled' (Automated) |  |  |
| **18.9.37** | **Human Presence** | | |
| **18.9.38** | **Import Video** | | |
| **18.9.39** | **Internet Explorer** | | |
| **18.9.40** | **Internet Information Services** | | |
| **18.9.41** | **Location and Sensors** | | |
| 18.9.41.1 | (L2) Ensure 'Turn off location' is set to 'Enabled' (Automated) |  |  |
| **18.9.42** | **Maintenance Scheduler** | | |
| **18.9.43** | **Maps** | | |
| **18.9.44** | **MDM** | | |
| **18.9.45** | **Messaging** | | |
| 18.9.45.1 | (L2) Ensure 'Allow Message Service Cloud Sync' is set to 'Disabled' (Automated) |  |  |
| **18.9.46** | **Microsoft account** | | |
| 18.9.46.1 | (L1) Ensure 'Block all consumer Microsoft account user authentication' is set to 'Enabled' (Automated) |  |  |
| **18.9.47** | **Microsoft Defender Antivirus (formerly Windows Defender and Windows Defender Antivirus)** | | |
| **18.9.47.1** | **Client Interface** | | |
| **18.9.47.2** | **Device Control** | | |
| **18.9.47.3** | **Exclusions** | | |
| **18.9.47.4** | **MAPS** | | |
| 18.9.47.4.1 | (L1) Ensure 'Configure local setting override for reporting to Microsoft MAPS' is set to 'Disabled' (Automated) |  |  |
| 18.9.47.4.2 | (L2) Ensure 'Join Microsoft MAPS' is set to 'Disabled' (Automated) |  |  |
| **18.9.47.5** | **Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard)** | | |
| **18.9.47.5.1** | **Attack Surface Reduction** | | |
| 18.9.47.5.1.1 | (L1) Ensure 'Configure Attack Surface Reduction rules' is set to 'Enabled' (Automated) |  |  |
| 18.9.47.5.1.2 | (L1) Ensure 'Configure Attack Surface Reduction rules: Set the state for each ASR rule' is configured (Automated) |  |  |
| **18.9.47.5.2** | **Controlled Folder Access** | | |
| **18.9.47.5.3** | **Network Protection** | | |
| 18.9.47.5.3.1 | (L1) Ensure 'Prevent users and apps from accessing dangerous websites' is set to 'Enabled: Block' (Automated) |  |  |
| **18.9.47.6** | **MpEngine** | | |
| 18.9.47.6.1 | (L2) Ensure 'Enable file hash computation feature' is set to 'Enabled' (Automated) |  |  |
| **18.9.47.7** | **Network Inspection System** | | |
| **18.9.47.8** | **Quarantine** | | |
| **18.9.47.9** | **Real-time Protection** | | |
| 18.9.47.9.1 | (L1) Ensure 'Scan all downloaded files and attachments' is set to 'Enabled' (Automated) |  |  |
| 18.9.47.9.2 | (L1) Ensure 'Turn off real-time protection' is set to 'Disabled' (Automated) |  |  |
| 18.9.47.9.3 | (L1) Ensure 'Turn on behavior monitoring' is set to 'Enabled' (Automated) |  |  |
| 18.9.47.9.4 | (L1) Ensure 'Turn on script scanning' is set to 'Enabled' (Automated) |  |  |
| **18.9.47.10** | **Remediation** | | |
| **18.9.47.11** | **Reporting** | | |
| 18.9.47.11.1 | (L2) Ensure 'Configure Watson events' is set to 'Disabled' (Automated) |  |  |
| **18.9.47.12** | **Scan** | | |
| 18.9.47.12.1 | (L1) Ensure 'Scan removable drives' is set to 'Enabled' (Automated) |  |  |
| 18.9.47.12.2 | (L1) Ensure 'Turn on e-mail scanning' is set to 'Enabled' (Automated) |  |  |
| **18.9.47.13** | **Security Intelligence Updates (formerly Signature Updates)** | | |
| **18.9.47.14** | **Threats** | | |
| 18.9.47.15 | (L1) Ensure 'Configure detection for potentially unwanted applications' is set to 'Enabled: Block' (Automated) |  |  |
| 18.9.47.16 | (L1) Ensure 'Turn off Microsoft Defender AntiVirus' is set to 'Disabled' (Automated) |  |  |
| **18.9.48** | **Microsoft Defender Application Guard (formerly Windows Defender Application Guard)** | | |
| 18.9.48.1 | (NG) Ensure 'Allow auditing events in Microsoft Defender Application Guard' is set to 'Enabled' (Automated) |  |  |
| 18.9.48.2 | (NG) Ensure 'Allow camera and microphone access in Microsoft Defender Application Guard' is set to 'Disabled' (Automated) |  |  |
| 18.9.48.3 | (NG) Ensure 'Allow data persistence for Microsoft Defender Application Guard' is set to 'Disabled' (Automated) |  |  |
| 18.9.48.4 | (NG) Ensure 'Allow files to download and save to the host operating system from Microsoft Defender Application Guard' is set to 'Disabled' (Automated) |  |  |
| 18.9.48.5 | (NG) Ensure 'Configure Microsoft Defender Application Guard clipboard settings: Clipboard behavior setting' is set to 'Enabled: Enable clipboard operation from an isolated session to the host' (Automated) |  |  |
| 18.9.48.6 | (NG) Ensure 'Turn on Microsoft Defender Application Guard in Managed Mode' is set to 'Enabled: 1' (Automated) |  |  |
| **18.9.49** | **Microsoft Defender Exploit Guard (formerly Windows Defender Exploit Guard)** | | |
| **18.9.50** | **Microsoft Edge** | | |
| **18.9.51** | **Microsoft FIDO Authentication** | | |
| **18.9.52** | **Microsoft Secondary Authentication Factor** | | |
| **18.9.53** | **Microsoft User Experience Virtualization** | | |
| **18.9.54** | **NetMeeting** | | |
| **18.9.55** | **Network Access Protection** | | |
| **18.9.56** | **Network Projector** | | |
| **18.9.57** | **News and interests** | | |
| 18.9.57.1 | (L2) Ensure 'Enable news and interests on the taskbar' is set to 'Disabled' (Automated) |  |  |
| **18.9.58** | **OneDrive (formerly SkyDrive)** | | |
| 18.9.58.1 | (L1) Ensure 'Prevent the usage of OneDrive for file storage' is set to 'Enabled' (Automated) |  |  |
| **18.9.59** | **Online Assistance** | | |
| **18.9.60** | **OOBE** | | |
| **18.9.61** | **Password Synchronization** | | |
| **18.9.62** | **Portable Operating System** | | |
| **18.9.63** | **Presentation Settings** | | |
| **18.9.64** | **Push To Install** | | |
| 18.9.64.1 | (L2) Ensure 'Turn off Push To Install service' is set to 'Enabled' (Automated) |  |  |
| **18.9.65** | **Remote Desktop Services (formerly Terminal Services)** | | |
| **18.9.65.1** | **RD Licensing (formerly TS Licensing)** | | |
| **18.9.65.2** | **Remote Desktop Connection Client** | | |
| **18.9.65.2.1** | **RemoteFX USB Device Redirection** | | |
| 18.9.65.2.2 | (L1) Ensure 'Do not allow passwords to be saved' is set to 'Enabled' (Automated) |  |  |
| **18.9.65.3** | **Remote Desktop Session Host (formerly Terminal Server)** | | |
| **18.9.65.3.1** | **Application Compatibility** | | |
| **18.9.65.3.2** | **Connections** | | |
| 18.9.65.3.2.1 | (L2) Ensure 'Allow users to connect remotely by using Remote Desktop Services' is set to 'Disabled' (Automated) |  |  |
| **18.9.65.3.3** | **Device and Resource Redirection** | | |
| 18.9.65.3.3.1 | (L2) Ensure 'Allow UI Automation redirection' is set to 'Disabled' (Automated) |  |  |
| 18.9.65.3.3.2 | (L2) Ensure 'Do not allow COM port redirection' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.3.3 | (L1) Ensure 'Do not allow drive redirection' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.3.4 | (L2) Ensure 'Do not allow location redirection' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.3.5 | (L2) Ensure 'Do not allow LPT port redirection' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.3.6 | (L2) Ensure 'Do not allow supported Plug and Play device redirection' is set to 'Enabled' (Automated) |  |  |
| **18.9.65.3.4** | **Licensing** | | |
| **18.9.65.3.5** | **Printer Redirection** | | |
| **18.9.65.3.6** | **Profiles** | | |
| **18.9.65.3.7** | **RD Connection Broker (formerly TS Connection Broker)** | | |
| **18.9.65.3.8** | **Remote Session Environment** | | |
| **18.9.65.3.9** | **Security** | | |
| 18.9.65.3.9.1 | (L1) Ensure 'Always prompt for password upon connection' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.9.2 | (L1) Ensure 'Require secure RPC communication' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.9.3 | (L1) Ensure 'Require use of specific security layer for remote (RDP) connections' is set to 'Enabled: SSL' (Automated) |  |  |
| 18.9.65.3.9.4 | (L1) Ensure 'Require user authentication for remote connections by using Network Level Authentication' is set to 'Enabled' (Automated) |  |  |
| 18.9.65.3.9.5 | (L1) Ensure 'Set client connection encryption level' is set to 'Enabled: High Level' (Automated) |  |  |
| **18.9.65.3.10** | **Session Time Limits** | | |
| 18.9.65.3.10.1 | (L2) Ensure 'Set time limit for active but idle Remote Desktop Services sessions' is set to 'Enabled: 15 minutes or less, but not Never (0)' (Automated) |  |  |
| 18.9.65.3.10.2 | (L2) Ensure 'Set time limit for disconnected sessions' is set to 'Enabled: 1 minute' (Automated) |  |  |
| **18.9.65.3.11** | **Temporary folders** | | |
| 18.9.65.3.11.1 | (L1) Ensure 'Do not delete temp folders upon exit' is set to 'Disabled' (Automated) |  |  |
| **18.9.66** | **RSS Feeds** | | |
| 18.9.66.1 | (L1) Ensure 'Prevent downloading of enclosures' is set to 'Enabled' (Automated) |  |  |
| **18.9.67** | **Search** | | |
| **18.9.67.1** | **OCR** | | |
| 18.9.67.2 | (L2) Ensure 'Allow Cloud Search' is set to 'Enabled: Disable Cloud Search' (Automated) |  |  |
| 18.9.67.3 | (L1) Ensure 'Allow Cortana' is set to 'Disabled' (Automated) |  |  |
| 18.9.67.4 | (L1) Ensure 'Allow Cortana above lock screen' is set to 'Disabled' (Automated) |  |  |
| 18.9.67.5 | (L1) Ensure 'Allow indexing of encrypted files' is set to 'Disabled' (Automated) |  |  |
| 18.9.67.6 | (L1) Ensure 'Allow search and Cortana to use location' is set to 'Disabled' (Automated) |  |  |
| **18.9.68** | **Security Center** | | |
| **18.9.69** | **Server for NIS** | | |
| **18.9.70** | **Shutdown Options** | | |
| **18.9.71** | **Smart Card** | | |
| **18.9.72** | **Software Protection Platform** | | |
| 18.9.72.1 | (L2) Ensure 'Turn off KMS Client Online AVS Validation' is set to 'Enabled' (Automated) |  |  |
| **18.9.73** | **Sound Recorder** | | |
| **18.9.74** | **Speech** | | |
| **18.9.75** | **Store** | | |
| 18.9.75.1 | (L2) Ensure 'Disable all apps from Microsoft Store' is set to 'Disabled' (Automated) |  |  |
| 18.9.75.2 | (L1) Ensure 'Only display the private store within the Microsoft Store' is set to 'Enabled' (Automated) |  |  |
| 18.9.75.3 | (L1) Ensure 'Turn off Automatic Download and Install of updates' is set to 'Disabled' (Automated) |  |  |
| 18.9.75.4 | (L1) Ensure 'Turn off the offer to update to the latest version of Windows' is set to 'Enabled' (Automated) |  |  |
| 18.9.75.5 | (L2) Ensure 'Turn off the Store application' is set to 'Enabled' (Automated) |  |  |
| **18.9.76** | **Sync your settings** | | |
| **18.9.77** | **Tablet PC** | | |
| **18.9.78** | **Task Scheduler** | | |
| **18.9.79** | **Tenant Restrictions** | | |
| **18.9.80** | **Text Input** | | |
| **18.9.81** | **Widgets** | | |
| 18.9.81.1 | (L1) Ensure 'Allow widgets' is set to 'Disabled' (Automated) |  |  |
| **18.9.82** | **Windows Calendar** | | |
| **18.9.83** | **Windows Color System** | | |
| **18.9.84** | **Windows Customer Experience Improvement Program** | | |
| **18.9.85** | **Windows Defender SmartScreen** | | |
| **18.9.85.1** | **Explorer** | | |
| 18.9.85.1.1 | (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled: Warn and prevent bypass' (Automated) |  |  |
| **18.9.85.2** | **Microsoft Edge** | | |
| 18.9.85.2.1 | (L1) Ensure 'Configure Windows Defender SmartScreen' is set to 'Enabled' (Automated) |  |  |
| 18.9.85.2.2 | (L1) Ensure 'Prevent bypassing Windows Defender SmartScreen prompts for sites' is set to 'Enabled' (Automated) |  |  |
| **18.9.86** | **Windows Error Reporting** | | |
| **18.9.87** | **Windows Game Recording and Broadcasting** | | |
| 18.9.87.1 | (L1) Ensure 'Enables or disables Windows Game Recording and Broadcasting' is set to 'Disabled' (Automated) |  |  |
| **18.9.88** | **Windows Hello for Business (formerly Microsoft Passport for Work)** | | |
| **18.9.89** | **Windows Ink Workspace** | | |
| 18.9.89.1 | (L2) Ensure 'Allow suggested apps in Windows Ink Workspace' is set to 'Disabled' (Automated) |  |  |
| 18.9.89.2 | (L1) Ensure 'Allow Windows Ink Workspace' is set to 'Enabled: On, but disallow access above lock' OR 'Disabled' but not 'Enabled: On' (Automated) |  |  |
| **18.9.90** | **Windows Installer** | | |
| 18.9.90.1 | (L1) Ensure 'Allow user control over installs' is set to 'Disabled' (Automated) |  |  |
| 18.9.90.2 | (L1) Ensure 'Always install with elevated privileges' is set to 'Disabled' (Automated) |  |  |
| 18.9.90.3 | (L2) Ensure 'Prevent Internet Explorer security prompt for Windows Installer scripts' is set to 'Disabled' (Automated) |  |  |
| **18.9.91** | **Windows Logon Options** | | |
| 18.9.91.1 | (L1) Ensure 'Sign-in and lock last interactive user automatically after a restart' is set to 'Disabled' (Automated) |  |  |
| **18.9.92** | **Windows Mail** | | |
| **18.9.93** | **Windows Media Center** | | |
| **18.9.94** | **Windows Media Digital Rights Management** | | |
| **18.9.95** | **Windows Media Player** | | |
| **18.9.96** | **Windows Meeting Space** | | |
| **18.9.97** | **Windows Messenger** | | |
| **18.9.98** | **Windows Mobility Center** | | |
| **18.9.99** | **Windows Movie Maker** | | |
| **18.9.100** | **Windows PowerShell** | | |
| 18.9.100.1 | (L1) Ensure 'Turn on PowerShell Script Block Logging' is set to 'Enabled' (Automated) |  |  |
| 18.9.100.2 | (L1) Ensure 'Turn on PowerShell Transcription' is set to 'Disabled' (Automated) |  |  |
| **18.9.101** | **Windows Reliability Analysis** | | |
| **18.9.102** | **Windows Remote Management (WinRM)** | | |
| **18.9.102.1** | **WinRM Client** | | |
| 18.9.102.1.1 | (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated) |  |  |
| 18.9.102.1.2 | (L1) Ensure 'Allow unencrypted traffic' is set to 'Disabled' (Automated) |  |  |
| 18.9.102.1.3 | (L1) Ensure 'Disallow Digest authentication' is set to 'Enabled' (Automated) |  |  |
| **18.9.102.2** | **WinRM Service** | | |
| 18.9.102.2.1 | (L1) Ensure 'Allow Basic authentication' is set to 'Disabled' (Automated) |  |  |
| 18.9.102.2.2 | (L2) Ensure 'Allow remote server management through WinRM' is set to 'Disabled' (Automated) |  |  |
| 18.9.102.2.3 | (L1) Ensure 'Allow unencrypted traffic' is set to 'Disabled' (Automated) |  |  |
| 18.9.102.2.4 | (L1) Ensure 'Disallow WinRM from storing RunAs credentials' is set to 'Enabled' (Automated) |  |  |
| **18.9.103** | **Windows Remote Shell** | | |
| 18.9.103.1 | (L2) Ensure 'Allow Remote Shell Access' is set to 'Disabled' (Automated) |  |  |
| **18.9.104** | **Windows Sandbox** | | |
| 18.9.104.1 | (L1) Ensure 'Allow clipboard sharing with Windows Sandbox' is set to 'Disabled' (Automated) |  |  |
| 18.9.104.2 | (L1) Ensure 'Allow networking in Windows Sandbox' is set to 'Disabled' (Automated) |  |  |
| **18.9.105** | **Windows Security (formerly Windows Defender Security Center)** | | |
| **18.9.105.1** | **Account protection** | | |
| **18.9.105.2** | **App and browser protection** | | |
| 18.9.105.2.1 | (L1) Ensure 'Prevent users from modifying settings' is set to 'Enabled' (Automated) |  |  |
| **18.9.106** | **Windows SideShow** | | |
| **18.9.107** | **Windows System Resource Manager** | | |
| **18.9.108** | **Windows Update** | | |
| **18.9.108.1** | **Legacy Policies** | | |
| 18.9.108.1.1 | (L1) Ensure 'No auto-restart with logged on users for scheduled automatic updates installations' is set to 'Disabled' (Automated) |  |  |
| **18.9.108.2** | **Manage end user experience** | | |
| 18.9.108.2.1 | (L1) Ensure 'Configure Automatic Updates' is set to 'Enabled' (Automated) |  |  |
| 18.9.108.2.2 | (L1) Ensure 'Configure Automatic Updates: Scheduled install day' is set to '0 - Every day' (Automated) |  |  |
| 18.9.108.2.3 | (L1) Ensure 'Remove access to “Pause updates” feature' is set to 'Enabled' (Automated) |  |  |
| **18.9.108.3** | **Manage updates offered from Windows Server Update Service** | | |
| **18.9.108.4** | **Manage updates offered from Windows Update (formerly Defer Windows Updates and Windows Update for Business)** | | |
| 18.9.108.4.1 | (L1) Ensure 'Manage preview builds' is set to 'Disabled' (Automated) |  |  |
| 18.9.108.4.2 | (L1) Ensure 'Select when Preview Builds and Feature Updates are received' is set to 'Enabled: 180 or more days' (Automated) |  |  |
| 18.9.108.4.3 | (L1) Ensure 'Select when Quality Updates are received' is set to 'Enabled: 0 days' (Automated) |  |  |
| **19** | **Administrative Templates (User)** | | |
| **19.1** | **Control Panel** | | |
| **19.1.1** | **Add or Remove Programs** | | |
| **19.1.2** | **Display** | | |
| **19.1.3** | **Personalization (formerly Desktop Themes)** | | |
| 19.1.3.1 | (L1) Ensure 'Enable screen saver' is set to 'Enabled' (Automated) |  |  |
| 19.1.3.2 | (L1) Ensure 'Password protect the screen saver' is set to 'Enabled' (Automated) |  |  |
| 19.1.3.3 | (L1) Ensure 'Screen saver timeout' is set to 'Enabled: 900 seconds or fewer, but not 0' (Automated) |  |  |
| **19.2** | **Desktop** | | |
| **19.3** | **Network** | | |
| **19.4** | **Shared Folders** | | |
| **19.5** | **Start Menu and Taskbar** | | |
| **19.5.1** | **Notifications** | | |
| 19.5.1.1 | (L1) Ensure 'Turn off toast notifications on the lock screen' is set to 'Enabled' (Automated) |  |  |
| **19.6** | **System** | | |
| **19.6.1** | **Ctrl+Alt+Del Options** | | |
| **19.6.2** | **Display** | | |
| **19.6.3** | **Driver Installation** | | |
| **19.6.4** | **Folder Redirection** | | |
| **19.6.5** | **Group Policy** | | |
| **19.6.6** | **Internet Communication Management** | | |
| **19.6.6.1** | **Internet Communication settings** | | |
| 19.6.6.1.1 | (L2) Ensure 'Turn off Help Experience Improvement Program' is set to 'Enabled' (Automated) |  |  |
| **19.7** | **Windows Components** | | |
| **19.7.1** | **Add features to Windows 8 / 8.1 / 10 (formerly Windows Anytime Upgrade)** | | |
| **19.7.2** | **App runtime** | | |
| **19.7.3** | **Application Compatibility** | | |
| **19.7.4** | **Attachment Manager** | | |
| 19.7.4.1 | (L1) Ensure 'Do not preserve zone information in file attachments' is set to 'Disabled' (Automated) |  |  |
| 19.7.4.2 | (L1) Ensure 'Notify antivirus programs when opening attachments' is set to 'Enabled' (Automated) |  |  |
| **19.7.5** | **AutoPlay Policies** | | |
| **19.7.6** | **Backup** | | |
| **19.7.7** | **Calculator** | | |
| **19.7.8** | **Cloud Content** | | |
| 19.7.8.1 | (L1) Ensure 'Configure Windows spotlight on lock screen' is set to Disabled' (Automated) |  |  |
| 19.7.8.2 | (L1) Ensure 'Do not suggest third-party content in Windows spotlight' is set to 'Enabled' (Automated) |  |  |
| 19.7.8.3 | (L2) Ensure 'Do not use diagnostic data for tailored experiences' is set to 'Enabled' (Automated) |  |  |
| 19.7.8.4 | (L2) Ensure 'Turn off all Windows spotlight features' is set to 'Enabled' (Automated) |  |  |
| 19.7.8.5 | (L1) Ensure 'Turn off Spotlight collection on Desktop' is set to 'Enabled' (Automated) |  |  |
| **19.7.9** | **Credential User Interface** | | |
| **19.7.10** | **Data Collection and Preview Builds** | | |
| **19.7.11** | **Desktop Gadgets** | | |
| **19.7.12** | **Desktop Window Manager** | | |
| **19.7.13** | **Digital Locker** | | |
| **19.7.14** | **Edge UI** | | |
| **19.7.15** | **File Explorer (formerly Windows Explorer)** | | |
| **19.7.16** | **File Revocation** | | |
| **19.7.17** | **IME** | | |
| **19.7.18** | **Import Video** | | |
| **19.7.19** | **Instant Search** | | |
| **19.7.20** | **Internet Explorer** | | |
| **19.7.21** | **Location and Sensors** | | |
| **19.7.22** | **Microsoft Edge** | | |
| **19.7.23** | **Microsoft Management Console** | | |
| **19.7.24** | **Microsoft User Experience Virtualization** | | |
| **19.7.25** | **Multitasking** | | |
| **19.7.26** | **NetMeeting** | | |
| **19.7.27** | **Network Projector** | | |
| **19.7.28** | **Network Sharing** | | |
| 19.7.28.1 | (L1) Ensure 'Prevent users from sharing files within their profile.' is set to 'Enabled' (Automated) |  |  |
| **19.7.29** | **OOBE** | | |
| **19.7.30** | **Presentation Settings** | | |
| **19.7.31** | **Remote Desktop Services (formerly Terminal Services)** | | |
| **19.7.32** | **RSS Feeds** | | |
| **19.7.33** | **Search** | | |
| **19.7.34** | **Sound Recorder** | | |
| **19.7.35** | **Store** | | |
| **19.7.36** | **Tablet PC** | | |
| **19.7.37** | **Task Scheduler** | | |
| **19.7.38** | **Windows Calendar** | | |
| **19.7.39** | **Windows Color System** | | |
| **19.7.40** | **Windows Defender SmartScreen** | | |
| **19.7.41** | **Windows Error Reporting** | | |
| **19.7.42** | **Windows Hello for Business (formerly Microsoft Passport for Work)** | | |
| **19.7.43** | **Windows Installer** | | |
| 19.7.43.1 | (L1) Ensure 'Always install with elevated privileges' is set to 'Disabled' (Automated) |  |  |
| **19.7.44** | **Windows Logon Options** | | |
| **19.7.45** | **Windows Mail** | | |
| **19.7.46** | **Windows Media Center** | | |
| **19.7.47** | **Windows Media Player** | | |
| **19.7.47.1** | **Networking** | | |
| **19.7.47.2** | **Playback** | | |
| 19.7.47.2.1 | (L2) Ensure 'Prevent Codec Download' is set to 'Enabled' (Automated) |  |  |

Appendix: Change History

| Date | Version | Changes for this version |
| --- | --- | --- |
| 02/14/2022 | 1.0.0 | Initial Public Release |